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  CALL FOR REVIEW!  CALL FOR REVIEW!  CALL FOR REVIEW!
Please provide your thoughts regarding this draft Enterprise SPICE Process Assessment Model.  Please use the attached commenting template, and return your comments to Winifred.menezes@ieee.org. 
We request review comments by 20 November 2009.   Thank you for your valued participation.
Introduction:  
As an enterprise pursues organizational excellence, there are many improvement models, standards, and approaches available.  Each might help with part of the business, or address selected compliance requirements, but using several separately can be expensive, confusing, and ineffective.  
The Enterprise SPICE project, sponsored by the SPICE User Group, is tasked to help address this problem by integrating and harmonizing various models and standards into a single enterprise improvement model …known as Enterprise SPICE.  Enterprise SPICE intends to provide an efficient effective mechanism for assessing and improving processes deployed across a typical, large or small, enterprise.
Enterprise SPICE Scope:

Enterprise SPICE is not starting from scratch, but builds on Federal Aviation Administration's (FAA) integrated Capability Maturity Model (iCMM) plus extensions, and augments this model with additional disciplines, source models and standards that have been determined by the Enterprise SPICE project stakeholders.  This initial Enterprise SPICE release addresses the following:
· Discipline Scope:  The baseline disciplines from the iCMM (enterprise governance/management; full lifecycle engineering; acquisition; quality management; safety and security; general management; core supporting disciplines) plus: service management; human resource management; knowledge management; investment management; and environment.  
· Sources: The baseline sources from the iCMM (ISO 9001, ISO/IEC 12207, ISO/IEC 15288, ISO/IEC 15504, Malcolm Baldrige National Quality Award criteria, CMMI, EIA 731, SA-CMM, SE-CMM, SW-CMM, MIL-STD-882C, MIL-STD-882D, IEC 61508, DEF STAN 00-56, ISO 17799, ISO 15408, ISO/IEC 21827, and NIST 800-30) plus: ITIL, ISO 20000, CobiT, People CMM, ITIM, ISO 14000 and other references such as eSCM and PMI documents.  (Note latest versions have been used as determined by the Enterprise SPICE Advisory Board.)
Additional disciplines and sources may be addressed in subsequent Enterprise SPICE releases.
Enterprise SPICE Structure: 

The initial Enterprise SPICE architecture brings together these disciplines and sources into a structure with 3 categories, 1 application area, and 29 processes.  This structure is depicted below.  Each process has been mapped to sources that are integrated into that process.  
· Governance/Management Category – The governance/management category includes processes that:  set vision, goals, strategy, and direction; initiate, align, plan and track activities that accomplish the objectives of the enterprise, organization, project or team; oversee execution of other processes.
· Life Cycle Category – The life cycle category includes processes that: develop, maintain, transition, operate a product or service to provide or sustain services a customer needs; cover the typical life cycle of a product or service.

· Support Category – The support category includes processes that: are used by other processes when needed; contribute to the success and quality of all the processes.

· Special Applications – Special “application areas” provide ways Enterprise SPICE processes might be implemented for a particular application. The practices, called “application practices”, are implemented by using other Enterprise SPICE processes in the context of the special application. This facilitates the re-use of the model without recreating processes that are already well established.   
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Enterprise SPICE Process Assessment Model:
This document contains the draft process dimension of the Process Assessment Model (PAM) for Enterprise SPICE.  The process dimension includes Process Reference Model elements (purpose and outcomes) plus process performance indicators (base practices and work products).  Review comments received on the previously distributed Process Reference Model have been adjudicated and incorporated, as appropriate, in this revision.  Base practices, work products, and relationship notes have been added.  Each process description also identifies the source documents and their processes or clauses that were brought together to derive the purpose, outcomes, and base practices.  Detailed mappings of these elements to sources and related references are additionally provided as an appendix.  (Note that these are initial mapping tables, organized by process, and that a comprehensive mapping document will be developed demonstrating coverage). 
Author guidelines, templates, and further information on source and reference documents are available on our project website: http://spiceforum.webexone.com .
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Governance/Management Category

Integrated Enterprise Management

	Process ID
	 (to be provided)

	Process Name
	Integrated Enterprise Management

	Process Purpose
	The purpose of the Integrated Enterprise Management process is to establish strategic enterprise direction and ensure the enterprise achieves its goals and objectives.  

	Process Outcomes
	As a result of successful implementation of the Integrated Enterprise Management process:

1) Vision, mission, values, performance goals, objectives, and targets are established, maintained, and communicated to all employees. 

2) Enterprise policies and directives are established, maintained, and communicated to all employees and stakeholders. 

3) The organization is structured and aligned to operate efficiently and consistently to achieve the vision, goals, and objectives. 

4) Employees share a common vision, culture, and understanding of enterprise goals and objectives and their role in achieving them.

5) Strategies are developed, budgets are formulated and aligned to strategic goals, and actions to achieve goals and objectives are established and reviewed.

6) Societal impacts, regulatory and legal requirements, environmental impacts, and risks are recognized and addressed when operating the enterprise.

7) Employees are informed about enterprise performance. 

	Base Practices
	BP1   Establish and Maintain Strategic Vision. Establish, maintain, and communicate a strategic vision that identifies long-term goals, values, performance expectations, and core activities.  [Outcome: 1]

BP2 Establish and Maintain Policies.   Establish, maintain and communicate policies and directives. [Outcome: 2]

BP3 Align to Achieve the Vision. Align the enterprise to operate efficiently and consistently to achieve the vision.  Establish leadership systems and structures for decision making, empowerment, and conflict resolution.  Provide incentives for contributing to enterprise vision and strategy. [Outcome: 3]

BP4. Ensure sharing of common vision. Ensure that individuals in the enterprise share a common culture, understand the common vision, and are committed and empowered to perform their functions effectively. [Outcome: 4]

BP5.  Establish and Maintain Strategy. Establish and maintain the enterprise strategic plans that identify business objectives to be achieved, areas of business to be pursued and their interrelationships, and the significant goals to be accomplished.

[Outcome: 5]

BP6 Formulate and align enterprise budgets.  Formulate enterprise budgets to ensure alignment with strategic goals.  Ensure congruency with action plans.

[Outcome: 5]   
BP7.  Develop and Deploy Action Plans. Establish, integrate, and deploy tactical action plans to accomplish strategic objectives. [Outcome: 5]

BP8.  Review Performance. Review performance relative to goals and changing needs across the enterprise. [Outcome: 5]

NOTE: Performance review information is provided by related management levels, as appropriate.

BP9.  Act on Results of Review. Translate performance review findings into action.

[Outcome: 5]

BP10.  Fulfill Public Responsibility. Address the impacts on society of planned activities, products, services, and operations, considering regulatory and legal requirements and risks associated with products, services, and operations.

[Outcome: 6]

BP11 Inform employees regarding enterprise performance.  Inform employees regarding enterprise performance [Outcome: 7]



	Relationship Notes
	NOTE1: The Investment Management process manages the portfolio of enterprise investments to align with achievement of enterprise goals and objectives.

NOTE2: The Measurement and Analysis process supports the establishment and use of measures to evaluate performance. 

NOTE3: Apply the Risk Management process for assessing risks associated with operating the enterprise. 

NOTE4: The Process Definition process addresses alignment of processes to achieve enterprise business objectives.

NOTE5: The Process Improvement process addresses capability assessment, development, deployment, and evaluation of best practices for efficient effective management.

NOTE6: Products from the Enterprise Architecture process are useful in developing the enterprise strategy.



	Sources
	iCMM v2: PA 00 Integrated Enterprise Management
ISO 20000: 3.1 Management Responsibility

CobiT v 4.1: PO1 Define a strategic IT Plan; PO4 Define the IT processes, organization and relationships; PO6 Communicate management aims and direction; ME1 Monitor and evaluate IT performance; ME3 Ensure compliance with external requirements; ME4 Provide IT governance

P-CMM: Communication and coordination; Participatory culture; Organizational performance alignment

ISO/IEC 12207:2008:  F.1 Organizational Alignment; F.2 Organization Management   

ISO 14001: 4.2 Environmental policy; 4.3.3 Objectives, targets and programme(s); 4.4.1 Resources, roles, responsibility and authority (also capability dimension); 4.4.3 Communication; 

	References
	Standard for Portfolio Management: Strategic Change

eSCM (CL): Governance Management; Value Management; Organizational Change Management;

eSCM (SP): Performance Management

JTC1 Study Group on IT Governance: Glossary of Terms on IT Governance v3.0 


	Work Products

	Inputs
	Outputs

	Market analysis [Outcome: 1]
	Strategic Vision [Outcome: 1]

	Customer satisfaction reports [Output: 1]
	Evaluations of the strategic vision [Outcome:1]

	Past enterprise performance [Outcome: 1]
	Long-term goals [Outcome: 1]

	Technology forecasts [Outcome: 1]
	Performance expectations [Outcomes: 1, 2]

	Regulatory and legal requirements [Outcome: 6]
	Business objectives [Outcome: 1]

	Enterprise risk assessment reports [Outcome: 6]
	Values [Outcome: 1]

	Budget [Outcome: 5]
	Core activities [Outcome: 1]

	Measurements [Outcome: 5]
	Product lines [Outcome: 1]

	Performance information [Outcome: 5]
	Targets [Outcome: 1]

	Enterprise architecture [Outcome: 1, 5]
	Communication plan [Outcomes: 1, 2, 4, 7]

	
	Policies [Outcome: 2]

	
	Directives [Outcome: 2]

	
	Leadership system [Outcome: 3]

	
	Unified goals [Outcome: 3]

	
	Conflict/issue resolution methods [Outcome: 3]

	
	Organization charts [Outcome: 3]

	
	Guidelines for empowerment and decision making [Outcome: 3]

	
	Management structures [Outcome: 3]

	
	Monetary and non-monetary incentives [Outcome: 3]

	
	Performance plans aligned with enterprise goals and objectives [Outcome: 4]

	
	Strategy; Strategic plans [Outcome: 5]

	
	Aligned budgets; Allocated resources [Outcome: 5]

	
	Action Plans; Tactical Plans [Outcome: 5]

	
	Key performance measures/indicators [Outcome: 5]

	
	Performance results; Performance evaluations [Outcome: 5]

	
	Adjusted Plans [Outcome: 5]

	
	Results of regulatory or legal compliance reviews [Outcome: 6]

	
	Environmental improvements [Outcome: 6]

	
	Risk assessments [Outcome: 6]

	
	Enterprise performance reports [Outcome: 7]


Notes:  iCMM v2 PA 00 integrates practices from: 
ISO 9001 5.1 Management Commitment, 5.3 Quality policy, 5.4.1 Quality objectives, 5.5.3 Internal Communication, 5.6 Management review, 6.1 Provision of resources 
CMMI Organizational Environment for Integration, Organizational Process Performance; 
MBNQA 1.1 Organizational Leadership, 1.2 Public/Organization Responsibility and Citizenship, 2.1 Strategy Development, 2.2 Strategy Deployment, 7 Business Results 
ISO/IEC TR 15504 ORG.1 Organizational alignment, CUS.2 Supply

ISO/IEC 12207 5.2 Supply 

ISO/IEC CD 15288 5.1.2 Supply, 5.2.1 Enterprise Environment Management, 5.2.2 Investment Management 
IPD-CMM PA18 Shared Vision, PA 19 Organizational Leadership

iCMM v1 PA 10 Product Evolution 
(see practice details in Mapping Table Supplement to the FAA-iCMM v2)
Investment Management

	Process ID
	 (to be provided)

	Process Name
	Investment Management  

	Process Purpose
	The purpose of the Investment Management process is to ensure that organizations realize optimal value from strategically aligned, business investments at an affordable cost with a known and acceptable level of risk.

NOTE:  Investments may be internal or external to the enterprise. 

	Process Outcomes
	As a result of successful implementation of the Investment Management process:
1) Criteria are established for categorizing, selecting and evaluating potential investment opportunities.

NOTE:  Criteria should include alignment with enterprise strategies, objectives, and architecture.

2) Business cases are prepared for potential investments.

3) Potential investments are prioritized for consideration in the investment portfolio.

4) An investment portfolio is established and maintained that collectively supports enterprise objectives. 

5) Resources and budgets are identified and allocated.
6) The investment portfolio is reviewed based on agreed performance indicators and adjusted as needed to ensure alignment with enterprise objectives, acceptable risk levels, and resource constraints.



	Base Practices
	BP1: Establish Criteria: Establish and maintain criteria for selecting and evaluating potential investments.  [Outcome: 1]
NOTE: Include for example alignment with enterprise strategy and enterprise architecture, cost, benefit, risk, available resources, business development opportunities.
BP2: Identify investment proposals.  Prepare business cases, identifying and describing investment proposals. [Outcome: 2]

BP3: Categorize Proposals: Define investment categories and categorization criteria and categorize proposals. [Outcomes: 1,3]

BP4: Prioritize investment proposals: Evaluate and prioritize investment proposals. [Outcome: 3]

BP5: Establish and maintain the investment portfolio.

Select proposals to be included in the investment portfolio.   Establish and maintain the investment portfolio. [Outcome: 4, 6]
BP6: Identify and allocate resources.  Allocate resources to execute selected investments.  Reallocate resources from deactivated and terminated investments. [Outcome: 5]

BP7: Review/evaluate performance.  Review and evaluate ongoing investments vs. stated criteria to determine whether to continue with, add to, or terminate specific investments. [Outcome: 6]

BP8: Adjust investment portfolio.

Adjust the investment portfolio in response to actual portfolio performance. [Outcome: 6]


	Relationship Notes
	NOTE1: Enterprise strategies and objectives are determined by means of the Integrated Enterprise Management process.  This process also reviews investment decisions to ensure alignment with changing enterprise needs.

NOTE2:  Apply the Alternatives Analysis process for evaluating alternative investment choices.

NOTE3:  Investment performance indicators can be developed by means of the Measurement and Analysis process.

NOTE4: Business cases are prepared by means of the Project Management process.

NOTE5: Potential investments are represented in the to-be architecture developed by means of the Enterprise Architecture process.

	Sources
	ITIL v3:  Service Portfolio Management; 

ISO 20000: 6.4 Budgeting and accounting for IT services

CobiT v 4.1: PO4 Define the IT processes, organization and relationships; PO5 Manage the IT investment; ME1 Monitor and evaluate IT performance; ME4 Provide IT Governance

ITIM v1.1: Selecting an investment; Providing investment oversight; Capturing investment information; Defining portfolio criteria; Creating the portfolio; Evaluating the portfolio; Conducting post implementation review

ISO/IEC 15288:2008: 6.2.3 Project Portfolio Management  

ISO/IEC 12207:2008: 6.2.3 Project Portfolio Management Process


	References
	Standard for Portfolio Management, 2nd edition Identification; Categorization; Evaluation; Selection; Prioritization; Portfolio balancing; Authorization; Portfolio review, Communicate Portfolio Adjustment

Val IT Framework 2.0


	Work Products

	Inputs
	Outputs

	Enterprise strategy and objectives [Outcomes: 1, 4, 6]
	Criteria for categorizing investments [Outcome: 1]

	Enterprise architecture [Outcome: 1]
	Criteria for selecting investments [Outcome: 1]

	Portfolio risk assessments [Outcome: 6]
	Criteria for evaluating investments [Outcome: 1]

	
	Business cases [Outcome: 2]

	
	Prioritized investments [Outcome: 3]

	
	Investment portfolio [Outcome: 4]

	
	Resources and budgets [Outcome: 5]

	Investment performance indicators [Outcome: 6]
	Adjusted investment portfolio [Outcome: 6]


Business Relationship Management

	Process ID
	

	Process Name
	Business Relationship Management

	Process Purpose
	The purpose of the Business Relationship Management process is to establish and maintain a good relationship between the product or service provider and the business partner based on understanding the business partner and their business drivers. 

NOTE:  This process is closely aligned with the Needs process but focuses on business relationships.  Business relationships pertain to relationships among internal and external stakeholders and partners.

	Process Outcomes
	As a result of successful implementation of the Business Relationship Management process:

1) Business needs and drivers are understood and used as the basis for providing products and services.

2) Interactions and collaborative relationships are established and maintained.

3) Customer demand is influenced.

4) Complaints and compliments are collected, recorded and managed to resolution. 

5) A focus on value creation is established.

6) Contacts and communication with stakeholders and the business are established and retained.

7) Relationship with the business is managed.



	Base Practices
	BP1. Develop Relationships: Develop and document contacts and relationships with the business, customers and stakeholders.
BP2. Establish Communication Interface: The provider shall have a named individual or individuals who are responsible for managing customer satisfaction and the whole business relationship process.

BP3. Identify Relationship Attributes: Identify and manage cultural, market, loyalty and beneficiaries attributes.
BP4. Identify Value Creation Opportunities: proactively identify value creation opportunities and communicate them to the customer.
BP5. Manage Complaints and Compliments: Log and manage all complaints and compliments by analyzing existing information, obtaining feedback from customers and performing service reviews.


	Relationship Notes
	NOTE 1: Relationship Attributes and Value Creation Opportunities should be refined based on the goals, objectives and strategies identified by the Needs process.

	Sources
	ITIL v3: Service Level Management; Service Portfolio Management ; Service Catalog Management 

ISO/IEC 20000 6.1 Service level management; 7.2 Business relationship management
CobiT v 4.1 DS1 Define and manage service levels; PO4 Define the IT processes, organization and relationships; DS8 Manage service desk and incidents; ME3 Ensure compliance with external requirements

15504-5 SPL.1 Supplier tendering. OPE.2 Customer support

ITIM Meeting business needs

MBNQA 3. Customer and Market Focus

	References
	eSCM Relationship Management (CL); Relationship Management (SP)


	Work Products

	Inputs
	Outputs

	Market Analysis [Outcome 1, 3, 5 ]
	Customer Attributes [Outcome 1, 2, 3]

	Customer Loyalty Analysis [Outcome 2, 4]
	Contact List [Outcome 2, 6, 7]

	Customer Feedback [Outcome 3, 4, 6, 7]
	Value Creation Opportunities [Outcome 3, 5]

	
	Storyboards [Outcome 1, 3, 5]

	
	Communication Plan [Outcome 2, 6, 7]

	
	Complaints and Compliment Register [Outcome 4]


Human Resource Management 

	Process ID
	 (to be provided)

	Process Name
	Human Resource Management 

	Process Purpose
	The purpose of the Human Resource Management process is to provide the organization with individuals who possess skills and knowledge to perform their roles effectively and to work together as a cohesive group.

	Process Outcomes
	As a result of successful implementation of the Human Resource Management process:

1) Committed work is matched to human resources and qualified individuals are recruited, selected, and transitioned into assignments. 

2) Objectives related to committed work are defined against which performance can be measured. Feedback regarding performance against these objectives is provided to continuously enhance performance.

3) The workforce has the skills to share information and coordinate their activities efficiently and effective interaction between individuals and groups is supported.

4) All individuals are provided with remuneration and benefits based on their contribution and value to the organization as well as opportunities to develop competencies that enable them to achieve career objectives.

5) Workforce activities are coordinated with current and future business needs at both the organizational and unit levels.



	Base Practices
	BP1: Develop a strategy for human resources management. Develop a strategy for human resources management including how the needed skills and competencies will be identified, developed or acquired, personnel performance evaluated, career development established, personnel motivated and matched to current and future business needs at both the organizational and unit levels.
[Outcome: 1, 2, 5]

BP2: Identify needed skills and competencies. Identify and evaluate skills and competencies needed by the organization to achieve its goals.
[Outcome: 1]

BP3: Define evaluation criteria. Define objective criteria that can be used to evaluate candidates and assess staff performance. 

[Outcome: 2]

BP4: Recruit qualified staff. Establish a systematic program for recruitment of staff competent to meet the needs of the organization.
[Outcome: 1]

BP5: Develop staff skills and competencies. Define and provide opportunities for development of the skills and competencies of staff. 

[Outcome: 3]

BP6: Define team organization for projects and tasks. Define the structure and operating rules under which teams undertaking projects and/or tasks operate. 

[Outcome: 3]

BP7: Empower project teams. Empower teams to perform their job, by ensuring that they have:

- an understanding of their job;

- a shared vision or sense of common interest;

- appropriate mechanisms or facilities for communication; and

- support from management for what they are trying to accomplish. 

[Outcome: 5]

BP8: Maintain project team interactions. Obtain and maintain agreement on the management of interactions between teams. 

[Outcome: 3]

BP9: Evaluate staff performance. Evaluate the performance of staff, in respect of their contributions to the goals of the organization as a whole. Ensure that feedback is discussed with the staff. 

[Outcome: 2, 4]

BP10: Provide feedback on performance. Ensure that feedback is provided to staff on the results of any performance evaluations performed. 

[Outcome: 2, 4]

BP11: Motivate personnel, e.g., through career development and reward mechanisms.

[Outcome: 4]

BP12: Maintain staff records. Maintain adequate records of staff, including not only personnel details, but also information on skills, training completed, and performance evaluations.
[Outcome: 2, 4]

	Relationship Notes
	NOTE1: Use high level input from Integrated Enterprise Management process. 
NOTE2: Project Management process determines the needed skills and competencies for the staff.

NOTE3: Needs and Requirements processes support the elaboration of identification of personnel needed skills and competencies.

NOTE4: Tendering and Supplier Agreement management processes support the acquisition of services to address Human Resource Management process needs.

NOTE5: Human Resource Management process is applied to support Process improvement process.

NOTE6: Human Resource Management process interacts with Training process.

	Sources
	ISO/IEC 15504-5 RIN.1 Human resource management

P-CMM Staffing (ML2), Performance management (ML2), Compensation (ML2), Workforce planning (ML3), Career development (ML3), Competency-based practices (ML3)

Cobit 4.1  PO7 Manage IT human resources

MBNQA Baldrige National Quality Program: Criteria for Performance Excellence – 2008: 5.1 Workforce Focus - Workforce Engagement

	References
	eSCM People Management (CL), People Management (SP)




	Work Products

	Inputs
	Outputs

	Personnel policy [Outcome: 1, 2, 5]
	

	Human resource management plan [Outcome: 1]
	Human resource management plan [Outcome: 1]

	Human resource needs analysis  [Outcome: 1]
	Human resource needs analysis  [Outcome: 1]

	
	Acquisition plan [Outcome: 1, 2]

	
	Personnel performance criteria [Outcome: 2]

	Personnel record [Outcome: 1, 2]
	Personnel record [Outcome: 1, 2, 4]

	
	Organization’s, project, individuals training needs [Outcome: 1, 2]

	Training record [Outcome: 3, 5]
	Training record [Outcome: 3, 5]

	
	Personnel performance evaluation [Outcome: 2]

	
	Personnel performance review record [Outcome: 2]


Enterprise Architecture

	Process ID
	 (to be provided)

	Process Name
	Enterprise Architecture

	Process Purpose
	The purpose of the Enterprise Architecture process is to establish and maintain an architecture for the enterprise that is envisioned to facilitate mission success.



	Process Outcomes
	As a result of successful implementation of the Work Environment  process:

1) Recognized and credible standards and models are adopted to guide the deployment and maintenance of an enterprise architecture.  

2)  An architecture framework is established for the enterprise, based on adopted models and standards. 

3)  A description of the current enterprise architecture is maintained in terms of the selected architecture framework.

4)  A description of the target enterprise architecture is established and maintained that is based on analysis of mission needs.

5)  Transition planning to achieve the target enterprise architecture is maintained and executed.



	Base Practices
	BP1: Adopt Standards. Adopt standards to guide the enterprise architecture program. [Outcome 1]

BP2: Establish a Framework.  Establish the dimensions that constitute the state of the enterprise appropriate to each segment of the enterprise that will be used to define the nature and performance of the enterprise, based on the adopted standards. [Outcome 2]

BP3: Maintain Architecture Description. Document and maintain a description of the architecture and its components that will be used as a baseline to measure and improve performance. [Outcome 3]

BP4:  Identify Opportunities and Technologies.  Analyze mission needs and technologies to identify new products and technologies to support them. [Outcome 4]

BP5: Determine Desired State.  Determine and maintain a description of the desired characteristics and performance of the architecture components, based on mission needs and the current performance.  [Outcome: 4]

BP6: Establish Benchmarks. Establish measurable increments or phases in achieving the target architecture. [Outcome 5]
BP7: Achieve the Target Architecture.  Plan and execute a program to achieve the targeted architecture increments. [Outcome 5]


	Relationship Notes
	A number of processes are employed in support of Enterprise Architecture – especially Enterprise Management to establish the desired architecture, Measurement to measure progress, and Configuration Management to manage changes.

	Sources
	CobiT v4.1:  PO2 Define the information architecture; PO3 Determine technology direction

ITIM: Managing the succession of information systems;  Using IT to drive strategic business change

FEA (Federal Enterprise Architecture) Practice Guidance, November 2007


	References
	Federal Enterprise Architecture 

A Comparison of the Top Four Enterprise-Architecture Methodologies from:http://msdn.microsoft.com/en-us/library/bb466232.aspx


	Work Products

	Inputs
	Outputs

	Inventory of candidate standards and models [Outcome 1]
	Documented analysis of standards and models, and list of those selected [Outcome 1]

	Enterprise mission needs [Outcome 1]
	

	Documented analysis of standards and models, and list of those selected [Outcome 2]
	Description of the adopted architecture framework and its components[Outcome 2]

	Description of the adopted architecture framework and its components[Outcome 3]
	Description of the current enterprise architecture [Outcome 3]

	Description of the adopted architecture framework and its components;

Description of the current enterprise architecture [Outcome 4]
	Description of the target enterprise architecture [Outcome 4]



	Description of the target enterprise architecture [Outcome 5]


	Transition plans to achieve the target enterprise architecture, measurements of progress, Description of the achieved target architecture [Outcome 5]




Project Management 

	Process ID
	(to be provided)

	Process Name
	Project Management

	Process Purpose
	The purpose of the Project Management process is to ensure the project achieves its objectives by initiating, planning, executing, monitoring, controlling and closing the project activities and resources.

NOTE 1: Project Management pertains to managing any undertaking that develops and/or maintains one or more products or provides a service. This includes managing operational projects (groups of operational activities).

NOTE 2: Projects may be called by various names in different organizational contexts, such as product teams, service teams, business units, or programs to managing operational projects (groups of operational activities managed as projects) or managing business units.  



	Process Outcomes
	As a result of successful implementation of the Project Management  process:

1) The project is initiated and authorized, moving from the feasibility study. (Initiating)

2) Project plan(s) are established and maintained in order to attain the objectives and scope that the project was undertaken to address. (Planning)
3) Estimates of schedule and task resources are provided with supportable rationale. (Planning)
4) People and other resources are managed to carry out the project plan for the project. (Executing) 
5) Progress are  regularly measured and monitored to identify variances from the project plan (Monitoring)

6) Corrective actions are taken when necessary to meet project objectives and are managed to closure.   (Controlling) 
7) Completion of the product, service or results is formalized and the project or project phase is brought to an orderly end (Closing).


	Base Practices
	BP 01 Define project objectives, scope, and outputs:  Define project objectives, scope, and the work products and services that are to be provided by the project.  [Outcome 1]

BP 02 Define the life-cycle approach and activities: Define the life-cycle approach that will be used and define and sequence the activities needed to achieve project outputs. [Outcome 2]

BP 03 Define stakeholders. Stakeholders and interfaces between elements in the project, and with other project and organizational units, are identified. [Outcome 1, 2]

BP 04 Estimate planning parameters: Estimate and document the work product and task planning parameters that provide a basis for resource estimates. [Outcome 2, 3]

BP 05  Estimate project resource requirements:  Estimate the project effort, cost, schedule and other resource requirements. [Outcome 3]

BP 06 Establish schedules: Develop schedules for the project. [Outcome 2]

BP 07 Establish budget. Develop budget for the project. [Outcome 2]

BP 08 Plan the quality. Identify the quality requirements and/or standards for the project or product and document how the project will demonstrate compliance. [Outcome 2]
BP 09 Develop the human resource plan. Identify the experience, knowledge and skill requirements of the project and apply them to the selection of individuals and teams. Identify the specific individuals and groups contributing to, and impacted by, the project, allocate them their specific responsibilities, and ensure that the commitments are understood and accepted, funded and achievable. [Outcome: 2]
BP 10 Plan communications. Determine project stakeholder information needs and define a communication approach. [Outcome 2]
BP 11 Plan risks. Identify and analyze risks which may affect the project. Develop alternatives and actions in order to enhance opportunities and to reduce threats to the project objectives. [Outcome 2]
BP 12 Plan procurements. Plan and document project purchasing decisions. [Outcome 2] 

BP 13 Establish and maintain plans: Establish and maintain a complete set of plans for providing the products and services throughout the project life cycle. [Outcome 1]

BP 14 Establish commitment: Establish and maintain commitment of affected groups and individuals to project objectives and plans, and commitment of resources as identified in the plan. [Outcome 2]

BP 15 Acquire, develop and manage project team. Identify individuals or teams that will be assigned the resources and responsibilities for meeting project objectives. Improve the competencies of the team. Track team member performance, provide feedback, resolve issues and manage changes to optimize project performance. [Outcome 4]

BP 16 Direct and manage project execution: Perform the work defined in the project plan to achieve the project’s objectives. [Outcome 4]

BP 17 Distribute information. Make relevant or established information available to project stakeholders as planned. [Outcome 4]

BP 18 Manage Stakeholder expectations. Communicate and work with stakeholders to meet their needs and address issues as they occur. [Outcome 4]

BP 19 Monitor Project Performance: Monitor and track project activities and results against plans and baseline. [Outcome 5]

BP 20 Review and Analyze Project Performance: Conduct formal and informal reviews of project performance and analyze variances from
 plans. [Outcome 5]

BP 21 Take Corrective Action: Take corrective actions to address problems. [Outcome 6]

BP 22 Close project. Complete the project formally. [Outcome 7]



	Relationship Notes
	Project Management establishes and maintains the schedules, resources, and integration of the activities of all process areas.  Project Management gathers information and provides information to the processes engaged in providing the products and services through all life cycle phases.

NOTE 1: Projects are chartered and supported by Integrated Enterprise Management and Investment Management.
NOTE 2: The customers and stakeholders for the project, and their expectations, are identified in the Needs process.  

NOTE 3: Project plans and schedules depend critically on project requirements from the Requirements process area. The integrity of the requirements and the ongoing consistency between requirements and project plans depend on close coordination of Project Management and the Requirements process area activities. 

NOTE 4: The activities of Project Management interface with Supplier Agreement Management to plan and monitor acquisition of products, services, skills, or other solution components from external sources. 

NOTE 5: Change & Configuration Management process is essential to provide Project Management with configuration control and status of the evolving products or services.  

NOTE 6: Project Management coordinates with the Training process regarding project training needs and individual training plans.  

NOTE 7: The Quality Assurance and Management process feeds process and product quality information and nonconformance issues to Project Management. 

NOTE 8: The Measurement and Analysis process provides measurement data in support of project monitoring and tracking and Quality Assurance and Management. 

NOTE 9: Integrated Teaming practices are included in the Project Management project for establishing and supporting teams to achieve the level of coordination and communication among stakeholders and the integration of effort necessary for timely, effective execution of the project. 

NOTE 10: The practices of the Risk Management process are crucial in managing risk areas that could adversely affect planned performance. 



	Sources
	iCMM v2  PA 11 Project Management, PA 14 Integrated Teaming    
ITIL v3 Capacity Management, Service Reporting

ISO/IEC 20000-1:2005 4.1 Plan service management; 4.2 Implement service management and provide the services; 4.3 Monitoring, measuring and reviewing; 5. Planning and implementing new or changed services

CobiT v4.1 PO10 Manage Projects, PO4 Define the IT processes, organization and relationships, PO9 Assess and manage IT risks, DS13 Manage operations, ME1 Monitor and evaluate IT performance, DS10 Manage problems

AI2 Acquire and maintain application software

ISO 14001 4.3.3 Objectives, targets and programme(s); 4.4.1 Resources, roles, responsibility and authority (also GPs); 4.4.6 Operational Control; 4.5.3 Nonconformity, corrective action and preventive action

ISO/IEC 15504-5:2006 MAN.3 Project management

ISO/IEC 12207:2008 Project Planning Process


	Work Products

	Inputs
	Outputs

	Request for proposal [Outcome: 1]
	

	Contract [Outcome: 1, 2]
	

	Project charter [Outcome 2, 3]
	

	
	Scope baseline [Outcome 1]

	
	Estimations [Outcome 2, 3]

	Process performance data [Outcome: 4, 6]
	

	Project measure [Outcome: 5]
	

	Life cycle model [Outcome: 2]
	

	
	Work Breakdown Structure [Outcome 2]

	Project activity network [Outcome: 2]
	Project activity network [Outcome: 2]

	
	Schedule baseline [Outcome 2]

	
	Cost baseline [Outcome 2]

	
	Budget [Outcome 2]

	
	Quality plan [Outcome 2]

	Human resource management plan [Outcome: 2]
	Human resource plan [Outcome: 1]

	Project plan [Outcome: 2,3]
	Project plan [Outcome: 2, 3]

	Risk management plan [Outcome: 2]
	Risk management plan [Outcome: 2]

	
	Procurements plan [Outcome 2]

	
	Communications plan [Outcome 2]

	
	Work performance information [Outcome 4]

	
	Project staff assignments [Outcome 4]

	
	Team performance assessments [Outcome 4]

	
	Communication record [Outcome: 5]

	Problem record [Outcome: 6]
	

	
	Work performance measurements [Outcome 5]

	
	Quality control measurements [Outcome 5]

	
	Performance reports [Outcome 5]

	
	Risk register [Outcome 5, 7]

	
	Corrective action [Outcome 6]

	
	Lessons learned [Outcome 7]


Notes:  iCMM v2 PA 11 integrates practices from: 

ISO 9001:2000 7.1 Planning of Product Realization; 7.3.1 Design and Development Planning

EIA/IS 731 2.1 Plan and Organize; 2.2 Monitor and Control

CMMI: Project Planning; Project Monitoring and Control; Integrated Project Management; Quantitative Project Management

MBNQA 6.2 Support Processes; 5.1a) Work Systems and Job Design; 6.1 Product and Service Processes

ISO/IEC TR 15504 MAN.1 Management; MAN.2 Project management; SUP.8 Problem resolution

ISO/IEC 12207 7.1 Management; 6.8 Problem resolution; 5.2 Supply

ISO/IEC 15288 5.3.1 Project Planning; 5.3.2 Project Assessment; 5.3.3 Project Control; 5.1.2 Supply

(see practice details in Mapping Table Supplement to the FAA-iCMM v2)

Notes:  iCMM v2 PA 14 integrates practices from: 
ISO 9001:2000 7.3.1 Design and development planning; 
EIA/IS 731 2.3 Integrate Disciplines; 
CMMI Integrated Teaming, Integrated Project Management, Organizational Environment for Integration; MBNQA 5.1 Work Systems, 1.1 Organizational Leadership; 
ISO/IEC TR 15504 ORG.3 Human resource management, ORG.1 Organizational alignment, MAN.2 Project management; 
ISO/IEC CD 15288 5.2.4 Resource Management Process

 iCMM v1 PA 14 Coordination 
(see practice details in Mapping Table Supplement to the FAA-iCMM v2)
Supplier Agreement Management
	Process ID
	 (to be provided)

	Process Name
	Supplier Agreement Management

	Process Purpose
	The purpose of the Supplier Agreement Management process is to identify, select, and manage suppliers of products and services according to documented criteria and formal agreements.

NOTE: A supplier is an enterprise or an individual that enters into an agreement with the acquirer or customer for providing a product or service under the terms of the agreement.  The supplier can be either external or internal to the enterprise.  

	Process Outcomes
	As a result of successful implementation of the Supplier Agreement Management process: 
1. Needs and requirements for outsourcing to suppliers are determined.  

2. An acquisition strategy with selection criteria is documented and implemented to evaluate possible suppliers 

3. Qualified suppliers are selected according to documented criteria to provide solution or process components

4. Qualified suppliers are managed and their performance monitored according to documented plans and formal agreements to achieve objectives and conform to requirements.

5. The established agreement is maintained and kept consistent with the acquirer’s requirements and relevant laws, policies, regulations, and other applicable guidance.

6. Acquired products and services are accepted based on suppliers meeting the terms and conditions described in the agreement. 

7. Supplier invoices are approved and paid as defined in the supplier agreement.

8. A productive communications environment, including consideration of the impact of national language and cultural factors, is established and       maintained with all suppliers.   



	Base Practices
	BP1 Identify Needed Products or Services. Identify needed solution or process components that may be provided by other/outside organizations. [Outcome: 1]

BP2 Identify Competent Suppliers. Identify suppliers that have shown expertise or capability in the identified areas. [Outcome: 3]

BP3 Prepare for the Solicitation or Tasking. Prepare for the solicitation/tasking and the selection of a supplier, including objective review of estimates of cost for the services/products to be outsourced, a clear description of tasking, and inclusion of evaluation criteria in the solicitation/tasking package. [Outcome: 2]

BP4 Choose Supplier. Choose suppliers in accordance with the selection strategy and criteria. [Outcome: 3]

BP5 Communicate with Suppliers. Establish and maintain communication with suppliers emphasizing the needs, expectations, and measures of effectiveness held by the acquirer for the solution or process components that are being acquired. [Outcome: 8]

BP6 Use Planning Documents. Ensure the supplier adheres to acquirer-approved planning documents. [Outcome: 4]

BP7 Review and Monitor Agreement Performance. Review and monitor supplier activities through periodic formal reviews and informal, technical issue interchanges with the supplier, and by quantitative means to continuously determine agreement outcomes versus plans and requirements. [Outcome: 4]

BP8 Maintain Supplier Agreement Integrity. Ensure agreements comply with current laws, policies and regulations, and incorporate necessary and approved changes into the agreement. [Outcome: 5]

BP9 Monitor Supplier’s Plans, Processes, Activities and Products. Monitor supplier’s quality assurance, configuration management, test, corrective action and risk management systems, plans and process activities, results, and products. [Outcome: 4]
BP10 Foster Cooperative and Collaborative Environment. Perform activities to foster a partnership between the acquiring organization and the supplier. [Outcome: 8]

BP11 Analyze and Direct Agreement Activities. Analyze and direct the performance of agreement activities. [Outcome: 4]

BP12 Administer Supplier Agreement. Ensure the agreement is being maintained and followed, and all changes and records are properly processed, controlled and maintained. [Outcome: 4,5]

BP13 Determine Product or Service Acceptance. Determine whether to accept the supplier’s product or service, based on acceptance conditions stipulated in the agreement. [Outcome: 6,7]

BP14 Pay Supplier.  Approve and pay invoices as defined in the supplier agreement. [Outcome: 7]


	Relationship Notes
	NOTE1: Product or service components to be outsourced may be based on inputs from the Design process.

NOTE2: Make-versus-buy decisions and supplier selection decisions should be made in accordance with the Alternatives Analysis process.

NOTE3: Measurement requirements relating to outsourced products and services are obtained via the Measurement and Analysis process.

NOTE4: Project Management activities determine needed skills which may be made available by training resident staff or by obtaining those skills from external sources via Supplier Agreement Management.

NOTE5: Products and services developed by a supplier are transitioned after acceptance by means of the Deployment, Transition and Disposal process.

NOTE6: Risk Management practices are useful in identifying, assessing, and mitigating acquisition risks.



	Sources
	iCMM v2  PA 05 Outsourcing ; PA 12 Supplier Agreement Management

CMMI-DEV v1.2 Supplier Agreement Management 
CMMI-ACQ v1.2 Agreement Management,  Solicitation and Supplier Agreement Development (SSAD) Goal 3 Establish Supplier Agreements; Acquisition Requirements Development (ARD)
ITIL v3: Supplier Management

ISO/IEC 20000: 7.3 Supplier Management 

ISO 9001:2008: 7.4.1 Purchasing Process; 7.4.3 Verification of Purchased Product
ISO 14001: 4.4.6 Operational Control
ISO/IEC 15504:2005: ACQ.1 Acquisition Preparation; ACQ.2 Supplier Selection; ACQ.3 Contract Agreement; ACQ.4 Supplier monitoring; ACQ.5 Customer acceptance
CobiT 4.1: AI5 Procure IT resources; DS2 Manage Third-party service 



	References
	eSCM (CL): Sourcing Agreements, Sourced Services Management, Sourcing Completion, 

eSCM (SP): Contracting


	Work Products

	Inputs
	Outputs

	Make-versus-buy analysis [Outcome: 1]
	Needed product or service components [Outcome: 1]

	Project requirements [Outcome: 1]
	Acquisition strategy [Outcome: 2]

	Supplier evaluation [Outcome: 3]
	Selected supplier [Outcome: 3]

	
	Formal agreements [Outcomes: 4,5]

	Supplier performance measures [Outcome: 4]
	Supplier performance records [Outcome: 4]

	Risk  analysis [Outcome: 4]
	Accepted products and services [Outcome: 6]

	
	Paid invoices [Outcome: 7]

	
	Technical exchange meeting minutes [Outcome: 8]

	
	Communications plan [Outcome: 8]


Notes:  
iCMM v2 PA 05 integrates practices from: 
ISO 9001:2000 7.4 Purchasing
EIA/IS 731 2.4 Coordinate with Suppliers

CMMI Supplier Agreement Management, Supplier Selection and Monitoring, Integrated Supplier Management, Quantitative Supplier Management
MBNQA 6.3 Supplier and Partnering Processes, 5.1 Work Systems
ISO/IEC TR 15504 CUS.1 Acquisition, CUS.1.1 Acquisition preparation, CUS.1.2 Supplier selection, ENG.1.1 System requirement and design
ISO/IEC 12207 5.1 Acquisition, 6.4 Verification, 6.5 Validation
ISO/IEC CD 15288: 5.1.1 Acquisition Process
iCMM v1 PA 05 Outsourcing 
(see practice details in Mapping Table Supplement to the FAA-iCMM v2)

iCMM v2 PA 12 integrates practices from: 
ISO 9001:2000 7.4 Purchasing; 
EIA/IS 731 2.4 Coordinate with Suppliers; 
CMMI Supplier Agreement Management, Supplier Selection and Monitoring, Integrated Supplier Management, Quantitative Supplier Management; 
MBNQA 6.3 Supplier and Partnering Processes, 7.4 Supplier and Partner Results; 
ISO/IEC TR 15504 CUS.1 Acquisition, CUS.1.1 Acquisition preparation, CUS.1.3 Supplier Monitoring, CUS 1.4 Customer acceptance process, CUS.2 Supply – establish contract, 
ISO/IEC 12207 5.1 Acquisition, 6.3 Quality Assurance, 5.2 Supply – contract activity ; 
ISO/IEC CD 15288: 5.1.1 Acquisition Process, 5.1.2 Supply; 
iCMM v1 PA 12 Contract Management, PA 08 System Test and Evaluation  
(see practice details in Mapping Table Supplement to the FAA-iCMM v2)

Tendering/Insourcing
	Process ID
	(to be provided)

	Process Name
	Tendering/Insourcing

	Process Purpose
	The purpose of the Tendering/Insourcing Process is to establish and maintain a communications interface to respond to acquirer inquiries and requests for proposal, to determine if a proposal should be submitted and to prepare and submit proposals.

	Process Outcomes
	As a result of successful implementation of the Tendering/Insourcing process:

1) An acquirer for a product or service is identified

2) A decision is made to prepare a proposal

3) A proposal is prepared and submitted

4) Communication between the supplier and the acquirer is established and maintained

5) Proactively search for potential customers

	Base Practices
	BP1: Establish and maintain supplier/acquirer communications interface

· Assign an individual or organizational entity to establish a communications interface with the potential acquirers

· Review the acquirers schedule of events and point of contact to assure adherence to proposal preparation and delivery schedule 
[Outcome: 4,5]

BP2: Receive and evaluate proposals and inquires

· Is the effort in accordance with potential targets identified in org goals?

· Is the requested task in line with existing org skills and talents or will these have to be acquired?

· Are the statement of work and overall requirements consistent, concise and clearly defined?

· Are there questions that need to be posed to the acquirer for clarification?
[Outcome: 2]

BP3: Define criteria to determine if proposal should be submitted

· Is the requested task a follow-on effort?

· Is your organization the incumbent?

· Can your organization identify resources to prepare the proposal and perform the task upon winning?
[Outcome: 2]

BP4: Determine the need to perform preliminary surveys or trade studies

· Does the request require a comprehensive investigation of key product components that may prove to be high risk during development?

· Does the availability of key or rare material come into question?
[Outcome: 2]

BP5: Identify resources to perform proposed work

· Examine resource pool to fill key proposal positions

· Assure availability of resources throughout proposal prep and potentially for implementation after win
[Outcome: 3]

BP6: Prepare and submit proposal in response to acquirer request

· Prepare proposal in accordance with guidelines in RFP

· Assign adequate resources to assure complete coverage of terms and conditions

· Perform in-process reviews at key predetermined milestones to assure timeliness and schedule adherence
[Outcome: 3]

	Relationship Notes
	

	Sources
	12207:2008:  Supply process (normative), Supplier tendering process (informative)

15504-5: SPL.1 Supplier tendering 
15288:2008:  Supply process

15504-6: AGR.2 Supply Process
Baldrige category 3 (Customer and Market Focus)

ITIL v3: Financial Manageme

	References
	eSCM-SP: Contracting process 


	Work Products

	Inputs
	Outputs

	
	Proposal [Outcome: 3]


Risk Management 

	Process ID
	 (to be provided)

	Process Name
	Risk Management

	Process Purpose
	The purpose of the Risk Management process is to aid decision making by taking account of uncertainty and the possibility of future events or circumstances (intended or unintended) and their effects on agreed objectives.



	Process Outcomes
	As a result of successful implementation of the Risk Management process:

1) A risk management strategy is established and used that includes the plans that cover mitigation and contingency measures, methods, criteria (including criteria for acceptance of residual risk after risk mitigation actions) and parameters for management of risk.
2) Risks are identified and assessed for their risk attributes such as likelihood and consequence.

3) Risk mitigation is performed when analysis indicates action.
4) Risk mitigation actions and risk status are monitored to determine their effectiveness and corrective action is taken as needed.



	Base Practices
	BP1: Define risk management strategies. Define appropriate strategies and risk measures to identify, analyze, treat and monitor each risk or set of risks, both at the project and organizational level.
NOTE: The context of the risk management process will vary according to the needs of an organization. It can involve, but is not limited to:

· defining responsibilities for the risk management process;

· defining the scope, as well as the depth and breadth of the risk management activities to be carried out;
· including specific inclusions and exclusions;

· defining the activity, process, function, project, product, service or asset in terms of time and location as well as its goal and objectives;

· defining the relationships between a particular project or activity and other projects or activities of the organization;

· defining the risk assessment methodologies;

· defining the way performance is evaluated in the management of risk;

· identifying and specifying the decisions that have to be made;

· identifying, scoping or framing studies needed, their extent and objectives, and the resources required for such studies.

[Outcome: 1]

BP2: Identify risks: Identify risks both initially within the strategy and as they may develop.

 [Outcome: 2]

BP3: Assess risks: Assess risks to determine their risk attributes such as likelihood of occurrence and the consequences if they occur.

[Outcome: 2]

BP4: Develop risk mitigation plans: Develop risk mitigation plans for risks that meet risk action criteria defined by the risk management approach.
[Outcome: 2, 3]

BP5: Perform risk mitigation actions: Implement risk mitigation activities in accordance with risk mitigation plans.

[Outcome: 3, 4]

BP6: Monitor and review risks. Monitor the current state of each risk, determine changes in the status of risk and assess the effectiveness of risk treatment actions.

[Outcome: 4]

	Relationship Notes
	NOTE1: Risk management is part of decision making. Risk management helps decision makers make informed choices. Risk management can help prioritize actions and distinguish among alternative courses of action. Ultimately, risk management can help with decisions on whether a risk is unacceptable and whether risk treatment will be adequate and effective. All decision making within the organization, whatever the level of importance and significance, involves the explicit consideration of risks and the application of risk management to some appropriate degree.
NOTE2: Risk management explicitly addresses uncertainty. Risk management deals with those aspects of decision making that are uncertain, the nature of that uncertainty, and how it can be addressed.

NOTE3: The risk management approach is incorporated into risk management plans by activities of the Project Management process.

NOTE4: Risks associated with incomplete, poorly stated, or ill-defined requirements should be identified during performance of the Requirements process activities.
NOTE5:  The activities of Design should be reviewed for risks associated with the development of product and service technical approaches and design solutions.

NOTE6: The level of risk should be a consideration in Alternatives Analysis process activities and selection criteria.

NOTE7: Risk should be considered when establishing strategies in Integration and Evaluation processes.

NOTE8: Supplier Agreement Management process activities should be reviewed for risks relating to acquisition of products and services from external sources.

NOTE9: Apply Risk Management practices to assess, analyze and mitigate risks to work environment continuity.



	Sources
	iCMM v2 PA 13 Risk Management

CobiT v4.1 PO9 Assess and manage IT risks

ISO 14001 4.4.6 Operational Control,

4.4.7 Emergency preparedness and response,

4.5.3 Nonconformity, corrective action and preventive action

	References
	Committee Draft of ISO 31000 “Risk management — Guidelines on principles and implementation of risk management” 

eSCM:  Threat Management (CL), Threat Management (SP)


	Work Products

	Inputs
	Outputs

	Business goals [Outcome: 1]
	Risk management strategy [Outcome: 1]

	Project plan [Outcome: 1]
	Definition of method and parameters for assigning risk [Outcome: 1]

	Risk management plan [Outcome: 2, 3]
	Risk management plan [Outcome: 1, 2]

	Risk mitigation plan [Outcome: 2, 3]
	Risk mitigation plan [Outcome: 1, 2]

	Communication record [Outcome: 1, 2, 3, 4]
	Communication record [Outcome: 1, 2, 3, 4]

	Risk action request [Outcome: 2, 3]
	Risk action request [Outcome: 2, 4]

	Tracking system [Outcome:  2, 4]
	Tracking system [Outcome:  2, 4]

	
	Risk sources list [Outcome: 2]

	
	Categories of risk [Outcome: 2]

	
	Prioritized risk list, including likelihood and consequence [Outcome: 2, 4]

	
	Criteria for initiating risk mitigation actions [Outcome: 2]

	
	Risk root cause [Outcome: 2, 4]

	
	Risk analysis report [Outcome: 2]

	
	Risk status report [Outcome: 2, 4]


Notes:  iCMM v2 PA 13 integrates practices from:

ISO 9001:2000: 8.5.3 Preventive Action

EIA/IS 731: 2.5 Manage Risk

CMMI: Risk Management, Project Planning

MBNQA: 1.2 Organization Responsibility and Citizenship, 6.2 Support processes

ISO/IEC TR 15504: MAN.4 Risk management

ISO/IEC CD 15288 5.3.5 Risk Management

iCMM v1: PA 13 Risk Management

(see practice details in Mapping Table Supplement to the FAA-iCMM v2)

Life Cycle Category

Needs 

	Process ID
	

	Process Name
	Needs

	Process Purpose
	The purpose of the Needs process is to elicit, analyze, clarify, and document evolving customer and other stakeholder needs and expectations. 

NOTE: The needs cover the customer’s business value, quality and environmental aspects and service level. The Needs process provides a means for comparing business competitiveness across alternative providers.

	Process Outcomes
	As a result of successful implementation of the Needs process:

1) A statement of customer and other stakeholder needs and expectations is established and maintained.
2) The rationale for the need is established. 
3) The interaction and scenarios for use of needed products and services with users in the intended environment is described.
4) Communication with the customer and other stakeholders is established and maintained throughout the product / service life cycle.
5) Customer satisfaction with product and service is determined, monitored and measured against customer satisfaction targets, quality and environmental aspects, service level and previous surveys.

	Base Practices
	BP1. Identify customers and stakeholders:  Identify customers and stakeholders. [Outcomes: 1, 4]

BP2. Elicit needs:  Elicit customer and other stakeholders’ needs, expectations, and measures of effectiveness. [Outcome: 1, 2]
BP3. Analyze needs: Analyze needs and expectations in the context of the intended operational environment. [Outcome: 3]
BP4. Establish and maintain a statement of need:  Establish and maintain a statement of customer and other stakeholder needs and expectations that is understood and agreed upon by the customer and other stakeholders. [Outcome: 1]

BP5. Communicate with customers: Communicate and interact with customers and other stakeholders throughout the life cycle to assure a common understanding of the status and disposition of needs, expectations, and measures of effectiveness. [Outcome: 4]
BP6. Determine customer satisfaction: Determine customer satisfaction with products and services. [Outcome: 5]



	Relationship Notes
	NOTE1: Needs elicitation and analysis should be performed based on the relationship attributes identified by the Business Relationship Management process.  
NOTE2: When the Needs process establishes an expression of a new potential problem to be solved, further efforts to meet these needs are initiated according to the practices of the Investment Management process, which assures alignment of stated needs with enterprise goals, objectives, priorities, and resource availability.  Needs so “approved” become input to the Requirements process.

NOTE3: As the problem to be solved becomes more clearly understood, the Needs process is performed iteratively with the Requirements and Design processes. 

NOTE4: The statement of needs and expectations is baselined and controlled using the practices of the Change and Configuration Management.  It forms a basis for the development of requirements in the Requirements process.

NOTE5: The practices of the Alternatives Analysis process can be used to resolve conflicting needs and expectations.  

NOTE6: Customer satisfaction can be determined using practices of the Measurement and Analysis process.  

NOTE7: Customer satisfaction information is useful in measuring performance of a quality management system as described in Quality Assurance and Management.  It is also used as input for management review and action at the enterprise or project level (via Integrated Enterprise Management or Project Management).  

NOTE8: Products and services are validated in the operational environment to assure that customer needs and expectations are met using the practices of Evaluation.  

NOTE9: Practices of Project Management are useful in coordinating and communicating with the customer and other stakeholders. 

NOTE10: Demonstrations of potential new technologies as a result of the Research and Innovation process are ways of eliciting needs.  

NOTE11: Practices of Operation and Support are useful in establishing mechanisms for receiving customer satisfaction information.

NOTE12: The Needs process provides needs information used in the Supplier Agreement Management process.

Since the Needs process supports the dialogue between product and service providers and the customer, all other process areas will use it to communicate with the customer throughout the life cycle.



	Sources
	iCMM v2:  PA 01 Needs

ITIL v3: Service Portfolio Management; Request fulfillment

CobiT v 4.1: P08 Manage Quality; DS1 Define and Manage Service Level

ISO 20000-2: 7.2 Business Relationship Management

ISO 14001: 4.3.1 Environmental aspects

ISO/IEC 15288:2008: 6.4.1 Stakeholder Requirements Definition Process

ISO/IEC 12207:2008: 6.4.1 Stakeholder Requirements Definition Process; 6.1.1 Acquisition Process


	Work Products

	Inputs
	Outputs

	List of interested arties [Outcome 1 ]
	Definition of customer and stakeholders [Outcome 1]

	Criteria for customer and stakeholder selection [Outcome 1]
	

	Satisfaction criteria [Outcome 2]
	Justification and rationale for needs [Outcome 2]

	Questionnaires, interviews, operational scenarios obtained from users [Outcome 3]
	Storyboards [Outcome 3]

	Reverse engineering (for legacy products [Outcome 3]
	Use cases [Outcome 3]

	
	Concept of operations [Outcome 3]

	
	Business case analysis [Outcome 3]

	Customer communication process [Outcome 4]


	Problem reporting mechanism [Outcome 4]

	
	Requirement traceability tables [Outcome 4]

	Customer feedback [Outcome 5]


	customer survey results [Outcome 5] 

Customer and stakeholder satisfaction measures and levels [Outcome 5]


Notes:  iCMM v2  PA 01 Needs integrates practices from: 
ISO 9001:2000 5.2 Customer Focus, 7.2.1 Determination of requirements related to the product, 7.2.3 Customer communication, 8.2.1 Customer satisfaction, 8.4 Analysis of data

EIA/IS 731 1.1 Define Stakeholder and System Level Requirements

CMMI Requirements Development, Technical Solution

MBNQA/PQA 3.1 Customer and Market Knowledge, 3.2 Customer Satisfaction and Relationships, 6.1 Product and Service Processes

ISO/IEC TR 15504 ENG.1 Development (basic), ENG.2 System and software maintenance (basic), CUS.3 Requirements elicitation (new), CUS.4.2 Customer support (ext component), ENG1.1 System requirements analysis and design (component)

ISO/IEC 12207 5.1 Acquisition

ISO/IEC CD 15288 5.4.1 Stakeholder Requirements Definition, 5.4.2 Requirements Analysis, 5.3.2.3 Project Assessment
(see practice details in Mapping Table Supplement to the FAA-iCMM v2)

Requirements 

	Process ID
	

	Process Name
	Requirements

	Process Purpose
	The purpose of the Requirements process is to develop a detailed and precise set of requirements that meet customer needs and expectations; and manage those requirements throughout the life cycle.

	Process Outcomes
	As a result of successful implementation of the Requirements process:

1) Unambiguous, complete, traceable, feasible, consistent and verifiable requirements are derived from customer and other stakeholder needs and expectations.

2)  All requirements information is recorded and change controlled to establish a baseline that is maintained throughout the life cycle.

3)  Plans, products, activities, and agreements are traced for consistency with requirements, and any inconsistencies are identified for correction.

	Base Practices
	BP1. Identify Requirements: Identify all types of requirements applicable to customer needs and expectations. [Outcome: 1]
BP2. Derive Requirements: Derive requirements that may be identified as necessary implications of the identified requirements. [Outcome: 1]
BP3. Analyze Requirements: Analyze requirements to ensure that they satisfy established quality criteria including unambiguity, completeness, traceability, feasibility, and verifiability. [Outcome: 1]
BP4. Baseline Requirements: Record, approve, baseline, and place under change control all requirements. [Outcome: 2]
BP5. Analyze Requirements Risks: Document and analyze risks associated with the requirements. [Outcome: 1, 2]
BP6. Manage Requirements Changes: Analyze all requirements change requests for impact on the product or service and, upon approval, incorporate the approved changes into the requirements baseline. [Outcome: 2]
BP7. Ensure and Maintain Requirements Traceability. Maintain traceability among requirements and between requirements and plans, work products, and activities, initiating corrective action if inconsistencies are identified. [Outcome: 3]
NOTE: requirement types may be, but are not limited to functional, non-functional, safety, security, human factors, interface, user, business, legal, regulatory, contractual

	Relationship Notes
	NOTE1: Requirements identification should be based on the results of the Needs process.

NOTE 2: Requirements baseline and requirements changes are controlled using the practices of the Change and Configuration Management process.

NOTE 3: Requirements Traceability has to be ensured to the work products of the Project Management process and the Life Cycle Category processes.

NOTE4: Requirements Risk Analysis is performed using the practices of the Risk Management Process.



	Sources
	iCMM v2:  PA 02 Requirements
ITIL v3: Demand Management, Change Management, Request fulfillment;

CobiT v4.1: AI1 Identify automated solutions, ME3 Ensure compliance with external requirements;

ISO14001: 4.3.2 Legal and other requirements

eSCM: Service Design & Deployment (SP)

(ISO 15504 : ENG.1, ENG.2, ENG.3)  ISO/IEC 12207:2008

ISO/IEC 15288: 2008 (6.4.2) 


	Work Products

	Inputs
	Outputs

	Storyboards [Outcome 1]
	Requirements Documents [Outcome 1, 2]

	Use cases [Outcome 1]
	Requirements Traceability Tables [Outcome 3]

	Business case analysis [Outcome 1]
	Requirements Change Log [Outcome 2, 3]

	Requirements Traceability Tables [Outcome 2, 3]
	Requirements Baseline [Outcome 2]

	Requirements Change Requests [Outcome 2]
	Risk Register [Outcome 1, 2]


Notes:  iCMM v2 PA 02 integrates practices from: 

ISO 9001:2000 7.2.1 Determination of requirements related to the product, 7.2.2 Review of requirements related to the product, 7.3.2 Design and development inputs, 5.2 Customer Focus; 

EIA/IS 731 1.1 Define Stakeholder and System Level Requirements, 1.2 Define Technical Problem; 

CMMI Requirements Development, Requirements Management
MBNQA 3.1 Customer and Market Knowledge, 6.1 Product and Service Processes; 

ISO/IEC TR 15504 ENG.1 Development, ENG.2 System and software maintenance, CUS.3 Requirements elicitation, ENG1.1 System requirements analysis and design, ENG.1.2 Software requirements analysis; 

ISO/IEC 12207 5.1 Acquisition, 5.2 Supply, 5.3 Development, 5.5 Maintenance

ISO/IEC CD 15288 5.4.2 Requirements Analysis, 5.4.10 Maintenance

(see practice details in Mapping Table Supplement to the FAA-iCMM v2)
Design 

	Process ID
	 (to be provided)

	Process Name
	Design

	Process Purpose
	The purpose of the Design process is to establish and maintain an architectural design and detailed design solution for the requirements of the customer and other stakeholders. 


	Process Outcomes
	As a result of successful implementation of the Design process:

1) A product or service architectural and detailed design solution that will meet the defined requirements and service level agreements is established and maintained.
2) The established product or service design is based on an analysis of alternatives against criteria that represent the requirements, including capacity and availability considerations.

3) Allocations and traceability of requirements to the design elements are established and maintained.


	Base Practices
	BP1: Develop design structure: Evaluate alternatives against established criteria to select the architecture, structure, and elements for the product or service design.
[Outcome: 1, 2]

BP2: Develop interface specifications: Develop interface specifications for the selected product and service elements.

[Outcome: 1]

BP3: Allocate requirements: Allocate product and derived requirements to the design elements and interfaces and to personnel or processes where appropriate.

[Outcome: 2, 3]

BP4: Establish component specifications: Establish design specifications for each element of the product or service.
[Outcome: 1, 2]

BP5: Establish and use a strategy for non-developmental Items: Establish and use a strategy for managing issues relating to the use of non-developmental item (NDI) product and service elements.

[Outcome: 1, 3]

BP6: Establish and maintain design description: Establish and maintain a complete description of the product and service design.
[Outcome: 1, 2, 3]

	Relationship Notes
	NOTE1: Primary inputs to this process come from the Requirements process. The Requirements process establishes the required functions of the product or service and how well the product or service is expected to perform the functions. 
NOTE2: Operation and Support process activities may generate design change requests that flow through Requirements for analysis and change approval.
NOTE3: Design process activities are planned and controlled, consistency with the work breakdown structure to assure cost and work accountability, effective collaborative approaches for product and service design are provided via the practices of Project Management process.

NOTE4: The process uses the Alternatives Analysis process to seek alternatives that meet established criteria for the product or service, and prioritize and/or recommend preferred alternatives.
NOTE5:  Critical technical issues are considered in Risk Management process.

NOTE6: Work products of the process area are evaluated according to practices of Evaluation process and Quality Assurance and Management process.

NOTE7: Product or service elements defined in Design process are implemented by practices of the Design Implementation process or acquired through the practices of Supplier Agreement Management including Outsourcing practices.

NOTE8: The Integration process integrates the implemented elements.

NOTE9: Baselines for the work products are established and maintained by the Change and Configuration Management process practices. Design may add features that affect Deployment, Transition, and Disposal process.

NOTE10: Formal and informal design information, whether placed under configuration management or not, is preserved for reference by the practices of Information Management process. Architectural features and structures that support evolution of the product or service are coordinated via the practices of the Research and Innovation process.



	Sources
	iCMM v2  PA 03 Design 

ISO/IEC 12207:2008

ISO/IEC 15288:2008

ITIL v3  Service Level Management,

Availability Management, Capacity Management

ISO/IEC 20000 6.5 Capacity management

CobiT v 4.1 AI2 Acquire and Maintain Application Software,

DS3 Manage Performance and Capacity

	References
	eSCM (SP) Service Design and Deployment


	Work Products

	Inputs
	Outputs

	Implementation strategy [Outcome: 1, 2, 3] 
	Physical architecture [Outcome: 1]

	Customer requirements [Outcome: 1, 2, 3]
	Architectural design [Outcome: 1] 

	Interface requirements [Outcome: 1, 2, 3]
	Design alternatives [Outcome: 2]

	System requirements [Outcome: 1, 2, 3]
	Interface specifications  [Outcome: 1]

	Maintenance requirements [Outcome: 1, 2, 3]
	Component specifications  [Outcome: 1]

	
	Criteria for evaluating and selecting commercial off-the-shelf products [Outcome: 1]

	
	Function and performance requirements allocated to architecture and design components [Outcome: 3]

	
	Traceability record  [Outcome: 3]


Notes 1:  iCMM v2 PA 03 integrates practices from: 

ISO 9001:2000 7.3 Design and development

EIA/IS 731 1.3 Define Solution

CMMI Technical Solution, Requirements Development

MBNQA 6.1 Product and Service Processes

ISO/IEC TR 15504 ENG.1 and ENG.1.3

ISO/IEC 12207 5.3 Development – system architectural design; software architectural design; software detailed design and 5.5 Maintenance

ISO/IEC CD 15288 5.4.3.3 Architectural Design

EIA-632 Requirement 18 and 19

iCMM v1 PA 03 Architecture, PA06 Software Development and Maintenance 

(see practice details in Mapping Table Supplement to the FAA-iCMM v2
Notes 2: Practices of ISO 15288:2008 6.4.3 Architectural Design Process are identical to the practices of ISO/IEC 15504-6 TEC.3
Design Implementation
	Process ID
	 (to be provided)

	Process Name
	Design Implementation

	Process Purpose
	The purpose of the Design Implementation process is to produce specified product or service solution components. 

	Process Outcomes
	As a result of successful implementation of the Design Implementation process:

1) An implementation strategy is defined.

2) Solution component(s) are developed.
3) Documentation to support solution component(s) installation, maintenance and use is established and maintained. 

	Base Practices
	BP1: Establish the Implementation Strategy. Establish the methods, standards, and tools to be used to implement the solution component(s), identifying any constraints associated with this strategy. [Outcome: 1]

BP2: Formulate Product or Service Components. Formulate solution components according to the specifications and the implementation strategy. [Outcome: 2]
BP3: Develop Documentation. Develop and maintain the documentation that will be used to install, operate and maintain the product or service components. [Outcome: 3]

	Relationship Notes
	NOTE 1:  Solution components have been previously specified by means of the Design process.  

NOTE 2: Solution components are validated and verified by means of the Evaluation process. 

NOTE 3:  Traceability is maintained between requirements and work products throughout the life cycle by means of the Requirements process. 

NOTE 4: The enterprise infrastructure of facilities, tools and equipment is established and maintained by means of the Work Environment process.



	Sources
	iCMM v2  PA 06 Design Implementation

CobiT v 4.1 AI2 Acquire and Maintain Application Software

ISO/IEC 12207:2008: 6.4.4 Implementation Process;  7.1.1 Software Implementation Process  (1)

ISO/IEC 15288: 2008: 6.4.4 Implementation Process (1)


	Work Products

	Inputs
	Outputs

	Component specification [Outcome: 2]
	Product component [Outcome: 2]

	Service design specification [Outcome: 2]
	Service component [Outcome: 2]

	Product design specification [Outcome: 2]
	Implementation strategy [Outcome: 1]

	Work environment standards [Outcome: 1]
	User documentation [Outcome: 3]

	Current facilities, tools and equipment [Outcome: 1]
	Installation instructions [Outcome: 3]

	
	Operator’s manual [Outcome: 3]

	
	Maintenance manual [Outcome: 3]


Notes:  iCMM v2 PA 06 integrates practices from: 

ISO 9001:2000 clauses 7.5.1 and 7.3.3

CMMI Technical Solution

ISO/IEC TR 15504 ENG.1 and ENG.1.4

ISO/IEC 12207 5.3 Development and 5.5 Maintenance

ISO/IEC CD 15288 Implementation
EIA-632 Requirement 20
iCMM v1 PA 06 Software Development and Maintenance 

(see practice details in Mapping Table Supplement to the FAA-iCMM v2)
Integration

	Process ID
	 (to be provided)

	Process Name
	Integration

	Process Purpose
	The purpose of the Integration process is to ensure that product and service components will function as a whole.

	Process Outcomes
	As a result of successful implementation of the Integration process:

1) A strategy for integrating the product and service components is defined.
2) Readiness of the integration facilities and product and service components for integration is verified.

3) The product or service is integrated in accordance with the integration strategy.

	Base Practices
	BP1. Develop Integration Strategy Develop an integration strategy and supporting documentation that identify the sequence for receipt, assembly, and activation of the various components that make up the product or service.
[Outcome: 1]

NOTE1:  The integration strategy should address items such as schedules for integration activities and component readiness, resource requirements, any special shipping and handling of components, procedures, and communication.

BP2.  Obtain integration resources.  
Obtain integration enabling systems, such as integration facilities, personnel, and specified materials according to the integration procedures. [Outcome: 2]

BP3. Obtain and Confirm Readiness of Product and Service Components. Obtain and confirm the readiness of each product and service component in accordance with the integration strategy schedule and quality standards. [Outcome: 2]

NOTE2: Components that do not pass quality standards are identified as such and handled in accordance with defined procedures.

NOTE3: Components are handled in accordance with relevant health, environmental, safety, security and privacy considerations.

BP4. Review and Coordinate Interface Definitions. Review and coordinate product and service element interface definition, design, and change between affected groups and individuals throughout the life cycle. [Outcome: 2]
BP5. Assemble Product and Service Components. Assemble or integrate product and service elements in accordance with the integration strategy. [Outcome: 3]

BP6. Confirm Integrated Product or Service Operation. Confirm that the integrated product or service functions to the extent required for evaluation. [Outcome: 3]
BP7. Record integration information.  Record integration information such as issues, problems, assembly errors, or any design constraints arising. [Outcome: 3]



	Relationship Notes
	NOTE1:  The integration strategy and sequencing is coordinated with the planning and scheduling practices of Project Management.

NOTE2:  Product and service components are received from Design Implementation or Supplier Agreement Management processes.

NOTE3: The product and service components are verified by means of the Evaluation process prior to integration.

NOTE4:  Coordinating, reviewing and maintaining the integrity of interface definitions, developed in the Design process, is interdependent with Change and Configuration Management.

NOTE5: Problems or issues identified during integration are input to Project Management and Risk Management processes.

NOTE6:  The practices of the Evaluation process are performed on the integrated product and service.

NOTE7:  Implementation changes induced from any source, including the Operation and Support process, are re-integrated into the product or service according to the practices of the Integration process.  

	Sources
	iCMM v2  PA 07 Integration

CobiT v 4.1 AI2 Acquire and Maintain Application Software

ISO/IEC 15288:2008: 6.4.5 Integration

ISO/IEC 12207:2008: 6.4.5 System Integration


	Work Products

	Inputs
	Outputs

	Project plan [Outcome: 1]
	Integration strategy [Outcome: 1]

	
	Integration procedures [Outcome: 1]

	
	Integration facilities and environment [Outcome: 2]

	
	Coordination records [Outcome: 2]

	Quality standards [Outcome: 2]
	Component quality records [Outcome: 2]

	
	Component evaluation report [Outcome: 2]

	Product and service components [Outcome: 3]
	Integrated product or service [Outcome: 3]

	
	Integration report [Outcome: 3]

	
	Integration record [Outcome:3]

	
	Integration constraints on solution [Outcome: 3]


Notes:  iCMM v2 PA 07 integrates practices from: EIA/IS 731 1.5 Integrate System; CMMI Product Integration; ISO/IEC TR 15504 ENG.1.7 and ENG.1.5, ISO/IEC 12207 5.3 Development, 5.3.8 Software Integration, and 5.3.10 System Integration; ISO/IEC CD 15288 5.4.5 Integration; EIA-632 Requirement 20, and iCMM v1 PA 07 Integration 
(see practice details in Mapping Table Supplement to the FAA-iCMM v2)

Evaluation 

	Process ID
	 (to be provided)

	Process Name
	Evaluation

	Process Purpose
	The purpose of the Evaluation process is to provide confidence that developed and acquired products and services satisfy specified requirements and operational needs.
NOTE: The Evaluation process addresses both verification and validation.


	Process Outcomes
	As a result of successful implementation of the Evaluation process:

1. The evaluation strategy, requirements, methods, and environment are established to provide an objective basis for determining whether the products and services meet requirements and expected outcomes and can be accepted. 

2. Work products of all life cycle phases are evaluated against established needs and requirements. 
3. Evaluations are performed as planned.  

4. Analyses are conducted on results of evaluations, and reported to support acceptance or corrective actions and improvement. 


	Base Practices
	BP1: Develop Evaluation Strategy. 

Establish and maintain a comprehensive strategy and requirements for evaluating products and services throughout their life cycle. [Outcomes: 1, 2]

BP2. Develop Evaluation Procedures. Develop the detailed procedures, methods, and processes to be used in evaluating products and services. [Outcome: 1]  

BP3. Establish and Maintain Evaluation Environment. Establish and maintain the tools, facilities, personnel, documentation, and environment needed to perform planned evaluations. [Outcome: 1]
BP4. Evaluate Incremental Work Products. Evaluate incremental work products and services.  [Outcomes: 2,3]
BP5. Verify End-products. Evaluate end-products and services against specified requirements. [Outcomes: 2,3]
BP6. Validate End-products. Evaluate the capability of end-products and services to fulfill their intended use in representative operational environments. [Outcomes: 2,3]
BP7. Analyze Evaluation Results. Analyze results of evaluations and compare them to the needs and requirements to identify and quantify deficiencies, and recommend corrective and preventive actions. [Outcome: 4]
BP8.  Report Results.  Record and report results of evaluation activities. [Outcome: 4]



	Relationship Notes
	NOTE1: The practices of Quality Assurance and Management should be coordinated with Evaluation practices to ensure they are complementary.

NOTE2: The requirements mentioned in this process are defined in the Requirements process and the Supplier Agreement Management process.

NOTE3:  Validation evaluations are based on needs determined in the Needs process.

NOTE4:  Corrective and preventive actions resulting from evaluations are taken and monitored by means of the Project Management and Supplier Agreement Management processes.

	Sources
	iCMM v2  PA 08 Evaluation 

ITIL v3: Service validation and testing management; Evaluation

CobiT 4.1: A12 Acquire and maintain application software; ME3 Ensure compliance with external requirements; AI7 Install and accredit solutions and changes

ISO 14001: 4.5.2 Evaluation of compliance; 4.5.3 Nonconformity, corrective action and preventive action

ISO/IEC 12207:2008  7.2.4 Software Verification Process; 7.2.5 Software Validation Process; 

ISO/IEC 15288:2008: 6.4.6 Verification Process; 6.4.8 Validation Process

	References
	eSCM (SP): Service Design and Deployment


	Work Products

	Inputs
	Outputs

	Established needs and requirements for evaluating products and services [Outcomes: 1,2]
	Evaluation strategy [Outcome: 1]

	Products and services to be evaluated [Outcomes: 1,2,3]
	Evaluation requirements [Outcome: 1]

	
	Evaluation methods [Outcome: 1]

	
	Evaluation environment [Outcome: 1]

	
	Evaluation criteria [Outcome: 1]

	
	Evaluation procedures [Outcome: 1]

	
	Evaluation results [Outcomes: 2,3,4]

	
	Evaluation records [Outcomes: 2,3]

	
	Evaluation analysis results [Outcome: 4]

	
	Evaluation reports [Outcomes: 2,3,4]

	
	Evaluation communication [Outcome: 4]

	
	Evaluation recommendations [Outcome: 4]


Notes:  iCMM v2 PA 08 integrates practices from: 

ISO 9001:2000 8.3 Control of nonconforming product; 7.3.4 Design and development review; 7.3.5 Design and development verification; 7.3.6 Design and development validation 

EIA/IS 731: 1.6 Verify System; 1.7 Validate System 

CMMI Verification; Validation; Supplier Agreement Management; Requirements Development; Supplier Selection and Monitoring
MBNQA Product and Service Processes; 3.2 Customer Satisfaction and Relationships 

ISO/IEC TR 15504 CUS.1.4 Customer acceptance; ENG.1 Development; ENG.1.6 Software testing; ENG.1.7 System integration and testing (component); SUP.4 Verification;

SUP.5 Validation; SUP.6 Joint review

ISO/IEC 12207 5.1 Acquisition; 5.3 Development – software testing; software qualification testing; system qualification testing; software acceptance support; 5.4 Operation – operational testing; 5.5.4 Maintenance – review/ acceptance; 6.4 Verification; 6.5 Validation; 6.6 Joint review 

ISO/IEC CD 15288: 5.4.6 Verification; 5.4.8 Validation; 5.4.3 Architectural Design

EIA-632 Requirements 30, 31, 33

iCMM v1 PA 08 System Test and Evaluation; PA 17 Peer Review 

(see practice details in Mapping Table Supplement to the FAA-iCMM v2)

Deployment, Transition and Disposal 

	Process ID
	 (to be provided)

	Process Name
	Deployment, Transition and Disposal

	Process Purpose
	The purpose of the Deployment, Transition and Disposal process is to place a product or service into its intended environment so that it can be successfully used, operated and supported, and to deactivate and dispose of any replaced product or service. 

NOTE: Deployment of a product or service involves planning and preparation activities associated with the placement of a product or service into an operation and support environment. 

Transition involves transfer of the product or service from the supplier to the customer/stakeholder operation and support organizations.

Deactivation involves notification of users that the product or service is being replaced or withdrawn from operation.

Disposition involves disassembly of the replaced item including the satisfaction of relevant health, safety and security regulations. If appropriate, it includes breaking down the replaced item into manageable elements to facilitate removal for reuse, recycling, reconditioning, overhaul or destruction.



	Process Outcomes
	As a result of successful implementation of the Deployment, Transition and Disposal process:

1) Transition, deployment, and disposal strategy is developed.

2) Operation and support staff and facilities are prepared to accept the transitioned product or service into use. 

3) Readiness of the product or service for use in its intended environment is assured.

4) The product or service is deployed to the operation and support environments. 

5) Continuity of operational performance is maintained.

6) The replaced product or service components are destroyed, stored, reclaimed or recycled. 

7) Records allowing knowledge retention of disposal actions and analysis of long-term impacts are available.



	Base Practices


	BP1: Establish and Maintain Transition, Deployment and Disposal Strategy.  Establish and maintain strategy that addresses product or service transition to the operation and support environment.  The strategy should address roll-out method, resources needed, constraints, rollback and restoration of the environment to its previous stable state if required, training needed, readiness checks, and disposal of the product or service replaced. [Outcome: 1]

BP2: Prepare staff for product or service transition. Establish and maintain staff training plan, and train operation and support staff according to plan. [Outcome 1]

BP3: Review current facilities and develop plan for facility upgrade, as necessary. [Outcome: 2]

BP4: Ensure that Product or Service is ready for use.  Make sure that product or services scheduled to be deployed are placed under configuration management.  [Outcome: 3]

BP5: Prepare, notify stakeholders for changes in service, and establish and implement the transition strategy [Outcome: 3]

BP6: Deploy Product or Service. Install product or service into delivery environment and ensure minimum unpredicted impact on the production, operations and support services. [Outcome: 4]

BP7: Maintain Product or Service Continuity. Identify essential functions and resources needed to ensure continuity during transition. Establish and maintain, and continuity plans. [Outcome: 5] 

BP8: End the Existence of a Product or Service. Destroy, store, reclaim or recycle product or service according to the plan. Confirm that there is no health, safety, security, and environmental impact following product or service disposal. [Outcome: 6]

BP9: Maintain Records. Maintain records of disposal actions and analysis of long-term impacts to permit audits, reviews, and to form the basis for future disposal planning. [Outcome: 7] 



	Relationship Notes


	NOTE1: The Change and Configuration Management process helps in managing configurations during deployment, transition and disposal. 

NOTE2: The Operation and Support process is used to operate and support the deployed system.

NOTE3: The Integration process assembles an integrated product or service, which is then evaluated by means of the Evaluation process prior to Deployment.



	Sources
	iCMM v2  PA 09 Deployment, Transition and Disposal 

ITIL v3: Transition planning and support; Release and Deployment Management

ISO/IEC 20000: 10.1 Release management

CobiT 4.1: A14 Enable operation and use; AI7 Install and accredit solutions and changes

CMMI-SVC: Service System Transition (SST)

ISO  15288:2008  6.4.7 Transition Process, 6.4.11 Disposal Process

ISO 12207:2008: 6.4.7 Software Installation Process, 6.4.11 Software Disposal Process

	References
	eSCM (CL): Service Transfer; Sourcing completion

eSCM (SP): Service Design and Deployment, Service Transfer


	Work Products

	Inputs
	Outputs

	Product or service components scheduled for transition, deployment and/or disposal.
	Transition, Deployment and Disposal Strategy [Outcome 1]

	
	Transition Training Plan [Outcome 2]

	
	Training Materials [Outcome 2]

	
	Facility Upgrade Plan (as required) [Outcome 2]

	
	List of critical function needed for continuity of operation [Outcome 9]

	
	Disposal Strategy [Outcome 1]

	
	Records of Disposal [Outcome 9]

	
	Statement of health, safety, security, and environmental impact [Outcome 8]

	
	Continuity Plan [Outcome 7]


Notes:  iCMM v2 PA 09 integrates practices from: ISO 9001:2000 7.5 Production  and service provision, 7.5.5 Preservation of product; CMMI Supplier Selection and Monitoring, Product integration, Supplier Agreement Management; MBNQA 6.1 Product and Service Processes; ISO/IEC TR 15504 CUS.2 Supply, ENG.1 Development; ISO/IEC 12207 5.2 Supply – delivery, completion, 5.3 Development – software installation, 5.5 Maintenance – migration, retirement; ISO/IEC CD 15288: 5.4.7 Transition, 5.4.11 Disposal, 5.4.4 Implementation; EIA-632 Implementation: Transition to Use; and iCMM v1 PA 09 Transition (see practice details in Mapping Table Supplement to the FAA-iCMM v2)

ISO/IEC 12207:2008, ISO/IEC 15288:2008, and ISO/IEC 15504-5 included as updates to iCMM v2 sources.
Operation and Support 

	Process ID
	 (to be provided)

	Process Name
	Operation and Support

	Process Purpose
	The purpose of the Operation and Support process is to operate the product or service at agreed service levels and support its users. 



	Process Outcomes
	As a result of successful implementation of the Operation and Support process:

1) The product or service is operated and monitored. 

2) Methods are established and used to sustain required capacity and service levels. 

3) If services are interrupted, they are restored to the business within time limits defined in the service level agreement.  
4) Root causes of problems are investigated to determine need for corrective or preventive action.

5) Needed corrective and preventive actions are deployed. 
6) Customer support, assistance, user request handling, and consultation are provided. 



	Base Practices
	BP1: Operate the Product or Service. Operate the product or service in its intended environment according to agreed service levels. [Outcome: 1]

BP2: Establish Methods. Establish methods for monitoring and sustaining required product or service levels. [Outcome: 2]

BP3: Monitor and Evaluate Capacity, Service, and Performance. Monitor and evaluate capacity, service, and performance of the product or service. [Outcome: 1]

BP4: Confirm Availability of Resources. Confirm availability of required resources (e.g., personnel, parts) to ensure service levels can be sustained. [Outcomes: 1, 2]

BP5: Perform Corrective and/or Preventive Maintenance. Perform corrective and/or preventive maintenance by replacing or servicing product or service elements prior to failure. [Outcomes: 2, 5]

BP6: Analyze Failures. Perform failure identification and analysis activities when problems or interruptions occur in the product or delivered service. [Outcomes: 3,4]

BP7: Take or Initiate Corrective Action. Take corrective action when appropriate (e.g., defective part, human error), or initiate corrective action for product or service modification. [Outcomes: 3, 5]

BP8: Provide Customer Support. Establish a service request management system to answer customer and user questions and help resolve problems they encounter. [Outcome: 6]


	Relationship Notes
	NOTE1: Customer support, assistance, and consultation are addressed in this process, as well as product or service monitoring.  Product or service modifications are carried out using the other life cycle processes.   

NOTE2:  Continuity of the work environment, including products, services, facilities, etc., is addressed within the Work Environment process.

NOTE3: The practices of Supplier Agreement Management are useful when assuring availability of parts and personnel.

NOTE 4:  Operational activities are managed using the Project Management process.



	Sources
	iCMM v2  PA 10 Operation and Support 

CMMI-SVC:  Capacity and Availability Management; Incident Resolution and Prevention: Service Delivery; Causal Analysis and Resolution

ITIL v3: Event management; Incident management; Problem management; 

Request fulfillment; Access management; Capacity management; Service Catalog Management; Availability Management; 
ISO/IEC 20000:  8.2 Incident management; 8.3 Problem management 6.5 Capacity management; 6.3 Service continuity and availability management 

CobiT 4.1:  DS3 Manage Performance and Capacity; DS8 Manage service desk and incidents; DS10 Manage problems

ISO 14001: 4.4.6 Operational Control; 4.5.3 Nonconformity, corrective action and preventive action

12207:2008: 6.4.9 Software Operation Process, B.3.5.1 Operational Use   Process; B.3.5.2 Customer Support Process  

15288: 2008: 6.4.9 Operation Process; 6.4.10 Maintenance Process  

	References
	eSCM (SP): Service Delivery


	Work Products

	Inputs
	Outputs

	Service level agreements [Outcomes:1, 2, 3]
	Product or services delivered [Outcome: 1]

	
	Regular operational monitoring reports [Outcome: 1]

	
	Operational problem reports [Outcome: 1]

	
	Capacity and service level monitoring methods [Outcome: 2]

	
	Preventive maintenance records [Outcome: 2,5]

	
	Problem analysis reports [Outcome: 4]

	
	Corrective action records [Outcome: 3,5]

	
	Requests for and resolution of correction or problem prevention activities [Outcome: 6]

	
	Responses to service requests [Outcome: 6]


Notes:  iCMM v2 PA 10 integrates practices from: 
ISO 9001:2000 7.5.1 Control of production and service provision; 8.5.2 Corrective action; 8.5.3 Preventive action; 8.4 Analysis of data
MBNQA 6.1 Product and Service Processes, b. Production/ Delivery Processes; 3.2 Customer Satisfaction and Relationships
ISO/IEC TR 15504 CUS.4 Operation; CUS.4.1 Operational use; CUS.4.2 Customer support; SUP.8 Problem resolution; ORG.4 Infrastructure
ISO/IEC 12207 5.4 Operation; 5.5 Maintenance
ISO/IEC CD 15288: 5.4.9 Operation; 5.4.10 Maintenance 
(see practice details in Mapping Table Supplement to the FAA-iCMM v2)

Support Category

Alternatives Analysis 

	Process ID
	 (to be provided)

	Process Name
	Alternatives Analysis

	Process Purpose
	The purpose of the Alternatives Analysis process is to apply structured analysis and decision-making to selected issues and communicate the results to stakeholders.

	Process Outcomes
	As a result of successful implementation of the Alternatives Analysis process:

1. Strategies are established and maintained that support the structured analysis of alternatives and decision-making.  

NOTE1: Strategies include the criteria to determine when to use Alternatives Analysis. 
2. Evaluation criteria, alternatives analysis methods and alternative solutions for selected issues are defined.

3.Alternative solutions to selected issues are analyzed and solutions are selected or recommended 

NOTE2: Results and rationale of alternatives analysis are documented and communicated.

	Base Practices
	BP1: Establish Analysis Strategy. Establish and maintain an alternatives analysis strategy that provides guidelines for when and how to use structured analysis and decision methods. [Outcome: 1]

NOTE1:  Strategy should include at least the criteria to determine when to use Alternatives Analysis, identification of the methods to be used, stakeholders and allocation of responsibility for, and authority to make decisions.
BP2: Define Evaluation Criteria. Establish criteria and their relative importance for evaluating alternative solutions. [Outcome: 2]
NOTE2: This practice includes clarification of the problem or issue for alternatives analysis.
BP3: Select Analysis Method. Select alternatives analysis methods and document the rationale for their choice. [Outcome: 2]

BP4: Identify Alternative Solutions. Identify and document alternative solutions to problems or issues.  [Outcome: 2]

BP5: Analyze Alternative Solutions. Analyze alternative solutions in accordance with the selected alternatives analysis method and evaluation criteria. [Outcome: 3]

BP6: Select Solution. Select or recommend solution(s) that best meet the criteria and goals of the analysis. [Outcome: 3]

BP7: Communicate Analysis Results. Document and communicate alternatives analysis results to stakeholders. [Outcome: 3]



	Relationship Notes
	NOTE: Structured alternatives analysis methods can be useful for many processes where a decision needs to be made.  Some examples include:

· Selection of goals (Integrated Enterprise Management, Process Definition, Process Improvement)

· Selection of strategy (Integration, Deployment Transition and Disposal, …)

· Selection of design approach (Design)

· Selection of methods or tools (Design Implementation, Evaluation, Quality Assurance and Management, Change and Configuration Management, Risk Management, Alternatives Analysis)

· Make-or-buy analysis, supplier selection (Supplier Agreement Management)

· Selection of measures (Measurement and Analysis)

· Technologies to pursue or insert (Research and Innovation, Design)

· Issue resolution (Needs, Project Management)



	Sources
	iCMM v2:  PA 04   Alternatives Analysis;

ISO/IEC 15288:2008 6.3.3 Decision Management Process


	Work Products

	Inputs
	Outputs

	Alternatives Analysis Guideline [Outcome: 2]


	Alternatives Analysis Guideline [Outcome: 1]



	Problem Definition [Outcome: 2]
	

	Weighted Criteria [Outcome: 3]
	Weighted Criteria [Outcome: 2]

	Selected Evaluation Methods [Outcome: 3]
	Selected Evaluation Methods [Outcome: 2]

	Identified alternative solutions [Outcome: 3]
	Identified alternative solutions [Outcome: 2]

	
	Documented analysis results [Outcome: 3] 

	
	Selected solution(s) [Outcome: 3] 


Notes:  iCMM v2 PA 04 integrates practices from: 

EIA/IS 731 1.4 Assess and Select; 

CMMI Decision Analysis and Resolution; 

MBNQA 6.2 Support Processes, 2. Strategic Planning; 

ISO/IEC CD 15288 5.3.4 Decision Making; 

ANSI/EIA-632-1999 4.5.1 Systems Analysis Process

Quality Assurance and Management 

	Process ID
	 (to be provided)

	Process Name
	Quality Assurance and Management

	Process Purpose
	The purpose of the Quality Assurance and Management process is to ensure the quality of the product or service and of the processes used, and provide management with appropriate visibility into all relevant quality aspects. 

	Process Outcomes
	As a result of successful implementation of the Quality Assurance and Management process:

1) A Quality Management System is established and maintained.

2) Adherence of work products, services, and activities to applicable standards, procedures, and requirements is verified objectively.

3) Noncompliance issues are tracked and those that cannot be resolved at the project/service level are addressed by senior management. 
4) Affected groups and individuals are informed of quality assurance activities, and results.

5) Causes of defects are sought out, identified, prioritized, corrected, and methods of elimination are evaluated.

6) Quality improvement opportunities are initiated with the appropriate stakeholders and managed at the appropriate level.

	Base practices
	BP1: Establish a quality management system: Establish, document, implement, and maintain a quality management system. [Outcome: 1, 2, 3, 4, 5, 6] 
BP2: Monitor process compliance: Objectively monitor compliance of performed activities with the established processes throughout the life cycle. [Outcome: 2] 
BP3: Monitor product and service quality: Objectively measure work products and services against the requirements and standards that define them. [Outcome: 3] 
BP4: Record and report results: Record and report the results of quality assurance activities and customer satisfaction to applicable stakeholders. [Outcome: 4] 
NOTE1:  An independent channel for reporting quality issues should be established. 

BP5: Analyze quality: Analyze quality records and measurements to detect the need for corrective action and develop recommendations for quality improvement or corrective and preventive actions.  [Outcome: 5] 
BP6: Initiate quality improvement: Initiate activities that address identified quality issues or quality improvement opportunities.  [Outcome: 6]
BP7: Monitor and evaluate the effect of changes: Monitor the status of quality improvements on products and services and evaluate the effect of changes after they have been implemented. [Outcome: 6] 


	Relationship Notes
	Quality Assurance and Management provides an objective view that ensures planned processes are implemented and that products and services meet their applicable standards and requirements.  Evaluation is the verification and validation of products and services against their technical requirements and needs. This activity supports Quality Assurance and Management by providing additional quality measures and results.  Quality Assurance and Evaluation may on occasion look at the same product or service but from different perspectives.  Projects and services should take care to minimize unnecessary duplication of effort. The Quality Assurance and Management tasks will typically be accomplished by sampling products, services and processes throughout the life cycle.

Most practices in the Quality Assurance and Management process area are related to the practices in all the other process areas.  Of specific relevance is the Project Management process area.  Quality Assurance and Management provides management visibility into the quality of products and services provided.  As improvement opportunities are identified, appropriate activities are initiated in the enterprise via Integrated Enterprise Management, on the project via Project Management and, if applicable, Process Definition and Process Improvement are used to update the processes.  The measurement of quality is part of the Measurement and Analysis approach.  Integrated Teaming discusses customer interface and communication of quality related information.  Customer satisfaction information from the Needs process area can be used improving and maintaining a quality management system and in analyzing quality.  In addition, these other process areas provide quality information on products and processes:  Evaluation, Project Management, Supplier Agreement Management, Risk Management, and Process Improvement.  Specific causes of issues are analyzed resulting in improvements.

	Sources
	iCMM v2:  PA 15 Quality Assurance and Management;

CobiT v4.1: PO8 Manage quality, ME2 Monitor and evaluate internal control, AI2 Acquire and maintain application software;

ISO14001: 4.4.6 Operational control, 4.5.1 Monitoring and measurement, 4.5.2 Evaluation of compliance, 4.5.3 Nonconformity, corrective action and preventive action, 4.5.5 Internal audit.

ISO/IEC 12207:2008: 6.2.5 Quality Management Process, 7.2.3 (Software) Quality Assurance Process, 7.2.7 (Software) Audit Process, 7.2.8 (Software) Problem resolution Process. 
ISO/IEC 15288:2008: 6.2.5 Quality Management Process


	Work Products

	Inputs
	Outputs

	Quality management requirements [Outcome: 1]
	Documented quality management system [Outcome: 1]

	Process descriptions [Outcome: 1] 
	Process compliance measures [Outcome: 2]

	Process instantiation records [Outcome: 2] 
	Process measures [Outcome: 2]

	Product/service requirements [Outcome: 2]
	

	Products and services [Outcome: 2]
	Product/service quality measures [Outcome: 2]

	
	Quality issue and defects reports[Outcome: 2,3,4]

	
	Internal audit reports [Outcome: 2,3,4]

	
	Causal analysis and resolution records [Outcome: 5]

	
	Recommendations for improving process, product and service [Outcome: 6]


Notes:  iCMM v2 PA 15 integrates practices from: 

ISO 9001:2000 4.1 General requirements, 7.5.2 Validation of processes for production and service provision, 7.5.4 Customer property, 8.2.2 Internal audit, 8.2.3 Monitoring and measurement of processes, 8.2.4 Monitoring and measurement of product, 8.4 Analysis of Data, 8.5.2 Corrective Action, 8.5.3 Preventive Action; 

EIA/IS 731 2.8 Ensure quality; CMMI Process and Product Quality Assurance; 

MBNQA 6.2 Support Processes; 

ISO/IEC TR 15504 SUP.3 Quality Assurance, MAN.3 Quality Management, SUP.7 Audit, SUP.8 Problem resolution; 

ISO/IEC 12207 6.3 Quality Assurance, 6.7 Audit, 6.8 Problem resolution  (2) 

iCMM v1 PA 15 Quality Assurance and Management 
(see practice details in Mapping Table Supplement to the FAA-iCMM v2)

Change and Configuration Management

	Process ID
	 (to be provided)

	Process Name
	Change and Configuration Management

	Process Purpose
	The purpose of the Change and Configuration Management process is to ensure changes to selected items are controlled so as to enable the availability of accurate baseline and configuration information. 

NOTE:  Items may be controlled at various levels of formality.

	Process Outcomes
	As a result of successful implementation of the Change and Configuration Management process:

1) A change and configuration management strategy is defined. 

2)  Items that are to be managed are identified. 

NOTE: These items may be designated for formal configuration management or less formal version control.

3)  Change requests with respect to identified items are managed, tracked and controlled. 
4) Identified items are controlled and managed throughout the life cycle. 

5) Status of identified items and of their changes is recorded and reported to all stakeholders.

6) The integrity of baselines and work products is assured.



	Base Practices
	BP01 Establish a Change and Configuration Management Strategy. Establish roles, responsibilities, and methods for the application of Change and Configuration Management activities. [Outcome: 1]

BP02 Identify and Baseline Configuration Items and Interim Work Products. Identify configuration items, interim work products, and work environment items that will be baselined or placed under version control, and baseline them. [Outcomes: 1, 2,4, 6]

BP03 Establish and Maintain a Repository for Work Product Baselines. Establish and maintain a repository to house work product baselines. [Outcome: 4]

BP04 Control Changes. Control changes to baselined work products through tracking, recording, review, and approval processes throughout the life cycle. [Outcomes: 3, 4]

BP05 Record and Report Configuration and Change Status. Record and report change information about the baselined configuration items. [Outcomes: 3,4,5]

BP06 Conduct Configuration Audits and Inspections. Conduct configuration audits and inspections to verify integrity of the baselines and check the work products for compliance with the baselines. [Outcome: 6]

	Relationship Notes
	NOTE1: This process area supports all other process areas in controlling work products, and its practices are usually accomplished through collaborative activities, such as those provided by the practices of Integrated Teaming as part of Project Management.

NOTE2: Traceability is established as part of the practices in the Requirements process.
NOTE3: The development of plans and work breakdown structures, as described in Project Management, may be useful for determining configuration items.  

NOTE4: Preliminary configuration management requirements are established in the Requirements process.

NOTE5: When the practices of this process area are used to manage requirements, changes to those requirements need to be iterated through the Needs process  to communicate the impact of changes to the customer or their surrogate.  In this process, information is available about the method for analyzing the impact of proposed changes.

NOTE6: Information Management and Change and Configuration Management processes are interrelated, but differ in a number of ways. Change and Configuration Management emphasizes informal and formal control of selected work products and environments.  Information Management is concerned with the identification, protection, and continued availability of all information that may be needed by or that is generated by project or enterprise elements. Items from information management repositories may be placed under configuration management, as the need arises. The practices of Information Management apply to the storage and retrieval of Change and Configuration Management Items.  Change and Configuration Management and Information Management may use the same or separate repositories.

	ources
	iCMM v2:  PA 16 Configuration Management;

ITIL v3: Change management, Service asset and configuration management;

ISO/IEC 20000: 3.2 Documentation requirements, 9.1 Configuration management, 9.2 Change management;

CobiT v4.1: AI6 Manage changes, DS9 Manage the configuration, DS11 Manage data, AI2 Acquire and maintain application software;

ISO14001: 4.4.4 Documentation; 4.4.5 Control of documents

4.5.3 Nonconformity, corrective action and preventive action

ISO/IEC 12207:2008: 6.3.5 Configuration Management Process; F.3 Contract Change Management Process (6)

ISO/IEC 15288:2008: 6.3.5 Configuration Management Process (6)

	References
	eSCM: Technology Management (CL)


	Work Products

	Inputs
	Outputs

	
	Configuration Control Board Charter [Outcome: 1]

	
	Strategy for tool selection [Outcome: 1]

	Proposals on items to be managed [Outcomes: 1,2]
	Identified items that are to be managed [Outcome: 2] 

	
	Baselined items/ work products [Outcome: 2]

	
	Repository for identified items [Outcome: 4]

	Change requests [Outcome: 3]
	Change requests and their status [Outcome: 3] 

	
	Status reports on identified items [ Outcomes: 3, 4, 5]

	
	Audit results [Outcome: 6]


Notes:  iCMM v2 PA 16 integrates practices from: 
ISO 9001:2000 4.2.3 Control of documents, 4.2.4 Control of records, 7.5.3 Identification and traceability, 7.5.4 Customer property; 
EIA/IS 731 2.7 Manage Configurations; 
CMMI Configuration Management; 
MBNQA 6.2 Support Processes; 
ISO/IEC TR 15504 SUP.2 Configuration Management; 
ISO/IEC 12207 6.2 Configuration Management; 
ISO/IEC CD 15288 5.3.6 Configuration Management

iCMM v1 PA 16 Configuration Management 
(see practice details in Mapping Table Supplement to the FAA-iCMM v2)

Information Management 

	Process ID
	 (to be provided)

	Process Name
	Information Management

	Process Purpose
	The purpose of the Information Management process is to make relevant and timely information available to those who need it.



	Process Outcomes
	As a result of successful implementation of the Information Management process:

1) Information management strategy and requirements are established. 

2) An infrastructure is established and maintained to provide the mechanisms and media needed to support the information management at individual, project and organization levels.

3) Information is managed in accordance with established requirements and strategy.

4) Information is stored and protected from loss, damage, and unwarranted access.

5) Timely access to relevant information is available to those that need it.



	Base Practices
	BP1: Establish Information Management Strategy. Establish and maintain a strategy and requirements for information management. 

[Outcome: 1]

BP2: Establish Information Management Capability. Establish an infrastructure for information management including repository, tools, equipment, and procedures. 

[Outcome: 2]

BP3: Store Information. Collect, receive, and store information according to established strategy and procedures. 

[Outcome: 4]

BP4: Share Information. Disseminate or provide timely access to information to those that need it. 

[Outcome: 5]

BP5: Protect Information. Protect information from loss, damage, or unwarranted access.

[Outcome: 4]

BP6: Establish Information Standards. Establish requirements and standards for content and format of selected information items.

[Outcome: 1]



	Relationship Notes
	NOTE1: Use high level input from Integrated Enterprise Management process. 
NOTE2: Project Management process uses Information Management process to identify information items and categories of information to be managed.
NOTE3: Information Management process supports Knowledge Management process with mechanisms to store, protect and access the knowledge gathered. 
NOTE4: Information Management is applied to preserve and maintain access to work products that are created and used by named processes.
NOTE5: Quality Assurance and Management process ensures the integrity, authenticity, reliability, and accuracy of selected work products.

NOTE6: Information Management process supports the organization’s process asset library defined in Process Definition process.

NOTE7: Information Management process and Change and Configuration Management process are interrelated.

	Sources
	iCMM v2  PA 17 Information Management

ITIL v3 Service Catalog Management 

ISO/IEC 20000 3.2 Documentation requirements

CobiT v 4.1  PO2 Define the information architecture, DS5 Ensure systems security, DS11 Manage data, 

ISO 14001 4.4.3. Communication, 4.4.4 Documentation, 4.4.5 Control of documents, 4.5.4 Control of records

ISO/IEC 15504-5 REU.1 Asset Management

eSCM Threat Management (SP)

	References
	eSCM Threat Management (CL)

CMMI-DEV v1.2 Organizational Process Definition


	Work Products

	Inputs
	Outputs

	Laws and regulations [Outcome: 1]
	Categories of information required to be placed in the information repository  [Outcome: 1]

	Business goals [Outcome: 1, 2]
	Specific information items to be placed in the information repository

[Outcome: 1]

	Communication record [Outcome:3]
	Communication record [Outcome:3]

	
	Privacy and security requirements and controls [Outcome: 1]

	
	Access requirements by information category and user level [Outcome: 1]

	
	Security procedures [Outcome:2]

	
	List of authorized users for access [Outcome:2]

	
	Backup storage locations and procedures [Outcome:2]

	
	Data development standards [Outcome:3]

	
	Document quality criteria  [Outcome:3]

	
	Data management plan [Outcome:3]

	
	Data accession list [Outcome:3]

	
	Information catalog [Outcome:3]

	
	Status reports [Outcome:3]

	
	Data development standards [Outcome:3]

	
	Information repositories: information databases, electronic libraries, web-based repositories, raw data repositories, file systems [Outcome: 4]

	
	Information capture, storage, protection, and access procedures [Outcome: 4]

	
	Mechanism for information retrieval, reproduction, and distribution

[Outcome: 5]

	
	


Notes:  iCMM v2 PA 17 integrates practices from: 

ISO 9001:2000 clauses 4.2.3 Control of documents, 4.2.4 Control of records, 7.5.4 Customer property; 

EIA/IS 731 2.6 Manage Data

MBNQA/PQA 6.2 Support Processes

ISO/IEC IS 15504  SUP.1 Documentation (extended), ORG.6 Reuse (new), 

ISO/IEC 12207 5.5 Maintenance, 6.1 Documentation 6.2 Configuration Management

ISO/IEC FDIS 15288:2007, 5.3.7 Information Management, 5.2.4 Resource Management

(see practice details in Mapping Table Supplement to the FAA-iCMM v2)

Knowledge Management
	Process ID
	 (to be provided)

	Process Name
	Knowledge Management

	Process Purpose
	The purpose of the Knowledge Management process is to ensure that individual knowledge, information and skills are collected, shared, reused and improved throughout the organization.



	Process Outcomes
	As a result of successful implementation of the Knowledge Management process:

1)  The organization has an appropriate knowledge management strategy.
2) The knowledge required to perform the organization’s business activities is defined, understood and updated.

3) The processes, infrastructure and opportunities for allowing knowledgeable individuals to share their expertise and for deploying, using and improving knowledge assets are established and maintained.
4) Knowledge is readily available and shared throughout the organization.


	Base Practices
	BP1: Develop a knowledge management strategy. Define an appropriate knowledge management strategy based on organizational, individual, domain and project knowledge needs.
[Outcome: 1]

BP1: Establish a knowledge management system. Establish and maintain a knowledge management infrastructure and mechanism to support the activities to identify, classify, exchange and use knowledge assets.
[Outcome: 2, 3, 4]

BP2: Create the network of knowledge contributors. Establish the network of experts and their mutual interaction.
[Outcome: 3]

BP4: Capture knowledge. Identify and record each knowledge item according to the classification schema and asset criteria.
[Outcome: 3]

BP5: Disseminate knowledge assets. Share knowledge assets with experts, users and projects.
[Outcome: 3, 4]

BP6: Improve knowledge assets. Validate and enrich knowledge assets to ensure their appropriateness and value to the organization.
[Outcome: 3, 4]



	Relationship Notes
	NOTE1: Use high level input from Integrated Enterprise Management process. 
NOTE2: Use of the Information Management process mechanisms to store, protect and access the knowledge gathered. 
NOTE3: Apply the Human Resource Management process to ensure knowledge background required to perform the organization’s business activities.

NOTE4: Apply the Training process to ensure improvement of knowledge required to perform the organization’s business activities.

NOTE5:  The Research and Innovation process supports knowledge reuse and improvement. 

	Sources
	ISO/IEC 15504-5 RIN.3 Knowledge management, REU.1 Asset management

ITIL v3 Knowledge management, Service Catalog Management

P-CMM Competency Analysis (ML3), Competency Development (ML3), Competency-based assets (ML4), 

Cobit 4.1  DS7 Educate and train users, AI4 Enable operation and use, PO7 Manage IT human resources

eSCM (SP) Knowledge management

	References
	eSCM (CL) Knowledge management

Knowledge Management Maturity Model (Siemens)


	Work Products

	Inputs
	Outputs

	Business goals [Outcome: 1, 2]
	Knowledge management strategy [Outcome: 1]

	
	Policy to share knowledge among stakeholders [Outcome: 1]

	
	Organizational, individual, domain and project knowledge needs [Outcome: 2]

	
	Knowledge management system [Outcome: 2]

	
	Procedures to share knowledge among stakeholders [Outcome: 2]

	Communication record [Outcome:3]
	Communication record [Outcome: 3 ]

	Knowledge repository [Outcome: 3, 4]
	Knowledge item [Outcome: 3]

	
	Knowledge repository [Outcome: 4]

	
	Knowledge asset use data [Outcome: 4]

	
	Reusable knowledge work products [Outcome: 4]

	
	


Measurement and Analysis
	Process ID
	 (to be provided)

	Process Name
	Measurement and Analysis

	Process Purpose
	The purpose of the Measurement and Analysis process is to define, collect and analyze data related to any measurement need to provide insight into performance relative to goals.



	Process Outcomes
	As a result of successful implementation of the Measurement and Analysis process:

1) Measurement information needs and objectives of enterprise processes are identified, prioritized and maintained. 

2) Measures to address the information needs and objectives are established and maintained.  

3) Data collection, verification and storage procedures are established and maintained.

4) Data analysis, interpretation and reporting procedures are established and maintained.

5) Measurement data are collected, verified, analyzed, interpreted and results are reported.  

6) Measurement data and results are communicated and stored for use. 
7) Measurement data are used to statistically manage process performance models.   


	Base Practices
	BP01 Develop a measurement strategy. Define an appropriate measurement strategy to identify, perform and evaluate measurement activities and results, based on organizational and project needs. [Outcome: 1]

BP02 Identify measurement information needs. Identify the measurement information needs of organizational and management processes. [Outcome: 1 ]

BP03
Establish measures based on informative goals: Establish measurable objectives from issues and informative goals, linking them by a cause-effect relationship and identify the specific measures that will provide the basis for performance analysis. [Outcome: 2]
BP04 Establish and maintain data  collection, verification and storage procedures. [Outcome 3]
BP05 Establish and maintain data analysis, interpretation and reporting procedures.[Outcome 4]
BP06  
Collect relevant measurement data: Collect, verify and validate measurement data and generated results. [Outcome: 5]

BP07
Store data and results:  Store measurement data and results in a repository. [Outcome: 6]

BP08
Analyze measurement data:  Analyze data to determine performance against goals using – whenever possible and valuable - statistical techniques in order to stress trends and most effective corrective/improvement actions. [Outcome: 5]

BP09
Communicate results: Report results of measurement and analysis to all affected stakeholders. [Outcome: 6]
BP10 Use measurement information products for decision-making. Make accurate and current measurement information products accessible for any decision-making processes for which it is relevant. [Outcome 7]

BP11 Evaluate and communicate information products and measurement activities to process owners. Evaluate information products and measurement activities against the identified information needs and measurement strategy, identify potential improvements in measurements, and communicate any identified potential improvement to the process owners. [Outcome 7]

	Relationship Notes
	This process specifically supports Integrated Enterprise Management, Project Management – also for the internal team process performance of Integrated Teaming issues -  Evaluation, Quality Assurance and Management.  

NOTE 1:  Basis of the measurement data repository are addressed by means in Process Definition and managed by the Information Management process.  .
NOTE 2:  The measurement of customer satisfaction with products and services are used by means of the Needs process area.
NOTE 3:  In the case of solicitation of contractors/subcontractors, measurement is addressed by means of the Supplier Agreement Management process. Risk Management process provides the mechanism to identify issues to be measured.

NOTE 4:  Results from ‘Measurement and Analysis’ process represent the inputs for establishing an improvement plan managed by means of the Process Improvement process.



	Sources
	iCMM v2  PA 18 Measurement & Analysis

ITIL v3 Service Measurement

ISO/IEC 20000-1:2005 4.3 Monitoring, measuring and reviewing

CobiT v 4.1 ME.1 Monitor and evaluate IT performance

P-CMM v2 - Quantitative Performance Management

ISO 14001 4.5.1 Monitoring and measurement

ISO/IEC IS 15504-5:2006 MAN.6 - Measurement

ISO/IEC IS 12207:2008 6.3.7 Measurement 


	Work Products

	Inputs
	Outputs

	Quality Policy [Outcome: 1, 2]
	

	
	Measurement Strategy [Outcome: 1]

	
	Information needs [Outcome 1]

	
	Measurement goals [Outcome 1]

	
	Data collection, verification and storage procedures [Outcome 3]

	
	Data analysis, interpretation and reporting procedures [Outcome 4]

	Organizational Goals by perspectives[Outcome: 2]
	

	Field measure [Outcome: 2]
	Analysis report [Outcome: 3, 4, 5]

	Process measure [Outcome: 2]
	Field measures [Outcome: 2, 5]

	Project measure [Outcome: 2]
	Process measures [Outcome: 2, 5]

	Quality measure [Outcome: 2]
	Project measures [Outcome: 2, 5] 

	Risk measure [Outcome 2]
	Quality measures [Outcome: 2, 5]

	Service level measure [Outcome: 2]
	Risk measures [Outcome: 2, 5]

	
	Service level measures [Outcome: 2, 5]

	Customer request [Outcome: 3]
	Customer satisfaction survey [Outcome: 3,]

	Customer satisfaction data [Outcome: 4]
	Customer satisfaction data [Outcome: 5]

	Benchmarking data [Outcome: 5, 6]
	

	Assessment data [Outcome: 6]
	Problem record [Outcome 5]

	
	Benchmarking data [Outcome: 7]

	Customer satisfaction survey [Outcome: 4, 5]
	Evaluation report [Outcome: 5,6]

	
	Process performance model [Outcome 7]

	
	

	Work product distribution register [Outcome: 7]
	Process description [Outcome: 7]

	Process description [Outcome: 7]
	

	
	


Notes:  iCMM v2 PA 18 integrates practices from: 

ISO 9001:2000 7.6 Control of monitoring and measuring devices, 8.2.3 Monitoring and measurement of processes, 8.2.4 Monitoring and measurement of product, 8.1 General,  and 8.4 Analysis of data;

EIA/IS 731 2.2 Monitor and Control 

CMMI Measurement and Analysis (MA), Organizational Process Performance, Quantitative Project Management, Causal Analysis and Resolution; 

MBNQA 4.1 Measurement of Organizational Performance, 4.2 Analysis of Organizational Performance, 6.2 Support Processes, 7. Business Results

ISO/IEC TR 15504 ORG.5 Measurement

ISO/IEC 12207 7.3.3 Process Improvement (data and analysis)

ISO/IEC CD 15288 5.2.3 System Life Cycle Processes Management

iCMM v1 PA 18 Measurement

 (see practice details in Mapping Table Supplement to the FAA-iCMM v2).

Work Environment 

	Process ID
	 (to be provided)

	Process Name
	Work Environment

	Process Purpose
	The purpose of the Work Environment process is to ensure that the workforce has an infrastructure of facilities, tools and equipment to perform their work effectively and safely. 

NOTE: The Work Environment includes facilities, tools, equipment, computing resources, transportation, utilities, communications systems, techniques, workspace, office equipment and supplies.


	Process Outcomes
	As a result of successful implementation of the Work Environment  process:

1) Work environment needs and requirements are determined. 
2) A work environment that meets needs and requirements is established and maintained. 

3) Distractions in the work environment are addressed. 

4) Health, safety, security, and environmental factors are addressed in the work environment.

5) Continuity of the work environment is ensured.

	Base Practices
	BP1: Determine Work Environment Needs. Establish and maintain the needs and requirements to implement, operate, and sustain work environments. [Outcome: 1, 3, 4]

NOTE1: Work environment needs and requirements pertain to health, safety, security, environmental, and physical aspects of the workplace as well as facilities, tools and equipment.  Relevant regulations, laws and policies are identified when establishing needs and requirements.

BP2: Establish Work Environment Standards. Establish and maintain a description of work environment standards and tailoring guidelines that meet identified needs and requirements. [Outcome: 1, 3, 4]

NOTE2: Consider potential cost savings from volume purchases or common training and maintenance.

BP3: Establish Work Environment. Establish and maintain a work environment, tailored from the work environment standards, to meet the specific needs. [Outcome: 2, 3, 4]

BP4: Maintain the Qualification of Components. Maintain the required qualification of work environment components. [Outcome: 2]

NOTE3:  This includes equipment calibration and configuration status.

BP5: Maintain the Qualification of Personnel. Ensure that personnel have the required competencies and qualifications to access, use, and maintain the work environment. [Outcome: 2]

BP6: Maintain Technology Awareness. Monitor, evaluate, and insert, as appropriate, new technology for improving the work environment. [Outcome: 1, 2]

BP7: Ensure Work Environment Continuity. Plan and provide for continuity of the work environment. [Outcome: 5]

NOTE4:  This includes testing and training for continuity and recovery. 

	Relationship Notes
	NOTE1: Further information on determining needs and requirements is available via the Needs and Requirements processes.

NOTE2: Apply the Training process to ensure work environment competencies.

NOTE3: The Research and Innovation process supports work environment improvement.

NOTE4:  Apply Risk Management practices to assess, analyze and mitigate risks to work environment continuity. 

	Sources
	iCMM v2  PA 19 Work Environment

ITIL v3: IT service continuity management

ISO/IEC 20000: 6.3 Service continuity and availability management

CobiT v 4.1: AI3 Acquire and Maintain Technology infrastructure

DS4 Ensure continuous services

DS12 Manage the physical environment

PO4 Define the IT processes, organization and relationships

P-CMM: Work Environment

ITIM: Managing the succession of information systems

ISO 14001: 4.4.1 Resources, roles, responsibility; 4.4.6 Operational control; 4.4.7 Emergency preparedness and response

CMMI-SVC: Service Continuity; Strategic Service Management

ISO/IEC 12207:2008 6.6.2 Infrastructure  (8)

	References
	eSCM (CL): Technology Management; Threat Management
eSCM (SP): Technology Management, Threat Management, People Management (11)


	Work Products

	Inputs
	Outputs

	Laws and regulations [Outcome: 1]
	Identified work environment regulations and laws [Outcome: 1]

	Stakeholder inputs on work environment needs and requirements [Outcome: 1]
	Work environment needs and requirements [Outcome: 1]

	Equipment calibration requirements [Outcome: 1]
	Requirements for safety, security, health, environment, and human factors [Outcome: 1]

	
	Requirements for failure and disaster recovery [Outcome: 1]

	
	Standard workstation hardware and software [Outcome: 2]

	
	Standard application software [Outcome: 2]

	
	Standard services and service levels [Outcome: 2]

	
	Tailoring and waiver processes [Outcome: 2]

	
	Workspace, equipment, workstations [Outcome: 2, 3, 4]

	
	Procedures for safety, security, operations [Outcome: 2, 4]

	
	Calibration records [Outcome: 2]

	
	Instrument accuracy certificates [Outcome: 2]

	
	Personnel qualifications and certificates [Outcome: 2, 4]

	
	Technology insertion cost benefit analyses [Outcome: 1,2]

	
	Technology insertion plan [Outcome: 2]

	
	List of events and circumstances that constitute a risk to business continuity [Outcome: 5]

	
	Disaster recovery plans, contingency plans, or continuity plans [Outcome: 5]

	
	Plans and results of testing emergency response systems [Outcome: 5]

	
	Information sources for emergencies [Outcome: 5]


Notes:  iCMM v2 PA 19 integrates practices from: 
ISO 9001 6.3 Infrastructure, 6.4 Work Environment

EIA/IS 731 3.4 Manage Systems Engineering Support Environment

CMMI: Organizational Environment for Integration

iCMM v1: PA 10 Product Evolution

MBNQA: 5.3.a Work Environment; 6.1a Design Process

ISO/IEC 15504 ORG.4 Infrastructure

ISO/IEC 12207 7.2 Infrastructure

P-CMM Work Environment, Continuous Workforce Innovation; 
DEF STD 0056: 5.5.3, 7.3.3, 5.3.5; 
IEC 61508: (many); 
MIL-STD-882C: (many); 
MIL-STD-882D: 4.6; 
ISO/IEC 17799: (many);  
ISO/IEC 21827 SSE CMM: (many); 
ISO/IEC 15408 Common Criteria (many); 
NIST 800-30:  3.1.2, 4.4.3 
 (see practice mapping details in Safety and Security Extensions to the FAA-iCMM v2)

Process Definition

	Process ID
	 (to be provided)

	Process Name
	Process Definition

	Process Purpose
	The purpose of Process Definition is to identify, define and maintain a standard set of processes and description of allowed tailoring that can be used to establish the processes that are used across the enterprise. This will provide a foundation for repeatable, effective and efficient work activities and support process improvement.


	Process Outcomes
	As a result of successful implementation of the Process Definition process:

1.  Standard processes, needed to accomplish business objectives, are established and maintained, including responsibilities, accountability and authority for its management.

2.  Detailed tasks, activities, inputs/outputs, and associated work products of the standard processes are identified, together with expected performance characteristics.

3.  Allowed modifications and approval mechanisms are established and maintained for the standard processes from which approved processes are tailored and established for projects, programs, organizations, or the enterprise.

4.  Goals, performance data, and other assets that support the processes are collected, maintained and communicated.
5.  Process assets (processes, allowed tailoring, approval mechanisms, process objectives, measures of process performance) are collected and communicated.

6.  The set of implemented processes are approved well-defined derivatives of the standard processes, including support processes, whose purposes and interrelationships are coordinated.


	Base Practices
	BP1: Establish standard processes:  Establish and maintain the enterprise’s set of standard processes for all software life cycle processes and life cycle models that apply to its business activities. [Outcome: 1]
BP2: Establish lifecycle model description: Establish and maintain description of the lifecycle models approved for use in the enterprise, including detailed tasks, activities, inputs/outputs and associated work products.  [Outcome: 2]
BP3: Develop tailoring criteria and guidelines:  Establish and maintain tailoring criteria and guidelines for the enterprise’s set of standard processes and ensure their use. [Outcome: 3, 6]
BP4: Maintain process assets library:  Establish and maintain the enterprise process assets library, including measurement repository, and make the library available for use by the projects. [Outcome: 4, 5]
BP5: Coordinate and communicate process definition: Coordinate and communicate process definition, ensuring implemented processes are approved well-defined derivatives of the standard processes. [Outcome: 6]


	Relationship Notes
	This process area covers the initial activities required to collect, maintain, and standardize process assets for all process areas. The activities of this PA define the processes needed to achieve the enterprise vision and goals established by the activities of Integrated Enterprise Management and Enterprise Architecture.  

Process improvement is covered in Process Improvement. 

The quantitative understanding of the processes and process assets is covered in Measurement and Analysis. 

The process asset library is maintained using the principles of Information Management.  

New processes may be the result of activities described in Research and Innovation.

	Sources
	iCMM V2: PA 21 Process Definition 
ISO/IEC 12207:2008: 6.2.1 Life Cycle Model Management Process, B3.3.1 Process Establishment Process (15504-5: PIM.1 Process Establishment)

ISO/IEC 15288:2008: 6.2.1 Life Cycle Model Management Process
COBIT: PO4 Define the IT processes, organization and relationships, PO8 Manage quality

ISO 14001: 4.1 General Requirements, 4.4.4 Documentation


	Work Products

	Inputs
	Outputs

	Commitment / agreement [Outcome: 1]
	

	Improvement plan [Outcome: 1]
	

	Improvement opportunity [Outcome: 1]
	Enterprise’s set of standard process [Outcome: 1]

	
	Description of lifecycle models approved [Outcome: 2, 6]

	Process change request [Outcome: 3]
	Tailoring guidelines for the enterprise’s set of standard processes [Outcome: 3]

	Processes goals and performance data [Outcome: 4]
	Enterprise measurement repository and it’s data [Outcome: 4]

	Enterprise process asset library [Outcome: 4]
	Enterprise process asset library [Outcome: 4]

	
	Communication record [Outcome: 5]


Notes:  iCMM v2 PA 20 integrates practices from: 
ISO 9001:2000: 4. Quality management system, 4.2.2 Quality manual, 8.5.1 Continual Improvement; 
EIA/IS 731 3.1 Define and Improve the Systems Engineering Process; 
CMMI Organizational Process Focus; Organizational Process Definition; Integrated Project Management

MBNQA: 6. Process management, 2.1 Strategy Development; 
ISO/IEC TR 15504: ORG.2 Improvement process, ORG2.1 Process establishment, ORG2.2 Process assessment, ORG.6 Reuse; 
ISO/IEC 12207: 7.3 Improvement 

ISO/IEC 15288 5.2.3 System Life Cycle Processes Management

iCMM v1 PA 20 Organization Process Definition 
(see practice details in Mapping Table Supplement to the FAA-iCMM v2) 

Process Improvement
	Process ID
	 (to be provided)

	Process Name
	Process Improvement

	Process Purpose
	The purpose of the Process Improvement process is to continuously and measurably improve processes capability so that business can be conducted more efficiently and effectively. 


	Process Outcomes
	As a result of successful implementation of the Process Improvement process:

1. Issues arising from the organization's internal / external environment are identified as improvement opportunities and justified as reasons for change.

2. Analysis of the current status of the existing processes is performed, focusing on those processes from which improvement stimuli arise; and recorded as a baseline against which the actual improvement can be compared.  

3. Improvement measures are identified and prioritized and revised periodically and progress towards them is evaluated.  

4. Process improvement activities are planned and implemented.  

5. Improvements are deployed, monitored, and sustained by the usage of the organization’s historical data. 
6. Knowledge gained from the improvements is communicated within the enterprise  

7. Improvements made are evaluated and consideration given for using the solution elsewhere within the enterprise.  


	Base Practices
	BP1: Identify process improvement opportunities. Issues arising from the organization's internal / external environment or organization’s appraisals are proactively identified as improvement opportunities and with justified reasons for change. [Outcome: 1]

BP2: Establish process improvement objectives. Analysis of the current status of the existing processes is performed. [Outcome: 2] 
BP3: Assess process improvement objectives. Focusing on those processes from which improvement stimuli arise and/or process based risk is reduced, resulting in improvement objectives for the process being established. [Outcome: 2]

BP4: Prioritize improvements. The improvement objectives are prioritized, and grouped taking care of the causal relationship among the impacted processes. [Outcome: 3]

BP5: Plan improvements. Consequent changes to the process are defined and planned. [Outcome: 3]

BP6: Implement improvements. The improvements to the process are implemented and changes are managed [Outcome: 3]

BP7: Confirm improvement. The effects of implemented improvements are monitored, measured, evaluated and confirmed against the defined improvement goals and desired results. [Outcome: 4]

BP8: Incorporate process-related outcomes into organizational process assets. The outcomes resulted by the improvement activity are incorporated into the organizational process assets they refer to [Outcome: 7]
BP9: Communicate results of improvement. Knowledge gained from the improvements is communicated outside of the improvement project across relevant parts of the organization. [Outcome: 5]

BP10: Evaluate the results of the improvement project. Evaluate the results of the improvement initiative to see if the solution can be applied elsewhere in the organization. [Outcome: 6]

BP11:
Sustain and deploy improvement gains: Sustain and deploy improvement gains across all applicable parts of the organization/project. [Outcome: 6, 7]

	Relationship Notes
	NOTE 1: Possible new ideas can come from the Research and Innovation  process.

NOTE 2: Outcomes from the Knowledge Management process will be considered as inputs for improving the organizational processes.  
NOTE 3: Results from the improvement project must be properly communicated and shared as part of the Integrated Enterprise Management.
NOTE 4: The initial collection of the organization's process assets and the definition of the organization's set of processes is covered in the Process Definition process area, providing coordination of the actions for changing the process.  

NOTE 5: The Project Management process defines the actions for managing the process improvement.  

NOTE 6: Process improvement may result from activities by means in the Quality Assurance and Management or Innovation processes.  The Innovation process defines the actions for adopting and transforming new techniques and technologies into the organization.



	Sources
	iCMM v2  PA 21 Process Improvement

ITIL v3 Continual Service Improvement 

CobiT v4.1  PO1.2 Business IT alignment, PO8.5 Continuous Improvement, 

PO8.6 Quality Measurement, Monitoring & Review

ISO 20000-2 4.4 Continual Improvement

ISO 9004:2008 8.5 Improvement  
ISO 14001 4.1 General Requirements


	Work Products

	Inputs
	Outputs

	
	Commitment / agreement [Outcome: 1]

	Benchmarking data [Outcome: 1, 2, 3]
	

	Customer satisfaction data [Outcome: 1, 2, 3]
	

	Process performance data [Outcome: 1, 2, 3, 4, 6]
	

	Goals [Outcome: 3, 4]
	Goals [Outcome: 3]

	
	Process measure [Outcome: 5]

	Plan [Outcome: 1, 2, 3, 4]
	Plan [Outcome: 1, 3, 6]

	
	Improvement plan [Outcome: 3]

	Process description [Outcome: 2, 4]
	Process description [Outcome: 3]

	Communication record [Outcome: 6]
	Communication record [Outcome: 5]

	Evaluation report [Outcome: 1, 2]
	Evaluation report [Outcome: 1, 2, 3, 6]

	Assessment report [Outcome: 1, 2, 3, 4, 6]
	Assessment report [Outcome: 2]

	Improvement opportunity [Outcome: 3, 5, 6]
	Improvement opportunity [Outcome: 1, 2, 3, 6, 7]

	Process repository [Outcome: 2]
	Process repository [Outcome: 3]


Notes:  iCMM v2 PA 21 integrates practices from: 

· ISO 9001:2000 clauses 4.1, 4.2.1 and 8.5.1; 
· EIA/IS 731 3.1 Define and improve the systems engineering process
· CMMI-DEV v1.2 Organizational Process Focus (OPF); Organizational Process Definition

· MBNQA 6. Process Management, 3.1 Customer and Market knowledge, 3.2 Customer Satisfaction and Relationships, 4.1 Measurement of Organizational Performance
· ISO/IEC IS 15504-5:2006 Process Improvement (PIM.3), (ISO/IEC TR 15504 ORG.2 Improvement process, ORG2.3 Process improvement, Part 7: Guidelines for Process Improvement, ORG.6 Reuse)

· ISO/IEC 12207:2008 6.1.2.3.2 (Life Cycle Model Management ( Process Improvement task) 

· ISO/IEC FDIS 15288:2007, §5.3 Improvement; (ISO/IEC CD 15288 5.2.3 System Life Cycle Processes Management, 5.2.1 Enterprise Management)
· iCMM v1 PA 20 Organizational Process Definition, PA 21 Organization Process Improvement

(see practice details in Mapping Table Supplement to the FAA-iCMM v2)

Notes: further references could be kept from
· ISO FDIS 9004:2009 8.5 Continual Improvement
Training 
	Process ID
	 (to be provided)

	Process Name
	Training 

	Process Purpose
	The purpose of the Training process is to develop and maintain the skills and knowledge of staff so they perform their roles effectively and efficiently.

	Process Outcomes
	As a result of successful implementation of the Training process:

1) Organization, project and individual training needs are solicited and identified.
2) Training is developed or acquired to address the organization and project training needs.

3) Training is conducted to ensure that all individuals have the skills required to perform their assignments.

4) Training effectiveness is assessed.

	Base Practices
	BP1: Develop a strategy for training. Develop a strategy for training including how the training needs will be identified, how the needed training will be developed or acquired, and how the training will be performed.

[Outcome: 1, 2, 3, 4]

BP2: Identify needs for training. Identify and evaluate skills and competencies to be provided or improved through training.

[Outcome: 1]

BP3: Establish Training Plan. Establish and maintain a training plan.

[Outcome: 1]

BP4: Establish Training Mechanism. Establish and maintain training capability and delivery mechanisms to address identified training needs.

[Outcome: 2]

BP5: Prepare for training execution. Identify and prepare the execution of training sessions, including the availability of the training materials and the availability of personnel to be trained.

[Outcome: 2]

BP6: Train Individuals. Train individuals to have the skills and knowledge needed to perform their assigned roles.

[Outcome: 3]

BP7: Establish and Maintain Records. Establish and maintain records of training and experience.

[Outcome: 3]

BP8: Assess Training Effectiveness. Assess the effectiveness of training to meet identified training needs.

[Outcome: 4]

BP9: Establish Learning Environment. Establish and maintain an environment that encourages learning.

[Outcome: 1, 2]



	Relationship Notes
	NOTE1: Use high level input from Integrated Enterprise Management process. 
NOTE2: Project Management process determines the needed skills through planning for training resident staff.
NOTE3: Needs and Requirements processes support the elaboration of training needs and requirements.

NOTE4: Tendering process supports the acquisition of services to address Training process needs.

NOTE5: Training process uses Work Environment process to establish suitable learning environment.
NOTE6: Training process is applied to ensure the needs raised by Research and Innovation process.

NOTE7: Training process is applied to ensure competencies needed to perform other named processes.
NOTE8: Training process interacts with Human Resource Management process.

	Sources
	iCMM PA22 Training
ISO/IEC 15504-5 RIN.2 Training

ISO/IEC 20000 3.3. Competence, awareness and training
ISO/IEC 14001

CobiT v4.1 DS7 Educate and train users 

P-CMM Training and development (ML2)

Competency Analysis (ML3), Competency Development (ML3),

Mentoring (ML4)

ISO/IEC 12207: 2008: 6.2.4 Human Resource Management Process

ISO/IEC 15288: 2008: 6.2.4 Human Resource Management Process



	References
	ISO/TS 16949: 6.2.2 Competence, awareness and training


	Work Products

	Inputs
	Outputs

	Training material [Outcome: 3]
	Organization’s, project, individuals training needs [Outcome: 1]

	
	Organization’s, project, individuals training plans [Outcome: 1, 2]

	Human resource management plan [Outcome: 2, 3]
	Training material [Outcome: 2]

	Training plan [Outcome: 2, 3]
	Acquisition plan [Outcome: 2]

	Personnel policy [Outcome: 1]
	Trained personnel [Outcome: 3]

	
	Certificates [Outcome: 3]

	Human resource needs analysis [Outcome: 1]
	Training record [Outcome: 3]

	
	Training evaluation report [Outcome: 4]

	Training strategy [Outcome: 1, 2]
	Training strategy [Outcome: 1, 2, 3, 4]

	
	


Notes:

1) This description is taken from source: iCMM PA22 Training, ISO/IEC 15504-5 RIN.2 Training

2) Sources analyzed: ISO/IEC 20000, ISO/IEC 14001, P-CMM, CobiT v4.1

3) ISO/TS 16949 includes ISO 9001:2000 6.2.2
4)  iCMM v2 PA 22 integrates practices from: 

ISO 9001:2000 6.2.2 Competence, awareness, and training

EIA/IS 731 3.2 Manage Competency

CMMI Organizational Training, Organizational Environment for Integration, Project Planning

MBNQA 5.2 Employee Education, Training, and Development, 5.3 Employee Well-Being and Satisfaction, 6.2 Support Processes, 1.1 Organizational Leadership

ISO/IEC TR 15504 ORG.3 Human resource management

ISO/IEC 12207 7.4 Training

ISO/IEC CD 15288 5.2.4 Resource Management 

iCMM v1 PA 20 Training 

(see practice details in Mapping Table Supplement to the FAA-iCMM v2)

Research and Innovation
	Process ID
	 (to be provided)

	Process Name
	Research and Innovation  

	Process Purpose
	The purpose of the Research and Innovation process is to identify, select, and introduce innovations into products, processes, services, and the work environment to improve the organization’s business results. 

NOTE:  Innovations may include technology, partnering, conceptual and/or organizational changes.  Enterprise research endeavors contribute to innovation. 

	Process Outcomes
	As a result of successful implementation of the Innovation process:

1) Potential improvements and innovations are identified.  

2) The organization’s products, services, processes, and work environment are continually evaluated for suitability to use identified improvements and innovations. 

3) Selected innovations are deployed to relevant parts of the organization in accordance with the organization’s objectives and goals.



	Base Practices
	BP1: Maintain New Technology Awareness. Maintain awareness of new technologies, concepts, or partnerships that support the organization's goals. [Outcomes: 1,2]

NOTE1: This typically involves external investigation into research described in the literature, or into innovations deployed in other enterprises.
BP2: Collect Proposals.

Collect proposals for innovations from customers and stakeholders. [Outcomes: 1,2]

BP3:  Select Innovations.

Choose innovations to adopt based on established criteria. [Outcome: 3]

BP4:  Prepare for Infusion.

Perform the necessary preliminary activities to ensure that innovation infusion will be successful and will advance the organization's goals. [Outcome: 3]

NOTE2: Preparation lays out the infusion strategy which may include pilot efforts to determine feasibility of untried innovations, and to measure results.

BP5.  Infuse Innovations. Insert innovations into the organization's products, processes, services and work environment. [Outcome: 3]

BP6. Manage innovation. Manage the innovation of products, processes, services, and the work environment to improve business results, and encourage adoption of further improvement initiatives. [Outcomes: 1,2,3]


	Relationship Notes
	NOTE1:  Innovations in processes and practices are adopted in concert with the practices of the Process Improvement process. 

NOTE2:  Apply practices of the Deployment, Transition, and Disposal process when deploying innovations.  

NOTE3: Enterprise/organizational goals and objectives are determined using the Integrated Enterprise Management process.

NOTE4: This process supports Work Environment innovation.

NOTE5: The Alternatives Analysis process is useful for selecting innovations to adopt.

NOTE6: Use the Training process to provide training on infused technologies and innovations.

NOTE7: Use the Measurement and Analysis process to measure the results of innovation.

NOTE8:  Use Risk Management process to assess innovation insertion risks.

	Sources
	iCMM v2  PA 23 Innovation

P-CMM Continuous workforce innovation

	References
	eSCM-CL: Value Management (val05); 

eSCM-SP: Technology Management ; Performance Management (pfr11),  Relationship Management (rel08)    (5)




	Work Products

	Inputs
	Outputs

	Inventory of current products, services, processes and work environment
	Reviews of innovations applicable to products, services, processes, and the work environment

	Enterprise goals and objectives
	Lists of perceived innovation needs

	Organizational goals and objectives
	Innovation and improvement proposals

	
	Sources for identifying innovations

	
	Methods for identifying innovations

	
	Inventory of technology currently in use

	
	Innovation trade study analyses

	
	Reviews of innovations proposed

	
	Selected innovations for insertion, with justification

	
	Innovation deployment strategy

	
	Pilot project plans and results

	
	Statement of transition risks and workarounds

	
	Training in infused innovations

	
	Process, product, service or work environment changes

	
	Strategy for innovation

	
	Work environment satisfaction ratings

	
	Measures of innovation results


Notes:  iCMM v2 PA 23 integrates practices from: 

ISO 9001:2000 6.3 Infrastructure and 6.4 Work Environment

EIA/IS 731 3.4 Manage Systems Engineering Support Environment and 3.3 Manage technology

CMMI Organizational Innovation and Deployment and Organizational Environment for Integration

MBNQA 6.1 Product and Service Processes, 1.1 Organizational Leadership, 5.3 Employee Well-Being and Satisfaction, and 6.2 Support Processes

ISO/IEC TR 15504 ORG.4 Infrastructure

ISO/IEC 12207 7.2 Infrastructure

iCMM v1 PA 23 Innovation and PA 10 Product Evolution 

(see practice details in Mapping Table Supplement to the FAA-iCMM v2)

Special Applications

Safety and Security
	Process ID
	 (to be provided)

	Process Name
	Safety and Security

	Process Purpose
	The purpose of the Safety and Security process is to ensure that the enterprise, its staff, and its products and services are safe and secure. 

NOTE1:  The Safety and Security process is a special application of the Enterprise SPICE model in the context of safety and security.  Thus this process is denoted an “Application Area”.  The practices, called “application practices”, are implemented using other Enterprise SPICE processes in the context of this special application. This facilitates the re-use of the model without recreating processes that are already well established.   

NOTE2: Safety and security outcomes and practices are harmonized in this process description since so many activities are common to both safety and security.  However, this process can be implemented in the context chosen by the enterprise, which may be security alone, or safety alone, or both safety and security.

	Process Outcomes
	As a result of successful implementation of the Safety and Security process:

1) An infrastructure for safety and security is established and maintained. 

2) Safety and security objectives are identified and met. 

3) Safety and security risks are identified and managed.

4) Established safety and security requirements are satisfied. 

5) Activities and products are managed to achieve safety and security requirements and objectives.

	Application practices
	AP01 Ensure Safety and Security Competency. Ensure safety and security awareness, guidance, and competency. [Outcome: 1]

NOTE1: This practice is implemented by performing practices in the Training process with a focus on Safety and Security.

AP02 Establish Qualified Work Environment. Establish and maintain a qualified work environment that meets safety and security needs. [Outcome: 1]

NOTE2: This practice is implemented by performing practices in the Work Environment process with a focus on Safety and Security.

AP03 Ensure Integrity of Safety and Security Information. Establish and maintain storage, protection and access and distribution control to ensure the integrity of safety and security information. [Outcome: 1]

NOTE3:  This practice is implemented by performing practices in the Information Management process with a focus on Safety and Security.

AP04 Monitor Operations and Report Incidents. Monitor operations and environmental changes, report and analyze safety and security incidents and anomalies, and initiate corrective actions. [Outcome: 1]

NOTE4:  This practice is implemented by performing practices in the Operation and Support process with a focus on Safety and Security.

AP05 Ensure Business Continuity. Establish and maintain plans to ensure continuity of business processes and protection of assets. [Outcome: 1]

NOTE5: This practice is implemented by performing practices in the Risk Management and Work Environment processes in such a way as to ensure continuity of business processes and protection of assets.

AP06 Identify Safety and Security Risks. Identify risks and sources of risks attributable to vulnerabilities, security threats, and safety hazards. [Outcome: 3]

NOTE 6:  This practice is implemented by performing risk identification practice in the Risk Management process in such a way as to identify risks and sources of risks attributable to vulnerabilities, security threats, and safety hazards.

AP07 Analyze and Prioritize Risks. For each risk associated with safety or security, determine the causal factors, estimate the consequence and likelihood of an occurrence, and determine relative priority. [Outcome: 3]
NOTE 7: This practice is implemented by performing risk assessment practice in the Risk Management process in such a way as to analyze and prioritize risks associated with safety or security.

AP08 Determine, Implement, and Monitor Risk Mitigation Plan. Determine, implement, and monitor the risk mitigation plan to achieve an acceptable level of risk. [Outcome: 3]
NOTE8:  This practice is implemented by performing the risk mitigation planning and action implementation practices in the Risk Management process in such a way as to achieve an acceptable level of safety and security risk.

AP09 Determine Regulatory Requirements, Laws, and Standards. Determine applicable regulatory requirements, laws, standards, and policies and define levels of safety and security. [Outcomes: 2, 4]
NOTE9:  This practice is implemented by performing requirements identification practices in the Requirements process, and policy and public responsibility practices in the Integrated Enterprise Management process in such a way as to determine regulatory requirements, laws, standards, and policies and define levels of safety and security. 

AP10 Develop and Deploy Safe and Secure Products and Services. Develop and deploy products and services that meet safety and security needs, and operate and dispose of them safely and securely. [Outcome: 2, 4]
NOTE10: This practice is implemented by performing all the Life Cycle processes of Enterprise SPICE, but with a particular focus on safety and security.

AP11 Objectively Evaluate Products. Objectively verify and validate the work products and delivered products and services to assure safety and security requirements have been achieved and services fulfill intended use. [Outcomes: 2, 4]
NOTE11: This practice is implemented by performing the practices in the Evaluation process is such a way as to objectively verify and validate the work products and delivered products and services to assure safety and security requirements have been achieved and services fulfill intended use.

AP12 Establish Safety and Security Assurance Arguments. Establish and maintain safety and security assurance arguments and supporting evidence throughout the life cycle. [Outcomes; 2, 4]
NOTE12:  The organization should perform this practice as stated, but practices of Information Management, Evaluation, and Quality Assurance and Management processes are useful in developing supporting evidence for safety and security arguments.

AP13 Establish Independent Safety and Security Reporting. Establish and maintain independent reporting of safety and security status and issues. [Outcome: 5]
NOTE13: This practice is implemented by performing practices of Project Management in such a way as to establish and maintain independent reporting of safety and security status and issues.

AP14 Establish a Safety and Security Plan. Establish and maintain a plan to achieve safety and security requirements and objectives. [Outcomes: 2,5]
NOTE14:  This practice is implemented by performing the practices of Project Management in such a way as to establish and maintain a plan to achieve safety and security requirements and objectives.

AP15 Select and Manage Suppliers, Products, and Services. Select and manage products and suppliers using safety and security criteria. [Outcome: 5]
NOTE15:  This practice is implemented by performing the practices of Supplier Agreement Management is such a way as to select and manage products and suppliers using safety and security criteria.

AP16 Monitor and Control Activities and Products. Measure, monitor, and review safety and security activities against plans, control products, take corrective action, and improve processes. [Outcome: 5]
NOTE16: This practice is implemented by performing the practices of Measurement and Analysis, Change and Configuration Management, Project Management related to monitoring and corrective action, Requirements practices related to requirements changes, Quality Assurance and Management, and Process Improvement in such a way as to measure, monitor, and review safety and security activities against plans, control products, take corrective action, and improve processes.
 

	Relationship Notes
	The relationships between the Safety and Security process and application practices, and other processes in Enterprise SPICE, have been noted for each practice above.  This innovative concept of including “Application Areas” in a process assessment model instantiates the idea of using already established processes with respect to a particular application.  

	Sources
	iCMM v2: AA 01 Safety and Security;

ITIL v3 Service Design: 4.6Information security management;

ISO/IEC 20000-1:2005: 6.6 Information security management;

CobiT v4.1: DS5 Ensure systems security, DS12 Manage the physical environment, PO4 Define the IT processes, organization and relationships.

ISO/IEC 27001:2005 

	References
	eSCM-CL: Threat Management;

eSCM-SP: Threat Management.

BS 25999-1:2006 Code of practice for business continuity management (4)


	Work Products

	Inputs
	Outputs

	Regulatory information
	Training plans for safety and security skill improvement

	Risk assessments
	A safe and secure work environment

	
	List of authorized users

	
	Safety and security related reports (incident reports, operational problem reports)

	
	Business continuity plan

	
	Hazard or threat list

	
	Risk assessment report

	
	Risk mitigation plan

	
	Organizational policies required for safety and security

	
	Technical data package that addresses safety and security

	
	Safety and security test and evaluation report

	
	Safety or security peer review results

	
	Supplier selection plan with safety and security criteria

	
	Supplier agreements including safety and security requirements

	
	Safety or security non-conformance report


Notes:  iCMM v2 AA 01 integrates practices from

A) Safety standards: Def Std 0056, MIL-STD-882C, MIL-STD-882D, IEC 61508 part 1-3

B) Security standards: ISO/IEC 17799, ISO/IEC 15408 Common Criteria, ISO/IEC 21827 SSE-CMM, NIST 800-30

(see practice level mapping details in Safety and Security Extensions for Integrated Capability Maturity Models)
Appendix: Mapping Tables

Integrated Enterprise Management

	Enterprise SPICE Process 
	iCMM
	ISO/IEC 20000
	CobiT v4.1 processes
	P-CMM

	Integrated Enterprise Management
	PA 00   Integrated Enterprise Management
	3.1 Management responsibility
	PO1 Define a strategic IT plan

PO4 Define the IT processes, organization and relationships

PO6 Communicate management aims and direction

ME1 Monitor and evaluate IT performance

ME3 Ensure compliance with external requirements

ME4 Provide IT governance
	Communication and coordination (CC)

Participatory culture (PC)

Organizational performance alignment (OPA)

	Purpose
	
	
	
	

	The purpose of the Integrated Enterprise Management process is to establish strategic enterprise direction and ensure the enterprise achieves its goals and objectives.  
	to establish the vision, mission, values, goals, and objectives of the enterprise; establish and maintain strategic plans to accomplish goals and objectives; initiate and monitor projects/activities to advance the business of the enterprise; evaluate performance relative to goals and needs; and enable individuals to function effectively by sharing a common understanding of enterprise vision, culture, and goals.  
	Through leadership and actions, top/executive management shall provide evidence of its commitment to developing, implementing and improving its service management capability within the context of the organization’s business and customers’ requirements.
	
	CC: to ensure timely communication across the organization and that the workforce has the skills to share information and coordinate their activities efficiently.
PC: allows the organization to exploit the full capability of the workforce for making decisions that affect the performance of business activities.
OPA:  to enhance the alignment of performance results across individuals, workgroups, and units with organizational performance and business objectives.

	Outcomes
	
	
	
	


	1) Vision, mission, values, performance goals, objectives, and targets are established, maintained, and communicated to all employees. 
	1. Vision, mission, values, performance goals and objectives are established, maintained, and communicated to all employees. 


	
	
	CC: Goal 1 Information is shared across the organization.



	2) Enterprise policies and directives are established, maintained, and communicated to all employees and stakeholders.  
	
	
	
	CC: Goal 1 Information is shared across the organization.



	3) The organization is structured and aligned to operate efficiently and consistently to achieve the vision, goals, and objectives.  

	
	
	
	PC: Goal 2 Decisions are delegated to an appropriate level of the organization.

OPA: Goal 1 The alignment of performance among individuals, workgroups, units, and the organization is continuously improved.

OPA: Goal 2 The impact of workforce practices and activities on aligning individual, workgroup, unit, and organizational performance is continuously improved.

	4) Employees share a common vision, culture, and understanding of enterprise goals and objectives and their role in achieving them. 
	
	
	
	CC: Goal 1 Information is shared across the organization.



	5) Strategies are developed, budgets are formulated and aligned to strategic goals, and projects are launched to achieve goals and objectives. 
	2. Strategies are developed and projects are launched that visibly support goal achievement.


	
	
	

	6) Projects are evaluated and continued, changed, or terminated based on performance, within the resources and capability of the organization, and with acceptable risk and potential benefit to the changing needs of the organization. 
	3. Projects are continued, changed, or terminated based on performance, within the capability of the organization, and with acceptable risk and potential benefit to the organization.


	
	
	

	7) Societal impacts, regulatory and legal requirements, environmental impacts, and risks are recognized and adhered to when operating the enterprise. 
	
	
	
	

	8) Employees are informed about enterprise performance.
	
	
	
	CC: Goal 1 Information is shared across the organization.

PC: Goal 1 Information about business activities and results is communicated throughout the organization.

	Base Practices
	Base Practices
	Shalls
	
	

	BP1   Establish and Maintain Strategic Vision. Establish, maintain, and communicate a strategic vision that identifies long-term goals, values, performance expectations, and core activities.  

Outcome 1


	BP 00.01   Establish and Maintain Strategic Vision. Establish, maintain, and communicate a strategic vision that identifies long-term goals, values, performance expectations, and core activities.

.


	a) establish the service management policy, objectives and plans;


	PO6.1 IT Policy and Control Environment

Define the elements of a control environment for IT, aligned with the enterprise’s management philosophy and operating style. These elements should include expectations/requirements regarding delivery of value from IT investments, appetite for risk, integrity, ethical values, staff competence, accountability and responsibility. The control environment should be based on a culture that supports value delivery whilst managing significant risks, encourages cross-divisional co-operation and teamwork, promotes compliance and continuous process improvement, and handles process deviations (including failure) well.
	CC: P2 Information about organizational values, events, and conditions is communicated to the workforce on a periodic and event-driven basis.



	BP2 Establish and Maintain Policies.   Establish, maintain and communicate policies and directives.

Outcome 2
	
	a) establish the service management policy, objectives and plans;

b) communicate the importance of meeting the service management objectives and the need for continual improvement;


	PO6.3 IT Policies Management

Develop and maintain a set of policies to support IT strategy. These policies should include policy intent; roles and responsibilities; exception process; compliance approach; and references to procedures, standards and guidelines. Their relevance should be confirmed and approved regularly.

PO6.4 Policy, Standard and Procedures Rollout

Roll out and enforce IT policies to all relevant staff, so they are built into and are an integral part of enterprise operations.

PO6.5 Communication of IT Objectives and Direction

Communicate awareness and understanding of business and IT objectives and direction to appropriate stakeholders and users throughout the enterprise.
	CC: P1 The workforce-related policies and practices of the organization are communicated to the workforce.



	BP3 Align to Achieve the Vision. Align the enterprise to operate efficiently and consistently to achieve the vision.  Establish leadership systems and structures for decision making, empowerment, and conflict resolution.  Provide incentives for contributing to enterprise vision and strategy.

Outcome 3
	BP 00.02   Align to Achieve the Vision. Align the enterprise to operate efficiently and consistently to achieve the vision
	
	PO4.5 IT Organisational Structure

Establish an internal and external IT organisational structure that reflects business needs. In addition, put a process in place for periodically reviewing the IT organisational structure to adjust staffing requirements and sourcing strategies to meet expected business objectives and changing circumstances.

PO4.15 Relationships

Establish and maintain an optimal co-ordination, communication and liaison structure between the IT function and various other interests inside and outside the IT function, such as the board, executives, business units, individual users, suppliers, security officers, risk managers, the corporate compliance group, outsourcers and offsite management.

ME4.1 Establishment of an IT Governance Framework

Define, establish and align the IT governance framework with the overall enterprise governance and control environment. … Confirm that the IT governance framework … is aligned with, and confirms delivery of, the enterprise’s strategies and objectives. …

ME4.2 Strategic Alignment

Enable board and executive understanding of strategic IT issues, such as the role of IT, technology insights and capabilities. Ensure that there is a shared understanding between the business and IT regarding the potential contribution of IT to the business strategy. …Enable the alignment of IT to the business in strategy and operations, encouraging co-responsibility between the business and IT for making strategic decisions and obtaining benefits from IT-enabled investments.
	PC: P5 The structure of decision-making processes within the organization is analyzed.

PC: P6 Decision-making processes and roles are defined.

PC: P7 Responsibilities for decisions are delegated to appropriate levels and locations in the organization.

PC: P9 Decisions made by those empowered to make them are supported by others in the organization.

OPA: P1 Workgroups continuously improve the alignment of performance among individuals and across the workgroup.

OPA: P2 Units align performance among individuals, workgroups, and other entities within the unit.

OPA: P3 The organization aligns performance across units and with the organization.s business objectives.



	BP4. Ensure sharing of common vision. Ensure that individuals in the enterprise share a common culture,  understand the common vision, and are committed and empowered to perform their functions effectively. 
Outcome 4
	BP 00.02   Align to Achieve the Vision. Align the enterprise to operate efficiently and consistently to achieve the vision
	
	PO6.5 Communication of IT Objectives and Direction

Communicate awareness and understanding of business and IT objectives and direction to appropriate stakeholders and users throughout the enterprise.
	PC: P2 Individuals and workgroups are made aware of how their work performance contributes to unit and organizational performance.



	BP5.  Establish and Maintain Strategy. Establish and maintain the enterprise strategic plans that identify business objectives to be achieved, areas of business to be pursued and their interrelationships, and the significant goals to be accomplished.

Outcome 5


	BP 00.03.  Establish and Maintain Strategy. Establish and maintain the enterprise strategic plans that identify business objectives to be achieved, areas of business to be pursued and their interrelationships, and the significant goals to be accomplished.


	a) establish the service management policy, objectives and plans;


	PO1.2 Business-IT Alignment

Establish processes of bi-directional education and reciprocal involvement in strategic planning to achieve business and IT alignment and integration. Mediate between business and IT imperatives so priorities can be mutually agreed.

PO1.4 IT Strategic Plan

Create a strategic plan that defines, in co-operation with relevant stakeholders, how IT goals will contribute to the enterprise’s strategic objectives and related costs and risks. It should include how IT will support IT-enabled investment programmes, IT services and IT assets. IT should define how the objectives will be met, the measurements to be used and the procedures to obtain formal sign-off from the stakeholders. …
	

	BP6 Formulate and align enterprise budgets.  Formulate enterprise budgets to ensure alignment with strategic goals.  Ensure congruency with action plans.
Outcome 5   

	
	e) determine and provide resources to plan, implement, monitor, review and improve service delivery and

management e.g. recruit appropriate staff, manage staff turnover;


	PO1.4 IT Strategic Plan

… The IT strategic plan should cover investment/operational budget, funding sources, sourcing strategy, acquisition strategy, and legal and regulatory requirements. The strategic plan should be sufficiently detailed to allow for the definition of tactical IT plans.

ME4.4 Resource Management

Oversee the investment, use and allocation of IT resources through regular assessments of IT initiatives and operations to ensure appropriate resourcing and alignment with current and future strategic objectives and business imperatives.
	

	BP7.  Develop and Deploy Action Plans. Establish, integrate, and deploy tactical action plans to accomplish strategic objectives.

Outcome 5

	BP 00.04.  Develop and Deploy Action Plans. Establish, integrate, and deploy tactical action plans to accomplish strategic objectives.

	a) establish the service management policy, objectives and plans;


	PO1.5 IT Tactical Plans

Create a portfolio of tactical IT plans that are derived from the IT strategic plan. The tactical plans should address IT-enabled programme investments, IT services and IT assets. The tactical plans should describe required IT initiatives, resource requirements, and how the use of resources and achievement of benefits will be monitored and managed. The tactical plans should be sufficiently detailed to allow the definition of project plans. Actively manage the set of tactical IT plans and initiatives through analysis of project and service portfolios.
	CC: P3 Information required for performing committed work is shared across affected units in a timely manner.



	BP8.  Review Performance. Review performance relative to goals and changing needs across the enterprise.

Outcome 5


	BP 00.05.  Review Performance. Review performance relative to goals and changing needs across the enterprise.


	g) conduct reviews of service management, at planned intervals, to ensure continuing suitability, adequacy and effectiveness
	ME1.4 Performance Assessment

Periodically review performance against targets, analyse the cause of any deviations, … At appropriate times, perform root cause analysis across deviations.
	

	BP9.  Act on Results of Review. Translate performance review findings into action.

Outcome 5
	BP 00.06.  Act on Results of Review. Translate performance review findings into action.

	
	ME1.4 Performance Assessment

… initiate remedial action to address the underlying causes. 


	

	BP10.  Fulfill Public Responsibility. Address the impacts on society of planned activities, products, services, and operations, considering regulatory and legal requirements and risks associated with products, services, and operations.

Outcome 6


	BP 00.07.  Fulfill Public Responsibility. Address the impacts on society of planned activities, products, services, and operations, considering regulatory and legal requirements and risks associated with products, services, and operations.


	
	ME3.1 Identification of External Legal, Regulatory and Contractual Compliance Requirements

Identify, on a continuous basis, local and international laws, regulations, and other external requirements that must be complied with for incorporation into the organisation’s IT policies, standards, procedures and methodologies.

ME3.2 Optimisation of Response to External Requirements

Review and adjust IT policies, standards, procedures and methodologies to ensure that legal, regulatory and contractual requirements are addressed and communicated.
	

	BP11 Inform employees regarding enterprise performance.  Inform employees regarding enterprise performance

Outcome 7
	
	
	
	PC: P1 Information about organizational and unit performance is made available to individuals and workgroups.




	Enterprise SPICE Processes

	ISO/IEC 12207:2008
	ISO 14001
	Standard for Portfolio Mgmt (ref) 
	eSCM  (CL)  and (SP)

(reference)

	Integrated Enterprise Management
	Organizational Alignment (OA)   (MAN.1)

Organizational Management (OM)  (MAN.2)

(MAN.1 and MAN.2 in 15504-5 – no gaps vs 12207:2008)
	4.2 Environmental policy

4.3.3 Objectives, targets and programme(s)

4.4.1 Resources, roles, responsibility and authority (also GPs)

4.4.3 Communication


	Strategic change  
	Governance Management (CL)

Value Management (CL)

Organizational Change Management (CL)

Performance Management (SP)

	Purpose
	
	
	 
	

	The purpose of the Integrated Enterprise Management process is to establish strategic enterprise direction and ensure the enterprise achieves its goals and objectives.  
	OA: to enable the software processes needed by the organization to provided software products and services, to be consistent with its business goals.

OM: to establish and perform software management practices, during the performance of the processes, needed for providing software products and services that are consistent with the business goals of the organization.

NOTE: Although organizational operations in general have a much broader scope than that of software process, software processes are implemented in a business context and to be effective, require an appropriate organizational environment.
	
	to enable the portfolio management process to respond to changes in strategy.  

	

	Outcomes
	
	
	
	

	1) Vision, mission, values, performance goals, objectives, and targets are established, maintained, and communicated to all employees. 

	OA: 1) the Organization's business goals are identified; 

OA: 4) the organization's mission, core values, vision, goals and objectives is made known to all employees; 
	
	
	

	2) Enterprise policies and directives are established, maintained, and communicated to all employees and stakeholders.  

	
	
	
	

	3) The organization is structured and aligned to operate efficiently and consistently to achieve the vision, goals, and objectives.  

	OM: 1) the organization will invest in the appropriate management infrastructure;

OM: 2) the best practices are identified to support the implementation of effective organization and project management; and
	
	
	

	4) Employees share a common vision, culture, and understanding of enterprise goals and objectives and their role in achieving them. 

	OA: 5) individuals in the organization share a common vision, culture, and understanding of the business goals to empower them to function effectively; 

OA: 6) each individual in the organization understands their role in achieving the goals of the business and is able to perform that role.
	
	
	

	5) Strategies are developed, budgets are formulated and aligned to strategic goals, and projects are launched to achieve goals and objectives. 

	
	
	
	

	6) Projects are evaluated and continued, changed, or terminated based on performance, within the resources and capability of the organization, and with acceptable risk and potential benefit to the changing needs of the organization. 

	OM: 3) provide a basis for evaluating the achievement of organization business goals based on these management practices.
	
	
	

	7) Societal impacts, regulatory and legal requirements, environmental impacts, and risks are recognized and adhered to when operating the enterprise. 
	
	
	
	

	8) Employees are informed about enterprise performance.
	
	
	
	

	Base Practices
	
	
	
	

	BP1   Establish and Maintain Strategic Vision. Establish, maintain, and communicate a strategic vision that identifies long-term goals, values, performance expectations, and core activities.


	MAN.1.BP1: Develop a strategic vision. Develop a strategic vision for the organization identifying its business goals and the relationship of system and software engineering functions to the core activities of the organization. [Outcome: 1]

MAN.1.BP5: Communicate the vision and goals. Explain the organization strategic vision and goals to all individuals working for the organization, using appropriate management and communication mechanisms.[Outcome:4, 5]
	4.4.3 

With regard to its environmental aspects and environmental management system, the organization shall establish, implement and maintain a procedure(s) for

a) internal communication between the various levels and functions of the organization,

b) receiving, documenting and responding to relevant communication from external interested parties.


	
	

	BP2 Establish and Maintain Policies.   Establish, maintain and communicate policies and directives.

Outcome 2
	
	4.2 Environmental policy

Top management shall define the organization's environmental policy and ensure that, within the defined scope of its environmental management system, it

a) is appropriate to the nature, scale and environmental impacts of its activities, products and services,

b) includes a commitment to continual improvement and prevention of pollution,

c) includes a commitment to comply with applicable legal requirements and with other requirements to which the organization subscribes which relate to its environmental aspects,

d) provides the framework for setting and reviewing environmental objectives and targets,

e) is documented, implemented and maintained,

f) is communicated to all persons working for or on behalf of the organization, and

g) is available to the public.
	
	Gov01-Establish and implement the organizational sourcing policy

	BP3 Align to Achieve the Vision. Align the enterprise to operate efficiently and consistently to achieve the vision
	MAN.2.BP1: Identify management infrastructure.  Identify management infrastructure appropriate to perform software management practices that are consistent with the business goals of the organization. [Outcome: 1]

NOTE 1: Management infrastructure may include organizational roles and responsibilities, decision-making system, communication mechanisms and planning / monitoring of business operations. 

MAN.2.BP2: Provide management infrastructure: Provide the identified management infrastructure appropriate in organization's broader scope. [Outcome: 1]
	
	
	Gov05-Align strategies and architectures to support sourcing across the organization

Ocm03 Define the future organizational structure and process model



	BP4. Ensure sharing of common vision. Ensure that individuals in the enterprise share a common culture,  understand the common vision, and are committed and empowered to perform their functions effectively. 
Outcome 4
	MAN.1.BP6: Ensure sharing of common vision. Ensure that each individual in the organization understands the common vision and is committed and empowered to perform their function effectively. [Outcome: 5] 
MAN.1.BP7: Enable active participation. Enable each individual to contribute to the achievement of business goals and related process improvement initiatives. [Outcome: 5, 6]
	
	
	

	BP5.  Establish and Maintain Strategy. Establish and maintain the enterprise strategic plans that identify business objectives to be achieved, areas of business to be pursued and their interrelationships, and the significant goals to be accomplished.


	
	4.3.3 Objectives, targets and programme(s)

The organization shall establish, implement and maintain documented environmental objectives and targets, at relevant functions and levels within the organization. The objectives and targets shall be measurable, where practicable, and consistent with the environmental policy, including the commitments to prevention of pollution, to compliance with applicable legal requirements and with other requirements to which the organization subscribes, and to continual improvement. … It shall also consider its technological options, its financial, operational and business requirements, and the views of interested parties. 
	
	Prf01 – define, communicate, and track engagement objectives

Prf03 – define, communicate and track organizational objectives



	BP6 Formulate and align enterprise budgets.  Formulate enterprise budgets to ensure alignment with strategic goals.  Ensure congruency with action plans.   

	
	4.4.1 Management shall ensure the availability of resources essential to establish, implement, maintain and improve the environmental management system.
	
	

	BP7.  Develop and Deploy Action Plans. Establish, integrate, and deploy tactical action plans to accomplish strategic objectives.

	
	4.3.3 …The organization shall establish, implement and maintain a programme(s) for achieving its objectives and targets. …
	
	Prf07 – establish and implement programs to achieve organizational objectives

	BP8.  Review Performance. Review performance relative to goals and changing needs across the enterprise.


	
	
	
	Val01 – establish and implement procedures to review organizational sourcing performance

Val02 define capability baselines for the client organization by analyzing sourcing performance data

Prf05 – establish and implement procedures to review organizational performance

Prf08 - Define capability baselines for the organization by analyzing performance data

	BP9.  Act on Results of Review. Translate performance review findings into action.
	
	
	
	

	BP10.  Fulfill Public Responsibility. Address the impacts on society of planned activities, products, services, and operations, considering regulatory and legal requirements and risks associated with products, services, and operations.
	
	4.3.3 …When establishing and reviewing its objectives and targets, an organization shall take into account the legal requirements and other requirements to which the organization subscribes, and its significant environmental aspects.
	
	

	BP11. Inform employees regarding enterprise performance.  Inform employees regarding enterprise performance.


	
	4.4.3 

With regard to its environmental aspects and environmental management system, the organization shall establish, implement and maintain a procedure(s) for

a) internal communication between the various levels and functions of the organization,

b) receiving, documenting and responding to relevant communication from external interested parties.
	
	Ocm05 establish and implement communications strategies and plans to support the client organization’s sourcing options


Investment Management

	Enterprise SPICE Process 
	ISO/IEC 15288:2008


	ISO/IEC 12207:2008


	ITIM v1.1


	Standard for Portfolio Management, 2nd ed  (reference) PMI

	Investment Management
	6.2.3 Project Portfolio Management


	6.2.3 Project Portfolio Management


	Selecting an investment; Providing investment oversight; Capturing investment information; Defining portfolio criteria; Creating the portfolio; Evaluating the portfolio; Conducting post implementation review
	Identification; Categorization; Evaluation; Selection; Prioritization; Portfolio balancing; Authorization; Portfolio review, Communicate Portfolio Adjustment

	Purpose
	
	
	
	

	The purpose of the Investment Management process is to allocate enterprise resources and capabilities across a portfolio of investments to meet enterprise objectives. 

Note:  Investments may be internal or external to the enterprise. 
	The purpose of the Project Portfolio Management Process is to initiate and sustain necessary, sufficient and suitable projects in order to meet the strategic objectives of the organization.   

This process commits the investment of adequate organization funding and resources, and sanctions the authorities needed to establish selected projects.  It performs continued qualification of projects to confirm they justify, or can be redirected to justify, continued investment. 

Note:  This process is applied within the system context. The projects in question are focused on the systems-of-interest for the organization.
	The purpose of the Project Portfolio Management Process is to initiate and sustain necessary, sufficient and suitable projects in order to meet the strategic objectives of the organization.

This process commits the investment of adequate organization funding and resources, and sanctions the authorities needed to establish selected projects. It performs continued qualification of projects to confirm they justify, or can be redirected to justify, continued investment.


	To organize into a framework 13 processes that are critical for successful investment
	To describe generally accepted recognized good practices associated with portfolio management

	Outcomes: 
	
	
	
	

	1) Criteria are established for selecting and evaluating potential investment opportunities.
	
	
	Selecting an investment - Purpose: To ensure that a well-defined and disciplined process is used to select new IT proposals and reselect ongoing investments.

Defining portfolio criteria - Purpose: To ensure that the organization develops and maintains IT portfolio selection criteria that support its mission, organizational strategies, and business priorities.
	

	2) Business cases are prepared for potential investments.  
	a) Business venture opportunities, investments or necessities are qualified, prioritized and selected.
	a) Business venture opportunities, investments or necessities are qualified, prioritized and selected.
	Capturing investment information - Purpose: To make available to decision makers information to evaluate the impacts and opportunities created by proposed (or continuing) IT investments.
	Identify Components
Purpose:  to maintain a list of portfolio components that are relevant to a specific portfolio, with sufficient information to enable them to be managed.



	3) Categories and categorization criteria are established for grouping investments based on enterprise objectives
	
	
	
	Categorize Components 

Purpose: to assign components to relevant business categories to which a common set of decision filters and criteria can be applied for evaluation, selection, prioritization, and balancing.



	4) Potential investments are prioritized for consideration in the investment portfolio.


	a) Business venture opportunities, investments or necessities are qualified, prioritized and selected.
	a) Business venture opportunities, investments or necessities are qualified, prioritized and selected.
	
	Evaluate Components 

Purpose: compare components in order to facilitate the selection process

Select Components

Purpose: produce a subset of components based on the evaluation process recommendations and the organization’s selection criteria.

Prioritize Components

Purpose: rank components within each strategic or funding category (e.g., innovation, cost savings, growth, maintenance, and operations), investment time frame (e.g., short, medium, and long-term), risk versus return profile, and organizational focus (e.g., customer, supplier, and internal) according to established criteria. (v1) [ compare each component against all other selected components v2]



	5) An investment portfolio is established and maintained that collectively supports enterprise objectives. 


	a) Business venture opportunities, investments or necessities are qualified, prioritized and selected.

d) Projects meeting agreement and stakeholder requirements are sustained.

e) Projects not meeting agreement or stakeholder requirements are redirected or terminated.
	a) Business venture opportunities, investments or necessities are qualified, prioritized and selected.

d) Projects meeting agreement and stakeholder requirements are sustained.

e) Projects not meeting agreement or stakeholder requirements are redirected or terminated.
	Creating the portfolio - Purpose: To ensure that IT investments are analyzed according to the organization's portfolio selection criteria and to ensure that an optimal IT investment portfolio with manageable risks and returns is selected and funded.

Providing investment oversight - Purpose: To review the progress of IT projects and systems, using predefined criteria and checkpoints, in meeting cost, schedule, risk, and benefit expectations and to take corrective action when these expectations are not being met.
	Balance Portfolio

Purpose: develop the portfolio component mix with the greatest potential, to collectively support the organization’s strategic initiatives and achieve strategic objectives.  (Portfolio balancing supports the ability to plan and allocate resources (i.e., financial, physical assets, and human resources) according to strategic direction, and the ability to maximize portfolio return within the organization’s predefined desired risk profile)

Communicate Portfolio Adjustment

Purpose: satisfy the needs of stakeholders, resolve issues, surface issues for resolution

	6) Resources and budgets are identified and allocated.

	b) Resources and budgets for each project are identified and allocated. 
	b) resources and budgets for each project are identified and allocated;


	
	Authorize Components

Purpose: formally allocate resources required to either develop business cases or execute selected components and to formally communicate portfolio-balancing decisions

	7) The investment portfolio is reviewed based on agreed performance indicators and adjusted as needed to ensure alignment with enterprise objectives and resource constraints.


	d) Projects meeting agreement and stakeholder requirements are sustained.

e) Projects not meeting agreement or stakeholder requirements are redirected or terminated.
	d) Projects meeting agreement and stakeholder requirements are sustained.

e) Projects not meeting agreement or stakeholder requirements are redirected or terminated.
	Evaluating the portfolio - Purpose: To review the performance of the organization's investment portfolio(s) at agreed-upon intervals and to adjust the allocation of resources among investments as necessary.

Providing investment oversight - Purpose: To review the progress of IT projects and systems, using predefined criteria and checkpoints, in meeting cost, schedule, risk, and benefit expectations and to take corrective action when these expectations are not being met.

Conducting post implementation review - Purpose: To compare the results of recently implemented investments with the expectations that were set for them and to develop a set of lessons learned from these reviews.

Managing the succession of information systems - Purpose: To ensure that IT investments in operation are periodically evaluated to determine whether they should be retained, modified, replaced, or otherwise disposed of.

Improving the portfolio’s performance - Purpose: To assess and improve the performance of the IT investment portfolio and the investment management process.  (Might all be in capability dimension?)
	Review and Report Portfolio Performance

Purpose: to gather performance indicators, report on them, and review the portfolio at an appropriate predetermined frequency, to ensure both alignment with the organizational strategy and effective resource utilization. (ensure portfolio contains only components that support achievement of strategic goals)

Monitor Business Strategy Changes

Purpose: to enable the portfolio management process to respond to changes in business strategy.  



	Base Practices
	Activities and tasks
	Activities and tasks
	
	

	BP1: Establish Criteria: Establish and maintain criteria for selecting and evaluating potential investments.
Include for example alignment with strategy and enterprise architecture, cost, benefit, risk, 
	a-5) Identify any multi-project interfaces and dependencies that must be managed or supported by the project.

NOTE This includes the use of enabling systems used by more than one project and the use of common system elements by more than one project.


	6.2.3.3.1.5 The organization shall identify any multi-project interfaces that must be managed or supported by the project.

NOTE This includes the use of enabling systems used by more than one project and the use of common system elements by more than one project.


	Selecting an investment - 
Prerequisites:

2. Criteria for analyzing/ prioritizing /selecting new IT investment opportunities have been established.

3. Criteria for analyzing/ prioritizing  /reselecting IT investment opportunities have been established.

4. A mechanism exists to ensure that the criteria continue to reflect organizational objectives.

Defining portfolio criteria - 
Activities:

1. The enterprisewide investment board approves the core IT portfolio selection criteria, including CBSR criteria, based on the organization's mission, goals, strategies, and priorities.

2. Project management personnel and other stakeholders are aware of the portfolio selection criteria.  (capability dimension)

3. The enterprisewide investment board regularly reviews the IT portfolio selection criteria, using cumulative experience and event-driven data, and modifies the criteria as appropriate.

Evaluating the portfolio - 
Prerequisites:

4. Criteria for assessing portfolio performance are developed, reviewed, and modified at regular intervals to reflect current performance expectations.

Managing the succession of information systems 
Activities:

1. The investment board develops criteria for identifying IT investments that may be ready for replacement.

3. The interdependency of each investment with other investments in the IT portfolio is analyzed.
	Evaluate Components 

Example evaluation criteria: general business, financial, risk-related, compliance, HR-related, marketing, technical

	BP2: Identify investment proposals.  Prepare business cases, identifying and describing investment proposals.
	a-1) Identify, prioritize, select and establish new business opportunities, ventures or undertakings consistent with the business strategy and action plans of the organization.
a-2) Define projects, accountabilities and authorities.

a-3) Identify the expected goals, objectives, and outcomes of the projects.


	6.2.3.3.1.1 The organization shall identify, prioritize, select and establish new business opportunities,

ventures or undertakings in a manner that is consistent with the business strategy and action plans of the organization.

6.2.3.3.1.2 The organization shall define accountabilities and authorities for each project.

6.2.3.3.1.3 The organization shall identify the expected outcomes of the projects.
	Capturing investment information - 
Activities:

1. The organization's IT projects and systems are identified, and specific information is collected to support decisions about them.

2. The information that has been collected is easily accessible and understandable to decision makers and others.

3. The information repository is used by investment decision makers and others to support investment management.

	Identify Components
· Evaluating ongoing components and new component proposals against predetermined portfolio and component definitions and related key descriptors

· Rejecting components that do not fit within the predetermined definition

· Classifying identified components into predefined classes of components, such as project, program, portfolio, and other works

	BP3: Categorize Proposals: Define investment categories and categorization criteria and categorize proposals.
	
	
	
	Categorize Components 

· Identifying relevant strategic categories used to categorize relevant components based on the strategic plan

· Comparing identified components to the categorization criteria

· Grouping each component into only one category

Prioritize Components

Purpose: rank components within each strategic or funding category (e.g., innovation, cost savings, growth, maintenance, and operations), investment time frame (e.g., short, medium, and long-term), risk versus return profile, and organizational focus (e.g., customer, supplier, and internal) according to established criteria. (v1)

	BP4: Prioritize investment proposals: Evaluate and prioritize investment proposals.
	a-1) Identify, prioritize, select and establish new business opportunities, ventures or undertakings consistent with the business strategy and action plans of the organization.

NOTE Prioritize the projects to be started and establish thresholds to determine which projects will be executed.

	6.2.3.3.1.1 The organization shall identify, prioritize, select and establish new business opportunities, ventures or undertakings in a manner that is consistent with the business strategy and action plans of the organization.

NOTE Prioritize the projects to be started and establish thresholds to determine which projects will be executed.


	
	Evaluate Components 

· Evaluating components with a scoring model comprising weighted key criteria

· Producing graphical representations to facilitate decision-making in the selection process

· Making recommendations for the selection process

Select Components

· Comparing components to selection criteria

· Selecting components based on the evaluation results 

· Producing a list of components for prioritization

Prioritize Components

· Confirming the classification of components in accordance with predetermined strategic categories

· Assigning scoring or weighting criteria for ranking components

· Determining which components should receive highest priority within the portfolio



	BP5: Establish and maintain the investment portfolio.

Select proposals to be included in the investment portfolio.   Establish and maintain the investment portfolio.
	a-1) Identify, prioritize, select and establish new business opportunities, ventures or undertakings consistent with the business strategy and action plans of the organization.

a-7) Authorize the project to commence execution of approved project plans, including the technical plans.


	6.2.3.3.1.1 The organization shall identify, prioritize, select and establish new business opportunities,

ventures or undertakings in a manner that is consistent with the business strategy and action plans of the organization.

6.2.3.3.1.7 The organization shall authorize the project to commence execution of approved project plans, including the technical plans.


	Selecting an investment - 
Activities:

1. The organization uses its defined selection process, including predefined selection criteria, to select new IT investments.

2. The organization uses the defined selection process, including predefined selection criteria, to reselect ongoing IT investments.
Creating the portfolio 
Prerequisites:

3. The investment board is provided with information comparing project and system performance with expectations.
Activities:

1. Each IT investment board examines the mix of new and ongoing investments and their respective data and analyses and selects investments for funding.

2. Each investment board approves or modifies the performance expectations for the IT investments it has selected.

3. Information used to select, control, and evaluate the portfolio is captured and maintained for future reference.

	Balance Portfolio

Purpose: develop the portfolio component mix with the greatest potential, to collectively support the organization’s strategic initiatives and achieve strategic objectives.  (Portfolio balancing supports the ability to plan and allocate resources (i.e., financial, physical assets, and human resources) according to strategic direction, and the ability to maximize portfolio return within the organization’s predefined desired risk profile)

Key activities:

· Adding new components that have been selected and prioritized for authorization

· Identifying components that are not authorized based on the review process

· Eliminating components to be suspended,, reprioritized, or terminated based on the review process

Communicate Portfolio Adjustment

· Communicating portfolio decisions to key stakeholders, both for components included in and those excluded from the portfolio

· Acquainting stakeholders with the communications plan which may include review cycles, timelines, etc

· Communicating expected and actual portfolio results, identifying variances and corrective action

Authorize Components

· Authorizing selected components, deactivating, and terminating components of the portfolio

· Communicating expected results (e.g., review cycles, timeline performance metrics, and required deliverables) for each selected component


	BP6: Identify and allocate resources.  Allocate resources to execute selected investments.  Reallocate resources from deactivated and terminated investments.
	a-4) Identify and allocate resources for the achievement of project goals and objectives.


	6.2.3.3.1.4 The organization shall allocate resources for the achievement of project objectives.


	Selecting an investment - 
Activities:

3. Executives' funding decisions are aligned with selection decisions.


	Authorize Components

· Allocating resources to execute selected portfolio components
· Reallocating budget and resources from deactivated and terminated components

	BP7: Review/evaluate performance.  Review and evaluate ongoing investments vs. stated criteria to determine whether to continue with, add to, or terminate specific investments.
	a-6) Specify the project reporting requirements and review milestones that will govern the execution of the project.

b-1) Evaluate ongoing projects to confirm that:

i) projects are making progress towards achieving established goals and objectives;

ii) projects are complying with project directives;

iii) projects are being conducted according to system life cycle policies, processes, and procedures;

iv) projects remain viable, as indicated by, for example, continuing need for the service, practicable

product implementation, acceptable investment benefits.


	6.2.3.3.1.6 The organization shall specify the project reporting requirements and review milestones that will govern the execution of the project.

6.2.3.3.2.1 The organization shall evaluate ongoing projects to confirm that:

a) Projects are making progress towards achieving established goals.

b) Projects are complying with project directives.

c) Projects are being conducted according to system life cycle plans and procedures.

d) Projects remain viable, as indicated by, for example, continuing need for the service, practicable product implementation, acceptable investment benefits.
	Providing investment oversight 
Activities:

1. Data on actual performance (including cost, schedule, benefit and risk performance) are provided to the appropriate IT investment board.

2. Using verified data, each investment board regularly reviews the performance of IT projects and systems against stated expectations.

Evaluating the portfolio - 
Activities:

1. Data on performance of the IT portfolio are defined and collected consistent with portfolio performance criteria.

2. Adjustments to the IT investment portfolio are executed in response to actual portfolio performance.

	Review and Report Portfolio Performance

· Reviewing component sponsorship, accountability, and other ownership criteria against organizational governance standards

· Reviewing component priority, dependencies, scope, expected return, risks, and financial performance against portfolio control criteria and organizational perceived value and investment criteria

· Reviewing expected impact of business forecasts, resource utilization, and capacity constraints on portfolio performance

· Determining whether to continue with, add to , or terminate specific components; or to reprioritize and realign them with strategic goals

	BP8: Adjust investment portfolio.

Adjustments the investment portfolio in response to actual portfolio performance.

	b-2) Act to continue or redirect projects that are satisfactorily progressing or can be expected to progress

satisfactorily by appropriate redirection.

c) Close projects. This activity consists of the following tasks:

1) Where agreements permit, act to cancel or suspend projects whose disadvantages or risks to the

organization outweigh the benefits of continued investments.

2) After completion of the agreement for products and services, act to close the project per organizational policies and procedures and the agreement.

NOTE Ensure project closure accounts for documentation retention by the organization after the project is closed.


	6.2.3.3.2.2 The organization shall act to continue or redirect projects that are satisfactorily progressing or can be expected to progress satisfactorily by appropriate redirection

6.2.3.3.3.1 The organization shall act to cancel or suspend projects whose disadvantages or risks to the organization outweigh the benefits of continued investments, where agreements permit this.

6.2.3.3.3.2 After completion of the agreement for products and services, the organization shall act to close the project per organizational policies and procedures and the agreement.

NOTE 1 The organization ensures that project closure accounts for documentation retention by the organization after the project is closed.

NOTE 2 After closure of the project, the organization may authorize release of the project from the project portfolio.


	Providing investment oversight 
Activities:

3. For each underperforming IT project or system, appropriate actions are taken to correct or terminate the project or system in accordance with defined criteria and the documented policies and procedures for management oversight.

4. The investment board regularly tracks the implementation of corrective actions for each underperforming project until the actions are completed.  (capability dimension)
Evaluating the portfolio - 
Activities:

2. Adjustments to the IT investment portfolio are executed in response to actual portfolio performance.
Conducting post implementation review - 
Activities:

1. The investment board identifies which projects will have a PIR conducted.

2. Quantitative and qualitative investment data are collected, evaluated for reliability, and analyzed during the PIR.

3. Lessons learned and recommendations for improving the investment process are developed during the PIR, documented, and then distributed to all stakeholders.
Managing the succession of information systems 
Activities:

2. IT investments are periodically evaluated and appropriate investments are identified as candidates for replacement.

3. The interdependency of each investment with other investments in the IT portfolio is analyzed.

4. For each IT investment that has been identified as a candidate for replacement, the investment board decides whether or not to replace it.
Improving the portfolio’s performance - 
Activities:

1. IT portfolio performance measurement data are defined and collected using agreed-upon methods. (might be M&A process?)

2. Aggregate performance data and trends are analyzed.  (might be M&A process?)

3. Recommendations for improving the investment process and portfolio are developed and implemented. (capability dimension?)
	Review and Report Portfolio Performance

· Making recommendations and/or providing direction to component management

· Proposing changes to how the portfolio is managed (as needed)




	Enterprise SPICE Process
	CobiT v4.1 processes 
	ITIL v3 Processes
	Val IT Framework 2.0 (reference)

	Investment Management 
	PO4 Define the IT processes, organization and relationships; 

PO5 Manage the IT investment; 

ME1 Monitor and evaluate IT performance 

ME4 Provide IT governance
	Service Portfolio Management 
	

	Purpose
	
	
	

	The purpose of the Investment Management process is to allocate enterprise resources and capabilities across a portfolio of investments to meet enterprise objectives. 

Note:  Investments may be internal or external to the enterprise.
	PO5: continuously and demonstrably improving IT’s cost-efficiency and its contribution to business profitability with integrated and standardised services that satisify end-user expectations
ME1: transparency and understanding of IT cost, benefits, strategy, policies and service levels in accordance

with governance requirements
PO1.6 IT Portfolio Management 

Actively manage with the business the portfolio of IT-enabled investment programmes required to achieve specific strategic business objectives by identifying, defining, evaluating, prioritising, selecting, initiating, managing and controlling programmes. This should include clarifying desired business outcomes, ensuring that programme objectives support achievement of the outcomes, understanding the full scope of effort required to achieve the outcomes, assigning clear accountability with supporting measures, defining projects within the programme, allocating resources and funding, delegating authority, and commissioning required projects at programme launch.

ME4.3 Value Delivery

Manage IT-enabled investment programmes and other IT assets and services to ensure that they deliver the greatest possible value in supporting the enterprise’s strategy and objectives. Ensure that the expected business outcomes of IT-enabled investments and the full scope of effort required to achieve those outcomes are understood; that comprehensive and consistent business cases are created and approved by stakeholders; that assets and investments are managed throughout their economic life cycle; and that there is active management of the realisation of benefits, such as contribution to new services, efficiency gains and improved responsiveness to customer demands. Enforce a disciplined approach to portfolio, programme and project management, insisting that the business takes ownership of all IT-enabled investments and IT ensures optimisation of the costs of delivering IT capabilities and services.

	-why should a customer buy these services

-why should they buy these services from us

-what are our strengths and weaknesses, priorities and risks

-how should our resources and capabilities be allocated
	

	Outcomes: 
	
	
	

	1) Criteria are established for selecting and evaluating potential investment opportunities.
	PO5: Defining formal investment criteria (ROI, payback period, net present

value [NPV])


	
	

	2) Business cases are prepared for potential investments.  
	
	
	

	3) Categories and categorization criteria are established for grouping investments based on enterprise objectives
	
	
	

	4) Potential investments are prioritized for consideration in the investment portfolio.
	
	
	

	5) An investment portfolio is established and maintained that collectively supports enterprise objectives. 
	
	
	

	6) Resources and budgets are identified and allocated.
	PO5: Forecasting and allocating budgets


	
	

	7) The investment portfolio is reviewed based on agreed performance indicators and adjusted as needed to ensure alignment with enterprise objectives and resource constraints.
	PO5: Measuring and assessing business value against forecast

ME1: Collating and translating process performance reports into management reports;

Reviewing performance against agreed-upon targets and initiating necessary

remedial action

	
	

	Base Practices
	
	Activities:
	

	Criteria for selecting and evaluating potential investments

Include alignment with strategy and EA
	
	
	Value Governance
– The definition of portfolio characteristics



	Business cases, identifying and describing investment proposals
	PO5.1 Financial Management Framework

Establish and maintain a financial framework to manage the investment and cost of IT assets and services through …business cases 
PO1.1 IT Value Management

Work with the business to ensure that the enterprise portfolio of IT-enabled investments contains programmes that have solid business cases. Recognise that there are mandatory, sustaining and discretionary investments that differ in complexity and degree of freedom in allocating funds. IT processes should provide effective and efficient delivery of the IT components of programmes and early warning of any deviations from plan, including cost, schedule or functionality, that might impact the expected outcomes of the programmes. IT services should be executed against equitable and enforceable service level agreements (SLAs). Accountability for achieving the benefits and controlling the costs should be clearly assigned and monitored. Establish fair, transparent, repeatable and comparable evaluation of business cases, including financial worth, the risk of not delivering a capability and the risk of not

realising the expected benefits.


	Define: inventory services, ensure business cases and validate portfolio data
	Investment Management– - - - The development and evaluation of the initial business case

– An understanding of the program and implementation options

– The development of a program plan

– The development of full life cycle costs and benefits

– The development of a detailed business case

– Updating  business case

	Categories and categorization criteria
	PO1.1 IT Value Management

… Recognise that there are mandatory, sustaining and discretionary investments that differ in complexity and degree of freedom in allocating funds. IT processes should provide effective and efficient delivery of the IT components of programmes and early warning of any deviations from plan, including cost, schedule or functionality, that might impact the expected outcomes of the programmes. IT services should be executed against equitable and enforceable service level agreements (SLAs). Accountability for achieving the benefits and controlling the costs should be clearly assigned and monitored. Establish fair, transparent, repeatable and comparable evaluation of business cases, including financial worth, the risk of not delivering a capability and the risk of notrealising the expected benefits.
	
	• Portfolio Management—– The establishment of strategic direction and a target investment mix
Value Governance
– The definition of portfolio characteristics

	Prioritization and Evaluation
	PO4.3 IT Steering Committee

Establish an IT steering committee (or equivalent) composed of executive, business and IT management to:

• Determine prioritisation of IT-enabled investment programmes in line with the enterprise’s business strategy and priorities

PO5.2 Prioritisation Within IT Budget

Implement a decision-making process to prioritise the allocation of IT resources for operations, projects and maintenance to maximise IT’s contribution to optimising the return on the enterprise’s portfolio of IT-enabled investment programmes and other IT services and assets.
	Analyze: maximize portfolio value, align and prioritize and balance supply and demand


	

	Establish and maintain portfolio; selection
	PO5.1 Financial Management Framework

Establish and maintain a financial framework to manage the investment and cost of IT assets and services through portfolios of ITenabled investments, …
	Approve: finalize proposed portfolio, authorize services … 

Charter: communicate decisions, … charter services
	Investment Management

– The launch and management of the program

– Updating of the operational IT portfolio

• Portfolio Management—

– The evaluation and selection of programs to fund

	Resource identification and allocation
	PO5.1 Financial Management Framework

Establish and maintain a financial framework to manage the investment and cost of IT assets and services through … IT budgets.
PO5.3 IT Budgeting

Establish and implement practices to prepare a budget reflecting the priorities established by the enterprise’s portfolio of IT-enabled investment programmes, and including the ongoing costs of operating and maintaining the current infrastructure. The practices should support development of an overall IT budget as well as development of budgets for individual programmes, with specific emphasis on the IT components of those programmes. The practices should allow for ongoing review, refinement and approval of the overall budget and the budgets for individual programmes.
ME4.4 Resource Management

Oversee the investment, use and allocation of IT resources through regular assessments of IT initiatives and operations to ensure appropriate resourcing and alignment with current and future strategic objectives and business imperatives.
	Approve: authorize resources
Charter: … allocate resources …


	• Portfolio Management
– The determination of the availability and sources of funds

– Managing the availability of human resources

	Review/evaluate performance
	PO1.1 IT Value Management

IT processes should provide effective and efficient delivery of the IT components of programmes and early warning of any deviations from plan, including cost, schedule or functionality, that might impact the expected outcomes of the programmes. IT services should be executed against equitable and enforceable service level agreements (SLAs). Accountability for achieving the benefits and controlling the costs should be clearly assigned and monitored. Establish fair, transparent, repeatable and comparable evaluation of business cases, including financial worth, the risk of not delivering a capability and the risk of not

realising the expected benefits.

PO4.3 IT Steering Committee

• Track status of projects and resolve resource conflict

• Monitor service levels and service improvements
PO5.5 Benefit Management

Implement a process to monitor the benefits from providing and maintaining appropriate IT capabilities. IT’s contribution to the business, either as a component of IT-enabled investment programmes or as part of regular operational support, should be identified and documented in a business case, agreed to, monitored and reported.  …

PO5.4 Cost Management  (also relates to Project Management)

Implement a cost management process comparing actual costs to budgets. Costs should be monitored and reported. …

ME1.4 Performance Assessment

Periodically review performance against targets, analyse the cause of any deviations, and initiate remedial action to address the underlying causes. At appropriate times, perform root cause analysis across deviations.

ME1.5 Board and Executive Reporting

Develop senior management reports on IT’s contribution to the business, specifically in terms of the performance of the enterprise’s portfolio, IT-enabled investment programmes, and the solution and service deliverable performance of individual programmes. Include in status reports the extent to which planned objectives have been achieved, budgeted resources used, set performance targets met and identified risks mitigated. Anticipate senior management’s review by suggesting remedial actions for major deviations. Provide the report to senior management, and solicit feedback from management’s review.
ME4.6 Performance Measurement 
Confirm that agreed-upon IT objectives have been met or exceeded, or that progress toward IT goals meets expectations. Where agreed-upon objectives have been missed or progress is not as expected, review management’s remedial action. Report to the board relevant portfolios, programme and IT performance, supported by reports to enable senior management to review the enterprise’s progress toward identified goals.
	
	Investment Management
– Monitoring and reporting on the program

– Retirement of the program
• Portfolio Management
– Monitoring and reporting on investment portfolio performance



	Adjust, improve, retire
	PO5.5 Benefit Management

… Reports should be reviewed and, where there are opportunities to improve IT’s contribution, appropriate actions should be defined and taken. Where changes in IT’s contribution impact the programme, or where changes to other related projects impact the programme, the programme business case should be updated.
PO5.4 Cost Management  (also relates to Project Management)

… Where there are deviations, these should be identified in a timely manner and the impact of those deviations on programmes should be assessed. Together with the business sponsor of those programmes, appropriate remedial action should be taken and, if necessary, the programme business case should be updated.
ME1.6 Remedial Actions

Identify and initiate remedial actions based on performance monitoring, assessment and reporting. This includes follow-up of all monitoring, reporting and assessments through:

• Review, negotiation and establishment of management responses

• Assignment of responsibility for remediation

• Tracking of the results of actions committed
	
	Investment Management
– Retirement of the program
• Portfolio Management
— Optimization of investment portfolio performance



Business Relationship Management

	Enterprise SPICE Process 
	ITIL v3 Processes
	ISO/IEC 20000
	ITIM

	Business Relationship Management
	Service Level Management
	Business Relationship Management
	Meeting Business Needs

	Purpose
	
	
	

	The purpose of the Business Relationship Management process is to establish and maintain a good relationship between the product or service provider and the business partner based on understanding the business partner and their business drivers. 

Note:  This process is closely aligned with the Needs process but focuses on business relationships.  Business relationships pertain to relationships among internal and external stakeholders and partners.
	
	To establish and maintain a good relationship between the service provider and the customer based on understanding the customer and their business drivers.
	To ensure that IT projects and systems support the organization's business needs and meet users' needs.

	Outcomes
	
	
	

	1)
Business needs and drivers are understood and used as the basis for providing products and services.
	
	
	The investment board periodically evaluates the alignment of its IT projects and systems with the organization's strategic goals and objectives and takes corrective actions when misalignment occurs.

	2)
Interactions and collaborative relationships are established and maintained.
	
	
	

	3)
Customer demand is influenced.
	
	
	

	4)
Complaints and compliments are collected, recorded and managed to resolution.
	Log and manage all complaints and compliments
	There shall be a complaints process
	

	5)
A focus on value creation is established.
	
	
	

	6)
Contacts and communication with stakeholders and the business are established and retained.
	Develop and document contacts and relationships with the business, customers and stakeholders.
	
	

	7)
Relationship with the business is managed
	
	
	

	Base Practices
	
	
	

	BP1. Develop Relationships: Develop and document contacts and relationships with the business, customers and stakeholders.
	
	
	

	BP2. Establish Communication Interface: The provider shall have a named individual or individuals who are responsible for managing customer satisfaction and the whole business relationship process
	
	The service provider shall have a named individual or individuals who are responsible for managing customer satisfaction and the whole business relationship process.
	

	BP3. Identify Relationship Attributes: Identify and manage cultural, market, loyalty and beneficiaries attributes.
	
	
	The organization defines and documents business needs for both proposed and ongoing IT projects and systems.

	BP4. Identify Value Creation Opportunities: proactively identify value creation opportunities and communicate them to the customer.
	
	
	

	BP5. Manage Complaints and Compliments: Log and manage all complaints and compliments by analyzing existing information, obtaining feedback from customers and performing service reviews.
	
	The service provider and customer shall attend a service review.

A process shall exist for obtaining and acting upon feedback from regular customer satisfaction measurements.
	


	Enterprise SPICE Process 
	MBNQA
	eSCM

	Business Relationship Management
	Customer and market Focus
	Relationship Management

	Purpose
	
	

	The purpose of the Business Relationship Management process is to establish and maintain a good relationship between the product or service provider and the business partner based on understanding the business partner and their business drivers. 

Note:  This process is closely aligned with the Needs process but focuses on business relationships.  Business relationships pertain to relationships among internal and external stakeholders and partners.
	The C U S T O M E R and Market Focus Category examines HOW your organization determines the requirements, needs, expectations, and preferences of CUSTOMERS and markets.
	

	Outcomes
	
	

	1)
Business needs and drivers are understood and used as the basis for providing products and services.
	
	

	2)
Interactions and collaborative relationships are established and maintained.
	
	

	3)
Customer demand is influenced.
	
	

	4)
Complaints and compliments are collected, recorded and managed to resolution.
	
	

	5)
A focus on value creation is established.
	
	

	6)
Contacts and communication with stakeholders and the business are established and retained.
	
	

	7)
Relationship with the business is managed
	
	

	Base Practices
	
	

	BP1. Develop Relationships: Develop and document contacts and relationships with the business, customers and stakeholders.
	Describe HOW your organization builds relationships
	

	BP2. Establish Communication Interface: The provider shall have a named individual or individuals who are responsible for managing customer satisfaction and the whole business relationship process
	
	

	BP3. Identify Relationship Attributes: Identify and manage cultural, market, loyalty and beneficiaries attributes.
	HOW do you identify CUSTOMERS, CUSTOMER groups, and market SEGMENTS?
	Rel04 – identify cultural attributes that impact the service and implement actions to achieve a cultural fit

	BP4. Identify Value Creation Opportunities: proactively identify value creation opportunities and communicate them to the customer.
	HOW do you build relationships to acquire CUSTOMERS, to meet and exceed their expectations, to increase loyalty and repeat business, and to gain positive referrals?
	Rel08 – proactively identify value creation opportunities and communicate them to the client

	BP5. Manage Complaints and Compliments: Log and manage all complaints and compliments by analyzing existing information, obtaining feedback from customers and performing service reviews.
	HOW do you manage CUSTOMER complaints?
	Relo5 – analyze and use client and other stakeholder information


Human Resource Management

	Enterprise SPICE Process
	ISO/IEC 15504-5

(PAM processes)
	ISO/IEC 12207: 2008 PRM 
	ISO/IEC 15288: 2008 PRM


	CobiT v4.1 processes

	Human Resource Management
	RIN.1 Human resource management
	6.2.4 Human Resource Management Process

B.3.4 Human Resource Management Process Lower-Level Processes
B.3.4.1 Skill Development Process
B.3.4.2 Skill Acquisition and Provision Process
B.3.4.3 Knowledge Management Process
	6.2.4 Human Resource Management Process


	PO7 Manage IT human resources

	Purpose:
	
	
	
	

	The purpose of the Human Resource Management process is to provide the organization with individuals who possess skills and knowledge to perform their roles effectively and to work together as a cohesive group.  
	The purpose of the Human resource management process is to provide the organization and projects with individuals who possess skills and knowledge to perform their roles effectively and to work together as a cohesive group. 
	The purpose of the Human Resource Management Process is to provide the organization with necessary human resources and to maintain their competencies, consistent with business needs.
B.3.4.1.1 The purpose of the Skill Development Process is to provide the organization and project with individuals who possess the needed skills and knowledge to perform their roles effectively.

B.3.4.2.1 The purpose of the Skill Acquisition and Provision Process is to provide the organization and projects with individuals who possess skills and knowledge to perform their roles effectively and to work together as a cohesive group.

B.3.4.3.1 The purpose of the Knowledge Management Process is to ensure that individual knowledge, information and skills are collected, shared, reused and improved throughout the organization. 
	The purpose of the Human Resource Management Process is to ensure the organization is provided with necessary human resources and to maintain their competencies, consistent with business needs.


	The purpose of  process Manage IT human resources is to hire and train personnel, motivate through clear career paths, assign roles that correspond with skills, establish a defined review process, create position descriptions and ensure awareness of dependency on individuals.

	Outcomes:
	
	
	
	

	As a result of successful implementation of the Human Resource Management process:

1) Committed work is matched to human resources and qualified individuals are recruited, selected, and transitioned into assignments;
	As a result of successful implementation of the Human resource management process:

1) individuals with the required skills and competencies are identified and recruited;
	As a result of the successful implementation of the Human Resource Management Process:

a) Skills required by projects are identified.
 
	As a result of the successful implementation of the Human Resource Management Process:

a) Skills required by projects are identified.


	As a result of the successful implementation of the process Manage IT human resources 
1) a competent workforce is acquired and maintained for the creation and delivery of IT services to the business.

	2) Objectives related to committed work are defined against which performance can be measured. Feedback regarding performance against these objectives is provided to continuously enhance performance;
	
	b) Necessary human resources are provided to projects.

 
	b) Necessary human resources are provided to projects.


	

	3) The workforce has the skills to share information and coordinate their activities efficiently and effective interaction between individuals and groups is supported;
	3) the work force have the skills to share information and co-ordinate their activities efficiently;

2) effective interaction between individuals and groups are supported;
	c) Skills of personnel are developed, maintained or enhanced.
 
	c) Skills of personnel are developed, maintained or enhanced.


	

	4) All individuals are provided with remuneration and benefits based on their contribution and value to the organization as well as opportunities to develop competencies that enable them to achieve career objectives;
	4) objective criteria are defined against which group and individual performance is monitored to provide performance feedback and to enhance performance.


	d) Conflicts in multi-project resource demands are resolved.


	d) Conflicts in multi-project resource demands are resolved.


	

	5) Workforce activities are coordinated with current and future business needs at both the organizational and unit levels.
	
	e) Individual knowledge, information and skills are collected, shared, reused and improved throughout the organization.


	e) Individual knowledge, information and skills are collected, shared, reused and improved throughout the organization.


	

	
	
	As a result of successful implementation of the Skill Development Process:

a) training is developed or acquired to address the organization and project training needs; and b) training is conducted to ensure that all individuals have the skills required to perform their assignments, using mechanisms such as training strategies and materials.

As a result of successful implementation of the Knowledge Management Process:

a) infrastructure is established and maintained for sharing common and domain information across the organization;

b) knowledge is readily available and shared throughout the organization; and

c) the organization selects an appropriate knowledge management strategy.

As a result of successful implementation of the Knowledge Management Process:

a) infrastructure is established and maintained for sharing common and domain information across the organization;

b) knowledge is readily available and shared throughout the organization; and

c) the organization selects an appropriate knowledge management strategy.
	
	

	Base Practices
	
	
	
	

	BP1: Develop a strategy for human resources management. Develop a strategy for human resources management including how the needed skills and competencies will be identified, developed or acquired, personnel performance evaluated, career development established, personnel motivated and matched to current and future business needs at both the organizational and unit levels.
	
	
	
	PO7.1 Personnel Recruitment and Retention

Maintain IT personnel recruitment processes in line with the overall organization’s personnel policies and procedures (e.g., hiring, positive work environment, orienting). 

	BP2: Identify needed skills and competencies. Identify and evaluate skills and competencies needed by the organization to achieve its goals.
	RIN.1.BP1: Identify needed skills and competencies. Identify and evaluate skills and competencies needed by the organization to achieve its goals. 
	6.2.4.3.1 Skill identification. This activity consists of the following tasks:

6.2.4.3.1.1 A review of the organization and project requirements shall be conducted to establish and make timely provision for acquiring or developing the resources and skills required by the management and technical staff. These needs may be met through training, recruitment or other staff development mechanisms.

6.2.4.3.1.2 The types and levels of training and knowledge needed to satisfy organization and project requirements shall be determined. 
	a) Identify skills. This activity consists of the following tasks:

1) Identify skill needs based on current and expected projects.

2) Identify and record skills of personnel. 
	

	BP3: Define evaluation criteria. Define objective criteria that can be used to evaluate candidates and assess staff performance. 
	RIN.1.BP2: Define evaluation criteria. Define objective criteria that can be used to evaluate candidates and assess staff performance. 
	
	
	PO7.2 Personnel Competencies

Regularly verify that personnel have the competencies to fulfill their roles on the basis of their education, training and/or experience. Define core IT competency requirements and verify that they are being maintained, using qualification and certification programmes where appropriate. 

	BP4: Recruit qualified staff. Establish a systematic program for recruitment of staff competent to meet the needs of the organization. 
	RIN.1.BP3: Recruit qualified staff. Establish a systematic program for recruitment of staff competent to meet the needs of the organization. 
	6.2.4.3.3 Skill acquisition and provision. This activity consists of the following tasks:

6.2.4.3.3.1 Establish a systematic program for recruitment of staff qualified to meet the needs of the organization and projects. Provide opportunities for the career development of existing staff.

6.2.4.3.3.2 Define objective criteria that can be used to evaluate staff performance.

6.2.4.3.3.3 Evaluate the performance of the staff in respect of their contributions to the goals of the organization or project.

6.2.4.3.3.4 Ensure that feedback is provided to the staff on the results of any evaluations performed.

6.2.4.3.3.5 Maintain adequate records of staff performance including information on skills, training completed, and performance evaluations.

6.2.4.3.3.6 Define the organization’s and project’s need for project teams. Define team structure and operating rules.

NOTE Conflicts in multi-project resource demands should be resolved.

6.2.4.3.3.7 Empower teams to perform their role by ensuring the teams have:

a) An understanding of their role on the project.

b) A shared vision or sense of common interests on the success of the project.

c) Appropriate mechanisms or facilities for communication and interactions among teams.

d) Support from appropriate management to accomplish project requirements.

6.2.4.3.3.8 It should be ensured that the right mix and categories of appropriately trained personnel are available for the planned activities and tasks in a timely manner. 
	c) Acquire and provide skills. This activity consists of the following tasks:

NOTE This includes: the recruitment and retention of personnel with experience levels and skills necessary to properly staff projects; staff assessment and review, e.g., their proficiency, motivation, ability to work in a team environment, as well as the need to be retrained, reassigned or reallocated.

1) Obtain qualified personnel when skill deficits are identified based on plans.

NOTE This includes using outsourced resources.

2) Maintain and manage the pool of skilled personnel necessary to staff ongoing projects.

3) Make project assignments based on project and staff-development needs.

4) Motivate personnel, e.g., through career development and reward mechanisms.

5) Control multi-project management interfaces to resolve multi-project schedule conflicts:

i) of capacity in organizational infrastructure and supporting services and resources among

ongoing projects;

ii) from project personnel being over-committed.
	PO7.1 Personnel Recruitment and Retention

Implement processes to ensure that the organization has an appropriately deployed IT workforce with the skills necessary to achieve organizational goals. 

	BP5: Develop staff skills and competencies. Define and provide opportunities for development of the skills and competencies of staff. 
	RIN.1.BP4: Develop staff skills and competencies. Define and provide opportunities for development of the skills and competencies of staff. 
	6.2.4.3.2 Skill development. This activity consists of the following tasks:

6.2.4.3.2.1 A training plan, addressing implementation schedules, resource requirements, and training needs, should be developed and documented.

6.2.4.3.2.2 Training manuals, including presentation materials used in providing training should be developed or acquired.

6.2.4.3.2.3 The training plan shall be implemented to provide training to personnel. Training records should be maintained. 
	b) Develop skills. This activity consists of the following tasks:

1) Establish skills development plan.

NOTE This plan includes types and levels of training, categories of personnel, schedules, resource requirements, and training needs.

2) Obtain or develop training, education or mentoring resources.

NOTE These resources include training materials that are developed by the organization or external parties, training courses that are available from external suppliers, computer based instruction, etc.

3) Provide planned skill development.

4) Maintain records of skill development. 
	PO7.4 Personnel Training

Provide IT employees with appropriate orientation when hired and ongoing training to maintain their knowledge, skills, abilities, internal controls and security awareness at the level required to achieve organizational goals. 

	BP6: Define team organization for projects and tasks. Define the structure and operating rules under which teams undertaking projects and/or tasks operate. 
	RIN.1.BP5: Define team organization for projects and tasks. Define the structure and operating rules under which teams undertaking projects and/or tasks operate. 
	
	
	

	BP7: Empower project teams. Empower teams to perform their job, by ensuring that they have:

- an understanding of their job;

- a shared vision or sense of common interest;

- appropriate mechanisms or facilities for communication; and

- support from management for what they are trying to accomplish. 
	RIN.1.BP6: Empower project teams. Empower teams to perform their job, by ensuring that they have:

- an understanding of their job;

- a shared vision or sense of common interest;

- appropriate mechanisms or facilities for communication; and

- support from management for what they are trying to accomplish. 
	
	
	PO7.6 Personnel Clearance Procedures

Include background checks in the IT recruitment process. The extent and frequency of periodic reviews of these checks should depend on the sensitivity and/or criticality of the function and should be applied for employees, contractors and vendors. 

	BP8: Maintain project team interactions. Obtain and maintain agreement on the management of interactions between teams. 
	RIN.1.BP7: Maintain project team interactions. Obtain and maintain agreement on the management of interactions between teams. 
	
	
	PO7.3 Staffing of Roles

Define, monitor and supervise roles, responsibilities and compensation frameworks for personnel, including the requirement to adhere to management policies and procedures, the code of ethics, and professional practices. The level of supervision should be in line with the sensitivity of the position and extent of responsibilities assigned. 

	BP9: Evaluate staff performance. Evaluate the performance of staff, in respect of their contributions to the goals of the organization as a whole. Ensure that feedback is discussed with the staff. 
	RIN.1.BP8: Evaluate staff performance. Evaluate the performance of staff, in respect of their contributions to the goals of the organization as a whole. Ensure that feedback is discussed with the staff. 
	
	
	PO7.7 Employee Job Performance Evaluation

Require a timely evaluation to be performed on a regular basis against individual objectives derived from the organization’s goals, established standards and specific job responsibilities. Employees should receive coaching on performance and conduct whenever appropriate. 

	BP10: Provide feedback on performance. Ensure that feedback is provided to staff on the results of any performance evaluations performed. 
	RIN.1.BP9: Provide feedback on performance. Ensure that feedback is provided to staff on the results of any performance evaluations performed. 
	
	
	

	BP11: Motivate personnel, e.g., through career development and reward mechanisms.


	
	
	4) Motivate personnel, e.g., through career development and reward mechanisms.


	

	BP12: Maintain staff records. Maintain adequate records of staff, including not only personnel details, but also information on skills, training completed, and performance evaluations. 
	RIN.1.BP10: Maintain staff records. Maintain adequate records of staff, including not only personnel details, but also information on skills, training completed, and performance evaluations. 
	
	
	PO7.8 Job Change and Termination

Take expedient actions regarding job changes, especially job terminations. Knowledge transfer should be arranged, responsibilities reassigned and access rights removed such that risks are minimized and continuity of the function is guaranteed. 



	
	
	6.2.4.3.4 Knowledge management. This activity consists of the following tasks:

6.2.4.3.4.1 The organization shall plan the requirements for managing the organization’s knowledge assets. The planning shall include the definition of the infrastructure and training to support the contributors and the users of the organization’s knowledge assets, the classification schema for the assets and the asset criteria.

6.2.4.3.4.2 The organization shall establish a network of experts within the organization. The network shall contain the identification of the organization’s experts, a list of their area of expertise and the identification of available information within a classification schema, e.g., knowledge area. The organization shall ensure that the network is maintained current.

6.2.4.3.4.3 The organization shall establish a mechanism to support the exchange of information between the experts and the flow of expert information to the organization’s projects. The mechanism shall support the organization’s access, storage and retrieval requirements.

6.2.4.3.4.4 The organization shall perform configuration management of assets in accordance with the CM Process.
6.2.4.3.4.5 The organizations shall capture and maintain information for access by the organization per the plan. 
	d) Perform knowledge management. This activity consists of the following tasks:

1) Establish and maintain infrastructure for sharing common and domain information across the organization.

2) Select an appropriate knowledge management strategy.

3) Capture and maintain information for access by the organization per the strategy. 
	PO7.5 Dependence Upon Individuals

Minimize the exposure to critical dependency on key individuals through knowledge capture (documentation), knowledge sharing, succession planning and staff backup. 


	Enterprise SPICE Process
	eSCM (CL)
	eSCM (SP)
	P-CMM Processes
	MBNQA

	Human Resource Management
	People Management
	People Management
	Staffing (ML2)

Performance management (ML2)

Compensation (ML2)

Workforce planning (ML3)

Career development (ML3)

Competency-based practices (ML3)
	5.1 Workforce Focus - Workforce Engagement

	Purpose:
	
	
	
	

	The purpose of the Human Resource Management process is to provide the organization with individuals who possess skills and knowledge to perform their roles effectively and to work together as a cohesive group.
	The People Management Practices focus on providing and managing skilled resources and the necessary environment for the organizations sourcing activities.
	The People Management Practices focus on managing and motivating personnel to effectively deliver services.  They address understanding the organization’s workforce and personnel competency needs, filling those needs, and encouraging the appropriate behaviors to effectively deliver service.
	The purpose of Staffing is to establish a formal process by which committed work is matched to unit resources and qualified individuals are recruited, selected, and transitioned into assignments.
The purpose of Performance Management is to establish objectives related to committed work against which unit and individual performance can be measured, to discuss performance against these objectives, and to continuously enhance performance. 

The purpose of Compensation is to provide all individuals with remuneration and benefits based on their contribution and value to the organization. 

The purpose of Workforce Planning is to coordinate workforce activities with current and future business needs at both the organizational and unit levels. 

The purpose of Career Development is to ensure that individuals are provided opportunities to develop workforce competencies that enable them to achieve career objectives.
The purpose of Competency-Based Practices is to ensure that all workforce practices are based in part on developing the competencies of the workforce. 
	Workforce Engagement is intended to foster high performance, to address individual core competencies, and to help accomplish action plans and ensure organizational sustainability.


	Outcomes:
	
	
	
	

	As a result of successful implementation of the Human Resource Management process:

1) Committed work is matched to human resources and qualified individuals are recruited, selected, and transitioned into assignments;
	The People Management Practices cover the following:

1) Well-Understood Sourcing Roles: Clearly defining and communicating sourcing roles and responsibilities to personnel  
	The People Management Practices cover the following:

1) Demonstrating a commitment to people through formal policies covering participation of personnel in decision-making, career development, and encouragement of innovation.   
	As a result of successful implementation of the Staffing process area:

1) Individuals or workgroups in each unit are involved in making commitments that balance the unit’s workload with approved staffing.

2) Candidates are recruited for open positions.
3) Staffing decisions and work assignments are based on an assessment of work qualifications and other valid criteria.
4) Individuals are transitioned into and out of positions in an orderly way.
5) Staffing practices are institutionalized to ensure they are performed as managed processes.
	As a result of successful implementation of Workforce Engagement system the status achieved:

1) Flexibility, innovation, knowledge and skill sharing, good communication and information flow, alignment with organizational objectives, customer focus, and rapid response to changing business needs and marketplace requirements. 

	2) Objectives related to committed work are defined against which performance can be measured. Feedback regarding performance against these objectives is provided to continuously enhance performance;
	2) Developing Sourcing Competencies: Identifying workforce and personnel competency needs, and developing or acquiring personnel with the necessary competencies to perform the organizations sourcing activities.  
	2) Providing an adequate work environment.
	As a result of successful implementation of the Performance Management process area:

1) Unit and individual performance objectives related to committed work are documented.
2) The performance of committed work is regularly discussed to identify actions that can improve it.
3) Performance problems are managed.
4) Outstanding performance is recognized or rewarded.
5) Performance Management practices are institutionalized to ensure they are performed as managed processes.
	2) Performing meaningful work; having organizational direction, performance accountability, and an efficient work environment; and having a safe, trusting, and cooperative environment. 

	3) The workforce has the skills to share information and coordinate their activities efficiently and effective interaction between individuals and groups is supported;
	
	3) Clearly defining and communicating roles and responsibilities to personnel.
	As a result of successful implementation of the Compensation process area:

1) Compensation strategies and activities are planned, executed, and communicated.
2) Compensation is equitable relative to skill, qualifications, and performance.
3) Adjustments in compensation are made based on defined criteria.
4) Compensation practices are institutionalized to ensure they are performed as managed processes.
	3) Factors inhibiting motivation are understood and addressed by organization. Further understanding of these factors is developed through workforce surveys or exit interviews with departing members of workforce. 

	4) All individuals are provided with remuneration and benefits based on their contribution and value to the organization as well as opportunities to develop competencies that enable them to achieve career objectives;
	
	4) Identifying workforce and personnel competency needs, and developing or acquiring the necessary competencies. 
	As a result of successful implementation of the Workforce Planning process area:

1) Measurable objectives for capability in each of the organization’s workforce competencies are defined.
2) The organization plans for the workforce competencies needed to perform its current and future business activities.
3) Units perform workforce activities to satisfy current and strategic competency needs.
4) Workforce Planning practices are institutionalized to ensure they are performed as defined organizational processes.
	4) Compensation and recognition systems are matched to work systems; compensation and recognition are tied to demonstrated skills and to peer evaluations. 

	5) Workforce activities are coordinated with current and future business needs at both the organizational and unit levels.
	
	5) Apprising personnel performance on a timely basis, and providing appropriate rewards and recognition to encourage the desired performance.  
	As a result of successful implementation of the Career Development process area:

1) The organization offers career opportunities that provide growth in its workforce competencies.
2) Individuals pursue career opportunities that increase the value of their knowledge, skills, and process abilities to the organization.
3) Career Development practices are institutionalized to ensure they are performed as defined organizational processes.
	5) The impact on individual, unit, and organizational performance; the impact on customer-related performance; a cost/benefit analysis is addressed. 

	
	
	
	As a result of successful implementation of the Competency-Based Practices process area:

1) Workforce practices are focused on increasing the organization’s capability in its workforce competencies.
2) Workforce activities within units encourage and support individuals and workgroups in developing and applying the organization’s workforce competencies.
3) Compensation strategies and recognition and reward practices are designed to encourage development and application of the organization’s workforce competencies.
4) Competency-Based Practices are institutionalized to ensure they are performed as defined organizational processes.
	

	Base Practices
	
	
	P-CMM practices are not distributed yet among Human Resources Management process base practices lines   
	

	BP1: Develop a strategy for human resources management. Develop a strategy for human resources management including how the needed skills and competencies will be identified, developed or acquired, personnel performance evaluated, career development established, personnel motivated and matched to current and future business needs at both the organizational and unit levels.
	
	ppl01

Encourage innovation

Establish and implement a policy to encourage and support the innovation accross the organization

ppl02

Participation in Decisions

Establish and implement a policy on the participation of personnel in decisions that affect their work commitments
	Staffing practices

Practice 1 Responsible individuals plan and coordinate the staffing activities of their units in accordance with documented policies and procedures.
Performance Management practices

Practice 1 Measurable performance objectives based on committed work are established for each unit.

Compensation practices

Practice 1 An organizational compensation strategy is developed.
Practice 2 The organization’s compensation strategy is periodically reviewed to determine whether it needs to be revised.
Workforce planning practices

Practice 1 The current and strategic workforce needs of the organization are documented. 
Career Development practices

Practice 1 The organization defines graduated career opportunities to support growth in the workforce competencies required to perform its business activities.
Competency-Based Practices

Practice 1 Recruiting activities are planned and executed to satisfy the organization’s requirements for workforce competencies.
	To reinforce the basic alignment of workforce management with overall strategy, the Criteria also cover human resource planning as part of overall planning.

	BP2: Identify needed skills and competencies. Identify and evaluate skills and competencies needed by the organization to achieve its goals.
	
	
	Staffing practices

Practice 2 Each unit analyzes its proposed work to determine the effort and skills required.
Practice 3 Individuals and workgroups participate in making commitments for work they will be accountable for performing.

Practice 4 Each unit documents work commitments that balance its workload with available staff and other required resources.
Practice 5 Individual work assignments are managed to balance committed work among individuals and units.
Practice 6 Position openings within a unit are analyzed, documented, and approved.
Practice 7 Position openings within the organization are widely communicated.
Practice 8 Units with open positions recruit for qualified individuals.
Practice 9 External recruiting activities by the organization are planned and coordinated with unit requirements.
Practice 10 A selection process and appropriate selection criteria are defined for each open position.
Practice 11 Each unit, in conjunction with its human resources function, conducts a selection process for each position it intends to fill.
Practice 12 Positions are offered to the candidate whose skills and other qualifications best fit the open position.
Practice 13 The organization acts in a timely manner to attract the selected candidate.
Practice 14 The selected candidate is transitioned into the new position.
Practice 15 Representative members of a unit participate in its staffing activities.
Practice 16 Workforce reduction and other outplacement activities, when required, are conducted according to the organization’s policies and procedures.
Practice 17 Discharges for unsatisfactory performance or other valid reasons are conducted according to the organization’s policies and procedures.

Practice 18 Causes of voluntary resignation from the organization are identified and addressed.
	

	BP3: Define evaluation criteria. Define objective criteria that can be used to evaluate candidates and assess staff performance. 
	
	
	Performance Management practices

Practice 2 The unit’s performance objectives are periodically reviewed as business conditions or work commitments change, and, if necessary, they are revised.
Practice 3 Those accountable for the accomplishment of unit performance objectives track and manage unit performance.
Practice 4 Performance objectives based on committed work are documented for each individual on a periodic or event-driven basis.

Practice 5 Performance objectives for each individual are reviewed on a periodic or event-driven basis, and, if necessary, they are revised.
Practice 6 Those responsible for performance management activities maintain ongoing communication about the performance of committed work with those whose performance they manage.

Practice 7 Those responsible for managing the performance of others maintain an awareness of accomplishments against performance objectives for each of the individuals whose performance they manage.

Practice 8 Potential improvements in process, tools, or resources, which could enhance an individual’s performance of committed work, are identified, and actions are taken to provide them.
Practice 9 The accomplishments of individuals against their performance objectives are documented and discussed on a periodic or event driven basis according to a documented procedure.
Practice 10 If performance problems occur, they are discussed with the appropriate individual(s).
Practice 11 Performance improvement plans are developed for resolving persistent performance problems according to a documented procedure.
Practice 12 Progress against a documented performance improvement plan is periodically evaluated, discussed, and documented.

Practice 13 Guidelines for recognizing or rewarding outstanding performance are developed and communicated.
Practice 14 Recognition or rewards are made on an appropriate basis as events occur that justify special attention.
	To engage workforce to enable it and organization to adapt to change and to succeed.



	BP4: Recruit qualified staff. Establish a systematic program for recruitment of staff competent to meet the needs of the organization. 
	
	
	Compensation practices

Practice 3 When appropriate, the workforce provides inputs for developing or revising components of the organization’s compensation strategy.
Practice 4 A documented compensation plan is prepared periodically for administering compensation activities needed to execute the compensation strategy.
Practice 5 The compensation plan is designed to maintain equity in administering the compensation strategy.
Practice 6 The organization’s compensation strategy is communicated to the workforce.
Practice 7 Each individual’s compensation package is determined using a documented procedure that is consistent with the organization’s compensation policy, strategy, and plan.
Practice 8 Compensation adjustments are made based, in part, on each individual’s documented accomplishments against their performance objectives.
Practice 9 Decisions regarding an individual’s compensation package are communicated to the individual.
Practice 10 Responsible individuals periodically review compensation packages for those whose compensation they administer to ensure they are equitable and consistent with the organization’s compensation policy, strategy, and plan. 
Practice 11 Action is taken to correct inequities in compensation or other deviations from the organization’s policy, strategy, and plan.
	To create and maintain a high-performance

workplace



	BP5: Develop staff skills and competencies. Define and provide opportunities for development of the skills and competencies of staff. 
	ppl02

Personnel competencies

Develop sourcing competencies needed by individual with sourcing responcibilities to perform their assignement
ppl03

Organizational sourcing competency

Define and manage workforce comptency focuced on sourcing accross the organization 


	ppl08

Personnel Competencies

Meet the identified personnel needs by providing training

ppl06

WorkforceCompetencies

Develop the workforce competencies needed to achieve organizational objectives

ppl07

Plan & Deliver Training

Establish and implement procedures to plan and deliver training
	Workforce planning practices

Practice 2 Measurable objectives are established for developing the organization’s capability in each of its selected workforce competencies.
Practice 3 A competency development plan is produced for each of the organization’s selected workforce competencies.
Practice 4 Competency development plans are reviewed and revised on a periodic and event-driven basis. 
Practice 5 The organization establishes and maintains a strategic workforce plan to guide its workforce practices and activities. 
Practice 6 Units plan workforce activities to satisfy current and strategic competency needs. 
Practice 7 Units review and revise plans for workforce activities on a periodic and event-driven basis. 
Practice 8 The organization develops succession plans for its critical positions. 
Practice 9 The organization’s performance in meeting the objectives of its strategic workforce plan is tracked. 
Practice 10 Progress in meeting the objectives of the competency development plan for each of the organization’s workforce competencies is tracked. 
Practice 11 Each unit’s performance in conducting its planned workforce activities is tracked.
	To ensure workforce engagement, development,

and management in an integrated way (i.e., aligned with

organization’s strategic objectives and action plans).


	BP6: Define team organization for projects and tasks. Define the structure and operating rules under which teams undertaking projects and/or tasks operate. 
	ppl04

Define roles

Define and communicate the roles and responsibilities or sourcing personnel  accross the organization

ppl01

Assign sourcing responsibilities

Assign roles and responsibilities to sourcing personnel based on appropriate personnel competencies
	ppl05

Define roles

Define and communicate the roles, responsibilities and authority of personnel  in the organization

ppl04

Assign responsibilities

Assign roles and responsibilities to personnel based on appropriate personnel competencies
	Career Development practices

Practice 2 Career promotions are made in each area of graduated career opportunities based on documented criteria and procedures. 
Practice 3 Graduated career opportunities and promotion criteria are periodically reviewed and updated.
Practice 4 Affected individuals periodically evaluate their capabilities in the workforce competencies relevant to their career objectives.
Practice 5 Affected individuals create and maintain a personal development plan to guide their training and career options.
Practice 6 Career options and development in the organization’s workforce competencies are discussed with affected individuals on a periodic or event-driven basis.
Practice 7 Affected individuals pursue training and development opportunities that enhance their career options and capabilities in the organization’s workforce competencies.
Practice 8 Affected individuals pursue training and development opportunities that enhance their career options and capabilities in the organization’s workforce competencies.


	To engage workforce, to enable it and organization to adapt to change and to succeed

	BP7: Empower project teams. Empower teams to perform their job, by ensuring that they have:

- an understanding of their job;

- a shared vision or sense of common interest;

- appropriate mechanisms or facilities for communication; and

- support from management for what they are trying to accomplish. 
	
	
	Competency-Based Practices

Practice 2 Selection processes are enhanced to evaluate each candidate’s potential for contributing to organizational and unit objectives for capability in workforce competencies.
Practice 3 Staffing decisions are made, in part, to achieve the competency development objectives of the organization and the career objectives of qualified candidates. 
Practice 4 Transition activities provide orientation to workforce competencies.
Practice 5 Work assignments are designed, in part, to enhance personal and career development objectives.
Practice 6 Each unit documents performance objectives for developing workforce competencies.
Practice 7 Each individual documents performance objectives for developing additional capability in the organization’s workforce competencies.
Practice 8 Ongoing discussions of work performance include feedback on an individual’s development and application of relevant workforce competencies.
Practice 9 Each individual’s performance is assessed, in part, against the objectives of their personal development plan.
Practice 10 The compensation strategy is established and maintained, in part, to increase the organization’s capability in its workforce competencies.

Practice 11 Compensation practices are defined to support capability objectives within each workforce competency.
Practice 12 Adjustments to compensation are partly determined by each individual’s development and application of relevant workforce competencies.
Practice 13 Recognition and rewards for developing or applying workforce competencies are provided, when appropriate, at the individual, workgroup, or unit levels.
Practice 14 As the definition or requirements of its workforce competencies change, the organization re-evaluates its workforce policies and practices and adjusts them, as needed.


	

	BP8: Maintain project team interactions. Obtain and maintain agreement on the management of interactions between teams. 
	
	
	
	

	BP9: Evaluate staff performance. Evaluate the performance of staff, in respect of their contributions to the goals of the organization as a whole. Ensure that feedback is discussed with the staff. 
	
	
	
	

	BP10: Provide feedback on performance. Ensure that feedback is provided to staff on the results of any performance evaluations performed. 
	
	ppl09

Performance feedback

Establish and implement procedures to provide feedback on performance to personnel
	
	

	BP11: Motivate personnel, e.g., through career development and reward mechanisms.
	
	ppl10

Carrer Development

Establish and implement procedures to provide  personnel with opportunities for carrer development.

ppl11 Rewards

Provide rewards and recognition that encourage the achievement of organizational objectives.
	
	To support workforce climate, capability and capacity needs



	BP12: Maintain staff records. Maintain adequate records of staff, including not only personnel details, but also information on skills, training completed, and performance evaluations. 
	
	
	
	

	
	
	ppl03

Work environment

Establish and maintain a work environment that enable personnel to work effectively
	
	


Enterprise Architecture

	Enterprise SPICE Process 
	COBIT V4.1
	ITIL v3 Processes
	Federal Enterprise Architecture Practice Guidance

	Enterprise Architecture  
	
	
	

	Purpose
	PO3 Determine technology direction


	ITIM: Managing the succession of information systems;  Using IT to drive strategic business change 
	

	The purpose of the Enterprise Architecture process is to establish and maintain an architecture for the enterprise that is envisioned to facilitate mission success.
	
	
	

	Outcomes: 
	Goals 
	
	

	1) Recognized and credible standards and models are adopted to guide the deployment and maintenance of an enterprise architecture.
	
	
	

	2)  An architecture framework is established for the enterprise, based on adopted models and standards. 
	PO2 Define the information architecture
	
	Section 2, Step 4: Select a segment and identified resources needed to develop segment architecture

	3)  A description of the current enterprise architecture is maintained in terms of the selected architecture framework.
	
	
	Section 4 Transition Strategy Step 0: Establish Baseline and Target Architectures 



	4)  A description of the target enterprise architecture is established and maintained that is based on analysis of mission needs.


	PO3.3 Monitor Future Trends and Regulations
	
	Section 3 Step 1: Architectural Analysis 

Section 2, Step 1: Define and prioritize business and information management needs, and architectural change drivers
Section 3 Step 2: Architectural Definition

Section 4 Transition Strategy Step 0: Establish Baseline and Target Architectures 

	5)  Transition planning to achieve the target enterprise architecture is maintained and executed.


	PO3.2 Create and maintain a technology infrastructure plan that is in accordance with the IT strategic and tactical plans.
	
	Section 4 Transition Strategy Step 5: Define Programs and Projects

	Base Practices
	
	
	

	BP1: Adopt Standards. Adopt standards to guide the enterprise architecture program. [Outcome 1]
	PO3.5 IT Architecture Board

Establish an IT architecture board to provide architecture guidelines
	
	

	BP2: Establish a Framework.  Establish the dimensions that constitute the state of the enterprise appropriate to each segment of the enterprise that will be used to define the nature and performance of the enterprise, based on the adopted standards. [Outcome 2]
	
	
	Step 4: Select a segment and identified resources needed to develop segment

architecture



	BP3: Maintain Architecture Description. Document and maintain a description of the architecture and its components that will be used as a baseline to measure and improve performance. [Outcome 3]
	
	
	Section 1 Step 1 Architectural Analysis

- determine current scope and operational environment

- primary change drivers

- current systems and resources

- deficiencies or inhibitors to success

	BP4:  Identify Opportunities and Technologies.  Analyze mission needs and technologies to identify new products and technologies to support them. [Outcome 4]
	PO3.4 Technology Standards ….establish a technology forum to provide

technology guidelines, advice on infrastructure products and guidance on the selection of technology, and measure compliance with

these standards and guidelines.
	Portfolio Criteria Activity 1. The enterprise wide investment board approves the core IT portfolio selection criteria, including CBSR criteria, based on the organization's mission, goals, strategies, and priorities.
	Section 4 Transition Strategy Step 1: Perform Redundancy and Gap Analyses



	BP5: Determine Desired State.  Determine and maintain a description of the desired characteristics and performance of the architecture components, based on mission needs and the current performance.  [Outcome: 4]
	PO3.3 Monitor Future Trends and Regulations
	Creating Portfolio Activity 1.  Each IT investment board examines the mix of new and ongoing investments and their respective data and analyses and selects investments for funding.
	Section 4 Transition Strategy Step 0: Establish Baseline and Target Architectures 



	BP6: Establish Phases. Establish measurable increments or phases in achieving the target architecture. [Outcome 5].
	
	Improving Portfolio Performance Activity 1. IT portfolio performance measurement data are defined and collected using agreed-upon methods.
	Section 4 Transition Strategy Step 3: Lay out the Enterprise Sequencing Plan



	BP7: Achieve the Target Architecture.  Plan and exeute a program to achieve the targeted architecture increments. [Outcome 5]
	PO3.2 Create and maintain a technology infrastructure plan that is in accordance with the IT strategic and tactical plans.
	Evaluating the Portfolio Activity 1. Data on performance of the IT portfolio are defined and collected consistent with portfolio performance criteria.

Activity 2. Adjustments to the IT investment portfolio are executed in response to actual portfolio performance.
	Section 4 Step 5: Define Programs and Projects

Step 4 Develop a detailed, executable program management plan describing individual implementation projects.




Project Management

	Enterprise SPICE Process 
	iCMM
	PMBOK 4th. ed.
	ITIL v3 Processes
	ISO 20000-2 

	Project Management 
	PA 11 Project Management
	
	Service reporting (SR) / Capacity Management (CM)
	4. 1. Plan Service Management

	Purpose
	
	
	
	

	The purpose of the Project Management process is to ensure the project achieves its objectives by initiating, planning, executing, monitoring, controlling and closing the project activities and resources.
	The purpose of Project Management is to ensure the project achieves its objectives, by planning, directing, tracking, and controlling the activities necessary for development and delivery of required products and services.
	Project management is the application of knowledge, skills, tools and techniques to project activities to meet the project requirements.

	The purpose of the Service Reporting process is to verify – through its reporting activity – whether identified needs and customer requirements have been properly accomplished

The purpose of the Capacity Management process is to ensure that cost-justifiable IT capacity in all areas of IT always exists and is matched to the current and future agreed needs of the business, in a timely manner’.


	To plan the implementation and delivery of service management

	Outcomes: 
	Goals
	PM Process Groups
	
	

	8) The project is initiated and authorized, moving from the feasibility study. (Initiating) 
	
	Initiating Process Group
	
	a) a service management strategy is defined and implemented; [ISO/IEC 20000-1:2005, 3.1, 4.1, 4.2]
c) management ensures that customer requirements are determined and met; [ISO/IEC 20000-1:2005, 3.1.§2 c)]


	9) Project plan(s) are established and maintained in order to attain the objectives and scope that the project was undertaken to address. (Planning)
	1. Project plans are established, maintained, and executed to provide required products and services that reflect customer and stakeholder needs.
	Planning Process Group
	
	b) management commitment to establishing and maintaining SMS is demonstrated; [ISO/IEC 20000-1:2005, 4.1.§1]
f) SMS is aligned to organization goals;



	10) Estimates of schedule and task resources are provided with supportable rationale. (Planning)

	
	Planning Process Group
	
	

	11) People and other resources are managed to carry out the project plan for the project. (Executing)
	3. Commitments related to the project are established and maintained.
	Executing Process Group
	
	g) resources are made available to plan, implement, monitor, review and improve service delivery and management. [ISO/IEC 20000-1:2005, 3.1.§2 e), 4.2 §1, 4.2 § 1b and 1e)]



	12) Progress and risks are  regularly measured and monitored to identify variances from the project plan (Monitoring)
	4. Progress of the project is evaluated against its plans.
	Monitoring and Controlling Process Group
	
	d) risks to the services are assessed and managed; [ISO/IEC 20000-1:2005, 3.1.3]


	13) Corrective actions are taken when necessary to meet project objectives and are managed to closure.   (Controlling)
	5. Corrective actions are taken when appropriate and managed to closure.  
	Monitoring and Controlling Process Group
	
	

	14) Completion of the product, service or results is formalized and the project or project phase is brought to an orderly end (Closing).
	
	Closing Process Group
	
	

	15) Effort/Cost estimates with schedule and tasks resources is provided (Planning).
	2. Estimates of the project’s planning parameters are established and maintained to support resource estimates.
	Planning Process Group
	
	e) management ensures that monitoring and measurement of services and service management processes are determined and met; [ISO/IEC 20000-1:2005, 3.2.4]


	NOT COVERED
	
	
	
	

	Base Practices (BP)
	
	
	
	

	BP 01 Define project objectives, scope, and outputs:  Define project objectives, scope, and the work products and services that are to be provided by the project.  [Outcome 1]


	BP 11.01 
Define project objectives, scope, and outputs:  Define project objectives, scope, and the work products and services that are to be provided by the project. 


	
	
	ITSM-MAN.1.BP1: Define and implement SMS strategy. [Outcome: a]
ITSM-MAN.1.BP2: Establish and communicate the service

management policy and objectives. Ensure that the SMS policy is communicated and understood within the organisation. [Outcome: b]
ITSM-MAN.1.BP3: Determine and document service requirements.

Determine and document service requirements from the business needs and customer requirements. [Outcome: c].


	BP 02 Define the life-cycle approach and activities: Define the life-cycle approach that will be used and define and sequence the activities needed to achieve project outputs. [Outcome 1]


	
	
	
	

	BP 03 Define stakeholders. Stakeholders and interfaces between elements in the project, and with other project and organizational units, are identified. [Outcome 1]


	
	
	
	

	BP 04 Estimate planning parameters: Estimate and document the work product and task planning parameters that provide a basis for resource estimates. [Outcome 2]


	
	
	
	

	BP 05  Estimate project resource requirements:  Estimate BP 01 Define project objectives, scope, and outputs:  Define project objectives, scope, and the work products and services that are to be provided by the project.  [Outcome 1]


	
	
	
	

	BP 02 Define the life-cycle approach and activities: Define the life-cycle approach that will be used and define and sequence the activities needed to achieve project outputs. [Outcome 1]


	BP 11.02  
Define the activities and life-cycle approach: Define the activities needed to achieve project outputs and the life-cycle approach that will be used.


	
	
	

	BP 03 Define stakeholders. Stakeholders and interfaces between elements in the project, and with other project and organizational units, are identified. [Outcome 1]


	
	
	
	

	BP 04 Estimate planning parameters: Estimate and document the work product and task planning parameters that provide a basis for resource estimates. [Outcome 2]


	BP 11.03
Estimate planning parameters: Estimate and document the work product and task planning parameters that provide a basis for resource estimates.


	
	
	

	BP 05  Estimate project resource requirements:  Estimate the project effort, cost, schedule and other resource requirements. [Outcome 2]


	BP 11.04  
Estimate project resource requirements:  Estimate the project effort, cost, and other resource requirements. 


	
	
	ITSM-MAN.1.BP6: Ensure the provision of resources. Determine the resources necessary to plan, implement, monitor, review and improve the service management system. Resources include financial resources, infrastructure, systems and tools, appropriately knowledgeable and skilled personnel. [Outcome: b, g].


	BP 06 Establish schedules: Develop schedules for the project. [Outcome 1]


	BP 11.05 
Establish schedules: Develop management and technical schedules for the project.


	
	
	

	BP 07 Establish budget. Develop budget for the project. [Outcome 1]


	
	
	
	

	BP 08 Plan the quality. Identify the quality requirements and/or standards for the project or product and document how the project will demonstrate compliance. [Outcome 1]

	
	
	
	

	BP 09 Develop the human resource plan. Identify the experience, knowledge and skill requirements of the project and apply them to the selection of individuals and teams. Identify the specific individuals and groups contributing to, and impacted by, the project, allocate them their specific responsibilities, and ensure that the commitments are understood and accepted, funded and achievable. [Outcome: 1]

	BP 11.08 
Organize to meet project objectives: Identify individuals or teams that will be assigned the resources and responsibilities for meeting project objectives.
	
	
	

	BP 10 Plan communications. Determine project stakeholder information needs and define a communication approach. [Outcome 1]

	BP 11.09 
Direct the project: Communicate project plans, direction, corrective actions, and status, and coordinate project activities. 


	
	
	

	BP 11 Plan risks. Identify and analyze risks which may affect the project. Develop alternatives and actions in order to enhance opportunities and to reduce threats to the project objectives. [Outcome 1]

	
	
	
	ITSM-MAN.1.BP7: Identify and manage service risks. [Outcome: d] 
NOTE: Risk management is described in process ITSM-MAN.8 Risk management for ITSM.


	BP 12 Plan procurements. Plan and document project purchasing decisions. [Outcome 1] 


	
	
	
	ITSM-MAN.1.BP6: Ensure the provision of resources. Determine the resources necessary to plan, implement, monitor, review and improve the service management system. Resources include financial resources, infrastructure, systems and tools, appropriately knowledgeable and skilled personnel. [Outcome: b, g].


	BP 13 Establish and maintain plans: Establish and maintain a complete set of plans for providing the products and services throughout the project life cycle. [Outcome 1]


	BP 11.06  
Establish and maintain plans: Establish and maintain a complete set of plans for providing the products and services throughout the project life cycle.


	
	
	ITSM-MAN.1.BP4: Create SMS plan. Establish the scope of the SMS. Plan service management in the context of the service management policy, business needs and customer requirements. [Outcome. b]
ITSM-MAN.1. BP5: Create and maintain a documented service management plan. [Outcome. b]


	BP 14 Establish commitment: Establish and maintain commitment of affected groups and individuals to project objectives and plans, and commitment of resources as identified in the plan. [Outcome 1]


	BP 11.07 
Establish commitment: Establish and maintain commitment of affected groups and individuals to project objectives and plans, and commitment of resources as identified in the plan.


	
	
	

	BP 15 Acquire, develop and manage project team. Identify individuals or teams that will be assigned the resources and responsibilities for meeting project objectives. Improve the competencies of the team. Track team member performance, provide feedback, resolve issues and manage changes to optimize project performance. [Outcome 3]


	
	
	
	

	BP 16 Direct and manage project execution: Perform the work defined in the project plan to achieve the project’s objectives. [Outcome 3]


	
	
	
	

	BP 17 Distribute information. Make relevant or established information available to project stakeholders as planned. [Outcome 3]


	
	
	
	

	BP 18 Manage Stakeholder expectations. Communicate and work with stakeholders to meet their needs and address issues as they occur. [Outcome 3]


	
	
	
	

	BP 19 Monitor Project Performance: Monitor and track project activities and results against plans and baseline. [Outcome 4]


	BP 11.10 
Monitor Project Performance: Monitor and track project activities and results against plans.
	
	
	ITSM-MAN.1. BP5: Create and maintain a documented service management plan. [Outcome. b]
ITSM-MAN.1.BP8: Monitor and measure services and SMS processes [Outcome: e]

NOTE: Measurement is described in process ITSM-MAN.4 Measurement

for ITSM


	BP 20 Review and Analyze Project Performance: Conduct formal and informal reviews of project performance and analyze variances from
 plans. [Outcome 4]


	BP 11.11  
Review and Analyze Project Performance: Conduct formal and informal reviews of project performance and analyze variances from
 plans. 


	
	
	ITSM-MAN.1.BP9: Provide reviewing framework. Plan and conduct management reviews of SMS objectives and plan for continuing suitability, adequacy and effectiveness. [Outcome: b]



	BP 21 Take Corrective Action: Take corrective actions to address problems. [Outcome 4]


	BP 11.12  
Take Corrective Action: Take corrective actions to address problems. 


	
	
	

	BP 22 Close project. Complete the project formally. [Outcome 5] the project effort, cost, schedule and other resource requirements. [Outcome 2]


	
	
	
	


	Enterprise SPICE Process 
	CMMI-DEV v1.2
	ISO/IEC 15504-5:2006
	ISO/IEC 12207:2008
	COBIT v4.1

	Project Management 
	Project Planning (PP) / Project Monitoring & Control (PMC)
	MAN.3 – Project Management
	6.3 Project Planning Process (PP)

6.4 Project Assessment and Control (PAC)
	PO10 Manage Projects

	Purpose
	
	
	
	

	The purpose of the Project Management process is to ensure the project achieves its objectives by initiating, planning, executing, monitoring, controlling and closing the project activities and resources.
	· PP: The purpose of Project Planning (PP) is to establish and maintain plans that define project activities

· PMC: the purpose of Project Monitoring and Control (PMC) is to provide an understanding of the project’s progress so that appropriate corrective actions can be taken when the project’s performance deviates significantly from the plan


	The purpose of the Project management process is to identify, establish, co-ordinate, and monitor the activities, tasks, and resources necessary for a project to produce a product and/or service, in the context of the project’s requirements and constraints
	PP: The purpose of the Project Planning Process is to produce and communicate effective and workable project plans. This process determines the scope of the project management and technical activities, identifies process outputs, project tasks and deliverables, establishes schedules for project task conduct, including achievement criteria, and required resources to accomplish project tasks.

PAC: The purpose of the Project Assessment and Control Process is to determine the status of the project and ensure that the project performs according to plans and schedules, within projected budgets and it satisfies technical objectives.

This process includes redirecting the project activities, as appropriate, to correct identified deviations and variations from other project management or technical processes. Redirection may include replanning as appropriate.
	A programme and project management framework for the management of all IT projects is established. The framework ensures the correct prioritisation and co-ordination of all projects. The framework includes a master plan, assignment of resources, definition of deliverables, approval by users, a phased approach to delivery, QA, a formal test plan, and testing and post-implementation review after installation to ensure project risk management and value delivery to the business. This approach reduces the risk of unexpected costs and project cancellations, improves communications to and involvement of business and end users, ensures the value and quality of project deliverables, and maximizes their contribution to IT-enabled investment programmes.

	Outcomes: 
	TBC
	
	
	

	1) The project is initiated and authorized, moving from the feasibility study. (Initiating) 

	
	1) the scope of the work for the project is defined;
2) the feasibility of achieving the goals of the project with available resources and constraints are evaluated;

	a) the scope of the work for the project is defined; (PP)
b) the feasibility of achieving the goals of the project with available resources and constraints are evaluated; (PP)
	Project Management Guidelines

	2) Project plan(s) are established and maintained in order to attain the objectives and scope that the project was undertaken to address. (Planning)

	
	5) plans for the execution of the project are developed and implemented;

	d) interfaces between elements in the project, and with other project and organizational units, are identified; (PP)
e) plans for the execution of the project are developed;  (PP)

	Detailed Project Plans

	3) Estimates of schedule and task resources are provided with supportable rationale. (Planning)
	
	
	c) the tasks and resources necessary to complete the work are sized and estimated; (PP)

	

	4) People and other resources are managed to carry out the project plan for the project. (Executing)

	
	
	f) plans for the execution of the project are activated. (PP)
	

	5) Progress and risks are  regularly measured and monitored to identify variances from the project plan (Monitoring)

	
	6) progress of the project is monitored and reported; 

	a) progress of the project is monitored and reported; (PAC)

b) interfaces between elements in the project, and with other project and organizational units, are monitored; (PAC)


	Project performance Reports

Project risk Management Plan

	6) Corrective actions are taken when necessary to meet project objectives and are managed to closure.   (Controlling)

	
	7) actions to correct deviations from the plan and to prevent recurrence of problems identified in the project are taken when project targets are not achieved.

	c) actions to correct deviations from the plan and to prevent recurrence of problems identified in the project, are taken when project targets are not achieved; (PAC)

	

	7) Completion of the product, service or results is formalized and the project or project phase is brought to an orderly end (Closing).

	
	
	d) project objectives are achieved and recorded. (PAC)
	Updated IT Portfolio

	NOT COVERED


	
	
	
	

	Base Practices (BP)
	Specific Practices (SP) / Generic Practices (GP)
	
	
	

	BP 01 Define project objectives, scope, and outputs:  Define project objectives, scope, and the work products and services that are to be provided by the project.  [Outcome 1]


	PP, SP1.1 – Estimate the scope of the project


	MAN.3.BP1: Define the scope of work. Identify the project's objectives, motivation and boundaries and define the work to be undertaken by the project. [Outcome: 1]

MAN.3.BP3 Evaluate feasibility of the project. Evaluate the feasibility of achieving the goals of the project with available resources and constraints. [Outcome: 2]


	6.3.1.3.1.1 The manager shall establish the requirements of the project to be undertaken.


	PO10.3 Project Management Approach

Establish a project management approach commensurate with the size, complexity and regulatory requirements of each project. The project governance structure can include the roles, responsibilities and accountabilities of the programme sponsor, project sponsors, steering committee, project office and project manager, and the mechanisms through which they can meet those responsibilities (such as reporting and stage reviews). Make sure all IT projects have sponsors with sufficient authority to own the execution of the project within the overall strategic programme.
PO10.5 Project Scope Statement

Define and document the nature and scope of the project to confirm and develop amongst stakeholders a common understanding of project scope and how it relates to other projects within the overall IT-enabled investment programme. The definition should be formally approved by the programme and project sponsors before project initiation.

	BP 02 Define the life-cycle approach and activities: Define the life-cycle approach that will be used and define and sequence the activities needed to achieve project outputs. [Outcome 1]


	PP, SP1.3 – Define Project Lifecycle
	MAN.3.BP2: Define project life cycle. Define a life cycle and strategy for the project, appropriate to its scope, context, magnitude and complexity. [Outcome: 1]


	6.3.1.3.2.1 The manager shall prepare the plans for execution of the project.  

d) Allocation of tasks. 
j) Definition and maintenance of a life cycle model that is comprised of stages using the defined life cycle models for projects of the organization.

	

	BP 03 Define stakeholders. Stakeholders and interfaces between elements in the project, and with other project and organizational units, are identified. [Outcome 1]


	PP, SP2.6 – Plan Stakeholder Involvement 
	MAN.3.BP8: Identify and monitor project interfaces. Identify and agree interfaces of the project with other projects, organizational units and other affected parties and monitor agreed commitments. [Outcome: 4]


	6.3.1.3.2.1 The manager shall prepare the plans for execution of the project. 

c) Adequate resources needed to execute the tasks.

e) Assignment of responsibilities.

	

	BP 04 Estimate planning parameters: Estimate and document the work product and task planning parameters that provide a basis for resource estimates. [Outcome 2]


	PP, SP1.2 – Establish Estimates of Work Product and Task Attributes
	MAN.3.BP4: Determine and maintain estimates for project attributes. Define and maintain baselines for project attributes. [Outcome: 2,3] 


	
	

	BP 05  Estimate project resource requirements:  Estimate the project effort, cost, schedule and other resource requirements. [Outcome 2]

	PP, SP2.4 – Plan for Project Resources
	MAN.3.BP5: Define project activities and tasks. Identify project activities and tasks according to defined project lifecycle, and define dependencies between them. [Outcome: 3]


	6.3.1.3.1.2 Once the project requirements are established, the manager shall establish the feasibility of the project by checking that the resources (personnel, materials, technology, and environment) required to execute and manage the project are available, adequate, and appropriate and that the time-scales to completion are achievable.

6.3.1.3.1.3 As necessary, and by agreement of all parties concerned, the requirements of the project may be modified at this point to achieve the completion criteria.

	PO10.8 Project Resources

Define the responsibilities, relationships, authorities and performance criteria of project team members, and specify the basis for acquiring and assigning competent staff members and/or contractors to the project. The procurement of products and services required for each project should be planned and managed to achieve project objectives using the organisation’s procurement

practices.

	BP 06 Establish schedules: Develop schedules for the project. [Outcome 1]


	PP, SP2.1 – Establish Budget & Schedule
	MAN.3.BP7: Define project schedule. Allocate resources to activities and determine the sequence and schedule of performance of activities within the project. [Outcome: 5] 


	6.3.1.3.2.1 The manager shall prepare the plans for execution of the project.  

a) Schedules for the timely completion of tasks.
b) Estimation of effort.

	

	BP 07 Establish budget. Develop budget for the project. [Outcome 1]


	PP, SP2.1 – Establish Budget & Schedule
	
	6.3.1.3.2.1 The manager shall prepare the plans for execution of the project. 

h) Costs associated with the process execution.

	

	BP 08 Plan the quality. Identify the quality requirements and/or standards for the project or product and document how the project will demonstrate compliance. [Outcome 1]

	PP, GP2.2  - Plan the Process


	
	6.3.1.3.2.1 The manager shall prepare the plans for execution of the project. 

g) Quality assurance measures to be employed throughout the project.

	PO10.10 Project Quality Plan

Prepare a quality management plan that describes the project quality system and how it will be implemented. The plan should be formally reviewed and agreed to by all parties concerned and then incorporated into the integrated project plan.

PO10.12 Project Planning of Assurance Methods

Identify assurance tasks required to support the accreditation of new or modified systems during project planning, and include them in the integrated project plan. The tasks should provide assurance that internal controls and security features meet the defined requirements.



	BP 09 Develop the human resource plan. Identify the experience, knowledge and skill requirements of the project and apply them to the selection of individuals and teams. Identify the specific individuals and groups contributing to, and impacted by, the project, allocate them their specific responsibilities, and ensure that the commitments are understood and accepted, funded and achievable. [Outcome: 1]

	PP, SP2.4 – Plan for Project Resources
	MAN.3.BP6: Define needs for experience, knowledge and skills. Identify the experience, knowledge and skill requirements of the project and apply them to the selection of individuals and teams. [Outcome: 3]
MAN.3.BP9: Allocate responsibilities. Identify the specific individuals and groups contributing to, and impacted by, the project, allocate them their specific responsibilities, and ensure that the commitments are understood and accepted, funded and achievable. [Outcome: 5]

	6.3.1.3.2.1 The manager shall prepare the plans for execution of the project.

 c) Adequate resources needed to execute the tasks.
e) Assignment of responsibilities.

	PO10.8 Project Resources

Define the responsibilities, relationships, authorities and performance criteria of project team members, and specify the basis for acquiring and assigning competent staff members and/or contractors to the project. […]

	BP 10 Plan communications. Determine project stakeholder information needs and define a communication approach. [Outcome 1]

	PP, GP2.7 – Identify and Involve Relevant Stakeholders
	
	
	

	BP 11 Plan risks. Identify and analyze risks which may affect the project. Develop alternatives and actions in order to enhance opportunities and to reduce threats to the project objectives. [Outcome 1]

	PP, SP2.2 – Identify Project Risk
	
	6.3.1.3.2.1 The manager shall prepare the plans for execution of the project.

 f) Quantification of risks associated with the tasks or the process itself.
h) Costs associated with the process execution.

	PO10.9 Project Risk Management

Eliminate or minimise specific risks associated with individual projects through a systematic process of planning, identifying, analysing, responding to, monitoring and controlling the areas or events that have the potential to cause unwanted change. Risks faced by the project management process and the project deliverable should be established and centrally recorded.

	BP 12 Plan procurements. Plan and document project purchasing decisions. [Outcome 1] 


	PP, GP2.3 – Provide Resources
	
	6.3.1.3.2.1 The manager shall prepare the plans for execution of the project.  

c) Adequate resources needed to execute the tasks.
h) Costs associated with the process execution.
i) Provision of environment and infrastructure.

	PO10.8 Project Resources

[…] The procurement of products and services required for each project should be planned and managed to achieve project objectives using the organisation’s procurement

practices.

	BP 13 Establish and maintain plans: Establish and maintain a complete set of plans for providing the products and services throughout the project life cycle. [Outcome 1]


	PP, SP2.7 – Establish the Project Plan
	MAN.3.BP10: Establish project plan. Define and maintain project master plan and other relevant plans to cover the project scope and goals, resources, infrastructure, interfaces and communication mechanisms. [Outcome: 5]

	6.3.1.3.2.1 The manager shall prepare the plans for execution of the project.  

j) Definition and maintenance of a life cycle model that is comprised of stages using the defined life cycle models for projects of the organization.

	PO10.7 Integrated Project Plan

Establish a formal, approved integrated project plan (covering business and information systems resources) to guide project execution and control throughout the life of the project. The activities and interdependencies of multiple projects within a programme should be understood and documented. The project plan should be maintained throughout the life of the project. The project plan, and changes to it, should be approved in line with the programme and project governance framework.

	BP 14 Establish commitment: Establish and maintain commitment of affected groups and individuals to project objectives and plans, and commitment of resources as identified in the plan. [Outcome 1]


	PP, SG3 – Commitment to the Plan
	
	6.3.1.3.3.1 The manager shall obtain authorization for the project.


	PO10.4 Stakeholder Commitment

Obtain commitment and participation from the affected stakeholders in the definition and execution of the project within the context of the overall IT-enabled investment programme.

	BP 15 Acquire, develop and manage project team. Identify individuals or teams that will be assigned the resources and responsibilities for meeting project objectives. Improve the competencies of the team. Track team member performance, provide feedback, resolve issues and manage changes to optimize project performance. [Outcome 3]


	PP, GP 2.3 – Provide Resources
	
	6.3.1.3.3.2 The manager shall submit requests for necessary resources to perform the project.


	PO10.8 Project Resources

Define the responsibilities, relationships, authorities and performance criteria of project team members, and specify the basis for acquiring and assigning competent staff members and/or contractors to the project. […]

	BP 16 Direct and manage project execution: Perform the work defined in the project plan to achieve the project’s objectives. [Outcome 3]


	PP, GP2.2 – Plan the Process
	MAN.3.BP11: Implement the project plan. Implement planned activities of the project, record status of progress and report the current status to affected parties. [Outcome: 5, 6]

	6.3.1.3.3.3 The manager shall initiate the implementation of the project plan/s to satisfy the objectives and criteria set, exercising control over the project
	

	BP 17 Distribute information. Make relevant or established information available to project stakeholders as planned. [Outcome 3]


	PP, SG3 – Commitment to the Plan
	
	
	PO10.13 Project Performance Measurement, Reporting and Monitoring



	BP 18 Manage Stakeholder expectations. Communicate and work with stakeholders to meet their needs and address issues as they occur. [Outcome 3]


	PP, SP2.6 – Plan Stakeholder Involvement
	
	
	

	BP 19 Monitor Project Performance: Monitor and track project activities and results against plans and baseline. [Outcome 4]


	PMC, GP2.8 – Monitor & Control the Process
	MAN.3.BP12: Monitor project attributes. Monitor project scope, budget, cost, resources and other necessary attributes and document significant deviations of them against the project baseline. [Outcome: 6] 


	6.3.2.3.1.1 The manager shall monitor the overall execution of the project, providing both internal reporting of the project progress and external reporting to the acquirer as defined in the contract.
6.3.2.3.2.2 The manager shall report, at agreed points, the progress of the project, declaring adherence to the plans and resolving instances of the lack of progress. These include internal and external reporting as required by the organizational procedures and the contract.


	PO10.13 Project Performance Measurement, Reporting and Monitoring

Measure project performance against key project performance scope, schedule, quality, cost and risk criteria. Identify any deviations from the plan. Assess the impact of deviations on the project and overall programme, and report results to key stakeholders. 

Recommend, implement and monitor remedial action, when required, in line with the programme and project governance framework.

	BP 20 Review and Analyze Project Performance:  conduct formal and informal reviews of project performance and analyze variances from plans. [Outcome 4]


	PMC, SP2.1 – Analyze Issues
	MAN.3.BP13: Review progress of the project. Regularly report and review the status of the project performance against the project plan. [Outcome: 6] 

	6.3.2.3.2.1 The manager shall investigate, analyze, and resolve the problems discovered during the execution of the project. The resolution of problems may result in changes to plans. It is the manager's responsibility to ensure the impact of any changes is determined, controlled, and monitored. Problems and their resolution shall be documented.

	PO10.11 Project Change Control

Establish a change control system for each project, so all changes to the project baseline (e.g., cost, schedule, scope, quality) are appropriately reviewed, approved and incorporated into the integrated project plan in line with the programme and project governance framework.

	BP 21 Take Corrective Action: Take corrective actions to address problems. [Outcome 4]


	PMC, SP2.2 – Take Corrective Actions
	MAN.3.BP14: Act to correct deviations. Take action when project goals are not achieved, to correct deviations from the plan and to prevent recurrence of problems identified in the project. Update project plans accordingly. [Outcome: 7]

	6.3.2.3.3.1 The manager shall ensure that the software products and plans are evaluated for satisfaction of requirements.

6.3.2.3.3.2 The manager shall assess the evaluation results of the software products, activities, and tasks completed during the execution of the project for achievement of the objectives and completion of the plans.

NOTE The manager uses assessment results to take steps to prevent future recurrence of problems identified on the

project.
	PO10.11 Project Change Control

Establish a change control system for each project, so all changes to the project baseline (e.g., cost, schedule, scope, quality) are appropriately reviewed, approved and incorporated into the integrated project plan in line with the programme and project governance framework.

	BP 22 Close project. Complete the project formally. [Outcome 5] the project  effort, cost, schedule and other resource requirements. [Outcome 2]


	---

	MAN.3. BP15: Perform project close-out review. Perform a review of the performance of the project in order to provide an experience record for establishing the feasability of future projects and updating historical estimating data. [Outcome 2, 3]
	6.3.2.3.4.1 When all software products, activities, and tasks are completed, the manager shall determine whether the project is complete taking into account the criteria as specified in the contract or as part of

organization's procedure.
6.3.2.3.4.2 These results and records shall be archived in a suitable environment as specified in the contract.
	PO10.14 Project Closure

Require that, at the end of each project, the project stakeholders ascertain whether the project delivered the planned results and benefits. Identify and communicate any outstanding activities required to achieve the planned results of the project and the benefits of the programme, and identify and document lessons learned for use on future projects and programmes.


	NOT COVERED
	
	
	
	PO10.1 Programme Management Framework

Maintain the programme of projects, related to the portfolio of IT-enabled investment programmes, by identifying, defining, evaluating, prioritising, selecting, initiating, managing and controlling projects. Ensure that the projects support the programme’s objectives. Co-ordinate the activities and interdependencies of multiple projects, manage the contribution of all the projects within the programme to expected outcomes, and resolve resource requirements and conflicts.
PO10.2 Project Management Framework

Establish and maintain a project management framework that defines the scope and boundaries of managing projects, as well as the method to be adopted and applied to each project undertaken. The framework and supporting method should be integrated with the programme management processes.
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15504-6 practices)
	ITIL v3
	ISO 20000

	Supplier Agreement Management
	PA 05 Outsourcing

PA 12 Supplier Agreement Management
	
	
	
	Supplier Management


	7.3 Supplier Management  

	Purpose:
	
	
	
	
	
	

	The purpose of the Supplier Agreement Management  process is to …

	PA05: to identify the portions of the solution and support structure that are to be provided from outside the organization, identify potential sources, and select the supplier for the needed capability. 

PA12:  to ensure that the activities described in agreements are being performed, and that evolving products and services will satisfy requirements described in agreements.
	
	  
	
	manage suppliers and the services they supply to provide seamless quality of IT service to the business ensuring value for money is obtained
	To manage suppliers to ensure the provision of seamless, quality services.

NOTE 1: The scope of this standard excludes the procurement of the suppliers.

NOTE 2: Suppliers may be used by the service provider for provision of some part of the service. It is the service provider who needs to demonstrate conformity to these supplier management processes.

	Outcomes:
	Goals
	
	
	
	
	

	
	PA05: 1. Needs for outsourcing are determined.
	
	
	
	Obtain value for money from supplier and contracts


	The service provider shall have documented supplier management processes and shall name a contract manager responsible for each supplier.

	
	PA05 2. Qualified suppliers are selected to provide solution or process components.  
	
	
	
	Ensure underpinning contracts and agreements with suppliers are aligned to business needs, and support and align with agreed targets in SLAs in conjunction with SLM


	The requirements, scope, level of service and communication processes to be provided by the supplier(s) shall be documented in SLAs or other documents and agreed by all parties.

	
	PA05: 3. A productive communications environment is established and maintained with potential suppliers.  
	
	
	
	Manage relationships with suppliers


	SLAs with the suppliers shall be aligned with the SLA(s) with the business.



	
	PA12: 1.The documented agreement is kept consistent with the acquirer’s requirements and relevant laws, policies, regulations, and other applicable guidance.
	
	
	
	Manage supplier performance 
	The interfaces between processes used by each party shall be documented and agreed.



	
	PA12: 2. Supplier performance, processes, products and services are reviewed and monitored to identify problems and to ensure that products and services conform to requirements.
	
	
	
	Negotiate and agree contracts with suppliers and manage them through their lifecycle


	Lead suppliers shall be able to demonstrate processes to ensure that subcontracted suppliers meet contractual requirements.



	
	PA12 3. Measurements are used to track the supplier’s performance.
	
	
	
	Maintain a supplier policy and supporting supplier and contract database (SCD)


	Performance against service level targets shall be monitored and reviewed. Actions for improvement identified during this process shall be recorded and input into a plan for improving the service.

	
	PA12 4. Communications between the acquirer and the supplier are established and maintained to foster a cooperative and productive agreement environment.
	
	
	
	
	All roles and relationships between lead and subcontracted suppliers shall be clearly documented.

	
	PA12 5. Acceptance of deliverable products or services is based on the supplier meeting the terms and conditions described in the agreement.
	
	
	
	
	Changes to the contract(s), if present, and SLA(s) shall follow from these reviews as appropriate or at other times as required. Any changes shall be subject to the change management process.

	Base Practices
	Base Practices
	
	
	
	
	

	BP1. Identify Needed Products or Services. Identify needed solution or process components that may be provided by other/outside organizations
	BP 05.01 Identify Needed Products or Services. Identify needed solution or process components that may be provided by other/outside organizations
	
	
	
	Identification of business need and preparation of business case (produce statement of requirement and/or invitation to tender; ensure conformance to strategy/policy; prepare initial business case including options, costs, timescales, targets, benefits, risk assessment)
	A process shall be in place to deal with the expected end of service, early end of the service or transfer of service to another party.



	BP2 Identify Competent Suppliers. Identify suppliers that have shown expertise or capability in the identified areas.
	BP 05.02 Identify Competent Suppliers. Identify suppliers that have shown expertise or capability in the identified areas.
	
	
	
	Evaluation and procurement of new contracts and suppliers (identify method of procurement, evaluation criteria, evaluate alternatives, select, negotiate, agree and award contract)
	Lead suppliers shall be able to demonstrate processes to ensure that subcontracted suppliers meet contractual requirements.



	BP3 Prepare for the Solicitation or Tasking. Prepare for the solicitation/tasking and the selection of a supplier, including objective review of estimates of cost for the services/products to be outsourced, a clear description of tasking, and inclusion of evaluation criteria in the solicitation/tasking package.
	BP 05.03 Prepare for the Solicitation or Tasking. Prepare for the solicitation/tasking and the selection of a supplier, including objective review of estimates of cost for the services/products to be outsourced, a clear description of tasking, and inclusion of evaluation criteria in the solicitation/tasking package.
	
	
	
	Establish new suppliers and contracts (set up contract, transition of services)


	A process shall exist to deal with contractual disputes.



	BP4 Choose Supplier. Choose suppliers in accordance with the selection strategy and criteria.
	BP 05.04 Choose Supplier. Choose suppliers in accordance with the selection strategy and criteria.
	
	
	
	Supplier and contract categorization (assessment, categorization, update of SCD)


	

	BP5 Communicate with Suppliers. Establish and maintain communication with suppliers emphasizing the needs, expectations, and measures of effectiveness held by the acquirer for the solution or process components that are being acquired.
	BP 05.05 Communicate with Suppliers. Establish and maintain communication with suppliers emphasizing the needs, expectations, and measures of effectiveness held by the acquirer for the solution or process components that are being acquired.
	
	
	
	Manage the supplier and contract performance (manage and control operation and delivery of services/products; monitor and report; review and improve; manage supplier and relationships; review service scope vs. business need, targets, agreement; plan for closure/renewal/extension)
	

	BP6 Use Planning Documents. Ensure the supplier adheres to acquirer-approved planning documents.
	BP 12.01 Use Planning Documents. Ensure the supplier adheres to acquirer-approved planning documents. 
	
	
	
	End of term (review, renegotiate and renew or terminate and/or transfer) 
	

	BP7 Review and Monitor Agreement Performance. Review and monitor supplier activities through periodic formal reviews and informal, technical issue interchanges with the supplier, and by quantitative means to continuously determine agreement outcomes versus plans and requirements.
	BP 12.02 Review and Monitor Agreement Performance. Review and monitor supplier activities through periodic formal reviews and informal, technical issue interchanges with the supplier, and by quantitative means to continuously determine agreement outcomes versus plans and requirements.
	
	
	
	
	

	BP8 Maintain Supplier Agreement Integrity. Ensure agreements comply with current laws, policies and regulations, and incorporate necessary and approved changes into the agreement.
	BP 12.03 Maintain Supplier Agreement Integrity. Ensure agreements comply with current laws, policies and regulations, and incorporate necessary and approved changes into the agreement.
	
	
	
	
	

	BP 9 Monitor Supplier’s Plans, Processes, Activities and Products. Monitor supplier’s quality assurance, configuration management, test, corrective action and risk management systems, plans and process activities, results, and products. 
	BP 12.04 Monitor Supplier’s Plans, Processes, Activities and Products. Monitor supplier’s quality assurance, configuration management, test, corrective action and risk management systems, plans and process activities, results, and products. 
	
	
	
	
	

	BP 10 Foster Cooperative and Collaborative Environment. Perform activities to foster a partnership between the acquiring organization and the supplier.
	BP 12.05 Foster Cooperative and Collaborative Environment. Perform activities to foster a partnership between the acquiring organization and the supplier.
	
	
	
	
	

	BP 11 Analyze and Direct Agreement Activities. Analyze and direct the performance of agreement activities.
	BP 12.06 Analyze and Direct Agreement Activities. Analyze and direct the performance of agreement activities.
	
	
	
	
	

	BP 12 Administer Supplier Agreement. Ensure the agreement is being maintained and followed, and all changes and records are properly processed, controlled and maintained. 
	BP 12.07 Administer Supplier Agreement. Ensure the agreement is being maintained and followed, and all changes and records are properly processed, controlled and maintained. 
	
	
	
	
	

	BP 13 Determine Product or Service Acceptance. Determine whether to accept the supplier’s product or service, based on acceptance conditions stipulated in the agreement.
	BP 12.08 Determine Product or Service Acceptance. Determine whether to accept the supplier’s product or service, based on acceptance conditions stipulated in the agreement.
	
	
	
	
	

	BP14 Pay Supplier.
	
	
	
	
	
	


Tendering/Insourcing

	Enterprise SPICE Process
	12207:2008  
	15288:2008
	Baldrige
	ITIL v3

	Tendering
	Supply process (normative), Supplier tendering process (informative)
	Supply Process
	category 3 (Customer and Market Focus)
	Financial Management

	Purpose:
	
	
	
	

	The purpose of the Tendering Process is to establish and maintain a communications interface to respond to acquirer inquiries and requests for proposal, to determine if a proposal should be submitted and to prepare and submit proposals.

.


	The purpose of the supply process is to provide a product or service to the acquirer that meets the agreed requirements.
	The purpose of the Supply Process is to provide an acquirer with a product or service that meets agreed requirements
	
	Quantification, in financial terms, of the value of IT services, the value of the assets underlying provisioning of services, and qualification of operational forecasting

	Outcomes:
	Goals
	Outcomes
	
	

	As a result of successful implementation of the Tendering process:

1) An acquirer for a product or service is identified

2) A decision is made to prepare a proposal

3) A proposal is prepared and submitted

4) Communication between the supplier and the acquirer is established and maintained
5) Proactively search for potential customers

	1)an acquirer for a product or service is identified; 

2) a response to an acquirer's request is produced

3) an agreement is established between the acquirer and the supplier for developing, maintaining, operating, packaging, delivering, and installing the product and/or service

4) a product and/or service that meets the agreed requirements are developed by the supplier

5) the product and/or service is delivered to the acquirer in accordance with the agreed requirements

6) the product is installed in accordance with the agreed requirements
	1) An acquirer for a product or service is identified

2) A response to the acquirer's request is made

3) An agreement to supply a product or service according to defined acceptance criteria is established

4) Communication with the acquirer is maintained

5) A product or service conforming to the agreement is supplied according to agreed 6)Responsibility for the acquired product or service, as directed by the agreement, is transferred delivery procedures and conditions.

7) Payment or other agreed consideration is received
	
	Generate performance data to answer questions such as:

1)Is our differentiation strategy resulting in higher profits or revenues, lower costs, or greater service adoption

2)Which services cost us the most and why

3)What are our volumes and types of consumed services, and what is the correlating budget requirement

4)How efficient are our service provisioning models in relation to alternatives

5)Does our strategic approach to service design result in services that can be offered at a competitive market price, substantially reduce risk or offer superior value

6)Where are our greatest service inefficiencies

7)Which functional areas represent the highest priority opportunities for us to focus on as we generate a continual service improvement strategy


	Base Practices
	
	
	
	

	BP1: BP1: Establish and maintain supplier/acquirer communications interface
	
	
	
	

	BP2: Receive and evaluate proposals and inquires
	
	
	
	

	BP3: Define criteria to determine if proposal should be submitted
	
	
	
	

	BP4: Determine the need to perform preliminary surveys or trade studies


	
	
	
	

	BP5: : Identify resources to perform proposed work


	
	
	
	

	BP6: Prepare and submit proposal in response to acquirer request
	
	
	
	


Risk Management

	Enterprise SPICE Process
	iCMM v2 Processes
	ISO 31001 practices
	CobiT v4.1 Processes
	ISO 14001 Processes

	Risk Management
	PA 13 Risk Management 


	Risk Management
	PO9 Assess and manage IT risks


	4.4.6 Operational Control

4.4.7 Emergency preparedness and response

4.5.3 Nonconformity, corrective action and preventive action

	Purpose:
	
	
	
	

	The purpose of the Risk Management process is to aid decision making by taking account of uncertainty and the possibility of future events or circumstances (intended or unintended) and their effects on agreed objectives.  
	The purpose of Risk Management is to identify and analyze risks to the achievement of project objectives and to execute plans that reduce the likelihood and/or consequence of risks that meet mitigation criteria.
	The purpose of the Risk Management process is to manage organization’s risks effectively through the application of the risk management process at varying levels and within specific contexts of the organization.


	The purpose of Assess and manage IT risks is the development of a risk management framework that is integrated in business and operational risk management frameworks, risk assessment, risk mitigation and communication of residual risk.

	The purpose of Operational Control (OC) process is to identify and plan those operations that are associated with the identified significant environmental aspects consistent with its environmental policy, objectives and targets, in order to ensure that they are carried out under specified conditions.
The purpose of Emergency preparedness and response (EPaR) process is to develop emergency preparedness and response procedure(s) that suits its own particular needs.
The purpose of Nonconformity, corrective action and preventive action (NCAaPA) process is to establish, implement and maintain a procedure(s) for dealing with actual and potential nonconformity(ies) and for taking corrective action and preventive action.

	Outcomes:
	
	
	
	

	As a result of successful implementation of the Risk Management process:

1) A risk management strategy is established and used that includes the plans that cover mitigation and contingency measures, methods, criteria (including criteria for acceptance of residual risk after risk mitigation actions) and parameters for management of risk;
	1. A risk management strategy is established and used that includes the methods and parameters for management of risk.
	As a result of successful implementation of the Risk Management process the information derived from this process is adequately reported and used as a basis for decision making and accountability at all relevant organizational levels.


	A risk management framework is created and maintained. The framework documents a common and agreed-upon level of IT risks, mitigation strategies and residual risks.

The result of the assessment is understandable to the stakeholders and expressed in financial terms, to enable stakeholders to align risk to an acceptable level of tolerance.
	(OC) A documented procedure(s) is established, implemented and maintained to control situations where their absence could lead to deviation from the environmental policy, objectives and targets



	2) Risks are identified and assessed for their likelihood and consequence; 
	2. Risks are identified and assessed for their likelihood of occurrence and consequence.
	
	Any potential impact on the goals of the organization caused by an unplanned event is identified, analyzed and assessed.
	(OC) the operating criteria in the procedure(s) are stipulated

(EPaR) The organization periodically reviews and, where necessary, revises its emergency preparedness and response procedures, in particular, after the occurrence of accidents or emergency situations
(NCAaPA) A nonconformity(ies) are investigated to determine their cause(s) and to take actions in order to avoid their recurrence

	3) Risk mitigation is performed when analysis indicates action;
	Risk mitigation is performed when analysis indicates action.
	
	Risk mitigation strategies are adopted to minimize residual risk to an accepted level.
	(OC) A procedures used by the organization and related to the identified significant environmental aspects of goods and services are established, implemented and maintained
(EPaR) The organization responds to actual emergency situations and accidents and prevents or mitigates associated adverse environmental impacts.

(NCAaPA) A nonconformity(ies) are identified and corrected, action(s) are taken to mitigate their environmental impacts

(NCAaPA) The need for action(s) to prevent nonconformity(ies) are evaluated and appropriate actions designed to avoid their occurrence are implemented

	4) Risk mitigation actions and risk status are monitored to determine their effectiveness and corrective action is taken as needed.
	Risk mitigation actions are monitored to determine their effectiveness and corrective action is taken as needed.
	
	The result of the assessment is understandable to the stakeholders and expressed in financial terms, to enable stakeholders to align risk to an acceptable level of tolerance.
	(OC) Applicable procedures and requirements are communicated to suppliers, including contractors.

(EPaR) The organization periodically tests risk mitigation procedures where practicable.

(NCAaPA) The results of corrective action(s) and preventive action(s) taken are recorded
(NCAaPA) The effectiveness of corrective action(s) and preventive action(s) taken is reviewed.

	Base Practices
	
	
	
	

	BP1: Define risk management strategies. Define appropriate strategies and risk measures to identify, analyze, treat and monitor each risk or set of risks, both at the project and organizational level.

	BP 13.01 Develop risk management approach:  Establish and maintain an approach for managing risk that is the basis for identifying, assessing, mitigating, and monitoring risks for the life of the project.
	6.2. Communication and consultation 
Communication and consultation with internal and external stakeholders as far as necessary should take place at each stage of the risk management process.

6.3. Establishing the context 

The risk management process should be aligned with the organization’s culture, processes and structure.  Establishing the context defines the basic parameters for managing risk and sets the scope and criteria for the rest of the process. The context may include both internal and external parameters relevant for the organization. While many of these parameters are similar to those considered in the design of the risk management framework when applying the risk management process, they need to be considered in greater detail and particularly how they relate to the scope of the particular risk management process
6.3.5 Developing risk criteria 
The organization should develop the criteria against which risk is to be evaluated based on the context. Risk criteria express the organization’s values, objectives and resources. Some criteria may be imposed by, or derived from, legal and regulatory requirements. Risk criteria should be consistent with the organization’s risk management policy. Risk criteria should be developed at the beginning of any risk management process and continually reviewed. When defining risk criteria, factors to be considered should include the following: 

· how likelihood will be defined; 

· how the level of risk is to be determined; 

· nature and types of consequences that may occur and how they will be measured; 

· the level at which risk becomes acceptable; 

· the time frame of the likelihood and/or consequence; 

· what level of risk may require treatment;

· whether combinations of multiple risks should be taken into account. 
	PO9.2 Establishment of Risk Context

Establish the context in which the risk assessment framework is applied to ensure appropriate outcomes. This should include determining the internal and external context of each risk assessment, the goal of the assessment, and the criteria against which risks are evaluated.

PO9.1 IT Risk Management Framework

Establish an IT risk management framework that is aligned to the organization’s (enterprise’s) risk management framework.


	

	BP2: Identify risks: 
Identify risks both initially within the strategy and as they may develop.

	BP 13.02 Identify risks: Identify project risks by examining objectives, alternatives, and constraints in the context of established sources of risk.
	6.4.2. Risk identification 
Risk identification seeks to identify the risks that are relevant to the objectives as established .The organization should identify sources of risk, events or sets of circumstances, and their potential consequences. The aim of this step is to generate a comprehensive list of risks based on those events and circumstances that might enhance, prevent, degrade or delay the achievement of the objectives. Comprehensive identification and recording is critical, because a risk that is not identified at this stage is excluded from further analysis. Identification should include risks whether or not they are under the control of the organization. The organization should apply a set of risk identification tools and techniques which are suited to its objectives and capabilities, and to the risk the organization faces.
	PO9.3 Event Identification

Identify events (an important realistic threat that exploits a significant applicable vulnerability) with a potential negative impact on the goals or operations of the enterprise, including business, regulatory, legal, technology, trading partner, human resources and operational aspects. Determine the nature of the impact and maintain this information. Record and maintain relevant risks in a risk registry.
	4.4.7 Emergency preparedness and response

The organization shall establish, implement and maintain a procedure(s) to identify potential emergency situations and potential accidents that can have an impact(s) on the environment and how it will respond to them.



	BP3: Assess risks: Assess risks to determine their likelihood of occurrence and the consequences if they occur.


	BP 13.03 Assess risks: Assess risks to determine their likelihood of occurrence and the consequences if they occur.
	6.4.3. Risk analysis 
Risk analysis is about developing an understanding of the risk. Risk analysis provides an input to risk evaluation and to decisions on whether risks need to be treated and the most appropriate risk treatment strategies.  Risk analysis involves consideration of the causes and sources of risk, their positive and negative consequences, and the likelihood that those consequences may occur. Factors that affect consequences and likelihood may be identified. Risk is analyzed by determining consequences and their likelihood, and other attributes of the risk. An event or set of circumstances may have multiple consequences and may affect multiple objectives. Existing risk controls and their effectiveness should be taken into account.

6.4.4. Risk evaluation 
The purpose of risk evaluation is to assist in making decisions, based on the outcomes of risk analysis, about which risks need treatment and treatment priorities Risk evaluation involves comparing the level of risk found during the analysis process with risk criteria established when the context was considered.
	PO9.4 Risk Assessment

Assess on a recurrent basis the likelihood and impact of all identified risks, using qualitative and quantitative methods. The likelihood and impact associated with inherent and residual risk should be determined individually, by category and on a portfolio basis.
	

	BP4: Develop risk mitigation plans: Develop risk mitigation plans for risks that meet risk action criteria defined by the risk management approach.
	BP 13.04 Develop risk mitigation plans: Develop risk mitigation plans for risks that meet risk action criteria defined by the risk management approach.
	
	PO9.5 Risk Response

Develop and maintain a risk response process designed to ensure that cost-effective controls mitigate exposure to risks on a continuing basis. The risk response process should identify risk strategies such as avoidance, reduction, sharing or acceptance; determine associated responsibilities; and consider risk tolerance levels.
	4.4.6 Operational control The organization shall identify and plan those operations that are associated with the identified significant environmental aspects consistent with its environmental policy, objectives and targets, in order to ensure that they are carried out under specified conditions.

4.4.7 Emergency preparedness and response The organization shall periodically review and, where necessary, revise its emergency preparedness and response procedures, in particular, after the occurrence of accidents or emergency situations.

	BP5: Perform risk mitigation actions: Implement risk mitigation activities in accordance with risk mitigation plans.
	BP 13.05 Implement and monitor risk mitigation plans: Implement, monitor, and control risk mitigation activities in accordance with risk mitigation plans.
	6.5. Risk treatment 
Risk treatment involves selecting one or more options for addressing risks, and implementing those options. Risk treatment may involve a cyclical process of assessing a risk treatment, deciding that residual risk levels are not tolerable, generating a new risk treatment, and assessing the effect of that treatment until a level of  residual risk is reached which is one within which the organization can tolerate based on the risk criteria. Risk treatment options are not necessarily mutually exclusive or appropriate in all circumstances. The options include the following: 

a) avoiding the risk by deciding not to start or continue with the activity that gives rise to the risk; 

b) seeking an opportunity by deciding to start or continue with an activity likely to create or maintain the risk;  

c) changing the likelihood; 

d) changing the consequences; 

e) sharing the risk with another party or parties; 
f) retaining the risk, either by choice or by default.
	PO9.6 Maintenance and Monitoring of a Risk Action Plan

Prioritize and plan the control activities at all levels to implement the risk responses identified as necessary, including identification of costs, benefits and responsibility for execution. Obtain approval for recommended actions and acceptance of any residual risks, and ensure that committed actions are owned by the affected process owner(s). Monitor execution of the plans, and report on any deviations to senior management.
	4.4.7 Emergency preparedness and response

The organization shall respond to actual emergency situations and accidents and prevent or mitigate associated adverse environmental impacts.The organization shall also periodically test such procedures where practicable.

4.5.3 Nonconformity, corrective action and preventive action. The organization shall establish, implement and maintain a procedure(s) for dealing with actual and potential nonconformity(ies) and for taking corrective action and preventive action.


	BP6: Monitor and review risks. Monitor the current state of each risk, determine changes in the status of risk and assess the effectiveness of risk treatment actions.


	
	6.6. Monitoring and review 
Monitoring and review is concerned with: 
· analyzing and learning lessons from events, changes and trends; 
· detecting changes in the external and internal context including changes to the risk itself which may require revision of risk treatments and priorities;
· ensuring that the risk control and treatment measures are effective in both design and operation.
	
	


Needs

	Enterprise SPICE Process 
	iCMM
	ITIL v3 Processes
	ISO/IEC 20000
	CobiT v4.1 processes

	  Needs
	PA 01 Needs
	Request fulfillment (RF)

Service Portfolio Management (SPM)
	7.2 Business Relationship Management

	DS1 Define and Manage Service Level

PO8 Manage Quality

	Purpose
	Purpose
	
	
	

	 The purpose of the Needs process is to elicit, analyze, clarify, and document evolving customer and other stakeholder needs and expectations. 

NOTE: The needs cover the customer’s business value, quality and environmental aspects and service level. The Needs process provides a means for comparing business competitiveness across alternative providers.
	to elicit, analyze, clarify, and document evolving customer and other stakeholder needs and expectations, and to establish and maintain communication with the customer and other stakeholders throughout the life cycle to assure a continuous understanding of what will satisfy those needs.  


	RF: deal with service requests from users

SPM: A Service portfolio describes a provider’s services in terms of business value.  It articulates business needs and the provider’s response to those needs. By definition, business value terms correspond to marketing terms, providing a means for comparing service competitiveness across alternative providers.  
	Objective: To establish and maintain a good relationship between the service provider and customer based on understanding the customer and their business drivers.

	

	Outcomes: 
	Goals 
	
	
	

	1.  A statement of customer and other stakeholder needs and expectations is established and maintained.

	1. A statement of customer and other stakeholder needs and expectations is established and maintained.


	
	
	

	2. The rationale for the need is established. 

	
	
	
	

	3. The interaction and scenarios for use of needed products and services with users in the intended environment is described.

	2. A description of the interaction of needed products and services with users in the intended environment is defined. 


	
	
	

	4. Communication with the customer and other stakeholders is established and maintained throughout the product / service life cycle.

	3. Communication with the customer and other stakeholders is established and maintained.


	
	
	

	5. Customer satisfaction with product and service is determined, monitored and measured against customer satisfaction targets, quality and environmental aspects, service level and previous surveys.
	4. Customer satisfaction with products and services is determined and monitored.

	
	
	

	Base Practices
	Base Practices
	
	
	

	Identify customers and stakeholders:  Identify customers and stakeholders.


	BP 01.01 Identify customers and stakeholders:  Identify customers and stakeholders.
	
	
	

	Elicit needs:  Elicit customer and other stakeholders’ needs, expectations, and measures of effectiveness.


	BP 01.02 Elicit needs:  Elicit customer and other stakeholders’ needs, expectations, and measures of effectiveness.
	
	
	

	Analyze needs: Analyze needs and expectations in the context of the intended operational environment.


	BP 01.03  Analyze needs: Analyze needs and expectations in the context of the intended operational environment.
	
	
	

	Establish and maintain a statement of need:  Establish and maintain a statement of customer and other stakeholder needs and expectations that is understood and agreed upon by the customer and other stakeholders.


	BP 01.04  Establish and maintain a statement of need:  Establish and maintain a statement of customer and other stakeholder needs and expectations that is understood and agreed upon by the customer and other stakeholders.
	
	
	

	Communicate with customers: Communicate and interact with customers and other stakeholders throughout the life cycle to assure a common understanding of the status and disposition of needs, expectations, and measures of effectiveness.


	BP 01.05 Communicate with customers: Communicate and interact with customers and other stakeholders throughout the life cycle to assure a common understanding of the status and disposition of needs, expectations, and measures of effectiveness.
	
	
	

	Determine customer satisfaction: Determine customer satisfaction with products and services.
	BP 01.06  Determine customer satisfaction: Determine customer satisfaction with products and services.
	
	
	


	Enterprise SPICE Process
	12207:2008 


	15288: 2008
	ISO 14001

	Needs 
	6.4.1 Stakeholder Requirements Definition
6.1.1 Acquisition 
	6.4.1 Stakeholder Requirements Definition (TEC.1 in 15504-6)

	4.3.1 Environmental aspects

	Purpose
	
	
	

	The purpose of the Needs process is to elicit, analyze, clarify, and document evolving customer and other stakeholder needs and expectations. 

NOTE: The needs cover the customer’s business value, quality and environmental aspects and service level. The Needs process provides a means for comparing business competitiveness across alternative providers.
	6.1.1 The purpose of the Acquisition Process is to obtain the product and/or service that satisfies the need expressed by the acquirer. The process begins with the identification of customer needs and ends with the acceptance of the product and/or service needed by the acquirer.

6.4.1 The purpose of the Stakeholder Requirements Definition Process is to define the requirements for a system that can provide the services needed by users and other stakeholders in a defined environment.

It identifies stakeholders, or stakeholder classes, involved with the system throughout its life cycle, and their needs and desires. It analyzes and transforms these into a common set of stakeholder requirements that express the intended interaction the system will have with its operational environment and that are the reference against which each resulting operational service is validated in order to confirm that the system fulfils needs.
NOTE The Stakeholder Requirements Definition Process in this International Standard is a specialization of the Stakeholder Requirements Definition Process of ISO/IEC 15288. Users may consider claiming conformance to the 15288 process rather than the process in this standard.
 NOTE:  SEE 15288 COLUMN for further mapping information.
	6.4.1 The purpose of the Stakeholder Requirements Definition Process is to define the requirements for a system that can provide the services needed by users and other stakeholders in a defined environment.   
It identifies stakeholders, or stakeholder classes, involved with the system throughout its life cycle, and their needs, expectations, and desires. It analyzes and transforms these into a common set of stakeholder requirements that express the intended interaction the system will have with its operational environment and that are the reference against which each resulting operational service is validated.   
	The organization shall establish, implement and maintain a procedure(s)

a) to identify the environmental aspects of its activities, products and services within the defined scope of the environmental management system …

 b) to determine those aspects that have or can have significant impact(s) on the environment …


	Outcomes: 
	
	
	

	1.  A statement of customer and other stakeholder needs and expectations is established and maintained.

	6.1.1.2 a) acquisition needs, goals, product and/or service acceptance criteria … are defined;
	Outcomes 
	

	2. The rationale for the need is established. 

	
	
	

	3. The interaction and scenarios for use of needed products and services with users in the intended environment is described.

	
	
	The organization shall establish, implement and maintain a procedure(s)

a) to identify the environmental aspects of its activities, products and services within the defined scope of the environmental management system that it can control and those that it can influence taking into account planned or new developments, or new or modified activities, products and services, and

b) to determine those aspects that have or can have significant impact(s) on the environment (i.e. significant environmental aspects).

The organization shall document this information and keep it up to date.

The organization shall ensure that the significant environmental aspects are taken into account in establishing, implementing and maintaining its environmental management system.



	4. Communication with the customer and other stakeholders is established and maintained throughout the product / service life cycle.

	
	
	

	5. Customer satisfaction with product and service is determined, monitored and measured against customer satisfaction targets, quality and environmental aspects, service level and previous surveys.
	
	
	

	
	
	
	

	Base Practices
	Practice information not available for 12207:2008; see ISO/IEC 15288 info
	Practice information is from 15504-6 as only one gap (outcome f deleted) wrt 15288:2008
	

	Identify customers and stakeholders:  Identify customers and stakeholders.


	
	TEC.1.BP.1: Identify stakeholders.  [Outcome: c]
Identify the individual stakeholders or stakeholder classes who have a legitimate interest in the system throughout its life cycle.
NOTE
This includes, but is not limited to, users, supporters, developers, producers, trainers, maintainers, disposers, acquirer and supplier organizations, regulatory bodies and members of society.  Where direct communication is not practicable, e.g. consumer products and services, representatives or designated proxy stakeholders are selected, e.g. marketing.
	

	Elicit needs:  Elicit customer and other stakeholders’ needs, expectations, and measures of effectiveness.


	
	TEC.1.BP.2: Elicit stakeholder requirements.  [Outcome: a,c]
Elicit stakeholder requirements.


NOTE
Stakeholder requirements are expressed in terms of the needs, wants, desires, expectations and perceived constraints of identified stakeholders.  They are expressed in terms of a model that may be textual or formal, that concentrates on system purpose and behaviour, and that is described in the context of the operational environment and conditions.  A product quality model, such as found in ISO/IEC 9126, is useful for aiding this Base Practice.  Stakeholder requirements include the needs and requirements imposed by society, the constraints imposed by an acquiring organization and the capabilities and limiting characteristics of operator staff.  Exclude unjustified constraints on a solution.  It is useful to cite sources, including solicitation documents or agreements, and, where possible, their justification and rationale, and the assumptions of stakeholders and the value they place on the satisfaction of their requirements.  For key stakeholder needs, the measures of effectiveness are defined so that operational performance can be measured and assessed.

TEC.1.BP.3: Define solution constraints.  [Outcome: b]
Define the constraints on a system solution that are unavoidable consequences of existing agreements, management decisions and technical decisions. 

NOTE
These may result from 1) instances or areas of stakeholder-defined solution 2) implementation decisions made at higher levels of system hierarchical structure 3) required use of defined enabling systems, resources and staff.
TEC.1.BP.6: Specify required critical qualities.  [Outcome: d,e]
Specify health, safety, security, environment and other stakeholder requirements and functions that relate to critical qualities.

NOTE
Identify safety risk and, if warranted, specify requirements and functions to provide safety.  This includes risks associated with methods of operations and support, health and safety, threats to property and environmental influences.  Use applicable standards, e.g. IEC 61508, and accepted professional practices. Identify security risk and, if warranted, specify all applicable areas of system security, including physical, procedural, communications, computers, programs, data and emissions.  Identify functions that could impact the security of the system, including access and damage to protected personnel, properties and information, compromise of sensitive information, and denial of approved access to property and information.  Specify the required security functions, including mitigation and containment, referencing applicable standards and accepted professional practices where mandatory or relevant.
	

	Analyze needs: Analyze needs and expectations in the context of the intended operational environment.


	
	TEC.1.BP.4: Define service activity sequences.  [Outcome: d,e] 

Define a representative set of activity sequences to identify all required services that correspond to anticipated operational and support scenarios and environments.

NOTE
Scenarios are used to analyze the operation of the system in its intended environment in order and to identify requirements that may not have been formally specified by any of the stakeholders, e.g. legal, regulatory and social obligations.  The context of use of the system is identified and analyzed.  Include in the context analysis the activities that users perform to achieve system  objectives, the relevant characteristics of the end-users of the system (e.g. expected training, degree of fatigue), the physical environment (e.g. available light, temperature) and any equipment to be used (e.g. protective or communication equipment). The social and organizational influences on users that could affect system use or constrain its design are analyzed when applicable.

TEC.1.BP.5: Identify user interactions.  [Outcome: d,e]
Identify the interaction between users and the system.

NOTE
Usability requirements are determined, establishing, as a minimum, the most effective, efficient, and reliable human performance and human-system interaction.  Where possible, applicable standards, e.g. ISO 9241, and accepted professional practices are used in order to define:

Physical, mental, and learned capabilities;

Work place, environment and facilities, including other equipment in the context of use;

Normal, unusual, and emergency conditions;

Operator and user recruitment, training and culture;

TEC.1.BP.7: Analyze stakeholder requirements.  [Outcome: c,d,e]
Analyze the complete set of elicited requirements.

NOTE
Analysis includes identifying and prioritizing the conflicting, missing, incomplete, ambiguous, inconsistent, incongruous or unverifiable requirements.

TEC.1.BP.8: Resolve contrary stakeholder requirements.  

[Outcome: b,d]
Resolve requirements problems.

NOTE
This includes requirements that cannot be realized or are impractical to achieve
	

	Establish and maintain a statement of need:  Establish and maintain a statement of customer and other stakeholder needs and expectations that is understood and agreed upon by the customer and other stakeholders.


	
	TEC.1.BP.9: Confirm adequacy of stakeholder requirements.  [Outcome: d,e]
Feed back the analyzed requirements to applicable stakeholders to ensure that the needs and expectations have been adequately captured and expressed.

NOTE
Explain and obtain agreement to the proposals to resolve conflicting, impractical and unrealisable stakeholder requirements.

TEC.1.BP.10: Confirm accuracy of stakeholder requirements.  [Outcome: c,d]
Establish with stakeholders that their requirements are expressed correctly.

NOTE
This includes confirming that stakeholder requirements are comprehensible to originators and that the resolution of conflict in the requirements has not corrupted or compromised stakeholder intentions.

TEC.1.BP.11: Establish stakeholder records.  [Outcome: d,f]
Record the stakeholder requirements in a form suitable for requirements management through the life cycle and beyond.

NOTE
These records establish the stakeholder requirements baseline, and retain changes of need and their origin throughout the system life cycle. They are the basis for traceability to the system requirements and form a source of knowledge for requirements for subsequent system entities.

TEC.1.BP.12: Maintain stakeholder requirements traceability.  [Outcome: d,f]
Maintain stakeholder requirements traceability to the sources of stakeholder need.

NOTE
The stakeholder requirements are reviewed at key decision times in the life cycle to ensure that account is taken of any changes of need.
	

	Communicate with customers: Communicate and interact with customers and other stakeholders throughout the life cycle to assure a common understanding of the status and disposition of needs, expectations, and measures of effectiveness.


	
	
	

	Determine customer satisfaction: Determine customer satisfaction with products and services.
	
	
	


Requirements

	Enterprise SPICE Process 
	iCMM
	ITIL v3 Processes
	CobiT v4.1 processes

	Requirements
	
	Demand Management (DM)

Change Management (CM)
Request Fulfillment (RF)
	AI1 Identify automated solutions

CobiT ME3 Ensure compliance with external requirements

	Purpose
	
	
	

	The purpose of the Requirements process is to develop a detailed and precise set of requirements that meet customer needs and expectations; and manage those requirements throughout the life cycle.
	The purpose of the Requirements process area is to develop requirements that meet customer needs; analyze the product, service and other requirements; derive a detailed and precise set of requirements; and manage those requirements throughout the life cycle.
	DM: Includes activities to understand and influence customer demand for services and the provision of capacity to meet these demands; involves analysis of business patterns and user profiles, and differential charging.
CM: Ensures that changes are recorded and then evaluated, authorized, prioritized, planned, tested, implemented, documented and reviewed in a controlled manner.
RF: Provides quick effective access to standard services; reduce bureaucracy and cost  in requesting/receiving access to services; increase control over services
	AI1: The need for a new application or function requires analysis before acquisition or creation to ensure that business requirements are

satisfied in an effective and efficient approach. This process covers the definition of the needs, consideration of alternative sources,

review of technological and economic feasibility, execution of a risk analysis and cost-benefit analysis, and conclusion of a final

decision to ‘make’ or ‘buy’. All these steps enable organisations to minimise the cost to acquire and implement solutions whilst

ensuring that they enable the business to achieve its objectives.

ME3: Effective oversight of compliance requires the establishment of a review process to ensure compliance with laws, regulations and

contractual requirements. This process includes identifying compliance requirements, optimising and evaluating the response,

obtaining assurance that the requirements have been complied with and, finally, integrating IT’s compliance reporting with the rest

of the business.

	Outcomes
	
	
	

	1) Unambiguous, complete, traceable, feasible, consistent and verifiable requirements are derived from customer and other stakeholder needs and expectations.


	Requirements are developed from customer and other stakeholder needs. 
Requirements satisfy established quality criteria including unambiguity, completeness, traceability, feasibility, and verifiability.   
	
	ME3.1 Identification of External Legal, Regulatory and Contractual Compliance Requirements. Identify, on a continuous basis, local and international laws, regulations, and other external requirements that must be complied with for incorporation into the organisation’s IT policies, standards, procedures and methodologies.

	2)  All requirements information is recorded and change controlled to establish a baseline that is maintained throughout the life cycle.


	All requirements information is recorded in a baseline that is maintained and controlled throughout the life cycle  
	
	

	3)  Plans, products, activities, and agreements are traced for consistency with requirements, and any inconsistencies are identified for correction.
	Plans, products, activities, and agreements are checked for consistency with requirements, and any inconsistencies are identified for correction.
	
	

	Base Practices
	
	
	

	BP1. Identify Requirements: Identify all types of requirements applicable to customer needs and expectations.
NOTE: requirement types may be, but are not limited to functional, non-functional, safety, security, human factors, interface, user, business, legal, regulatory, contractual
	BP 02.01 
Identify functional and performance requirements:  Identify functional and performance requirements, and required product or service attributes, including any requirements pertaining to safety, security, human factors, or other specialized areas.

BP 02.02 
Identify nonfunctional requirements and constraints:  Identify requirements and constraints pertaining to processes used in providing the required product or service, and pertaining to the context or intended operational environment.

BP 02.03  
Identify key requirements:  Identify key requirements that have a strong influence on cost, schedule, functionality, risk, or performance, or that are critical to customers and other stakeholders.

BP 02.05  
Identify external interface requirements:  Identify the requirements associated with external interfaces to the system, product, or service.
	
	AI1.1 Definition and Maintenance of Business Functional and Technical Requirements. Identify, prioritise, specify and agree on business functional and technical requirements covering the full scope of all initiatives required to achieve the expected outcomes of the IT-enabled investment programme.

	BP2. Derive Requirements: Derive requirements that may be identified as necessary implications of the identified requirements
	BP 02.04  
Derive requirements:  Derive requirements that may be identified as necessary implications of stated functional, nonfunctional, interface, or other derived requirements.
	
	

	BP3. Analyze Requirements: Analyze requirements to ensure that they satisfy established quality criteria including unambiguity, completeness, traceability, feasibility, and verifiability.
	BP 02.06 
Analyze requirements:  Analyze requirements to ensure that they satisfy established quality criteria including unambiguity, completeness, traceability, feasibility, and verifiability.
	
	

	BP4. Baseline Requirements: Record, approve, baseline, and place under change control all requirements.
	BP 02.07  
Record and baseline requirements:  Record, approve, baseline, and place under change control all requirements, derived requirements, derivation rationale, traceability, and requirements status.
	
	AI1.4 Requirements and Feasibility Decision and Approval. Verify that the process requires the business sponsor to approve and sign off on business functional and technical requirements and feasibility study reports at predetermined key stages. The business sponsor should make the final decision with respect to the choice of solution and acquisition approach.

	BP5. Analyze Requirements Risks: Document and analyze risks associated with the requirements.
	
	
	AI1.2 Risk Analysis Report

Identify, document and analyse risks associated with the business requirements and solution design as part of the organisation’s

process for the development of requirements.

	BP6. Manage Requirements Changes: Analyze all requirements change requests for impact on the product or service and, upon approval, incorporate the approved changes into the requirements baseline.
	BP 02.08  
Analyze and resolve requirements change requests: Analyze all requirements change requests for impact on the product or service and, upon approval, incorporate the approved changes into the requirements baseline.
	
	

	BP7. Ensure and Maintain Requirements Traceability. Maintain traceability among requirements and between requirements and plans, work products, and activities, initiating corrective action if inconsistencies are identified.
	BP 02.09  
Maintain consistency and traceability:  Maintain traceability among requirements and between requirements and plans, work products, and activities, initiating corrective action if inconsistencies are identified.


	
	


Design

	Enterprise SPICE Process
	iCMM v2 Processes
	ISO/IEC 12207: 2008 PRM
	ISO/IEC 15288: 2008 PRM 

	Design
	PA 03 Design


	6.4.3 System Architectural Design Process

7.1.3 Software Architectural Design Process

7.1.4 Software Detailed Design Process
	6.4.3 Architectural Design Process


	Purpose:
	
	
	

	The purpose of the Design process is to establish and maintain an architectural design and detailed design solution for the requirements of the customer and other stakeholders.

 
	The purpose of Design is to establish and maintain an architecture and design solution for the needs and requirements of the customer and other stakeholders.


	The purpose of the System Architectural Design Process is to identify which system requirements should be allocated to which elements of the system.

The purpose of the Software Architectural Design Process is to provide a design for the software that implements and can be verified against the requirements.
The purpose of the Software Detailed Design Process is to provide a design for the software that implements and can be verified against the requirements and the software architecture and is sufficiently detailed to permit coding and testing.


	The purpose of the Architectural Design Process is to synthesize a solution that satisfies system requirements.



	Outcomes:
	
	
	

	As a result of successful implementation of the Design process:

1) A product or service architectural and detailed design solution that will meet the defined requirements and service level agreements is established and maintained;
	1. A product or service design that meets the product and service requirements is established and maintained.
	As a result of successful implementation of the System Architectural Design Process:

6.4.3 a) a system architecture design is defined that identifies the elements of the system and meets the defined

requirements;

6.4.3 b) the system’s functional and non-functional requirements are addressed;
As a result of successful implementation of the Software Architectural Design Process:
7.1.3 a) a software architectural design is developed and baselined that describes the software items that will implement the software requirements;
As a result of successful implementation of the Software Detailed Design Process:

7.1.4 a) a detailed design of each software component, describing the software units to be built, is developed;
	As a result of the successful implementation of the Architectural Design Process:
6.4.3 a) An architectural design baseline is established.

6.4.3 b) The implementable set of system element descriptions that satisfy the requirements for the system are specified.

6.4.3 c) The interface requirements are incorporated into the architectural design solution.



	2) The established product or service design is based on an analysis of alternatives against criteria that represent the requirements, including capacity and availability considerations; 
	2. The established product or service design is based on an evaluation of alternatives against criteria that represent the requirements.
	6.4.3 d) internal and external interfaces of each system element are defined;

7.1.3 b) internal and external interfaces of each software item are defined; 
7.1.4 b) external interfaces of each software unit are defined;

	

	3) Allocations and traceability of requirements to the design elements are established and maintained.
	3. Allocations of requirements to the design elements are established and maintained.
	6.4.3 c) the requirements are allocated to the elements of the system;

6.4.3 e) verification between the system requirements and the system architecture is performed;

6.4.3 f) the requirements allocated to the system elements and their interfaces are traceable to the customer’s requirements baseline;

6.4.3 g) consistency and traceability between the system requirements and system architecture design is

maintained; and

6.4.3 h) the system requirements, the system architecture design, and their relationships are baselined and communicated to all affected parties;

7.1.3 c) consistency and traceability are established between software requirements and software design.

7.1.4 c) consistency and traceability are established between the detailed design and the requirements and architectural design.


	6.4.3 d) The traceability of architectural design to system requirements is established.
6.4.3 e) A basis for verifying the system elements is defined.

6.4.3 f) A basis for the integration of system elements is established.



	
	
	6.4.3 i) human factors and ergonomic knowledge and techniques are incorporated in system design; and

6.4.3 j) human-centred design activities are identified and performed.
	

	Base Practices
	
	
	

	BP 1 Develop design structure: Evaluate alternatives against established criteria to select the architecture, structure, and elements for the product or service design.
	BP 03.01 Identify and prioritize design issues: Establish and use a mechanism to capture, prioritize, and resolve product and service design issues.
BP 03.02 Develop design structure: Evaluate alternatives against established criteria to select the architecture, structure, and elements for the product or service design.
	6.4.3.3.1 Establishing architecture. This activity consists of the following task:

6.4.3.3.1.1 A top-level architecture of the system shall be established. The architecture shall identify items of hardware, software, and manual operations. It shall be ensured that all the system requirements are allocated among the items. Hardware configuration items, software configuration items, and manual operations shall be subsequently identified from these items. The system architecture and the system requirements allocated to the items shall be documented.
6.4.3.3.2 Architectural evaluation. This activity consists of the following task:

6.4.3.3.2.1 The system architecture and the requirements for the items shall be evaluated considering the criteria listed below. The results of the evaluations shall be documented.

a) Traceability to the system requirements.

b) Consistency with the system requirements.

c) Appropriateness of design standards and methods used.

d) Feasibility of the software items fulfilling their allocated requirements.

e) Feasibility of operation and maintenance.

7.1.3.3.1.6 The implementer shall evaluate the architecture of the software item and the interface and database designs considering the criteria listed below. The results of the evaluations shall be documented.

a) Traceability to the requirements of the software item.

b) External consistency with the requirements of the software item.

c) Internal consistency between the software components.

d) Appropriateness of design methods and standards used.

e) Feasibility of detailed design.

f) Feasibility of operation and maintenance.

7.1.4.3.1.7 The implementer shall evaluate the software detailed design and test requirements considering the criteria listed below. The results of the evaluations shall be documented.

a) Traceability to the requirements of the software item;

b) External consistency with architectural design;

c) Internal consistency between software components and software units;

d) Appropriateness of design methods and standards used;

e) Feasibility of testing;

f) Feasibility of operation and maintenance.


	a) Define the architecture. This activity consists of the following tasks:

1) Define appropriate logical architectural designs.

2) Partition the system functions identified in requirements analysis and allocate them to elements of system architecture. Generate derived requirements as needed for the allocations.

3) Define and document the interfaces between system elements and at the system boundary with external systems.

b) Analyze and evaluate the architecture. This activity consists of the following tasks:

1) Analyze the resulting architectural design to establish design criteria for each element.

2) Determine which system requirements are allocated to operators.

3) Determine whether hardware and software elements that satisfy the design and interface criteria are available off-the-shelf.

4) Evaluate alternative design solutions, modeling them to a level of detail that permits comparison

against the specifications expressed in the system requirements and the performance, costs, time scales and risks expressed in the stakeholder requirements.



	BP 2 Develop interface specifications: Develop interface specifications for the selected product and service elements.
	BP 03.03 Develop interface specifications: Develop interface specifications for the selected product and service elements.
	7.1.3.3.1.2 The implementer shall develop and document a top-level design for the interfaces external to the software item and between the software components of the software item.

7.1.4.3.1.2 The implementer shall develop and document a detailed design for the interfaces external to the software item, between the software components, and between the software units. The detailed design of the interfaces shall permit coding without the need for further information.


	

	BP 3 Allocate requirements: Allocate product and derived requirements to the design elements and interfaces, and to personnel or processes where appropriate.
	BP 03.04 Allocate requirements: Allocate product and derived requirements to the design elements and interfaces, and to personnel or processes where appropriate.
	7.1.3.3.1 Software architectural design.
7.1.3.3.1.1 The implementer shall transform the requirements for the software item into an architecture that describes its top-level structure and identifies the software components. It shall be ensured that all the requirements for the software item are allocated to its software components and further refined to facilitate detailed design. The architecture of the software item shall be documented.

NOTE The software architectural design also provides a basis for verifying the software items, integration of software items with each other, and integration of software items with the rest of the system items.


	

	BP 4 Establish component specifications: Establish design specifications for each element of the product or service.
	BP 03.06 Establish component specifications: Establish design specifications for each element of the product or service.
	7.1.4.3.1 Software detailed design. For each software item (or configuration item, if identified) this activity

consists of the following tasks:

7.1.4.3.1.1 The implementer shall develop a detailed design for each software component of the software item. The software components shall be refined into lower levels containing software units that can be coded, compiled, and tested. It shall be ensured that all the software requirements are allocated from the software components to software units. The detailed design shall be documented.


	

	BP 5 Establish and use a strategy for non-developmental Items: Establish and use a strategy for managing issues relating to the use of non-developmental item (NDI) product and service elements.
	BP 03.07 Establish and use a strategy for non-developmental Items: Establish and use a strategy for managing issues relating to the use of non-developmental item (NDI) product and service elements.
	
	

	BP 6 Establish and maintain design description: Establish and maintain a complete description of the product and service design.
	BP 03.08 Establish and maintain design description: Establish and maintain a complete description of the product and service design.
	7.1.3.3.1.3 The implementer shall develop and document a top-level design for the database.

7.1.3.3.1.4 The implementer should develop and document preliminary versions of user documentation.

7.1.3.3.1.5 The implementer shall define and document preliminary test requirements and the schedule for Software Integration.

7.1.4.3.1.3 The implementer shall develop and document a detailed design for the database.

7.1.4.3.1.4 The implementer shall update user documentation as necessary.

7.1.4.3.1.5 The implementer shall define and document test requirements and the schedule for testing software units. The test requirements should include stressing the software unit at the limits of its requirements.


	c) Document and maintain the architecture. This activity consists of the following tasks:

1) Specify the selected physical design solution as an architectural design baseline in terms of its functions, performance, behavior, interfaces and unavoidable implementation constraints.

2) Record the architectural design information.

3) Maintain mutual traceability between specified design and system requirements.



	
	
	7.1.3.3.1.7 The implementer shall conduct review(s)

7.1.4.3.1.6 The implementer shall update the test requirements and the schedule for Software Integration.

7.1.4.3.1.8 The implementer shall conduct review(s)
	


	Enterprise SPICE Process
	ISO/IEC 20000 Processes 
	ITIL v3 Processes
	CobiT v4.1 processes

	Design
	6.5. Capacity Management 


	Service Level Management 

Availability Management 

Capacity Management
	AI2 Acquire and Maintain Application Software

DS3 Manage Performance and Capacity

	Purpose:
	
	
	

	The purpose of the Design process is to establish and maintain an architectural design and detailed design solution for the requirements of the customer and other stakeholders.

 
	The purpose of the Capacity Management is to ensure that the service provider has, at all times, sufficient capacity to meet the current and future agreed demands of the customer’s business needs.


	The purpose of the Service Level Management (SLM) is to ensure that an agreed level of IT service is provided for all current IT services, and that future services are delivered to agreed achievable levels.

The purpose of the Availability Management (AM) ensure that the level of service availability delivered in all services is matched to or exceeds the current and future agreed needs of the business, in a cost-effective manner.

The purpose of the Capacity Management (CM) ensure that the level ensure cost-justifiable IT capacity in all areas of IT always exists and is matched to current and future agreed needs of the business, in a timely manner.
	The purpose of the Acquire and Maintain Application Software is to ensure that there is a timely and cost-effective development process
The purpose of the Manage Performance and Capacity is to ensure meeting response time requirements of SLAs, minimizing downtime, and making continuous IT performance and capacity improvements through monitoring and measurement.

	Outcomes:
	
	Objectives:
	

	As a result of successful implementation of the Design process:

1) A product or service architectural and detailed design solution that will meet the defined requirements and service level agreements is established and maintained;
	A capacity plan is produced and maintained.


	(SLM) 1. Define, document, agree, monitor, measure, report and review the level of IT services provided

(SLM) 2. Provide and improve the relationship and communication with the business and customers

(SLM) 3. Ensure that specific and measurable targets are developed for all IT services

(SLM) 4. Monitor and improve customer satisfaction with the quality of service delivered

(SLM) 5. Ensure that IT and the customers have a clear and unambiguous expectation of the level of service to be delivered

(SLM) 6. Ensure that proactive measures to improve the levels of service delivered are implemented wherever it is cost-justifiable to do so.

(AM) 1. Produce and maintain an appropriate and up-to-date availability plan that reflects the current and future needs of the business

(AM) 2. Provide advice and guidance to all other areas of the business and IT on all availability –related issues

(AM) 3. Ensure that service availability achievements meet or exceed all their agreed targets, by managing services and resources-related availability performance

(AM) 4. Assist with the diagnosis and resolution of availability-related incidents and problems

(AM) 5. Assess the impact of all changes on the availability plan and the performance and capacity of all services and resources

(AM) 6. Ensure that proactive measures to improve the availability of services are implemented wherever it is cost-justifiable to do so.

(CM) 1. Produce and maintain an appropriate and up-to-date capacity plan, which reflects the current and future needs of the business

(CM) 2. Provide advice and guidance to all other areas of the business and IT on all capacity and performance-related issues

(CM) 3. Ensure that service performance achievements meet or exceed all of their agreed performance targets, by managing the performance and capacity of both services and resources
(CM) 4. Assist with diagnosis and resolution of performance and capacity related incidents and problems

(CM) 5. Assess impact of all changes on the capacity plan and the performance and capacity of all services and resources

(CM) 6. Ensure that proactive measures to improve the performance of services are implemented wherever it is cost-justifiable to do so


	AI2. Applications are available in line with business requirements.

The design of the applications, the proper inclusion of application controls and security requirements, and the development and configuration in line with standards are ensured. 

The organizations business operations are properly supported with the correct automated applications.
DS3. The performance and capacity of IT resources are managed. Future needs are forecasted based on workload, storage and contingency requirements.

Information resources supporting business requirements are continually available.


	2) The established product or service design is based on an analysis of alternatives against criteria that represent the requirements, including capacity and availability considerations; 
	A business needs are addressed and include:

a) current and predicted capacity and performance requirements;

b) identified time-scales, thresholds and costs for service upgrades;

c) evaluation of effects of anticipated service upgrades, requests for change, new technologies and techniques on capacity;

d) predicted impact of external changes, e.g. legislative;

e) data and processes to enable predictive analysis.
	
	

	3) Allocations and traceability of requirements to the design elements are established and maintained.
	Methods, procedures and techniques are identified to monitor service capacity, tune service performance and provide adequate capacity.


	
	

	Base Practices
	
	
	

	BP 1 Develop design structure: Evaluate alternatives against established criteria to select the architecture, structure, and elements for the product or service design.
	
	(AM) Determining the availability requirements from the business for a new or enhanced IT service and formulating the availability and recovery design criteria for the supporting IT components

(AM) Determining vital business functions

(AM) Determining impact from IT service and component failure; reviewing availability design criteria to provide additional resilience to prevent or minimize impact to the business

(AM) Defining targets for availability, reliability and maintainability (ARM) for IT infrastructure components that underpin IT service to enable these to be documented and agreed within SLAs, OLAs and contracts

(AM) Establishing measures and reporting of ARM that reflect the business, user and IT support organization perspectives

(AM) Monitoring and trend analysis of the ARM of IT components

(AM) Reviewing IT service and component availability and identifying unacceptable levels

(AM) Investigating the underlying reasons for unacceptable availability

(AM) Producing and maintain an availability plan that prioritizes and plans IT availability improvements.


	AI2.1 High-level Design

Translate business requirements into a high-level design specification for software acquisition, taking into account the organization’s technological direction and information architecture. Have the design specifications approved by management to ensure that the high-level design responds to the requirements. Reassess when significant technical or logical discrepancies occur during development or maintenance.
DS3.2 Current Performance and Capacity

Assess current performance and capacity of IT resources to determine if sufficient capacity and performance exist to deliver against

agreed-upon service levels.
DS3.3 Future Performance and Capacity

Conduct performance and capacity forecasting of IT resources at regular intervals to minimize the risk of service disruptions due to insufficient capacity or performance degradation, and identify excess capacity for possible redeployment. Identify workload trends and determine forecasts to be input to performance and capacity plans.


	BP 2 Develop interface specifications: Develop interface specifications for the selected product and service elements.
	
	
	

	BP 3 Allocate requirements: Allocate product and derived requirements to the design elements and interfaces, and to personnel or processes where appropriate.
	
	
	DS3.4 IT Resources Availability

Provide the required capacity and performance, taking into account aspects such as normal workloads, contingencies, storage requirements and IT resource life cycles. Provisions such as prioritizing tasks, fault-tolerance mechanisms and resource allocation practices should be made. Management should ensure that contingency plans properly address availability, capacity and performance of individual IT resources.


	BP 03.06 Establish component specifications: Establish design specifications for each element of the product or service.
	
	
	AI2.2 Detailed Design

Prepare detailed design and technical software application requirements. Define the criteria for acceptance of the requirements. Have the requirements approved to ensure that they correspond to the high-level design. Perform reassessment when significant technical or logical discrepancies occur during development or maintenance.


	BP 03.07 Establish and use a strategy for non-developmental Items: Establish and use a strategy for managing issues relating to the use of non-developmental item (NDI) product and service elements.
	
	
	AI2.4 Application Security and Availability

Address application security and availability requirements in response to identified risks and in line with the organization’s data classification, information architecture, information security architecture and risk tolerance.


	BP 03.08 Establish and maintain design description: Establish and maintain a complete description of the product and service design.
	
	
	DS3.5 Monitoring and Reporting

Continuously monitor the performance and capacity of IT resources. Data gathered should serve two purposes:

• To maintain and tune current performance within IT and address such issues as resilience, contingency, current and projected

workloads, storage plans, and resource acquisition

• To report delivered service availability to the business, as required by the SLAs.


	
	
	(SLM) Determine, negotiate, document and agree requirements for new or changed services in SLRs, and manage and review them through the service lifecycle into SLAs for operational services

(SLM) Monitor and measure service performance achievements of all operational services against targets within SLAs
(SLM) Collate, measure and improve customer satisfaction

(SLM) Produce service reports

(SLM) Conduct service review and instigate improvements within an overall service improvement plan

(SLM) Review and revise SLAs, service scope OLAs, contracts, and any other underpinning agreements

(SLM) Develop and document contacts and relationships with the business, customers and stakeholders

(SLM) Develop, maintain and operate procedures for logging, actioning and resolving all complaints, and for logging and distributing compliments

(SLM) Log and manage all complaints and compliments

(SLM) Provide the appropriate management information to aid performance management and demonstrate service achievement

(SLM) Make available and maintain up-to-date service level management document templates and standards.

Proactive:

(CM) Pre-empting performance issues by taking the necessary actions before they occur

(CM) Producing trends of the current component utilization and estimating the future requirements, using trends and thresholds for planning upgrades and enhancements

(CM) Modeling and trending the predicted changes in IT services, and identifying the changes that need to be made to services and components of the IT infrastructure and applications to ensure that appropriate resource is available

(CM) Ensuring that upgrades are budgeted, planned and implemented before SLAs and service targets are breached or performance issues occur

(CM) Actively seeking to improve service performance wherever it is cost-justifiable

(CM) Tuning and optimizing the performance of services and components

Reactive:

(CM) Monitoring, measuring, and reviewing the current performance of both services and components

(CM) Responding to all capacity-related “threshold” events and instigating corrective action
(CM) Reacting to and assisting with specific performance issues.  (e.g. resolving poor performance incidents).
	AI2.3 Application Control and Auditability.
Implement business controls, where appropriate, into automated application controls such that processing is accurate, complete, timely, authorized and auditable.
AI2.5 Configuration and Implementation of Acquired Application Software

Configure and implement acquired application software to meet business objectives.
AI2.6 Major Upgrades to Existing Systems

In the event of major changes to existing systems that result in significant change in current designs and/or functionality, follow  a similar development process as that used for the development of new systems.
AI2.7 Development of Application Software

Ensure that automated functionality is developed in accordance with design specifications, development and documentation standards, QA requirements, and approval standards. Ensure that all legal and contractual aspects are identified and addressed for application software developed by third parties.
AI2.8 Software Quality Assurance

Develop, resource and execute a software QA plan to obtain the quality specified in the requirements definition and the organization’s quality policies and procedures.
AI2.10 Application Software Maintenance

Develop a strategy and plan for the maintenance of software applications.



Design Implementation

	Enterprise SPICE Process
	*iCMM v2
	CobiT v4.1
	ISO/IEC 12207: 2008 PRM  (and

15504-5 practices) 
	ISO/IEC 15288:2008 PRM (and

15504-6 practices)

	Design Implementation
	PA 06 Design Implementation


	AI2 Acquire and Maintain Application Software
	6.4.4 Implementation

7.1.1 Software Implementation Process

ENG.6 Software Construction
	6.4.4 Implementation

TEC.4 Implementation Process

	Purpose:
	
	
	
	

	The purpose of the Design Implementation process is to produce specified product or service solution components.  

NOTE 1:  Solution components have been previously specified by means of the Design process.  

NOTE 2: Solution components are validated and verified by means of the Evaluation process.


	The purpose of the Design Implementation process area is to produce a specified solution component.
	
	6.4.4 The purpose of the Implementation Process is to realize a specified system element.  

NOTE The Software Implementation Process replaces the Implementation Process in this International Standard. 

7.1.1 The purpose of the Software Implementation Process is to produce a specified system element implemented as a software product or service.

This process transforms specified behaviour, interfaces and implementation constraints into actions that create a system element implemented as a software product or service, otherwise known as a "software item." This process results in a software item that satisfies architectural design requirements through verification and stakeholder requirements through validation.
	6.4.4 The purpose of the Implementation Process is to realize a specified system element.  

This process transforms specified behaviour, interfaces and implementation constraints into fabrication actions that create a system element according to the practices of the selected implementation technology.  The system element is constructed or adapted by processing the materials and/or information appropriate to the selected implementation technology and by employing appropriate technical specialties or disciplines.  

This process results in a system element that satisfies specified design requirements through verification and stakeholder requirements through validation.  

	Outcomes:
	Goals
	
	Outcomes
	

	1)  An implementation strategy is defined.

process.
	
	
	
	a) An implementation strategy is defined.

b) Implementation technology constraints on the design are identified.

	2) Solution component(s) are developed.

	1. Solution component(s) are developed. 


	AI2.5 Configure and implement acquired applica-tion software to meet business objectives.
	c) a software item is realized
	c) A system element is realized.

	3) Documentation to support solution component(s) installation, maintenance and use is established and maintained. 
	2. Documentation to support solution component(s) is established and maintained. 

	
	
	

	NOTE:  Traceability is maintained between requirements and work products throughout the lifecyle by means of the Requirements process.  
	
	
	
	

	Base Practices
	
	
	
	

	BP1: Establish the Implementation Strategy. Establish the methods, standards, and tools to be used to implement the solution component(s), identifying any constraints associated with this strategy.
	BP 06.01 Establish the Implementation Environment. Establish the methods, standards, and tools to be used to implement the solution component(s) strategy.  
	
	
	TEC.4.BP.1:  Define implementation strategy. Generate an implementation strategy.

TEC.4.BP.2:  Identify implementation constraints on design Identify the constraints that the implementation strategy and implementation technology impose on the design solution 

	BP2: Formulate Product or Service Components. Formulate solution components according to the specifications.


	BP 06.02 Formulate Product or Service Components. Formulate solution components according to the specifications.
	AI2.5 Configure and implement acquired application software to meet business objectives.
	ENG.6.BP2: Develop software units. Develop and document the executable representations of each software unit. Update test requirements and user documentation. 

	TEC.4.BP.3:  Realize system elements.  
Realize or adapt system elements using the implementation enabling systems and specified materials according to the defined implementation procedures for hardware fabrication, software creation and/or operator training.

	BP3: Develop Documentation. Develop and maintain the documentation that will be used to install, operate and maintain the product or service components.
	BP 06.03 Develop Documentation. Develop and maintain the documentation that will be used to operate and maintain the product or service components.
	
	ENG.6.BP2: Develop software units. Develop and document the executable representations of each software unit. Update test requirements and user documentation. 
NOTE 1: User documentation includes preliminary versions of installation, operation and maintenance documentation.
	TEC.4.BP.2:  Identify implementation constraints on design Identify the constraints that the implementation strategy and implementation technology impose on the design solution


Integration

	Enterprise SPICE Process
	*iCMM v2
	CMMI-DEV v1.2
	CobiT v4.1
	ISO/IEC 12207: 2008 PRM  (and

15504-5 practices) 
	ISO/IEC 15288:2008 PRM (and

15504-6 practices)

	Integration
	PA 07 Integration


	PI process area
	AI2 Acquire and Maintain Application Software
	6.4.5 System Integration

ENG.9 System Integration
	6.4.5 Integration

TEC.5 Implementation Process

	Purpose:
	
	
	
	
	

	The purpose of the Integration process is to ensure that product and service components will function as a whole. 


	to ensure that product and service elements will function as a whole.
	The purpose of Product Integration (PI) is to assemble the product from the product components, ensure that the product, as integrated, functions properly, and deliver the product.


	
	to integrate the system elements (including software items, hardware items, manual operations, and other systems, as necessary) to produce a complete system that will satisfy the system design and the customers’ expectations expressed in the system requirements.
	to assemble a system that is consistent with the architectural design. 

This process combines system elements to form complete or partial system configurations in order to create a product specified in the system requirements. 

	Outcomes:
	Goals
	
	
	Outcomes
	

	1) A strategy for integrating the product and service components is defined. 
	1. A strategy for integrating the product and service elements is defined. 
	SG 1 Prepare for Product Integration

Preparation for product integration is conducted.


	
	a) a strategy is developed to integrate the system according to the priorities of the system requirements; 


	a) A system integration strategy is defined. 


 

	2) Readiness of product and service components for integration is verified. 


	2. Readiness of product and service elements for integration is verified.
	SG 2 Ensure Interface Compatibility

The product component interfaces, both internal and external, are compatible
	
	
	

	3) The product or service is integrated in accordance with the integration strategy.
	3. The product or service is integrated in accordance with the integration strategy.


	SG 3 Assemble Product Components and Deliver the Product

Verified product components are assembled and the integrated, verified, and validated product is delivered

 NOTE: CMMI-DEV also includes in the PA a product delivery
	AI2.5 Configure and implement acquired applica-tion software to meet business objectives.
	
	c) A system capable of being verified against the specified requirements from architectural design is assembled and integrated.

	Base Practices
	Base Practices 
	Specific Practices
	
	
	

	BP1. Develop Integration Strategy Develop an integration strategy and supporting documentation that identify the sequence for receipt, assembly, and activation of the various components that make up the product or service.
[Outcome: 1]

NOTE:  The integration strategy should address items such as schedules for integration activities and component readiness, resource requirements, any special shipping and handling of components, procedures, and communication.
	BP 07.01 Develop Integration Strategy Develop an integration strategy and supporting documentation that identify the sequence for receipt, assembly, and activation of the various elements that make up the product or service.
(goal 1)
	SP 1.1
Determine Integration Sequence

Determine the product component integration sequence


	
	ENG.9.BP1: Develop system integration and regression test strategies. Develop strategies for integrating system elements consistent with the system architecture and requirements, and for re-testing system elements should a given system element be changed.

	TEC.5.BP.1:  Define integration strategy and procedure.  [Outcome: a]
Define an assembly sequence and strategy that minimizes system integration risks.



	BP2.  Obtain integration resources.  
Obtain integration enabling systems, personnel, and specified materials according to the integration procedures.
	
	SP 1.2
Establish the Product Integration Environment

Establish and maintain the environment needed to support the integration of the product components

SP 1.3
Establish Product Integration Procedures and Criteria

Establish and maintain procedures and criteria for integration of the product components


	
	
	TEC.5.BP.3:  Obtain integration resources.  [Outcome: c]
Obtain integration enabling systems and specified materials according to the defined integration procedures.



	BP3. Obtain and Confirm Readiness of Product and Service Components. Obtain and confirm the readiness of each product and service component in accordance with the integration strategy schedule and quality standards.

NOTE
Components that do not pass quality standards are identified as such and handled in accordance with defined procedures.
NOTE: Components are handled in accordance with relevant health, environmental, safety, security and privacy considerations.
	BP 07.02 Confirm Readiness of Product and Service Elements. Confirm the readiness of each product and service element in accordance with the integration strategy schedule and quality standards. (goal 2)


	SP 3.1
Confirm Readiness of Product Components for Integration

Confirm, prior to assembly, that each product component required to assemble the product has been properly identified, functions according to its description, and that the product component interfaces comply with the interface descriptions


	
	
	TEC.5.BP.4:  Obtain system elements.  [Outcome: c]
Obtain system elements in accordance with agreed schedules.

NOTE
System elements can be received from suppliers or be withdrawn from storage.  System elements are handled in accordance with relevant health, safety, security and privacy considerations.

TEC.5.BP.5:  Assure system element conformance.  [Outcome: c,d]
Assure that the system elements have been verified against acceptance criteria specified in an agreement.

NOTE
System elements that do not pass verification are identified as such and handled in accordance with defined procedures.



	BP4. Review and Coordinate Interface Definitions. Review and coordinate product and service element interface definition, design, and change between affected groups and individuals throughout the life cycle. 

	BP 07.03 Review and Coordinate Interface Definitions. Review and coordinate product and service element interface definition, design, and change between affected groups and individuals throughout the life cycle. (goal 2)
	SP 2.1
Review Interface Descriptions for Completeness

Review interface descriptions for coverage and completeness

SP 2.2
Manage Interfaces

Manage internal and external interface definitions, designs, and changes for products and product components


	
	
	

	BP5. Assemble Product and Service Components. Assemble or integrate product and service elements in accordance with the integration strategy.


	BP 07.04 Assemble Product and Service Elements. Assemble or integrate product and service elements in accordance with the integration strategy.(goal 3)
	SP 3.2
Assemble Product Components

Assemble product components according to the product integration sequence and available procedures
	AI2.5 Configure and implement acquired application software to meet business objectives.
	ENG.9.BP3: Integrate system elements. Integrate system elements according to the system integration strategy. 
ENG.9.BP7: Build complete system of system elements. Identify and integrate system elements to produce a complete system ready for system testing according to the system integration strategy.
	TEC.5.BP.6:  Integrate system elements.  [Outcome: c]
Integrate system elements in accordance with applicable interface control descriptions and defined assembly procedures, using the specified integration facilities.



	BP6. Confirm Integrated Product or Service Operation. Confirm that the integrated product or service functions to the extent required for evaluation.
	BP 07.05 Confirm Integrated Product or Service Operation. Confirm that the integrated product or service functions to the extent required for evaluation. (goal 3)
	SP 3.3
Evaluate Assembled Product Components

Evaluate assembled product components for interface compatibility
	AI2.5 Configure and implement acquired application software to meet business objectives.
	ENG.9.BP7: Build complete system of system elements. Identify and integrate system elements to produce a complete system ready for system testing according to the system integration strategy.
	

	BP7. Record integration information.  Record integration information such as issues, problems, assembly errors, or any design constraints arising.
	
	SP 3.3 Evaluate Assembled Product Components 

Subpractice 2: Record the evaluation results.


	
	
	TEC.5.BP.7:  Record integration information.  [Outcome: c,d]

Record integration information in an appropriate database.

NOTE
This includes resolution of problems due to the integration strategy, the integration enabling systems or manual assembly errors.  The data are analyzed to enable corrective or improvement actions to the integration strategy and its execution.

TEC.5.BP.2:  Identify integration constraints on design.  [Outcome:b]

Identify the constraints on the design arising from the integration strategy. 


Evaluation

	Enterprise SPICE Process
	*iCMM v2
	ITIL v3
	ISO/IEC 12207: 2008 PRM

 (and15504-5 practices) 
	ISO/IEC 15288:2008 PRM (and 15504-6 practices)

	Evaluation
	PA 08 Evaluation 


	Service Validation and Testing Process (SVT);

Evaluation Process (EV)
	7.2.4 Software Verification Process;

7.2.5 Software Validation Process

(SUP.2 Verification

SUP.3 Validation)
	6.4.6 Verification Process; 6.4.8 Validation Process

(TEC.6 Verification

TEC.8 Validation)

	Purpose:
	
	
	
	

	The purpose of the Evaluation process is to provide confidence that developed and acquired products and services satisfy specified requirements and operational needs
	Purpose: to confirm that developed and acquired products and services satisfy specified requirements and operational needs, and identify and document actual and potential defects in evolving product and service elements.
	SVT: assure a service will provide value to customers and their business
EV: set stakeholder expectations correctly and provide effective and accurate information to make sure changes that adversely affect service capability and introduce risk are not transitioned unchecked
	7.2.4.1 The purpose of the Software Verification Process is to confirm that each software work product and/or service of a process or project properly reflects the specified requirements. 

7.2.5.1 The purpose of the Software Validation Process is to confirm that the requirements for a specific intended use of the software work product are fulfilled 


	6.4.6.1  The purpose of the Verification Process is to confirm that the specified design requirements are fulfilled by the system. 

This process provides the information required to effect the remedial actions that correct non-conformances in the realized system or the processes that act on it. 


6.4.8.1  The purpose of the Validation Process is to provide objective evidence that the services provided by a system when in use comply with stakeholders’ requirements, achieving its intended use in its intended operational environment.   

This process performs a comparative assessment and confirms that the stakeholders’ requirements are correctly defined.  Where variances are identified, these are recorded and guide corrective actions.  System validation is ratified by stakeholders. 

	Outcomes:
	Goals
	
	
	

	1. The evaluation strategy, requirements, criteria, methods, and environment are established to provide an objective basis for determining whether the products and services meet requirements and expected outcomes and can be accepted. 
	1. The evaluation approach, requirements, methods, and environment are established to provide an objective basis for determining whether the products and services meet requirements and can be accepted.
	
	7.2.4.2
 

a) a verification strategy is developed and implemented; 

b) criteria for verification of all required software work products is identified; 

7.2.5.2
 

a) a validation strategy is developed and implemented; 

b) criteria for validation of all required work products are identified; 


	6.4.6.2  

a) A verification strategy is defined. 

b) Verification constraints are provided as inputs to requirements. 

6.4.8.2  

a) A validation strategy is defined. 

b) The availability of services required by stakeholders is confirmed. 

	2. Work products of all life cycle phases are evaluated against established needs and requirements. 
	
	SVT: … remedy any errors or variances early in the service lifecycle

	
	

	3. Evaluations are performed as planned.  


	2. Evaluations are performed as planned.  
	SVT: Validate that a service is fit for purpose; 
Assure a service is fit for use 

EV: Evaluate intended effects of a service change, and as much of unintended effects as is reasonable
	7.2.4.2

c) required verification activities are performed; 
7.2.5.2

c) required validation activities are performed; 

	

	4. Analyses are conducted on results of evaluations, and reported to support acceptance or corrective actions and improvement.  
	3. Analyses are conducted on results of evaluations to support acceptance or corrective actions.


	SVT: 

Provide confidence a release will create a new or changed service or service offerings that deliver the expected outcomes and value for customers …

EV: Provide good quality outputs from evaluation process for effective decision about whether service change should be approved or not
	7.2.4.2

d) defects are identified and recorded; 
e) results of the verification activities are made available to the customer and other involved parties. 

7.2.5.2

d) problems are identified and recorded; 

e) evidence is provided that the software work products as developed are suitable for their intended use; and 

f) results of the validation activities are made available to the customer and other involved parties. 
	6.4.6.2  

c) Data providing information for corrective action is reported. 

d) Objective evidence that the realized product satisfies the system requirements and the architectural design is provided. 


6.4.8.2  

c) Validation data is provided. 

d) Data capable of providing information for corrective action is reported. 

	Base Practices
	Base Practices
	
	
	 

	BP1: Develop Evaluation Strategy. 

Establish and maintain a comprehensive strategy and requirements for evaluating products and services throughout their life cycle. 
	BP 08.01 Develop Evaluation Strategy. Establish and maintain a comprehensive strategy and requirements for evaluating products and services throughout their life cycle.
	SVT: Plan and design 
EV: Plan the evaluation 

	SUP.2.BP1: Develop verification strategy. Develop and implement a verification strategy, including verification activities with associated methods, techniques, and tools; work product or processes under verification; degrees of independence for verification and schedule for performing these activities. [Outcome: 1]]

NOTE. Software verification provides objective evidence that the design outputs of a particular phase of the software development life cycle meet all of the specified requirements for that phase.

SUP.2.BP2: Develop criteria for verification. Develop the criteria for verification of all required work products. [Outcome: 2]

SUP.3.BP1: Develop validation strategy. Develop and implement a validation strategy, including validation activities with associated methods, techniques, and tools; work product or processes under validation; degrees of independence for validation and schedule for performing these activities. [Outcome: 1]

NOTE: Validation aims to confirm by examination and provision of objective evidence that software or system specifications conform to user needs and intended uses, and the particular requirements implemented by the software product can be consistently fulfilled.

SUP.3.BP2: Develop validation criteria. Develop the criteria for validation of all required work products. [Outcome: 2]
	TEC.6.BP.1:  Define verification strategy.  [Outcome: a]
Define the strategy for verifying the system entities throughout the life cycle.

NOTE This strategy applies to the system and to its  descriptions, e.g. requirements, design definitions.  It includes the context and purpose for each instance of verification action, e.g. verifying the design, ability to build the design correctly, ability to reproduce the system, ability to correct a fault arising, ability to predict failures.  Verification demonstrates, through assessment of the product, that the system is made ‘right’, i.e. fulfils the system requirements against which the product was realized.  During verification, wherever possible, the system includes its human operators.  The nature and scope of the verification action, e.g. review, inspection, audit, comparison, static test, dynamic test, demonstration (or a combination of these) depend on whether a model, prototype or actual product is being verified, and on the perceived risks, e.g. safety, commercial criticality.

TEC.6.BP.2:  Define verification scheme.  [Outcome: b,c] Define a verification plan based on system requirements.  

NOTE
The plans account for the sequence of configurations defined in the integration strategy and, where appropriate, take account of disassembly strategies for fault diagnosis.  The schedule typically defines risk-managed verification steps that progressively build confidence in compliance of the fully configured product.

TEC.6.BP.3:  Identify verification constaints on design.  [Outcome: b]
Potential constraints on design decisions are identified and communicated. 

NOTE
This includes practical limitations of accuracy, uncertainty, repeatability that are imposed by the verification enabling systems, the associated measurement methods, the need for system integration, and the availability, accessibility and interconnection with enabling systems.

TEC.8.BP.1:  Define validation strategy.  [Outcome: a]
Define the strategy for validating the services in the operational environment and achieving stakeholder satisfaction.

NOTE
Validation demonstrates, through assessment of the services presented to the stakeholders, that the ‘right’ system entity has been created, i.e., is fit for its purpose and satisfies the consumer.  Validation takes place from the earliest stage of a life cycle. For example paper prototypes, simulations or mock-ups of the system under development in a corresponding representation of its environment may be used to validate at the Concept Stage.  The nature and scope of the validation action depends on whether a model, prototype or actual system is being validated, on risks, (e.g. novelty, safety, technical and commercial criticality issues), on the agreement and organizational constraints, and on the stakeholder requirements.  The supplier, the acquirer, or an agent of the acquirer may do validation of the realized product. The responsibility is designated in the agreement.

TEC.8.BP.2:  Prepare validation scheme.  [Outcome: b,d] Prepare a validation plan.

NOTE 
Validation is based on the stakeholder requirements. Where appropriate, define validation steps, e.g. various operational states, scenarios and missions that progressively build confidence in conformance of the installed system and assist diagnosis of any discrepancies.  Methods and techniques needed to implement the validation strategy are specified, as are the purpose, conditions and conformance criteria for each validation.  Where stakeholder requirements cannot be specified comprehensively or change frequently, repeated validation of (often rapidly developed) increments in system evolution may be employed to refine stakeholder requirements and mitigate risks in the correct identification of need, e.g. ISO 13407 describes an iterative life cycle that involves users.

	BP2. Develop Evaluation Procedures. Develop the detailed procedures, methods, and processes to be used in evaluating products and services.    
	BP 08.02 Develop Evaluation Procedures. Develop the detailed procedures, methods, and processes to be used in evaluating products and services.    
	
	SUP.2.BP1: Develop verification strategy. Develop and implement a verification strategy, including verification activities with associated methods, techniques, and tools; …. [Outcome: 1]]

SUP.3.BP1: Develop validation strategy. Develop and implement a validation strategy, including validation activities with associated methods, techniques, and tools; work product or processes under validation; degrees of independence for validation and … [Outcome: 1]
	TEC.8.BP.2:  Prepare validation scheme.  [Outcome: b,d] Prepare a validation plan.

NOTE 
… Where appropriate, define validation steps, e.g. various operational states, scenarios and missions that progressively build confidence in conformance of the installed system and assist diagnosis of any discrepancies.  Methods and techniques needed to implement the validation strategy are specified, as are the purpose, conditions and conformance criteria for each validation.  Where stakeholder requirements cannot be specified comprehensively or change frequently, repeated validation of (often rapidly developed) increments in system evolution may be employed to refine stakeholder requirements and mitigate risks in the correct identification of need, e.g. ISO 13407 describes an iterative life cycle that involves users.

	BP3. Establish and Maintain Evaluation Environment. Establish and maintain the tools, facilities, personnel, documentation, and environment needed to perform planned evaluations.
	BP 08.03 Establish and Maintain Evaluation Environment. Establish and maintain the tools, facilities, personnel, documentation, and environment needed to perform planned evaluations.
	SVT: Prepare test environment


	SUP.2.BP1: Develop verification strategy. … including verification activities with associated methods, techniques, and tools; … [Outcome: 1]]

SUP.3.BP1: Develop validation strategy. … including validation activities with associated methods, techniques, and tools; … [Outcome: 1]
	TEC.6.BP.4:  Confirm  verification readiness.  [Outcome: d]
Ensure that the enabling system for verification is available and associated facilities, equipment and operators are prepared to conduct the verification.

TEC.8.BP.3:  Confirm validation readiness.  [Outcome: b]
Ensure that any operators, enabling system for validation and associated facilities are ready in order to conduct validation.

	BP4. Evaluate Incremental Work Products. Evaluate incremental work products and services.
	BP 08.04 Evaluate Incremental Work Products. Evaluate incremental work products and services.
	SVT: Perform test 
EV: Evaluate predicted performance 

Evaluate actual performance 
	SUP.2.BP3: Conduct verification. Verify identified work products according to specified strategy. [Outcome: 3]
SUP.3.BP3: Perform validation activities. Conduct validation activities using identified techniques, processes, and test cases against requirements and quality standards. … [Outcome: 3]
	TEC.6.BP.5:  Conduct verification.  [Outcome: c,d]
Conduct verification to demonstrate compliance to the specified design requirements.

NOTE
Non-compliance identifies the existence of random faults and/or design errors, and corrective actions are initiated as appropriate. Verification is undertaken in a manner, consistent with organizational constraints, such that uncertainty in the replication of verification actions, conditions and outcomes is minimized.  Approved records of verification actions and outcomes are made.

TEC.8.BP.4:  Conduct validation.  [Outcome: b,c,d]
Conduct validation to demonstrate conformance of services to stakeholder requirements.

NOTE
Validation is undertaken in a manner, consistent with organizational constraints, such that uncertainty in the replication of validation actions, conditions and outcomes is minimized.  Objectively record and approve validation actions and results.  Validation may also be conducted to confirm that the system not only satisfies all operational, functional and usability requirements, but also satisfies the often less formally expressed, but sometimes overriding, attitudes, experience and subjective tests that comprise customer satisfaction

	BP5. Verify End-products. Evaluate end-products and services against specified requirements.
	BP 08.05 Verify End-products. Evaluate end-products and services against specified requirements.
	SVT: Perform test 
EV: Evaluate predicted performance 

Evaluate actual performance 


	SUP.2.BP3: Conduct verification. Verify identified work products according to specified strategy. [Outcome: 3]


	TEC.6.BP.5:  Conduct verification.  [Outcome: c,d]
Conduct verification to demonstrate compliance to the specified design requirements.

NOTE
Non-compliance identifies the existence of random faults and/or design errors, and corrective actions are initiated as appropriate. Verification is undertaken in a manner, consistent with organizational constraints, such that uncertainty in the replication of verification actions, conditions and outcomes is minimized.  Approved records of verification actions and outcomes are made

	BP6. Validate End-products. Evaluate the capability of end-products and services to fulfill their intended use in representative operational environments.  
	BP 08.06 Validate End-products. Evaluate the capability of end-products and services to fulfill their intended use in representative operational environments.  
	SVT: Perform test 
EV: Evaluate predicted performance 

Evaluate actual performance 


	SUP.3.BP3: Perform validation activities. Conduct validation activities using identified techniques, processes, and test cases against requirements and quality standards. … [Outcome: 3]


	TEC.8.BP.4:  Conduct validation.  [Outcome: b,c,d]
Conduct validation to demonstrate conformance of services to stakeholder requirements.

NOTE
Validation is undertaken in a manner, consistent with organizational constraints, such that uncertainty in the replication of validation actions, conditions and outcomes is minimized.  Objectively record and approve validation actions and results.  Validation may also be conducted to confirm that the system not only satisfies all operational, functional and usability requirements, but also satisfies the often less formally expressed, but sometimes overriding, attitudes, experience and subjective tests that comprise customer satisfaction.



	BP7. Analyze Evaluation Results. Analyze results of evaluations and compare them to the needs and requirements to identify and quantify deficiencies, and recommend corrective and preventive actions.
	BP 08.07 Analyze Evaluation Results. Analyze results of evaluations and compare them to the needs and requirements to identify and quantify deficiencies, and recommend corrective and preventive actions.
	SVT: Evaluate exit criteria and report 

Test clean up and closure
EV: Evaluation report 


	SUP.2.BP4: Determine actions for verification results. Defects detected by the verification should be identified, recorded and entered into the Problem resolution process (SUP.9). [Outcome: 4]

SUP.3.BP4: Identify problems. Issues detected by the validation process should be identified, recorded and entered into the Problem resolution management process (SUP.9). [Outcome: 4]


	TEC.6.BP.7:  Report verification analysis.  [Outcome: c,d]
Analyze, record and report verification, discrepancy and corrective action information.

NOTE
In accordance with agreement terms or organizational objectives, conduct verification to isolate that part of the system that is giving rise to a non-conformance.  Fault diagnosis is conducted to a level of resolution consistent with cost effective remedial action, including re-verification following defect correction, and/or organizational quality improvement actions. Verification data is collected, classified and collated according to criteria defined in the verification strategy.  This categorizes non-conformances according to their source and corrective action and owner.  The verification data is analyzed to detect essential features such as trends and patterns of failure, evidence of design errors and emerging threats to services.

TEC.8.BP.6:  Isolate validation non-conformance.  [Outcome: b,d]
As appropriate to agreement terms or organizational objectives, conduct validation to isolate that part of the system giving rise to a non-conformance.

NOTE
Fault diagnosis is conducted to a level of resolution consistent with cost effective remedial action, including re-validation following defect correction and/or organizational quality improvement actions.

TEC.8.BP.7:  Report validation analysis.  [Outcome: c] Analyze, record and report validation data according to criteria defined in the validation strategy.

NOTE
This Base Practice categorizes non-conformances according to their source and corrective action owner.  The validation data is analyzed to detect essential features such as trends and patterns of failure, evidence of design errors and emerging threats to services.

	BP8.  Report Results.  Record and report results of evaluation activities.
	BP 08.07 Analyze Evaluation Results. Analyze results of evaluations and compare them to the needs and requirements to identify and quantify deficiencies, and recommend corrective and preventive actions.
	
	SUP.2.BP5: Make verification results available to the stakeholders. The verification results should be made available to the stakeholders, including the customers and other involved parties. [Outcome: 5]
SUP.3.BP5: Provide validation data. Provide validation data resulting from carrying out validation activities. Validate that the product satisfies its intended use by review of validation activities results, and the resolution of issues raised. [Outcome: 5]

SUP.3.BP6: Make validation results available to the customer and other involved parties. The validation results should be made available to the customer and other involved parties. [Outcome: 6]
	TEC.6.BP.6:  Communicate verification data.  [Outcome: d] Make available verification data on the system. 
NOTE This is conducted in accordance with agreements and legal, regulatory or product sector requirements.

TEC.6.BP.7:  Report verification analysis.  [Outcome: c,d] Analyze, record and report verification, discrepancy and corrective action information.
TEC.8.BP.4:  Conduct validation.  [Outcome: b,c,d]
Conduct validation to demonstrate conformance of services to stakeholder requirements.

NOTE
….  Objectively record and approve validation actions and results.  
TEC.8.BP.5:  Communicate validation data.  [Outcome: c,d] Make available validation data on the system according to legal, regulatory or product sector requirements.

TEC.8.BP.7:  Report validation analysis.  [Outcome: c] Analyze, record and report validation data according to criteria defined in the validation strategy.

NOTE
This Base Practice categorizes non-conformances according to their source and corrective action owner.  The validation data is analyzed to detect essential features such as trends and patterns of failure, evidence of design errors and emerging threats to services.


	Enterprise SPICE Process
	CobiT v4.1
	ISO 14001 
	eSCM (SP)

(reference) 

	Evaluation
	AI2 Acquire and Maintain Application Software 

AI7 Install and accredit solutions and changes

ME3 Ensure compliance with external requirements
	4.5.2 Evaluation of compliance

4.5.3 Nonconformity, corrective action and preventive action
	Service Design and Deployment

	Purpose:
	
	
	

	The purpose of the Evaluation process is to provide confidence that developed and acquired products and services satisfy specified requirements and operational needs
	
	
	

	Outcomes:
	
	
	

	1. The evaluation strategy, requirements, methods, and environment are established to provide an objective basis for determining whether the products and services meet requirements and expected outcomes and can be accepted. 
	
	
	

	2. Work products of all life cycle phases are evaluated against established needs and requirements. 
	
	
	

	3. Evaluations are performed as planned.  


	
	
	

	4. Analyses are conducted on results of evaluations to support acceptance or corrective actions and improvement.  
	
	
	

	Base Practices
	
	
	 

	BP1: Develop Evaluation Strategy. 

Establish and maintain a comprehensive strategy and requirements for evaluating products and services throughout their life cycle. 
	AI7.2 Test Plan 

Establish a test plan based on organization-wide standards that defines roles, responsibilities, and entry and exit criteria. Ensure that the plan is approved by relevant parties.

AI7.6 Testing of Changes 

… Ensure that plan considers security and performance.
	
	

	BP2. Develop Evaluation Procedures. Develop the detailed procedures, methods, and processes to be used in evaluating products and services.    
	
	4.5.2 Evaluation of compliance

4.5.2.1 Consistent with its commitment to compliance, the organization shall establish, implement and maintain a procedure(s) for periodically evaluating compliance with applicable legal requirements. …
4.5.2.2 The organization shall evaluate compliance with other requirements to which it subscribes. …
4.5.3 Nonconformity, corrective action and preventive action

The organization shall establish, implement and maintain a procedure(s) for dealing with actual and potential nonconformity(ies) and for taking (note: recommending only) corrective action and preventive action. The procedure(s) shall define requirements for

a) identifying and correcting nonconformity(ies) and taking action(s) to mitigate their environmental impacts,

b) investigating nonconformity(ies), determining their cause(s) and taking (note: recommending only) actions in order to avoid their recurrence,

c) evaluating the need for action(s) to prevent nonconformity(ies) …
	Service Design and Deployment

Sdd07-Establish and implement procedures to review and verify the service design



	BP3. Establish and Maintain Evaluation Environment. Establish and maintain the tools, facilities, personnel, documentation, and environment needed to perform planned evaluations.
	AI7.4 Test Environment 

Define and establish a secure test environment representative of the planned operations environment relative to security, internal controls, operational practices, data quality and privacy requirements, and workloads.


	
	

	BP4. Evaluate Incremental Work Products. Evaluate incremental work products and services.
	ME3.3 Evaluation of Compliance With External Requirements

Confirm compliance of IT policies, standards, procedures and methodologies with legal and regulatory requirements.

ME3.4 Positive Assurance of Compliance

Obtain and report assurance of compliance and adherence to all internal policies derived from internal directives or external legal, regulatory or contractual requirements, confirming that any corrective actions to address any compliance gaps have been taken by the responsible process owner in a timely manner.

AI2.7 Development of Application Software

Ensure that automated functionality is developed in accordance with design specifications, development and documentation standards, QA requirements, and approval standards. Ensure that all legal and contractual aspects are identified and addressed for application software developed by third parties.

AI7.6 Testing of Changes 

Test changes independently in accordance with defined test plan prior to migration to operational environment. ..
	4.5.2 Evaluation of compliance

4.5.2.1 Consistent with its commitment to compliance, the organization shall establish, implement and maintain a procedure(s) for periodically evaluating compliance with applicable legal requirements. …
4.5.2.2 The organization shall evaluate compliance with other requirements to which it subscribes. …
	

	BP5. Verify End-products. Evaluate end-products and services against specified requirements.
	ME3.3 Evaluation of Compliance With External Requirements

Confirm compliance of IT policies, standards, procedures and methodologies with legal and regulatory requirements.

ME3.4 Positive Assurance of Compliance

Obtain and report assurance of compliance and adherence to all internal policies derived from internal directives or external legal, regulatory or contractual requirements, …

AI2.7 Development of Application Software

Ensure that automated functionality is developed in accordance with design specifications, development and documentation standards, QA requirements, and approval standards. Ensure that all legal and contractual aspects are identified and addressed for application software developed by third parties.

AI7.7 Final Acceptance Test 

Ensure that business process owners and IT stakeholders evaluate the outcome of the testing process as determined by the test plan. …
	4.5.2 Evaluation of compliance

4.5.2.1 Consistent with its commitment to compliance, the organization shall establish, implement and maintain a procedure(s) for periodically evaluating compliance with applicable legal requirements. …
4.5.2.2 The organization shall evaluate compliance with other requirements to which it subscribes. …
	

	BP6. Validate End-products. Evaluate the capability of end-products and services to fulfill their intended use in representative operational environments.  
	
	
	

	BP7. Analyze Evaluation Results. Analyze results of evaluations and compare them to the needs and requirements to identify and quantify deficiencies, and recommend corrective and preventive actions.
	ME3.3 Evaluation of Compliance With External Requirements

Confirm compliance of IT policies, standards, procedures and methodologies with legal and regulatory requirements.

ME3.4 Positive Assurance of Compliance

Obtain and report assurance of compliance and adherence to all internal policies derived from internal directives or external legal, regulatory or contractual requirements, …

AI7.7 Final Acceptance Test 

… Remediate significant errors identified in the testing process, having completed the suite of tests identified in the test plan and any necessary regression tests. …
	4.5.3 Nonconformity, corrective action and preventive action

The organization shall establish, implement and maintain a procedure(s) for dealing with actual and potential nonconformity(ies) and for taking corrective action and preventive action. The procedure(s) shall define requirements for

a) identifying and correcting nonconformity(ies) and taking (note: recommending only)action(s) to mitigate their environmental impacts,

b) investigating nonconformity(ies), determining their cause(s) and taking (note: recommending only)actions in order to avoid their recurrence,

c) evaluating the need for action(s) to prevent nonconformity(ies) …
	

	BP8.  Report Results.  Record and report results of evaluation activities.
	ME3.4 Positive Assurance of Compliance

…  report assurance of compliance and adherence to all internal policies derived from internal directives or external legal, regulatory or contractual requirements, …

ME3.5 Integrated Reporting

Integrate IT reporting on legal, regulatory and contractual requirements with similar output from other business functions.
	4.5.2 Evaluation of compliance

4.5.2.1 … The organization shall keep records of the results of the periodic evaluations.

4.5.2.2 … The organization shall keep records of the results of the periodic evaluations.
	


Deployment, Transition and Disposal
	Enterprise SPICE Process 
	iCMM
	ITIL v3 Processes
	ISO/IEC 20000
	CobiT v4.1 processes

	Deployment, Transition, and Disposal  
	PA 09 Deployment, Transition and Disposal
	Transition Planning and Support

Release and Deployment Management
	10.1 Release management

	A14 Enable operation and use

A17 Install and accredit solutions and changes

	Purpose
	
	
	
	

	The purpose of the Deployment, Transition and Disposal process is to place a product or service into its intended environment so that it can be successfully used, operated and supported, and to deactivate and dispose of any replaced product or service.
	To place a product or service into an operational environment, transfer it to the customer / stakeholder and to the support organization, and deactivate and dispose of the replaced product and/or dispense with the service.
	
	To deliver, distribute and track one or more changes in a release into the live environment.

NOTE The release management process should be integrated with the configuration and change management processes.
	

	Outcomes: 
	Goals 
	
	
	

	As a result of successful implementation of the Deployment, Transition and Disposal process:


	
	Plan and coordinate the resources to ensure requirements of service strategy encoded in service design are effectively realized in service operations; identify, manage and control the risks of failure and disruption across transition activities

Deploy releases into production and establish effective use of the service in order to deliver value to the customer and be able to handover to service operations
	
	

	1) Transition, deployment, and disposal strategy is developed
	
	· Plan and coordinate the resources to establish successfully a new or changed service into production within the predicted cost, quality and time estimates
· Provide clear and comprehensive plans that enable the customer and business change projects to align their activities with the service transition plans
· Clear and comprehensive release and deployment plans that enable customer and business change projects to align their activities with these plans

	
	

	2) Operation and support staff and facilities are prepared to accept the transitioned product or service into use
	2.  Customer/ stakeholder operation and support personnel are prepared to accept delivery, placement and transition of the product or service into use.

	· Ensure that all parties adopt the common framework of standard re-usable processes and supporting systems to improve the effectiveness and efficiency of the integrated planning and coordination activities

· Release package can be built, installed, tested and deployed efficiently to a deployment group or target environment successfully and on schedule


	
	

	3) Readiness of the product or service for use in its intended environment is assured
	3.  Customer/ stakeholder operation and support organizations demonstrate their capacity to support the product or service upon assumption of responsibility.
	· New or changed service and enabling systems, technology and organization can deliver agreed service requirements


	
	

	4) The product or service is deployed to the operation and support environments.
	
	
	
	

	5) Continuity of operational performance is maintained. 
	4.  Continuity of operational performance is maintained.
	· Minimal unpredicted impact


	
	

	6) The replaced product or service components are destroyed, stored, reclaimed or recycled
	5. The replaced product or service is deactivated, disposed and/or dispensed of, as appropriate.
	
	
	

	7) Records allowing knowledge retention of disposal actions and analysis of long-term impacts are available
	
	
	
	

	Base Practices
	
	
	
	

	BP1: Establish and Maintain Transition, Deployment and Disposal Strategy.  Establish and maintain strategy that addresses product or service transition to the operation and support environment.  The strategy should address roll-out method, resources needed, constraints, rollback and restoration of the environment to its previous stable state if required, training needed, readiness checks, and disposal of the product or service replaced.
	BP 09.01 Develop, Deploy, and Maintain a Strategy for Deployment, Transition and Disposal Activities. Develop a strategy for deployment, transition, and disposal and perform activities in accordance with the strategy.
	· Transition strategy (e.g., purpose, context, scope, applicable standards, agreements, requirements, stakeholders, framework, criteria for each stage, requirements of new/changed service, people, approach, deliverables, …)

· Plan and coordinate service transition (e.g. plan, adopt best practices, review plans)

	· The service provider shall plan with the business the release of services, systems, software and hardware. 

· Plans on how to roll out the release shall be agreed and authorized by all relevant parties, e.g. customers, users, operations and support staff. 


	AI4.1 Planning for Operational Solutions

Develop a plan to identify and document all technical, operational and usage aspects such that all those who will operate, use and maintain the automated solutions can exercise their responsibility.

AI7.3 Implementation Plan

Establish an implementation and fallback/backout plan. Obtain approval from relevant parties.



	BP2: Prepare staff for product or service transition. Establish and maintain staff training plan, and train operation and support staff according to plan.
	
	· Preparation for build, test and deployment (e.g., training)


	
	AI4.2 Knowledge Transfer to Business Management

Transfer knowledge to business management to allow those individuals to take ownership of the system and data, and exercise responsibility for service delivery and quality, internal control, and application administration.

AI7.1 Training

Train the staff members of the affected user departments and the operations group of the IT function in accordance with the defined training and implementation plan and associated materials, as part of every information systems development, implementation or modification project.



	BP3: Review current facilities and develop plan for facility upgrade, as necessary
	BP 09.02 Prepare Facility and Infrastructure Environment. Establish the facility and infrastructure environment to receive and operate the product or service.
	· Prepare for service transition (e.g. review inputs, check configuration baselines, check readiness)


	
	

	BP4: Ensure that Product or Service is ready for use.  Make sure that product or services scheduled to be deployed are placed under configuration management.  
	BP 09.03 Oversee Configuration of Product or Service. Verify fielded configuration items reflect the product or service baseline and manage change control.
	· Build and test (release and build documentation for integrated release package, acquire and test input CIs and components, release packaging, build and manage test environments)

· Service testing and pilots (deployment readiness, service management/performance test, operations test, service level test, user test, service provider interface test, deployment verification test)


	· Release management procedures shall include the updating and changing of configuration information and change records. 

	

	PB5: Prepare, notify stakeholders for changes in service, and establish and implement the transition strategy
	BP 09.04 Demonstrate Support Capability. Demonstrate the ability of the customer/stakeholder support organization to maintain, modify and support the product or service.
	· Plan and prepare for deployment (detailed planning)


	· Requests for change shall be assessed for their impact on release plans.
	AI4.3 Knowledge Transfer to End Users

Transfer knowledge and skills to allow end users to effectively and efficiently use the system in support of business processes.

AI4.4 Knowledge Transfer to Operations and Support Staff

Transfer knowledge and skills to enable operations and technical support staff to effectively and efficiently deliver, support and maintain the system and associated infrastructure.


	BP6: Deploy Product or Service. Install product or service into delivery environment and ensure minimum unpredicted impact on the production, operations and support services.
	BP 09.05 Transition Product or Service. Transfer the product or service to the customer/stakeholder operation and support organizations.
	· Planning (release and deployment plans, pass/fail criteria, (e.g. all tests passed/insufficient resources or capabilities, nonconformance to standards, risks higher than predicted, acceptance criteria not met, CMS not updated), build and test planning, planning pilots, release packaging and build activities,  deployment, logistics, delivery, financial/commercial planning)
· Perform transfer, deployment and retirement (transfer financial assets, license costs etc; organizational changes; deploy processes, materials, capability, service, decommissioning) 


	· The process shall include the manner in which the release shall be reversed or remedied if unsuccessful. 

· A controlled acceptance test environment shall be established to build and test all releases prior to distribution. 

· Release and distribution shall be designed and implemented so that the integrity of hardware and software is maintained during installation, handling, packaging and delivery.  

· Analysis shall include assessment of the impact on the business, IT operations and support staff resources, and shall provide input to a plan for improving the service.


	AI7.8 Promotion to Production

Following testing, control the handover of the changed system to operations, keeping it in line with the implementation plan. Obtain approval of the key stakeholders, such as users, system owner and operational management. Where appropriate, run the system in parallel with the old system for a while, and compare behaviour and results.



	BP7: Maintain Product or Service Continuity. Identify essential functions and resources needed to ensure continuity during transition. Establish and maintain, and continuity plans.
	
	· Verify deployment 

· Early life support (resolve problems, stabilize the service)

· Review and close a deployment


	· Emergency releases shall be managed according to a defined process that interfaces to the emergency change management process. 


	AI7.9 Post-implementation Review

Establish procedures in line with the organisational change management standards to require a post-implementation review as set out in the implementation plan.


	BP8: End the Existence of a Product or Service..  Destroy, store, reclaim or recycle product or service according to the plan. Confirm that there is no health, safety, security, and environmental impact following product or service disposal. 
	BP 09.06 Deactivate and Dispose Replaced Product and/or Dispense with Service. Deactivate and dispose of the replaced product and/or dispense with the replaced service
	· Review and close service transition


	
	

	BP9: Maintain Records. Maintain records of disposal actions and analysis of long-term impacts to permit audits, reviews, and to form the basis for future disposal planning.
	
	
	
	


	Enterprise SPICE Process
	12207:2008 


	15288: 2008
	CMMI-SVC
	eSCM (SP)

reference

	Deployment, Transition, and Disposal  
	1- 6.4.7 Software Installation Process 

2- 6.4.11 Software Disposal Process
	1- 6.4.7 Transition Process

2- 6.4.11 Disposal Process
	Service System Transition (SST)

	Service transfer; Sourcing completion (CL) 

Service Design and Deployment, Service transfer (SP)

	Purpose
	
	
	
	

	The purpose of the Deployment, Transition and Disposal process is to place a product or service into its intended environment so that it can be successfully used, operated and supported, and to deactivate and dispose of any replaced product or service.
	1- The purpose of the Software Installation Process is to install the software product that meets the agreed requirements in the target environment.

2- The purpose of the Software Disposal Process is to end the existence of a system’s software entity. This process ends active support by the operation and maintenance organization, or deactivates, disassembles and removes the affected software products, consigning them to a final condition and leaving the environment in an acceptable condition. This process destroys or stores system software elements and related products in a sound manner, in accordance with legislation, agreements, organizational constraints and stakeholder requirements. Where required, it maintains records that may be monitored.

NOTE The objective is to retire a system's existing software products or services while preserving the integrity of organizational operations.


	1- The purpose of the Transition Process is to establish a capability to provide services specified by stakeholder requirements in the operational environment. This process installs a verified system, together with relevant enabling systems, e.g. operating system, support system, operator training system, user training system, as defined in agreements. This process is used at each level in the system structure and in each stage to complete the criteria established for exiting the stage. It includes preparing applicable storage, handling, and shipping enabling systems.

2- The purpose of the Disposal Process is to end the existence of a system entity. This process deactivates, disassembles and removes the system and any waste products, consigning them to a final condition and returning the environment to its original or an acceptable condition. This process destroys, stores or reclaims system entities and waste products in an environmentally sound manner, in accordance with legislation, agreements, organizational constraints and stakeholder requirements. Where required, it maintains records in order that the health of operators and users, and the safety of the environment, can be monitored.


	The purpose of Service System Transition (SST) is to deploy new or significantly changed service system components while managing their effect on ongoing service delivery.


	

	Outcomes: 
	
	
	
	

	As a result of successful implementation of the Deployment, Transition and Disposal process:


	1-  As a result of successful implementation of the Software Installation Process

2- As a result of successful implementation of the Software Disposal process
	1-  As a result of successful implementation of the Transition Process

2-  As a result of successful implementation of the Disposal process
	
	

	1) Transition, deployment, and disposal strategy is developed
	1-

· a software installation strategy is developed;

· criteria for software installation are developed that demonstrate compliance with the software installation requirements;

2-

· a software disposal strategy is defined;

· disposal constraints are provided as inputs to requirements;


	1- 

· A system transition strategy is defined.

· Requirements for transition are identified
2-

· A system disposal strategy is defined.

· Disposal constraints are provided as inputs to requirements.


	SG 1 Prepare for Service System Transition

Preparation for service system transition is conducted.


	

	2) Operation and support staff and facilities are prepared to accept the transitioned product or service into use
	
	
	
	

	3) Readiness of the product or service for use in its intended environment is assured
	1-

· readiness of the software product for use in its intended environment is assured.

	1- 

· Readiness to transition is assured

· A system is installed in its operational location.


	
	

	4) Root causes of problems are investigated to determine need for corrective or preventive action.
	
	1- 

· Corrective action reports are recorded.


	
	

	5) Continuity of operational performance is maintained. 
	
	1- 

· A system, when operated, is capable of delivering specified services.

· The configuration as installed is recorded.

· A service is sustainable by enabling systems.


	SG 2 Deploy the Service System

The service system is deployed to the delivery environment.


	

	6) The replaced product or service components are destroyed, stored, reclaimed or recycled
	2-

· the system's software elements are destroyed or stored;


	2- 

· The system elements or waste products are destroyed, stored, reclaimed or recycled.


	
	

	7) Records allowing knowledge retention of disposal actions and analysis of long-term impacts are available
	2-

· records allowing knowledge retention of disposal actions and any analysis of long-term impacts are available.


	2- 

· Records allowing knowledge retention of disposal actions and the analysis of long-term hazards are available.


	
	

	Base Practices
	
	
	
	

	BP1: Establish and Maintain Transition, Deployment and Disposal Strategy.  Establish and maintain strategy that addresses product or service transition to the operation and support environment.  The strategy should address roll-out method, resources needed, constraints, rollback and restoration of the environment to its previous stable state if required, training needed, readiness checks, and disposal of the product or service replaced.
	1- 

Plan the Installation

The implementer shall develop a plan to install the software product in the target environment as designated in the contract. The resources and information necessary to install the software product shall be determined and be available. As specified in the contract, the implementer shall assist the acquirer with the set-up activities. Where the installed software product is replacing an existing system, the implementer shall support any parallel running activities that are required by contract. The installation plan shall be documented.

NOTE 1 The software installation strategy should be developed in agreement with the customer and the operating organization.

NOTE 2 An important part of developing an installation strategy is to develop a strategy to return to the last working system version. In order to be able to re-install the last working version, a complete backup of the system should be made before starting the installation.

NOTE 3 Based on the installation requirements, the installer should develop criteria for the environment where the software will be installed.

NOTE 4 The installer should specify the requirements for adaptation of the system for its intended environment.

NOTE 5 The installer should adapt the system to meet the requirements for operation.

2- 

Software Disposal Planning. This activity consists of the following tasks:

· A software disposal strategy is defined and documented. A plan to remove active support by the operation and maintenance organizations shall be developed and documented. The planning activities shall include users. The software disposal plan shall address the items listed below:

· Cessation of full or partial support after a certain period of time.

· Archiving of the software product and its associated documentation.

· Responsibility for any future residual support issues.

· Transition to any new software product, if applicable.

· Accessibility of archive copies of data.

NOTE 1 This defines schedules, actions and resources that: 1) terminate the delivery of software services, 2) transform the system into, or retain it in, a socially and physically acceptable state, thereby avoiding subsequent adverse effects on stakeholders, society and the environment, 3) take account of the health, safety, security and privacy applicable to disposal actions and to the long term condition of resulting physical material and information.

NOTE 2 Disposal constraints should be provided as inputs to requirements for the planned disposal activities.


	1-  
Plan the Transition. This activity consists of the following tasks:

Prepare a transition strategy.

Identify transition requirements.

NOTE. The requirements that affect the ease with which the product or service can be transitioned into operation should be identified early in its development or acquisition.

Communicate transition requirements to the development or acquisition team.

Periodically determine the product or service readiness for transition.

NOTE. A test or assessment of the readiness of the product or service to be transitioned into operation should be established early in development.

NOTE The transition strategy includes installation and commissioning of the system in accordance with agreements. Wherever possible this includes human operators.

Prepare the site of operation in accordance with installation requirements.

NOTE Site preparation is conducted in accordance with applicable health, safety, security and environmental

regulations.
2-  
Plan Disposal. This activity consists of the following tasks:

Define a disposal strategy for the system, to include each system element and any resulting waste products.

NOTE This defines schedules, actions and resources that: 1) permanently terminate the system's delivery of services, 2) transform the system into, or retain it in, a socially and physically acceptable state, thereby avoiding subsequent adverse effects on stakeholders, society and the environment, 3) take account of the health, safety, security and privacy applicable to disposal actions and to the long term condition of resulting physical material and information.

Unavoidable constraints on the system design arising from the disposal strategy are communicated.

NOTE This includes issues of disassembly, including their associated enabling systems, access to and availability of storage locations and available skill levels.

3) Specify containment facilities, storage locations, inspection criteria and storage periods if the system is to be stored.


	SP 1.1 Analyze Service System Transition Needs

Analyze the functionality and compatibility of the current and future service systems to minimize impact on service delivery.

SP 1.2 Develop Service System Transition Plans

Establish and maintain plans for specific transitions of the service system.


	Service Transfer (CL)
Tfr01 – Plan and track the transition of the sourced service

Trf03 – Establish and implement procedures to verify and account for resources transferred to service providers



	BP2: Prepare staff for product or service transition. Establish and maintain staff training plan, and train operation and support staff according to plan.
	
	
	
	Service Transfer (CL)
Trf04 – Establish and implement procedures to manage the transfer of personnel to service providers Trf05 – Ensure that transfer of knowledge to service providers is planned, supported, and verified.

Service Transfer (SP)

Trf01 - establish and implement procedures to verify and account for resources transferred to the organization

Trf02 - Establish and implement procedures to manage the transfer of personnel to the organization



	BP3: Review current facilities and develop plan for facility upgrade, as necessary
	
	
	
	

	BP4: Ensure that Product or Service is ready for use.  Make sure that product or services scheduled to be deployed are placed under configuration management.  
	
	
	
	

	PB5: Prepare, notify stakeholders for changes in service, and establish and implement the transition strategy
	
	
	SP 1.3 Prepare Stakeholders for Changes

Prepare relevant stakeholders for changes in services and service systems.


	Service Transfer (SP)
Trf04 - Establish and implement procedures to transfer resources from the organization

Trf05 - Establish and implement procedures to manage the transfer of personnel from the organization

Trf06 - Establish and implement procedures to transfer to the client, during completion, the knowledge gained from the specific client engagement



	BP6: Deploy Product or Service. Install product or service into delivery environment and ensure minimum unpredicted impact on the production, operations and support services.
	1- Perform the installation

The developer shall install the software product in accordance with the installation plan. It shall be ensured that the software code and databases initialize, execute, and terminate as specified in the contract. The installation events and results shall be documented.

NOTE The installer should assure that the software product is ready for use in its intended environment.


	1- Perform the Transition. This activity consists of the following tasks:

1) Deliver the system for installation at the correct location and time.

NOTE It may be necessary to account for intermediate storage prior to delivery.

2) Install the system in its operational location and interfaced to its environment according to its system specification.

NOTE The system is configured with required operational data.

3) Demonstrate proper installation of the system.

NOTE Acceptance tests defined in the agreement to deliver can demonstrate satisfactory installation. Where the

exact location or environment of operation is not available, a representative example is selected.

4) Activate the system.

5) Demonstrate the installed system is capable of delivering its required services.

NOTE Acceptance tests, as specified in agreements, can define the criteria that demonstrate that the system entity possesses the capability to deliver the required services when installed in its operational location and staffed by operators.

6) Demonstrate the services provided by the system are sustainable by the enabling systems.


	SP 2.1 Deploy Service System Components

Systematically deploy service system components into the delivery environment based on transition planning.

SP 2.2 Assess and Control the Impacts of the Transition

Assess the impacts of the transition on stakeholders and service delivery, and take appropriate corrective action.


	Sourcing completion (CL)

Cmp01 – plan and track completion of the sourced service

Cmp02 – establish and implement procedures to ensure continuity of service during completion

Service Design and Deployment (SP)
Sdd08-deploy the service based on the service design

Service Transfer (SP)
Trf03 - Establish and implement procedures to ensure the continuity of service during completion


	BP7: Maintain Product or Service Continuity. Identify essential functions and resources needed to ensure continuity during transition. Establish and maintain, and continuity plans.
	
	
	
	

	BP8: End the Existence of a Product or Service..  Destroy, store, reclaim or recycle product or service according to the plan. Confirm that there is no health, safety, security, and environmental impact following product or service disposal. 
	2- Software Disposal Execution. This activity consists of the following tasks:

· The software disposal plan shall be executed.

· Users shall be given notification of the plans and activities for the retirement of software products and services. Notifications shall include the following:

Description of any replacement or upgrade with its date of availability.

Statement of why the software product is no longer to be supported.

Description of other support options available, once support has been removed.

· Parallel operations of the retiring and any new software product should be conducted for smooth transition to the new system. During this period, user training shall be provided as specified in the contract.

· When the scheduled retirement arrives, notification shall be sent to all concerned. All associated development documentation, logs, and code should be placed in archives, when appropriate.

· Data used by, or associated with, the retired software product shall be accessible in accordance with the contract requirements for data protection and audit applicable to the data.


	2-

 Perform Disposal. This activity consists of the following tasks:

Acquire the enabling systems or services to be used during disposal of a system.

Deactivate the system to prepare it for removal from operation.

NOTE Interfaces to other systems are considered, e.g. power, fuel, are disconnected in accordance with disassembly instructions and relevant health, safety, security and privacy legislation.

Withdraw operating staff from the system and record relevant operating knowledge.

NOTE This is conducted in accordance with relevant safety, security, privacy and environmental standards, directives and laws.

Disassemble the system into manageable elements to facilitate its removal for reuse, recycling, reconditioning, overhaul, archiving or destruction.

Remove the system from the operational environment for reuse, recycling, reconditioning, overhaul or destruction.

NOTE This is conducted in accordance with relevant safety, security, privacy and environmental standards, directives and laws. Elements of the system that have useful life remaining, either in their current condition or following overhaul, are transferred to other systems-of-interest or organizations. Where appropriate, recondition system elements to extend their useful life. Reallocate, redeploy or retire operators.

Conduct destruction of the system, as necessary, to reduce the amount of waste treatment or to make the waste easier to handle.

NOTE This activity includes obtaining the destruction services required in order to melt, crush, incinerate or demolish the system or its elements as necessary. Act to safeguard and secure knowledge and skills possessed by operators.


	
	

	BP9: Maintain Records. Maintain records of disposal actions and analysis of long-term impacts to permit audits, reviews, and to form the basis for future disposal planning.
	
	1-

7) Analyze, record, and report the transition information, including results of transition actions, nonconformances, and corrective actions taken.

NOTE Post-implementation reporting includes flaws in the system requirements as well as technical features. Where inconsistencies exist at the interface between the system, its specified operational environment and any systems that enable the utilization stage, the deviations lead to corrective actions and/or requirement changes. Lessons learned should also be recorded.
2-

 Finalize the Disposal. This activity consists of the following tasks:

Confirm that no detrimental health, safety, security and environmental factors exist following disposal.

Archive information gathered through the lifetime of the system to permit audits and reviews in the event of long-term hazards to health, safety, security and the environment, and to permit future system creators and users to build a knowledge base from past experiences.

	
	


Operation and Support

	Enterprise SPICE Process 
	iCMM
	ITIL v3 Processes
	ISO/IEC 20000
	CobiT v4.1 processes

	Operation and Support  
	PA 10 Operation and Support
	Event management (EV)

Incident management (IN)

Problem management (PR)

Request fulfillment (RF)

Access management (ACC)

Capacity management (CAP)

Service Catalog Management (CAT)

Availability Management (AV)
	6.5 Capacity management
8.2 Incident management

8.3 Problem management
6.3 Service continuity and availability management

	DS3 Manage Performance and Capacity

DS8 Manage service desk and incidents

DS10 Manage problems



	Purpose
	
	
	
	

	The purpose of the Operation and Support process is to operate the product or service at agreed service levels and support its users.
Note: Customer support, assistance, and consultation are addressed in this process, as well as product or service monitoring.  Product or service modifications would be carried out using the other life cycle processes.   
	PA 10: to operate the product, system, or service; support its users; monitor and sustain its performance; and take or initiate corrective action as required.

	EV: detect events, make sense of them, and determine appropriate control action
IN: restore normal service operation as quickly as possible; minimize adverse impact on business operations thus ensuring best possible levels of service quality and availability are maintained.  
PR: manage the lifecycle of all problems; Prevent problems and resulting incidents from happening; Eliminate recurring incidents; Minimize impact of incidents that cannot be prevented

RF: deal with service requests from users

ACC: provide the right for users to be able to use a service or group of services; execute policies and actions defined in security and availability management

CAP: ensure cost-justifiable IT capacity in all areas of IT always exists and is matched to current and future agreed needs of the business, in a timely manner.
CAT: ensure a service catalogue is produced and maintained, containing accurate information on all operational services and those being prepared to be run operationally

AV: ensure that the level of service availability delivered in all services is matched to or exceeds the current and future agreed needs of the business, in a cost-effective manner
	6.5 Capacity management

To ensure that the service provider has, at all times, sufficient capacity to meet the current and future agreed demands of the customer’s business needs. (includes monitoring during operation)

8.2 Incident management

To restore agreed service to the business as soon as possible or to respond to service requests.
8.3 Problem management

To minimize disruption to the business by proactive identification and analysis of the cause of incidents and by managing problems to closure.

6.3 Service continuity and availability management

To ensure that agreed service continuity and availability commitments to customers can be met in all circumstances.

	The Delivery and Support domain (DS) is concerned with actual delivery of required services, which includes service delivery, management of security and continuity, service support for users, and management of data and operational facilities. 
[ESpice note:  Security and continuity are addressed in other Enterprise SPICE processes: Information Management, Work Environment, and Safety and Security]


	Outcomes: 
	Goals 
	
	
	

	BP1: Operate the Product or Service. Operate the product or service in its intended environment according to agreed service levels.
	1. The product, system, or service is operated and monitored
	EV: detect events, make sense of them, and determine appropriate control action

	6.5Capacity Management

Methods, procedures and techniques shall be identified to monitor service capacity, tune service performance and provide adequate capacity.
	

	2) Methods are established and used to sustain required capacity and service levels
	2. Methods are established and used to sustain required service levels and to detect the need for corrective action. 


	CAP: ensure cost-justifiable IT capacity in all areas of IT always exists and is matched to current and future agreed needs of the business, in a timely manner.

	6.5Capacity Management

Methods, procedures and techniques shall be identified to monitor service capacity, tune service performance and provide adequate capacity.
8.3 Problem Management

Procedures shall be adopted to identify, minimize or avoid the impact of incidents and problems
	DS3 Manage performance and Capacity

	3) If services are interrupted, they are restored to the business within time limits defined in the service level agreement
	
	IN: restore normal service operation as quickly as possible; minimize adverse impact on business operations thus ensuring best possible levels of service quality and availability are maintained. 
PR: Minimize impact of incidents that cannot be prevented

AV: ensure that the level of service availability delivered in all services is matched to or exceeds the current and future agreed needs of the business, in a cost-effective manner
	8.2 Incident Management

To restore agreed service to the business as soon as possible 
6.4 Service continuity and availability management

To ensure that agreed service continuity and availability commitments to customers can be met in all circumstances.

	DS8 Manage service desk and incidents

	4) Root causes of problems are investigated to determine need for corrective or preventive action.
	2. Methods are established and used to sustain required service levels and to detect the need for corrective action. 
	PR: Prevent problems and resulting incidents from happening; Eliminate recurring incidents; Minimize impact of incidents that cannot be prevented


	8.3 Problem Management

proactive identification and analysis of the cause of incidents
	DS10 Manage problems

	5) Needed corrective and preventive actions are deployed. 
	3. Operational support is provided and needed corrective actions are deployed.
	PR: manage the lifecycle of all problems; Eliminate recurring incidents; Minimize impact of incidents that cannot be prevented


	8.3 Problem Management

Preventive action shall be taken to reduce potential problems
	DS10 Manage problems

	6) Customer support, assistance, user request handling, and consultation are provided
	3. Operational support is provided and needed corrective actions are deployed.
	RF: deal with service requests from users

ACC: provide the right for users to be able to use a service or group of services; execute policies and actions defined in security and availability management 
CAT: ensure a service catalogue is produced and maintained, containing accurate information on all operational services and those being prepared to be run operationally
	8.2 Incident Management

to respond to service requests.
	DS8 Manage service desk and incidents

	Base Practices
	Base Practices
	
	
	

	BP1: Operate the Product or Service. Operate the product or service in its intended environment and in the specified way.
	BP 10.01 Operate the System, Product or Service. Operate the system, product, or service in its intended environment and in the specified way.
	
	
	

	BP2: Establish methods for monitoring and sustaining required product or service levels.
	
	
	6.5Capacity Management

Methods, procedures and techniques shall be identified to monitor service capacity, tune service performance and provide adequate capacity.
	DS3 Manage performance and Capacity

DS3.1 Performance and Capacity Planning

	BP3: Monitor and Evaluate Capacity, Service, and Performance. Monitor and evaluate capacity, service, and performance of the product or service
	BP 10.02 Monitor and Evaluate Capacity, Service, and Performance. Monitor and evaluate capacity, service, and performance of the system, product, or service
	EV: detect events, make sense of them, and determine appropriate control action
CAP: ensure cost-justifiable IT capacity in all areas of IT always exists and is matched to current and future agreed needs of the business, in a timely manner.

	
	DS3 Manage performance and Capacity

DS3.2 Current Performance and Capacity

DS3.5 Monitoring and Reporting



	BP4: Confirm Availability of Resources. Confirm availability of required resources (e.g., personnel and parts) to ensure service levels can be sustained.
	BP 10.03 Confirm Availability of Parts and Personnel. Confirm availability of required resources (personnel and parts) to ensure service levels can be sustained.
	AV: ensure that the level of service availability delivered in all services is matched to or exceeds the current and future agreed needs of the business, in a cost-effective manner
	6.3 Availability shall be measured and recorded. 

Unplanned non-availability shall be investigated and appropriate actions taken.


	DS3.4 IT Resources Availability

	BP5: Perform Corrective and/or Preventive Maintenance. Perform corrective and/or preventive maintenance by replacing or servicing product or service elements prior to failure.
	BP 10.04 Perform Preventive Maintenance. Perform preventive mainten-ance by replacing or servicing products/ system elements prior to failure.
	PR: Prevent problems and resulting incidents from happening; Eliminate recurring incidents; Minimize impact of incidents that cannot be prevented


	8.3 Problem Management

Procedures shall be adopted to identify, minimize or avoid the impact of incidents and problems
	DS3.3 Future performance and Capacity

	BP6: Analyze Failures. Perform failure identification and analysis activities when problems or interruptions occur in the product or delivered service.
	BP 10.05 Analyze Failures. Perform failure identification actions when a non-compliance has occurred in the product or delivered service.
	EV: detect events, make sense of them, and determine appropriate control action
IN: restore normal service operation as quickly as possible; minimize adverse impact on business operations thus ensuring best possible levels of service quality and availability are maintained. 
PR: Prevent problems and resulting incidents from happening; Eliminate recurring incidents; Minimize impact of incidents that cannot be prevented
	8.3 Problem Management

Procedures shall be adopted to identify, minimize or avoid the impact of incidents and problems
8.3 Problem management

To minimize disruption to the business by proactive identification and analysis of the cause of incidents and by managing problems to closure.
	DS8 Manage service desk and incidents
DS8.3 Incident Escalation

DS10 Manage problems

DS10.1 Identification and classification of problems

DS10.2 Problem Tracking and Resolution

DS10.3 Problem Closure



	BP7: Take or Initiate Corrective Action. Take corrective action when appropriate (e.g., defective part, human error), or initiate corrective action for product or service modification
	BP 10.06 Take or Initiate Corrective Action. Take corrective action when appropriate (e.g., defective part, human error), or initiate corrective action for product or service modification
	EV: detect events, make sense of them, and determine appropriate control action
IN: restore normal service operation as quickly as possible; minimize adverse impact on business operations thus ensuring best possible levels of service quality and availability are maintained. 
PR: Minimize impact of incidents that cannot be prevented


	8.3 Problem Management

Procedures shall be adopted to identify, minimize or avoid the impact of incidents and problems
8.3 Problem management

To minimize disruption to the business by proactive identification and analysis of the cause of incidents and by managing problems to closure.
8.2 Incident Management

To restore agreed service to the business as soon as possible
	DS8 Manage service desk and incidents
DS8.3 Incident escalation

DS10 Manage problems

DS10.2 Problem Tracking and Resolution



	BP8: Provide Customer Support. Establish a service to answer customer and user questions and help resolve problems they encounter.


	BP 10.07 Provide Customer Support. Establish a service to answer customer and user questions and help resolve problems they encounter.


	RF: deal with service requests from users

ACC: provide the right for users to be able to use a service or group of services; execute policies and actions defined in security and availability management 
CAT: ensure a service catalogue is produced and maintained, containing accurate information on all operational services and those being prepared to be run operationally
	8.2 Incident Management

to respond to service requests.
	DS8 Manage service desk and incidents

DS8.1 Service Desk

DS8.2 Registration of Customer Queries

DS8.4 Incident Closure

DS8.5 Reporting and trend analysis


	Enterprise SPICE Process
	12207:2008 


	15288: 2008
	ISO 14001
	CMMI-SVC
	eSCP (SP)

reference

	Operation and Support 
	6.4.9 Software Operation Process

6.4.10 Software Maintenance (parts)

B.3.5.1 Operational Use Process

B.3.5.2 Customer Support Process
	6.4.9 Operation Process (TEC.9 in 15504-6)
6.4.10 Maintenance Process (TEC.10 in 15504-6)
	4.4.6 Operational Control

4.5.3 Nonconformity, corrective action and preventive action
	Capacity and Availability Management (CAM)

Incident Resolution and Prevention (IRP)

Service Delivery (SD)
Causal Analysis and Resolution (CAR)
	

	Purpose
	
	
	
	
	

	The purpose of the Operation and Support process is to operate the product or service at agreed service levels and support its users.
Note: Customer support, assistance, and consultation are addressed in this process, as well as product or service monitoring.  Product or service modifications would be carried out using the other life cycle processes.   
	6.4.9 … to operate the software product in its intended environment and to provide support to the customers of the software product. 

6.4.10 … to provide cost-effective support to a delivered software product.  

NOTE Pre-delivery Software Maintenance activities include planning for post-delivery operations, supportability, and logistics determination.  Post-delivery activities include software modification and operational support, such as training or operating a help desk.  (ESPICE Note: bold is included in this process, but not software modification)
B.3.5.1 … to ensure the correct and efficient operation of the product for the duration of its intended usage and in its installed environment.  
B.3.5.2 …to establish and maintain an acceptable level of service through assistance and consultation to the customer to support effective use of the product. 
	6.4.9 … to use the system in order to deliver its services.  

This process assigns personnel to operate the system, and monitors the services and operator-system performance.  In order to sustain services it identifies and analyzes operational problems in relation to agreements, stakeholder requirements and organizational constraints. 

6.4.10 … to sustain the capability of the system to provide a service.   

This process monitors the system’s capability to deliver services, records problems for analysis, takes corrective, adaptive, perfective and preventive actions and confirms restored capability.
 ESPICE Note:  the need for design change is reported, but design changes are not carried out as part of this process

	4.4.6 Operational control

identify and plan those operations that are associated with identified significant environmental aspects consistent with its environmental policy, objectives and targets, in order to ensure that they are carried out under specified conditions
4.5.3 Nonconformity, corrective action and preventive action
establish, implement and maintain a procedure(s) for dealing with actual and potential nonconformity(ies) and for taking corrective action and preventive action.
	CAM: ensure effective service system performance and ensure that resources are provided and used effectively to support service requirements.

IRP: ensure timely and effective resolution of service incidents and prevention of service incidents as appropriate.

SD: deliver services in accordance with service agreements.


	Continued delivery of services according to commitments made

	Outcomes: 
	
	
	
	
	

	1) The product or service is operated and monitored. 
	6.4.9 the software is operated in its intended environment
B.3.5.1 a) operational risks for the product introduction and operation are identified and monitored;

b) the product is operated in its intended environment according to requirements; a
c) criteria for operational use are developed that demonstrates compliance with agreed requirements
	6.4.9  This process assigns personnel to operate the system, and monitors the services and operator-system performance. 

6.4.10  This process monitors the system’s capability to deliver services …

 f) failure and lifetime data is recorded


	
	CAM: SG 2 Monitor and Analyze Capacity and Availability

SD: SG 3 Deliver Services

	

	2) Methods are established and used to sustain required capacity and service levels
	 
	6.4.10  d) services meeting stakeholder requirements are sustained
	4.4.6 Operational Control

… procedures to control situations [(to prevent)] deviation from environmental policy, objectives and targets …
	CAM: SG 1 Prepare for Capacity and Availability Management

SD: SG 2 Prepare for Service Delivery

IRP: SG 3 Define approaches to Address Selected Incidents
	

	3) If services are interrupted, they are restored to the business within time limits defined in the service level agreement
	
	6.4.9 b) services that meet stakeholder requirements are delivered

6.4.10  d) services meeting stakeholder requirements are sustained
	
	IRP: SG 2 Identify, Control, and Address Incidents

	

	4) Root causes of problems are investigated to determine need for corrective or preventive action.
	B.3.5.2 c) operational support is provided by … resolving operational problems


	6.4.9  In order to sustain services it identifies and analyzes operational problems in relation to agreements, stakeholder requirements and organizational constraints.

6.4.10 … records problems for analysis

e) the need for corrective design changes is reported
	4.5.3 Nonconformity, corrective action and preventive action
a) identifying and correcting nonconformity(ies) and taking action(s) to mitigate their environmental impacts,

b) investigating nonconformity(ies), determining their cause(s) and taking actions in order to avoid their recurrence,

c) evaluating the need for action(s) to prevent nonconformity(ies) and implementing appropriate actions designed to avoid their occurrence,
	IRP: SG 1 Prepare for Incident Resolution and Prevention

IRP: SG 2 Identify, Control, and Address Incidents

IRP: SG 3 Define Approaches to Address Selected Incidents
CAR: SG1 Determine Causes of Defects and Problems

	

	5) Needed corrective and preventive actions are deployed. 
	
	6.4.9 

c) approved corrective action requests are satisfactorily completed

6.4.10 

… takes corrective, adaptive, perfective and preventive actions …

c) replacement system elements are made available


	b) investigating nonconformity(ies), determining their cause(s) and taking actions in order to avoid their recurrence,

c) evaluating the need for action(s) to prevent nonconformity(ies) and implementing appropriate actions designed to avoid their occurrence,
	IRP: SG 2 Identify, Control, and Address Incidents
IRP SG 3:  Define Approaches to Address Selected Incidents
CAR SG 2: Address Causes of Defects and Problems

	

	6) Customer support, assistance, user request handling, and consultation are provided
	6.4.9  assistance and consultation is provided to the customers of the software product in accordance with the agreement
6.4.10 Post-delivery activities include …operational support, such as training or operating a help desk.  

B.3.5.2 a) service needs for customer support are identified and monitored on an ongoing basis 

b) customer satisfaction with both the support services being provided and the product itself is evaluated on an ongoing basis

c) operational support is provided by handling customer inquiries and requests …
d) customer support needs are met through delivery of appropriate services
	6.4.9 

d) stakeholder satisfaction is maintained
	
	SD: SG 3 Deliver Services
IRP all

	

	Base Practices
	Practice level information not available and signify-cant gaps wrt 15504-5
	Practice information from 15504-6 as NO significant gaps wrt 15288:2008
	
	
	

	BP1: Operate the Product or Service. Operate the product or service in its intended environment according to agreed service levels.
	
	TEC.9.BP.4:  Activate system service delivery.  Activate the system in its intended operational situation to deliver instances of service or continuous service according to its intended purpose.
	
	SD: SP 2.2 Prepare for Service System Operations
SD: SP 3.2 Operate the Service System

	

	BP2: Establish methods for monitoring and sustaining required product or service levels.
	
	TEC.10.BP.1:  Define maintenance strategy.  Prepare a maintenance strategy 

TEC.10.BP.2:  Define maintenance constraints on system.  Define the constraints on system requirements that are unavoidable consequences of the maintenance strategy. 


	
	CAM: SP 1.1Establish a Capacity and Availability Management Strategy

SP 1.2 Select Measures and Analytic Techniques

SP 1.3 Establish Service System Representations

IRP: SP 1.1 Establish an Approach to Incident Resolution and Prevention

SP 1.2Establish an Incident Management System

	Del04-Establish and implement procedures to measure and verify that service commitments are being met

	BP3: Monitor and Evaluate Capacity, Service, and Performance. Monitor and evaluate capacity, service, and performance of the product or service
	
	TEC.9.BP.6:  Monitor system operation.  Monitor operation to ensure that the system is operated in accordance with the operations plans, in a safe manner and compliant with legislated guidelines concerning occupational safety and environmental protection.

TEC.9.BP.7:  Monitor system service performance. Monitor the system operation to confirm that service performance is within acceptable parameters.
	
	CAM: SP 2.1 Monitor and Analyze Capacity

SP 2.3 Report Capacity and Availability Management Data
CAR: SP2.2 Evaluate the Effect of Changes
	Del04-Establish and implement procedures to measure and verify that service commitments are being met

	BP4: Confirm Availability of Resources. Confirm availability of required resources (e.g., personnel and parts) to ensure service levels can be sustained.
	
	TEC.9.BP.5:  Provide consumable materials. Consume materials, as required, to sustain the services.


	
	CAM: SP 2.2 Monitor and Analyze Availability

SP 2.3 Report Capacity and Availability Management Data

	

	BP5: Perform Corrective and/or Preventive Maintenance. Perform corrective and/or preventive maintenance by replacing or servicing product or service elements prior to failure.
	
	TEC.9.BP.5:  Provide consumable materials.  Consume materials, as required, to sustain the services.

TEC.10.BP.5:  Conduct corrective maintenance actions.  Implement the procedures for correction of random faults and/or scheduled replacement of system elements.

TEC.10.BP.7:  Confirm logistics conformance.  Confirm that logistics actions satisfy the required replenishment levels so that stored system elements meet repair rates and planned schedules.

TEC.10.BP.8:  Conduct preventative maintenance schedules.  Perform preventive maintenance by replacing or servicing system elements prior to failure, according to planned schedules and maintenance procedures.
	
	SD: SP 3.3 Maintain the Service System


	Del06 – Establish and implement procedures to take preventive action for known problems



	BP6: Analyze Failures. Perform failure identification and analysis activities when problems or interruptions occur in the product or delivered service.
	
	TEC.9.BP.8:  Perform service corrective action.  Perform failure identification actions when a non-compliance has occurred in the delivered services.

TEC.10.BP.9:  Identify causes of system failure.  Perform failure identification actions when a non-compliance has occurred in the system.

TEC.10.BP.10:  Maintain maintenance records.  Maintain a history of problem reports, corrective actions and trends to inform operations and maintenance personnel, and other projects that are creating or utilizing similar system entities.
	
	IRP: SP 2.1 Identify and Record Incidents

SP 2.2 Analyze Incident Data

SP 3.1 Analyze Selected Incident Data
CAR:  SP1.1 Select Defects and Problems

SP1.2 Analyze Causes


	

	BP7: Take or Initiate Corrective Action. Take corrective action when appropriate (e.g., defective part, human error), or initiate corrective action for product or service modification
	
	TEC.9.BP.9:  Determine action when needs change.  Determine the appropriate course of action when corrective action is required to remedy failings due to changed need.

TEC.9.BP.10:  Remedy operator-related service failings.  Introduce remedial changes to operating procedures, the operator environment, human-machine interfaces and operator training as appropriate when human error contributed to failure.

TEC.10.BP.5:  Conduct corrective maintenance actions.  Implement the procedures for correction of random faults and/or scheduled replacement of system elements.

TEC.10.BP.6:  Initiate design error corrective action.  Initiate corrective action to remedy previously undetected design errors. 

	
	SD: SP 3.3 Maintain the Service System

IRP: SP 2.3
Apply Workarounds to Selected Incidents

SP 2.4
Address Underlying Causes of Selected Incidents

SP 2.5
Monitor the Status of Incidents to Closure

SP 3.2
Plan Actions to Address Underlying Causes of Selected Incidents

SP 3.3
Establish Workarounds for Selected Incidents
CAR: Implement Action Proposals

	Del05-Establish and implement procedures to correct problems



	BP8: Provide Customer Support. Establish a service to answer customer and user questions and help resolve problems they encounter.


	
	TEC.9.BP.11:  Determine service satisfaction. Continuously or routinely communicate with users to determine the degree to which delivered services satisfy their needs. 

TEC.10.BP.4:  Establish problem reporting.  Implement problem reporting and incident recording to guide diagnosis of individual events and histories to support future corrective, adaptive, perfective and preventive maintenance.
	
	SD: SP 2.3 Establish a Request Management System

SP 3.1 Receive and Process Service Requests

IRP: 

SP 2.6
Communicate the Status of Incidents
CAR: SP2.3 Record Data

	


Alternatives Analysis
	Enterprise SPICE Process
	*iCMM v2
	ISO/IEC 15288:2008 PRM 

 (and 15504-6 PRJ.4  Decision-making Process 

base practices)

	Alternatives Analysis
	PA 04 Alternatives Analysis
	6.3.3 Decision Management Process



	Purpose:
	
	

	The purpose of the Alternatives Analysis process is to apply structured analysis and decision-making to selected issues and communicate the results to stakeholders.
	to apply structured analysis and decision-making to selected issues and communicate the results to stakeholders.
	to select the most beneficial course of project action where alternatives exist. 
This process responds to a request for a decision encountered during the system life cycle, whatever its nature or source, in order to reach specified, desirable or optimized outcomes.  Alternative actions are analyzed and a course of action selected and directed. Decisions and their rationale are recorded to support future decision-making.   

	Outcomes:
	Goals:
	Outcomes:

	1. Strategies are established and maintained that support the structured analysis of alternatives and decision-making.  

NOTE: Strategies include the criteria to determine when to use Alternatives Analysis. 
	1. Strategies are established and maintained that support the analysis of alternatives and structured decision-making.  
	a) A decision management strategy is defined.

	2.  Evaluation criteria, alternatives analysis methods and alternative solutions for selected issues are defined.
	
	b) Alternative courses of action are defined.



	3. Alternative solutions to selected issues are analyzed and solutions selected or recommended in accordance with established strategy and criteria.

NOTE: Results and rationale of alternatives analysis are documented and communicated.
	2. Alternative solutions to selected issues are analyzed and solutions selected or recommended in accordance with established strategy and criteria.
 3. Results and rationale of alternatives analysis are documented and communicated.
	c) A preferred course of action is selected. 
d) The resolution, decision rationale and assumptions are captured and reported.

	Base Practices:
	Base Practices
	Base Practices (from 15504-6)

	BP1: Establish Analysis Strategy. Establish and maintain an alternatives analysis strategy that provides guidelines for when and how to use structured analysis and decision methods. [Outcome: 1]

NOTE1: Strategy should include at least the criteria to determine when to use Alternatives Analysis, identification of the methods to be used, stakeholders and allocation of responsibility for, and authority to make decisions.


	BP 04.01 Establish Analysis Strategy. Establish and maintain an alternatives analysis strategy that provides guidelines for when and how to use structured analysis and decision methods. (Goal 1)


	PRJ.4.BP.1: Define decision-making strategy.  [Outcome: a] Define a decision-making strategy. 
NOTE
This includes identifying decision categories and a prioritization scheme, and identifying responsible parties.  The decision makers are identified and given the responsibility and authority to make decisions.  Decisions may arise as a result of an effectiveness assessment, a technical trade-off, problem needing to be solved, action needed as a response to risk exceeding the acceptable threshold, a new opportunity or approval for project progression to the next life cycle stage. A decision-making strategy includes the identification and allocation of responsibility for, and authority to make, decisions.

	BP2: Define Evaluation Criteria. Establish criteria and their relative importance for evaluating alternative solutions. [Outcome: 2]

Note: This practice includes clarification of the problem or issue for alternatives analysis.


	BP 04.02 Define the Problem. Define the problem and establish criteria and their relative importance for evaluating alternative solutions. (Goal 2)

	PRJ.4.BP.2: Engage decision makers.  [Outcome: b,c]  Involve relevant parties in the decision-making in order to draw on experience and knowledge.(beyond CL1)
PRJ.4.BP.3: Identify decision situations.  [Outcome: a] Identify the circumstances and need for a decision.
NOTE
Record, categorize and promptly and objectively report problems or opportunities and the alternative courses of action that will resolve their outcome.

	BP3: Select Analysis Method. Select alternatives analysis methods and document the rationale for their choice. [Outcome: 2]


	BP 04.03 Select Analysis Method. Select alternatives analysis methods and document the rationale for their choice. (Goal 2)

	PRJ.4.BP.4: Select individual decision scheme.  [Outcome: a,b]  Select and declare the decision-making strategy for each decision situation. Identify desired outcomes and measurable success criteria.

	BP4: Identify Alternative Solutions. Identify and document alternative solutions to problems or issues. [Outcome: 2]


	BP 04.04 Identify Alternative Solutions. Identify and document alternative solutions to problems or issues. (Goal 2)

	PRJ.4.BP.2: Engage decision makers.  [Outcome: b,c] Involve relevant parties in the decision-making in order to draw on experience and knowledge (beyond CL1).

	BP5: Analyze Alternative Solutions. Analyze alternative solutions in accordance with the selected alternatives analysis method and evaluation criteria.

[Outcome: 3]
	BP 04.05 Analyze Alternative Solutions. Analyze alternative solutions in accordance with the selected alternatives analysis method and evaluation criteria. (Goal 2)

	PRJ.4.BP.2: Engage decision makers.  [Outcome: b,c]  Involve relevant parties in the decision-making in order to draw on experience and knowledge.(Beyond CL1)
PRJ.4.BP.5: Evaluate alternative courses of action.  [Outcome: b,c] Evaluate the balance of consequences of alternative actions, using the defined decision-making strategy, to arrive at an optimization of, or an improvement in, an identified decision situation.

	BP6: Select Solution. Select or recommend solution(s) that best meet the criteria and goals of the analysis. [Outcome: 3]
	BP 04.06 Select Solution. Select or recommend solution(s) that best meet the criteria and goals of the analysis. (Goal 2)


	

	BP7: Communicate Analysis Results. Document and communicate alternatives analysis results to stakeholders. [Outcome: 3]
	BP 04.07 Communicate Analysis Results. Document and communicate alternatives analysis results to stakeholders. (Goal 3)

	PRJ.4.BP.6: Progress selected action.  [Outcome: c,d] Record, track, evaluate and report decision outcomes to confirm that problems have been effectively resolved, adverse trends have been reversed and advantage has been taken of opportunities.
PRJ.4.BP.7: Maintain decision-making records.  [Outcome: d] Maintain records of problems and opportunities and their disposition, as stipulated in agreements or organizational procedures and in a manner that permits auditing and learning from experience.


* Notes:  iCMM v2 PA 04 integrates practices from: 

EIA/IS 731 1.4 Assess and Select

CMMI Decision Analysis and Resolution

MBNQA 6.2 Support Processes, 2.Strategic Planning

ISO/IEC CD 15288 5.3.4 Decision Making
ANSI/EIA-632-1999 4.5.1 Systems Analysis Process

Quality Assurance and Management

	Enterprise SPICE Process 
	iCMM v2
	ISO/IEC 15288:2008


	ISO/IEC 12207:2008


	CobiT v4.1
	ISO14001

	Quality Assurance and Management  
	PA 15 Quality Assurance and Management
	6.2.5 Quality Management Process
	6.2.5 Quality Management Process 

7.2.3 Software Quality Assurance Process
	PO8 Manage quality, 

ME2 Monitor and evaluate internal control, 

AI2 Acquire and maintain application software
	4.4.6 Operational control, 

4.5.1 Monitoring and measurement, 

4.5.2 Evaluation of compliance, 

4.5.3 Nonconformity, corrective action 

and preventive action, 

4.5.5 Internal audit

	Purpose
	
	
	
	
	

	The purpose of the Quality Assurance and Management process is to ensure the quality of the product or service and of the processes used, and provide management with appropriate visibility into all relevant quality aspects.
	The purpose of Quality Assurance and Management is to ensure the quality of the product or service, ensure the quality of the processes used to create or provide the product or service, and provide management with appropriate visibility into the processes and product.


	The purpose of the Quality Management Process is to assure that products, services and implementations of

life cycle processes meet organization quality objectives and achieve customer satisfaction.
	The purpose of the Quality Management Process is to assure that products, services and implementations of

life cycle processes meet organizational quality objectives and achieve customer satisfaction.

The purpose of the Software Quality Assurance Process is to provide assurance that work products and

processes comply with predefined provisions and plans
	A QMS is developed and maintained that includes proven development and acquisition processes and standards. This is enabled by planning, implementing and maintaining the QMS by providing clear quality requirements, procedures and policies. Quality requirements are stated and communicated in quantifiable and achievable indicators. Continuous improvement is achieved by ongoing monitoring, analysis and acting upon deviations, and communicating results to stakeholders. Quality management is essential to ensure that IT is delivering value to the business, continuous improvement and transparency for stakeholders.
	

	Outcomes: 
	Goals
	
	
	
	

	1) A quality management system is established and maintained.  


	
	As a result of the successful implementation of the Quality Management Process:

a) Organization quality management policies and procedures are defined.

b) Organization quality objectives are defined.

c) Accountability and authority for quality management are defined.
	As a result of the successful implementation of the Quality Management process:

a) organization quality management policies and procedures are defined;

b) organization quality objectives are defined;

c) accountability and authority for quality management are defined;


	Process goal for PO8.1:

the definition of a QMS, ongoing performance monitoring against predefined objectives

and implementation of a programme for continuous improvement of IT services
	

	2) Adherence of work products, services, and activities to applicable standards, procedures, and requirements is verified objectively.  


	1. Adherence of work products, services, and activities to applicable standards, procedures, and requirements is verified objectively.  (BP 15.01, BP 15.02, BP 15.03)
	
	As a result of successful implementation of the Software Quality Assurance Process:

d) adherence of products, processes and activities to the applicable standards, procedures and

requirements are verified.
	
	

	3) Noncompliance issues are tracked and those that cannot be resolved at the project/service level are addressed by senior management.


	2. Noncompliance issues are tracked and those that cannot be resolved at the project level are addressed by senior management.  (BP 15.01, BP 15.04)
	d) The status of customer satisfaction is monitored.

e) Appropriate action is taken when quality objectives are not achieved.
	As a result of the successful implementation of the Quality Management process: 

d) the status of customer satisfaction is monitored; and

e) appropriate action is taken when quality objectives are not achieved.

As a result of successful implementation of the Software Quality Assurance Process:

c) problems and/or non-conformance with requirements are identified and recorded;
	
	

	4) Affected groups and individuals are informed of quality assurance activities, and results.


	3. Affected groups and individuals are informed of quality assurance activities and results. (BP 15.04)
	
	As a result of successful implementation of the Software Quality Assurance Process:

b) evidence of software quality assurance is produced and maintained;
	
	

	5) Causes of defects are sought out, identified, prioritized, corrected, and methods of elimination are evaluated.


	4. Causes of defects are sought out, identified, prioritized, and corrected and methods of elimination and prevention are evaluated. (BP 15.05)
	e) Appropriate action is taken when quality objectives are not achieved.
	As a result of the successful implementation of the Quality Management process: 

e) appropriate action is taken when quality objectives are not achieved.

As a result of successful implementation of the Software Quality Assurance Process:

c) problems and/or non-conformance with requirements are identified and recorded (partially)
	
	

	6) Quality improvement opportunities are initiated with the appropriate stakeholders and managed at the appropriate level.


	5. Quality improvement opportunities are initiated with the appropriate stakeholders. (BP 15.06)


	d) The status of customer satisfaction is monitored.

e) Appropriate action is taken when quality objectives are not achieved.
	As a result of the successful implementation of the Quality Management process: 

d) the status of customer satisfaction is monitored; and

e) appropriate action is taken when quality objectives are not achieved.
	
	

	
	
	
	
	
	

	Base Practices
	
	Activities and tasks
	Activities and tasks
	
	

	BP1: Establish a quality management system: Establish, document, implement, and maintain a quality management system.
	BP 15.01 Establish a quality management system: Establish, document, imp1ement, and maintain a quality management system.
	6.2.5.3.a) Plan quality management. This activity consists of the following tasks:

1) Establish quality management policies, standards and procedures.

2) Establish organization quality management objectives based on business strategy for customer satisfaction.

3) Define responsibilities and authority for implementation of quality management.


	6.2.5.3.1.1  The organization shall establish quality management policies, standards and procedures.
6.2.5.3.1.2 The organization shall establish organization quality management goals and objectives based on business strategy for customer satisfaction.
6.2.5.3.1.3 The organization shall define responsibilities and authority for implementation of quality management.
	PO8.1 Quality Management System

Establish and maintain a QMS that provides a standard, formal and continuous approach regarding quality management that is aligned with business requirements. The QMS should identify quality requirements and criteria; key IT processes and their sequence and interaction; and the policies, criteria and methods for defining, detecting, correcting and preventing non-conformity. The QMS

should define the organisational structure for quality management, covering the roles, tasks and responsibilities. All key areas should develop their quality plans in line with criteria and policies and record quality data. Monitor and measure the effectiveness and acceptance of the QMS, and improve it when needed
	

	BP2: Monitor process compliance: Objectively monitor compliance of performed activities with the established processes throughout the life cycle.
	BP 15.02 Monitor process compliance: Objectively monitor compliance of performed activities with the established processes throughout the life cycle.
	6.2.5.3.b) Assess quality management. This activity consists of the following tasks:

1) Assess customer satisfaction and report.

2) Conduct periodic reviews of project quality plans.

NOTE Assure that quality objectives based on the stakeholder requirements are established for each project.

3) The status of quality improvements on products and services is monitored.


	6.2.5.3.1.5 The organization shall conduct periodic reviews of project quality plans.
7.2.3.3.3  Process assurance. 
7.2.7.3.2 Software audit.
	PO8.2 IT Standards and Quality Practices

Identify and maintain standards, procedures and practices for key IT processes to guide the organisation in meeting the intent of the QMS. Use industry good practices for reference when improving and tailoring the organisation’s quality practices. 
PO8.3 Development and Acquisition Standards

Adopt and maintain standards for all development and acquisition that follow the life cycle of the ultimate deliverable, and include sign-off at key milestones based on agreed-upon sign-off criteria. Consider software coding standards; naming conventions; file formats; schema and data dictionary design standards; user interface standards; interoperability; system performance efficiency; scalability; standards for development and testing; validation against requirements; test plans; and unit, regression and integration testing.

ME2.1 Monitoring of Internal Control Framework

Continuously monitor, benchmark and improve the IT control environment and control framework to meet organisational objectives.

ME2.3 Control Exceptions

Identify control exceptions, and analyse and identify their underlying root causes. Escalate control exceptions and report to stakeholders appropriately. Institute necessary corrective action.
	4.4.6 Operational control
4.5.1 Monitoring and measurement
4.5.5 Internal audit



	BP3: Monitor product and service quality: Objectively measure work products and services against the requirements and standards that define them.
	BP 15.03 Monitor product and service quality: Objectively measure work products and services against the requirements and standards that define them.
	
	6.2.5.3.1 Quality management.
7.2.3.3.2 Product assurance.
7.2.7.3.2 Software audit.
	AI2.8 Software Quality Assurance

Develop, resource and execute a software QA plan to obtain the quality specified in the requirements definition and the organisation’s quality policies and procedures.


	4.5.2 Evaluation of compliance

	BP4: Record and report results: Record and report the results of quality assurance activities and customer satisfaction to applicable stakeholders.
	BP 15.04 Record and report results: Record and report the results of quality assurance activities to applicable stakeholders.
	
	7.2.3.3.1.4 Scheduled and on-going quality assurance activities and tasks shall be executed. When problems or non-conformances with contract requirements are detected, they shall be documented and serve as input to the Problem Resolution Process (subclause 7.2.8). Records of these activities and tasks, their execution, problems, and problem resolutions shall be prepared and maintained.
7.2.8.3.2 Problem resolution. When problems (including non-conformances) have been detected in a software product or an activity, a problem report shall be prepared to describe each problem detected. The problem report shall be used as part of the closed-loop process described above: from detection of the problem, through investigation, analysis and resolution of the problem and its cause, and onto trend detection across problems.
	PO8.6 Quality Measurement, Monitoring and Review

Define, plan and implement measurements to monitor continuing compliance to the QMS, as well as the value the QMS provides. Measurement, monitoring and recording of information should be used by the process owner to take appropriate corrective and preventive actions.


	

	BP5: Analyze quality: Analyze quality records and measurements to detect the need for corrective action and develop recommendations for quality improvement or corrective and preventive actions.
	BP 15.05 Analyze quality: Analyze quality records and measurements to detect the need for corrective action and develop recommendations for quality improvement or corrective and preventive actions.
	6.2.5.3.c) Perform quality management corrective action. This activity consists of the following tasks:

1) Plan corrective actions when quality management goals are not achieved.

2) Implement corrective actions and communicate results through the organization.


	6.2.5.3.2.1 The organization shall take corrective actions when quality management goals are not achieved.
7.2.8.3.1 A problem resolution process shall be established for handling all problems (including nonconformances) detected in the software products and activities.
	PO8.6 Quality Measurement, Monitoring and Review

Define, plan and implement measurements to monitor continuing compliance to the QMS, as well as the value the QMS provides. Measurement, monitoring and recording of information should be used by the process owner to take appropriate corrective and preventive actions.
ME2.7 Remedial Actions

Identify, initiate, track and implement remedial actions arising from control assessments and reporting.
	4.5.3 Nonconformity, corrective action and preventive action

	BP6: Initiate quality improvement: Initiate activities that address identified quality issues or quality improvement opportunities.
	BP 15.06 Initiate quality improvement: Initiate activities that address identified quality issues or quality improvement opportunities.
	6.2.5.3.c) Perform quality management corrective action. This activity consists of the following tasks:

1) Plan corrective actions when quality management goals are not achieved.

2) Implement corrective actions and communicate results through the organization.
	6.2.5.3.2.2 The organization shall implement corrective actions and communicate results through the organization.
	PO8.5 (partial) Continuous Improvement

Maintain and regularly communicate an overall quality plan that promotes continuous improvement.


	

	BP7: Monitor and evaluate the effect of changes: Monitor the status of quality improvements on products and services and evaluate the effect of changes after they have been implemented.
	BP 15.07 Evaluate the effect of changes: Evaluate the effect of changes after they have been implemented.
	6.2.5.3.b)3) The status of quality improvements on products and services is monitored.
	6.2.5.3.1.6 The organization shall monitor the status of quality improvements on products and services.
	
	


Change and Configuration Management

	Enterprise SPICE Process 
	iCMM
	ITIL v3 Processes
	ISO/IEC 20000
	CobiT v4.1 processes

	Change and Configuration Management  
	PA 16 Configuration Management
	Change Management (ChM)

Service asset and configuration management (SACM)
	3.2 Documentation requirements

9.1 Configuration Management

9.2 Change Management


	DS9 Manage the configuration

DS11 Manage data

AI6 Manage changes

AI2 Acquire and maintain application software

	Purpose
	
	
	
	

	The purpose of the Change and Configuration Management process is to ensure changes to selected items are controlled so as to enable the availability of accurate baseline and configuration information.

Note:  Items may be controlled at various levels of formality.
	to establish and maintain data on and status of identified configuration items, analyze and control changes to the identified items, and to establish and maintain the integrity between the identified work products and their data throughout the project’s life cycle.
	ChM:

Goals: 
Respond to the customer’s changing business requirements while maximizing value and reducing incidents, disruption and re-work; Respond to the business and IT requests for change that will align the services with the business needs.

Scope: changes to baselined service assets and configuration items across the whole service lifecycle

SACM: 

Goals: Support the business and customer’s control objectives and requirements; Support efficient and effective Service Management processes by providing accurate configuration information to enable people to make decisions at the right time; Minimize the number of quality and compliance issues caused by improper configuration of services and assets
	9.1 Configuration management

Objective: 

To define and control the components of the service and infrastructure and maintain accurate configuration information.

9.2 Change management

Objective: 

To ensure all changes are assessed, approved, implemented and reviewed in a controlled manner.


	The Delivery and Support domain (DS) is concerned with actual delivery of required services, which includes … management of data and operational facilities. 

The Acquire and Implement domain (AI) includes concern with …changes in and maintenance of existing systems …

	Outcomes: 
	Goals 
	
	
	

	1. A change and configuration management strategy is defined.
	
	
	
	

	2.  Items that are to be managed are identified.

Note: These items may be designated for formal configuration management or less formal version control.
	1. Configuration items that are to be managed are identified.  


	SACM: Objective:

Define … the components of services and infrastructure 


	9.1 Objective: 

To define … the components of the service and infrastructure …


	DS9 process goals:

establishing and maintaining an accurate and complete repository of asset configuration attributes and baselines, and comparing them against actual asset configuration

	3.  Change requests with respect to identified items are managed, tracked and controlled.
	
	ChM: Objectives: Ensure that changes are recorded and then evaluated, authorized, prioritized, planned, tested, implemented, documented and reviewed in a controlled manner
	9.2 Objective: 

To ensure all changes are assessed, approved, implemented and reviewed in a controlled manner.


	AI6 process goals:

controlling impact assessment, authorisation and implementa-tion of all changes to the IT infrastructure, applications and technical solutions; minimising errors due to incomplete request specifications; and  halting implementation of unauthorised changes

	4.  Identified items are controlled and managed throughout the lifecycle.
	2. Configuration items are controlled and managed throughout the life cycle.  

	ChM: Objectives: Ensure that changes are recorded and then evaluated, authorized, prioritized, planned, tested, implemented, documented and reviewed in a controlled manner.

SACM: Objective:

… control the components of services and infrastructure 
	9.1 Objective: 

To … control the components of the service and infrastructure …

9.2 Objective: 

To ensure all changes are assessed, approved, implemented and reviewed in a controlled manner.
	DS9 process goals:

establishing and maintaining an accurate and complete repository of asset configuration attributes and baselines, and comparing them against actual asset configuration

	5.  Status of identified items and of their changes is recorded and reported to all stakeholders.
	3. Status of configuration items is recorded and reported to all stakeholders.  

	SACM: Objective:

… maintain accurate configuration information on the historical, planned and current state of the services and infrastructure
	9.1 Objective: 

To … maintain accurate configuration information.


	DS9 process goals:

establishing and maintaining an accurate and complete repository of asset configuration attributes and baselines, and comparing them against actual asset configuration

	6.  The integrity of baselines and work products is assured.
	4. The integrity of baselines and work products is assured.  
	SACM: Objective:

… maintain accurate configuration information on the historical, planned and current state of the services and infrastructure
	9.1 Objective: 

To … maintain accurate configuration information.


	DS9 process goals:

establishing and maintaining an accurate and complete repository of asset configuration attributes and baselines, and comparing them against actual asset configuration

	
	
	
	
	

	Base Practices
	Base Practices
	
	
	

	BP01 Establish a Change and Configuration Management Strategy. Establish roles, responsibilities, and methods for the application of Change and Configuration Management activities. 
	BP 16.01 Establish a Configuration Management Strategy. Establish roles, responsibilities, and methods for the application of CM activities. 
	SACM:

7.6.1 Configuration Management planning


	9.1 Configuration management There shall be an integrated approach to change and configuration management planning.

There shall be a policy on what is defined as a configuration item and its constituent components. The information to be recorded for each item shall be defined and shall include

the relationships and documentation necessary for effective service management.
	

	BP02 Identify and Baseline Configuration Items and Interim Work Products. Identify configuration items, interim work products, and work environment items that will be baselined or placed under version control, and baseline them.
	BP 16.02 Identify and Baseline Configuration Items and Interim Work Products. Identify configuration items, interim work products, and work environment items that will be baselined or placed under version control, and baseline them.
	SACM:

7.6.2 Configuration identification


	9.1 Configuration management Configuration management shall provide the mechanisms for identifying, controlling and

tracking versions of identifiable components of the service and infrastructure.
	DS9:

• Identifying configuration items and maintaining them

	BP03 Establish and Maintain a Repository for Work Product Baselines. Establish and maintain a repository to house work product baselines. 
	BP 16.03 Establish and Maintain a Repository for Work Product Baselines. Establish and maintain a repository to house work product baselines. 
	SACM:

7.3.7 Configuration Management Database


	9.1 Configuration management All configuration items shall be uniquely identifiable and recorded in a CMDB to which update access shall be strictly controlled. The CMDB shall be actively managed and verified

to ensure its reliability and accuracy. 
	DS9:

• Establishing a central repository of all configuration items

	BP04 Control Changes. Control changes to baselined work products through tracking, recording, review, and approval processes throughout the life cycle.
	BP 16.04 Control Changes. Control changes to baselined work products through tracking, recording, review, and approval processes throughout the life cycle.
	SACM:

7.6.3 Control of CIs

ChM:

8.5.2 Change logging and filtering

8.5.4 Change categorization

8.5.6 Impact and resource assessment

8.5.7 Change approval

8.5.12 Change review


	9.2 Change management All requests for change shall be recorded and classified, e.g. urgent, emergency, major, minor.

Requests for changes shall be assessed for their risk, impact and business benefit. The change management process shall include the manner in which the change shall be reversed or

remedied if unsuccessful.

Changes shall be approved and then checked, and shall be implemented in a controlled manner. All changes shall be reviewed for success and any actions taken after implementation.

There shall be policies and procedures to control the authorization and implementation of

emergency changes.
	AI6:

• Defining and communicating change procedures, including emergency changes

• Assessing, prioritising and authorising changes

• Tracking status and reporting on changes

	BP05 Record and Report Configuration and Change Status. Record and report change information about the baselined configuration items.
	BP 16.05 Record and Report Configuration Status. Record and report change information about the baselined configuration items.
	SACM:

7.6.4 Configuration status accounting


	9.1 Configuration management The status of configuration items, their versions, location, related changes and problems and associated documentation shall be visible to those

who require it.
	DS9:

• Identifying configuration items and maintaining them

	BP06 Conduct Configuration Audits and Inspections. Conduct configuration audits and inspections to verify integrity of the baselines and check the work products for compliance with the baselines.
	BP 16.06 Conduct Configuration Audits and Inspections. Conduct configuration audits and inspections to verify integrity of the baselines and check the work products for compliance with the baselines.
	SACM:

7.6.5 Configuration verification and audit


	9.1 Configuration management Configuration audit procedures shall include recording deficiencies and instigating corrective

actions and reporting on the outcome.
	DS9:

• Reviewing integrity of configuration data


	Enterprise SPICE Process
	12207:2008 


	15288: 2008
	ISO/IEC 15504-5 (reference)
	ISO 14001
	eSCP (SP)

reference

	Change and Configuration Management 
	6.3.5 Configuration Management Process

F.3 Contract Change Management Process
	6.3.5 Configuration Management Process
	SUP10 Change Request Management   
	4.4.4 Documentation; 4.4.5 Control of documents

4.5.3 Nonconformity, corrective action and preventive action 
	Technology Management

	Purpose
	
	
	
	
	

	The purpose of the Change and Configuration Management process is to ensure changes to selected items are controlled so as to enable the availability of accurate baseline and configuration information.

Note:  Items may be controlled at various levels of formality.
	6.3.5 Purpose

The purpose of the Configuration Management Process is to establish and maintain the integrity of all identified outputs of a project or process and make them available to concerned parties.

F.3 Purpose

The purpose of the Contract Change Management Process is to develop the new contract contents as agreed by both the acquirer and the supplier when a change request affecting the agreed contract contents is proposed.
	Purpose The purpose of the Configuration Management Process is to establish and maintain the integrity of all identified outputs of a project or process and make them available to concerned parties. 

	Process Purpose The purpose of the Change request management process is to ensure that change requests are managed, tracked and controlled.


	
	

	Outcomes: 
	
	
	
	
	

	1. A change and configuration management strategy is defined.
	6.3.5 Configuration Management Process

a) a configuration management strategy is defined;

F.3 Contract Change Management Process

a) the change request to the contract is proposed explicitly and formally;

b) the roles and responsibilities of both the acquirer and the supplier for the contract change management are established;


	6.3.5 Configuration Management Process

a) A configuration management strategy is defined.
	1) a change management strategy is developed;


	
	

	2.  Items that are to be managed are identified.

Note: These items may be designated for formal configuration management or less formal version control.
	6.3.5 Configuration Management Process

b) items requiring configuration management are defined;


	6.3.5 Configuration Management Process

b) Items requiring configuration management are defined.
	
	4.4.4 Documentation

The environmental management system documentation shall include

e) documents, including records, determined by the organization to be necessary to ensure the effective

planning, operation and control of processes that relate to its significant environmental aspects.


	

	3.  Change requests with respect to identified items are managed, tracked and controlled.
	6.3.5 Configuration Management Process

d) changes to items under configuration management are controlled;

F.3 Contract Change Management Process

c) the impact of the change request to the contract on the project plans, costs, benefits, quality and schedule is evaluated;

d) the actions against the change request are taken to get agreement and satisfaction of both the acquirer and the supplier; and

e) the result of each change request is made known to all affected parties.
	6.3.5 Configuration Management Process

d) changes to items under configuration management are controlled;


	2) requests for changes are recorded and identified;

3) dependencies and relationships to other change requests are identified;

4) criteria for confirming implementation of change requests are defined;

5) requests for change are prioritized, and resource requirements estimated;

7) approved changes are implemented and tracked to closure
	
	

	4.  Identified items are controlled and managed throughout the lifecycle.
	6.3.5 Configuration Management Process

c) configuration baselines are established;

d) changes to items under configuration management are controlled;

e) the configuration of released items is controlled; 
	6.3.5 Configuration Management Process

c) Configuration baselines are established.

d) Changes to items under configuration management are controlled. 

e) The configuration of released items is controlled.
	6) changes are approved on the basis of priority and availability of resources;

7) approved changes are implemented and tracked to closure
	
	

	5.  Status of identified items and of their changes is recorded and reported to all stakeholders.
	6.3.5 Configuration Management Process

f) the status of items under configuration management is made available throughout the life cycle.
	6.3.5 Configuration Management Process

f) The status of items under configuration management is made available throughout the life cycle.
	8) the status of all change requests is known.


	
	

	6.  The integrity of baselines and work products is assured.
	6.3.5 Configuration Management Process

e) the configuration of released items is controlled; 
	6.3.5 Configuration Management Process

e) The configuration of released items is controlled; 
	
	
	

	Base Practices
	
	
	
	
	

	BP01 Establish a Change and Configuration Management Strategy. Establish roles, responsibilities, and methods for the application of Change and Configuration Management activities. 
	6.3.5.3.1 Configuration management planning. 
6.3.5.3.1.1 The project shall define a configuration management strategy.


	6.3.5 Configuration Management Process

a) Plan configuration management. 
1) Define a configuration management strategy.


	SUP.10.BP1: Develop a change management strategy. A change management strategy is established and implemented to ensure changes can be described, recorded, analyzed, and actioned.
	
	

	BP02 Identify and Baseline Configuration Items and Interim Work Products. Identify configuration items, interim work products, and work environment items that will be baselined or placed under version control, and baseline them.
	6.3.5.3.1 Configuration management planning. 
6.3.5.3.1.2 The project shall identify items that are subject to configuration control.


	6.3.5 Configuration Management Process

a) Plan configuration management. 
2) Identify items that are subject to configuration control.


	
	4.4.4 Documentation

The environmental management system documentation shall include

e) documents, including records, determined by the organization to be necessary to ensure the effective

planning, operation and control of processes that relate to its significant environmental aspects.


	

	BP03 Establish and Maintain a Repository for Work Product Baselines. Establish and maintain a repository to house work product baselines. 
	6.3.5.3.2 Configuration management execution. 
6.3.5.3.2.1 The project shall maintain information on configurations with an appropriate level of integrity and security.
	6.3.5 Configuration Management Process

b) Perform configuration management. 
1) Maintain information on configurations with an appropriate level of integrity and security.


	
	4.5.4 Control of records (relates to Information Management process)

The organization shall establish and maintain records as necessary to demonstrate conformity to the

requirements of its environmental management system and of this International Standard, and the results

achieved.

The organization shall establish, implement and maintain a procedure(s) for the identification, storage,

protection, retrieval, retention and disposal of records. Records shall be and remain legible, identifiable and traceable.


	

	BP04 Control Changes. Control changes to baselined work products through tracking, recording, review, and approval processes throughout the life cycle.
	6.3.5.3.2 Configuration management execution. 
6.3.5.3.2.2 The project shall ensure that changes to configuration baselines are properly identified,

recorded, evaluated, approved, incorporated and verified.

F.3.3.1 Process preparation. 
F.3.3.2 Change request to the contract. 
F.3.3.3 Investigating and analyzing change impact. F.3.3.4 Negotiation and agreement. 
F.3.3.5 Contract modification. 

	6.3.5 Configuration Management Process

b) Perform configuration management. 
2) Ensure that changes to configuration baselines are properly identified, recorded, evaluated, approved, incorporated, and verified.


	SUP.10.BP2: Record the request for change. Each change request is uniquely identified, and recorded. 

SUP.10.BP3: Record the status of change requests. Change requests and changes are allocated a status indication to facilitate tracking. 

SUP.10.BP4: Establish the dependencies and relationships to other change requests.

Identify the relationship of a change request to other change requests to establish

dependencies

SUP.10.BP5: Assess the impact of the change. Assess the impact, resources, risks, and potential benefits of the change request and establish criteria for confirming implementation.

SUP.10.BP6: Identify the verification and validation activities to be performed for

implemented changes. Before implementing a change the scope of verification and

validation activities to be undertaken are identified. 

SUP.10.BP7: Approve changes. All changes are approved before implementation.

SUP.10.BP8: Implement the change. Approved changes are implemented. 

SUP.10.BP9: Review the implemented change. All changes are reviewed after

implementation and before closure to ensure that they had the desired effect and met their

objectives. 
	4.4.5 Control of documents

Documents required by the environmental management system and by this International Standard shall be

controlled. …

The organization shall establish, implement and maintain a procedure(s) to

a) approve documents for adequacy prior to issue,

b) review and update as necessary and re-approve documents,

c) ensure that changes and the current revision status of documents are identified,

d) ensure that relevant versions of applicable documents are available at points of use,

e) ensure that documents remain legible and readily identifiable,

g) prevent the unintended use of obsolete documents and to apply suitable identification to them if they are

retained for any purpose.

4.5.3 Nonconformity, corrective action and preventive action

The organization shall establish, implement and maintain a procedure(s) for dealing with actual and potential nonconformity(ies) and for taking corrective action and preventive action. The procedure(s) shall define requirements for 

e) reviewing the effectiveness of corrective action(s) and preventive action(s) taken.

Actions taken shall be appropriate to the magnitude of the problems and the environmental impacts

encountered. The organization shall ensure that any necessary changes are made to environmental management system documentation.
	

	BP05 Record and Report Configuration and Change Status. Record and report change information about the baselined configuration items.
	6.3.5.3.2 Configuration management execution. 
6.3.5.3.2.1 The project shall maintain information on configurations with an appropriate level of integrity and security.
	6.3.5 Configuration Management Process

b) Perform configuration management. 
1) Maintain information on configurations with an appropriate level of integrity and security.


	
	4.4.5 Control of documents

Documents required by the environmental management system and by this International Standard shall be

Controlled…

The organization shall establish, implement and maintain a procedure(s) to

d) ensure that relevant versions of applicable documents are available at points of use,

f) ensure that documents of external origin determined by the organization to be necessary for the planning

and operation of the environmental management system are identified and their distribution controlled, and

g) prevent the unintended use of obsolete documents and to apply suitable identification to them if they are retained for any purpose.
	

	BP06 Conduct Configuration Audits and Inspections. Conduct configuration audits and inspections to verify integrity of the baselines and check the work products for compliance with the baselines.
	6.3.5.3.2 Configuration management execution. 
6.3.5.3.2.1 The project shall maintain information on configurations with an appropriate level of integrity and security.

6.3.5.3.2.2 The project shall ensure that changes to configuration baselines are properly identified,

recorded, evaluated, approved, incorporated and verified.


	6.3.5 Configuration Management Process

b) Perform configuration management. 
1) Maintain information on configurations with an appropriate level of integrity and security.

2) Ensure that changes to configuration baselines are properly identified, recorded, evaluated, approved, incorporated, and verified.
	
	4.4.5 Control of documents

Documents required by the environmental management system and by this International Standard shall be

controlled. … The organization shall establish, implement and maintain a procedure(s) to

c) ensure that changes and the current revision status of documents are identified,

e) ensure that documents remain legible and readily identifiable,
	


Information Management

	Enterprise SPICE Process
	iCMM v2 Processes
	ISO/IEC 12207: 2008 PRM (and 15504-5 practices)
	ITIL v3 Processes
	CobiT v4.1 processes

	Information Management
	PA17 Information Management
	Information Management Process

REU.1 Reuse Asset Management
	Service Catalog Management
	DS5 Ensure systems security
DS11 Manage data
PO2 Define the information architecture

	Purpose:
	
	
	
	

	The purpose of the Information Management process is to make relevant and timely information available to those who need it  
	The purpose of Information Management is to make relevant and timely information available to those who need it during and after the lifetime of products and services
	The purpose of the Information Management Process is to provide relevant, timely, complete, valid and, if required, confidential information to designated parties during and, as appropriate, after the system life cycle.

The purpose of the Reuse Asset Management Process is to manage the life of reusable assets from conception to retirement.
	The purpose of Service Catalog Management is to provide a single source of consistent information on all of the agreed services, and ensure that it is widely available to those who are approved to access it. 
	The purpose of Ensure systems security process is defining IT security policies, plans and procedures, and monitoring, detecting, reporting and resolving security vulnerabilities and incidents.
The purpose of Manage data process is maintaining the completeness, accuracy, availability and protection of data.
The purpose of Define the information architecture process is the establishment of an enterprise data model that incorporates a data classification scheme

to ensure the integrity and consistency of all data

	Outcomes:
	
	
	
	

	As a result of successful implementation of the Information Management process:

1) Information management strategy and requirements are established;
	
	REU.1 1) an asset management strategy is documented
	SCM 1) The service is defined
	DS5 IT security roles and responsibilities, policies, standards, and procedures are established and maintained. 

	2) An infrastructure is established and maintained to provide the mechanisms and media needed to support the information management at individual, project and organization levels; 
	An infrastructure is established and maintained to provide the mechanisms and media needed to support information management at project, organization, and enterprise levels.
	IM a) information to be managed is identified;

IM b) the forms of the information representations are defined;

REU.1 2) an asset classification scheme is established

REU.1 3) a criteria for asset acceptance, certification and retirement are defined
	SCM 2) An accurate Service Catalog is produced and maintained, containing accurate information on all operational services and those being prepared to be run operationally


	DS11The effective procedures to manage the media library, backup and recovery of data, and proper disposal of media are established.

DS11The quality, timeliness and availability of business data is ensured by effective data management
PO2 The business information model is created and regularly updated; the appropriate system to optimize the use of this information is defined.

PO2 The corporate data dictionary with the organization’s data syntax rules, data classification scheme and security levels are developed

	3) Information is managed in accordance with established requirements and strategy;
	Information is managed in accordance with established requirements and strategy.
	IM d) the status of information is recorded;

REU.1 5) the use of assets are recorded;

REU.1 6) changes to the assets are controlled

REU.1 7) users of assets are notified of problems detected, modifications made, new versions created and deletion of assets from the storage and retrieval mechanism.
	SCM 3) The information contained within the Service Catalog is managed and ensured that it is accurate and reflects the current details, status, interfaces and dependencies of all services that are being run, or being prepared to run, in the live environment
	DS5 Security monitoring and periodic testing and implementing corrective actions for identified security weaknesses or incidents are performed.

DS11The quality, timeliness and availability of business data is ensured by effective data management

PO2 The quality of management decision making by making sure that reliable and secure information is provided, and it enables rationalizing information systems resources to appropriately match business strategies is improved. 

	4) Information is stored and protected from loss, damage, and unwarranted access;
	Information is stored and protected from loss, damage, and unwarranted access.
	IM c) information is transformed and disposed of as required;

REU.1 4) an asset storage and retrieval mechanism is operated

	SCM 4) Accurate information on all services that are being transitioned or have been transitioned to the live environment
	DS5 All IT assets to minimize the business impact of security vulnerabilities and incidents are protected by effective security management.

PO2 The accountability for the integrity and security of data and to enhance the effectiveness and control of sharing information across applications and entities is increased.

	5) Timely access to relevant information is available to those that need it.
	Timely access to information is available to those that need it.
	IM e) information is current, complete and valid;

IM f) information is made available to designated parties.
	
	

	Base Practices
	
	
	
	

	BP1: Establish Information Management Strategy. Establish and maintain a strategy and requirements for information management. 


	BP 17.01 Establish Information Management Strategy. Establish and maintain a strategy and requirements for information management.
	REU.1.BP1: Define and document an asset management strategy. Define and document an asset management strategy for reuse
	Service Design (SD).

Service Catalogue Management:

1) Agree and document a service definition with all relevant parties 
	PO2 Define the information architecture,

PO2.1 Enterprise Information Architecture Model Establish and maintain an enterprise information model to enable applications development and decision-supporting activities, consistent with IT plans as described in PO1. The model should facilitate the optimal creation, use and sharing of information by the business in a way that maintains integrity and is flexible, functional, cost-effective, timely, secure and resilient to failure.

	BP2: Establish Information Management Capability. Establish an infrastructure for information management including repository, tools, equipment, and procedures. 


	BP 17.02 Establish Information Management Capability. Establish an infrastructure for information management including repository, tools, equipment, and procedures.
	6.3.6.3.1 Information management planning. This activity consists of the following tasks:

6.3.6.3.1.2 The project shall designate authorities and responsibilities regarding the origination, generation, capture, archiving and disposal of items of information.

6.3.6.3.1.3 The project shall define the rights, obligations and commitments regarding the retention of, transmission of and access to information items.

6.3.6.3.1.5 The project shall define information maintenance actions.

REU.1.BP4: Establish the asset storage and retrieval mechanisms. Establish the asset storage and retrieval mechanisms, and make them available to users for storing and retrieving and for providing information on reusable assets.
	SCM 2) Interface with Service Portfolio management to agree the contents of the Service Portfolio and Service Catalogue

	PO2.2 Enterprise Data Dictionary and Data Syntax Rules

Maintain an enterprise data dictionary that incorporates the organization’s data syntax rules. This dictionary should enable the sharing of data elements amongst applications and systems, promote a common understanding of data amongst IT and business users, and prevent incompatible data elements from being created.

PO2.4 Integrity Management

Define and implement procedures to ensure the integrity and consistency of all data stored in electronic form, such as databases,

data warehouses and data archives

	BP3: Store Information. Collect, receive, and store information according to established strategy and procedures. 
	BP 17.03. Store Information. Collect, receive, and store information according to established strategy and procedures.
	6.3.6.3.2 Information management execution. This activity consists of the following tasks:

6.3.6.3.2.1 The project shall obtain the identified items of information.

6.3.6.3.2.2 The project shall maintain information items and their storage records according to integrity, security and privacy requirements.
6.3.6.3.2.5 The project shall archive designated information, in accordance with the audit, knowledge retention and project closure purposes.

REU.1.BP6: Accept reusable assets. Certify, classify, record and baseline assets that are submitted for storage and make them available for reuse.

REU.1.BP10: Retire assets. Retire assets from the asset storage and retrieval mechanism following the defined asset management strategy.
	SCM 3) Produce and maintain a Service Catalogue and its contents, in conjunction with the Service Portfolio
	DS11.1 Business Requirements for Data Management

Verify that all data expected for processing are received and processed completely, accurately and in a timely manner, and all output is delivered in accordance with business requirements.
DS11.2 Storage and Retention Arrangements

Define and implement procedures for effective and efficient data storage, retention and archiving to meet business objectives, the organization’s security policy and regulatory requirements.

DS11.3 Media Library Management System

Define and implement procedures to maintain an inventory of stored and archived media to ensure their usability and integrity.


	BP4: Share Information. Disseminate or provide timely access to information to those that need it. 


	BP 17.04. Share Information. Disseminate or provide timely access to information to those that need it.
	6.3.6.3.2 Information management execution. This activity consists of the following tasks:

6.3.6.3.2.3 The project shall retrieve and distribute information to designated parties as required by agreed schedules or defined circumstances.

6.3.6.3.2.4 The project shall provide official documentation as required.
REU.1.BP7: Operate asset storage. Provide and control operation of asset storage, retrieval and distribution mechanisms.

REU.1.BP8: Record use of assets. Keep track of each reuse of assets and record information about actual reuse of assets.
	SCM 4) Interface with business and IT Service Continuity Management on the dependencies of business units and their business processes with the supporting IT services, contained within the Business Service Catalogue
	DS11.4 Disposal

Define and implement procedures to ensure that business requirements for protection of sensitive data and software are met when data and hardware are disposed or transferred.



	BP5: Protect Information. Protect information from loss, damage, or unwarranted access.


	BP 17.05 Protect Information. Protect information from loss, damage, or unwarranted access.
	6.3.6.3.2 Information management execution. This activity consists of the following tasks:

6.3.6.3.2.6 The project shall dispose of unwanted, invalid or unverifiable information according to organization policy, and security and privacy requirements.
	
	DS5.1 Management of IT Security

Manage IT security at the highest appropriate organizational level, so the management of security actions is in line with business requirements.

DS5.2 IT Security Plan

Translate business, risk and compliance requirements into an overall IT security plan, taking into consideration the IT infrastructure and the security culture. Ensure that the plan is implemented in security policies and procedures together with appropriate investments in services, personnel, software and hardware. Communicate security policies and procedures to stakeholders and users.

DS5.3 Identity Management

Ensure that all users (internal, external and temporary) and their activity on IT systems (business application, IT environment, system operations, development and maintenance) are uniquely identifiable. Enable user identities via authentication mechanisms. Confirm that user access rights to systems and data are in line with defined and documented business needs and that job requirements are attached to user identities. Ensure that user access rights are requested by user management, approved by system owners and implemented by the security-responsible person. Maintain user identities and access rights in a central repository. Deploy cost-effective technical and procedural measures, and keep them current to establish user identification, implement authentication and enforce access rights.

DS5.4 User Account Management

Address requesting, establishing, issuing, suspending, modifying and closing user accounts and related user privileges with a set of user account management procedures. Include an approval procedure outlining the data or system owner granting the access privileges. These procedures should apply for all users, including administrators (privileged users) and internal and external users, for normal and emergency cases. Rights and obligations relative to access to enterprise systems and information should be contractually arranged for all types of users. Perform regular management review of all accounts and related privileges.

DS5.5 Security Testing, Surveillance and Monitoring

Test and monitor the IT security implementation in a proactive way. IT security should be reaccredited in a timely manner to ensure that the approved enterprise’s information security baseline is maintained. A logging and monitoring function will enable the early prevention and/or detection and subsequent timely reporting of unusual and/or abnormal activities that may need to be addressed.

DS5.6 Security Incident Definition

Clearly define and communicate the characteristics of potential security incidents so they can be properly classified and treated by the incident and problem management process.

DS5.7 Protection of Security Technology

Make security-related technology resistant to tampering, and do not disclose security documentation unnecessarily.

DS5.8 Cryptographic Key Management

Determine that policies and procedures are in place to organize the generation, change, revocation, destruction, distribution, certification, storage, entry, use and archiving of cryptographic keys to ensure the protection of keys against modification and unauthorized disclosure.

DS5.9 Malicious Software Prevention, Detection and Correction

Put preventive, detective and corrective measures in place (especially up-to-date security patches and virus control) across the organization to protect information systems and technology from malware (e.g., viruses, worms, spyware, spam)

DS5.10 Network Security

Use security techniques and related management procedures (e.g., firewalls, security appliances, network segmentation, intrusion detection) to authorize access and control information flows from and to networks.

DS5.11 Exchange of Sensitive Data

Exchange sensitive transaction data only over a trusted path or medium with controls to provide authenticity of content, proof of submission, proof of receipt and non-repudiation of origin.
DS11.5 Backup and Restoration

Define and implement procedures for backup and restoration of systems, applications, data and documentation in line with business requirements and the continuity plan.

DS11.6 Security Requirements for Data Management

Define and implement policies and procedures to identify and apply security requirements applicable to the receipt, processing, storage and output of data to meet business objectives, the organization’s security policy and regulatory requirements.

	BP6: Establish Information Standards. Establish requirements and standards for content and format of selected information items.


	BP 17.06 Establish Information Standards. Establish requirements and standards for content and format of selected information items.
	6.3.6.3.1 Information management planning. This activity consists of the following tasks:

6.3.6.3.1.1 The project shall define the items of information that will be managed during the system life cycle and, according to organizational policy or legislation, maintained for a defined period beyond.

6.3.6.3.1.4 The project shall define the content, semantics, formats and medium for the representation, retention, transmission and retrieval of information.

REU.1.BP2: Establish a classification scheme for assets. Provide a classification scheme for assets to support their reuse.

REU.1.BP3: Define criteria for assets. Define acceptance, certification and retirement criteria for assets

REU.1.BP5: Identify reusable assets. Identify assets to be made available for reuse
	5) Interface with support teams, suppliers and Configuration Management on interfaces and dependencies between IT services and the supporting services, components and CIs contained within the Technical Service Catalogue

6) Interface with Business Relationship Management and Service Level Management to ensure that the information is aligned to the business and business processes
	PO2.3 Data Classification Scheme

Establish a classification scheme that applies throughout the enterprise, based on the criticality and sensitivity (e.g., public, confidential, top secret) of enterprise data. This scheme should include details about data ownership; definition of appropriate security levels and protection controls; and a brief description of data retention and destruction requirements, criticality and sensitivity. It should be used as the basis for applying controls such as access controls, archiving or encryption.


	Enterprise SPICE Process
	ISO/IEC 20000
	ISO 14001
	eSCM  (SP)
	eSCM  (CL)

	Information Management
	3.2 Documentation requirements
	4.4.3. Communication

4.4.4. Documentation

4.4.5. Control of documents

4.5.4. Control of records 
	Threat Management Practices
	Threat Management Practices

	Purpose:
	
	
	
	

	The purpose of the Information Management process is to make relevant and timely information available to those who need it  
	The purpose of the Documentation requirements process is to make relevant and timely information available to those who need it
	
	Threat Management Practices focus on identifying and actively managing threats to the organization’s ability to meet its objectives and the requirements of the client.
	Threat Management Practices focus on identifying and actively managing threats to the organization’s ability to meet its business and sourcing objectives and requirements.

	Outcomes:
	
	
	
	

	As a result of successful implementation of the Information Management process:

1) Information management strategy and requirements are established;
	Documents and records are provided to ensure effective planning, operation and control of service management.


	4.4.4 Documentation

The environmental management system documentation includes
a) the environmental policy, objectives and targets,

b) description of the scope of the environmental management system,

c) description of the main elements of the environmental management system and their interaction, and reference to related documents,

d) documents, including records, required by this International Standard, and 

e) documents, including records, determined by the organization to be necessary to ensure the effective planning, operation and control of processes that relate to its significant environmental aspects.
	The management commitment to risk management through format policies is demonstrated.

The risks are indentified, assessed and controlled.

The security, confidentiality and intellectual property right are managed.

The recovery from disaster is prepared and managed.

The statutes and regulations to ensure the compliance are monitored.
	Risk management: Managing sourcing risks, consistent with the organization’s existing risk management policies, by identifying, assessing and controlling risks. 

Protecting against specific threats: Managing security, privacy, confidentiality, and intellectual property threats.  

Business continuity: Ensuring business continuity, including concerns regarding recovery from disasters.

Compliance: Monitoring statutes and regulations to ensure compliance. 

	2) An infrastructure is established and maintained to provide the mechanisms and media needed to support the information management at individual, project and organization levels; 
	Procedures and responsibilities are established for the creation, review, approval, maintenance, disposal

and control of the various types of documents and records.

	4.4.3. Communication
With regard to its environmental aspects and environmental management system, a procedures for: 

a) internal communication between the various levels and functions of the organization, b) receiving, documenting and responding to relevant communication from external interested parties, are established, implemented and maintained.
	
	

	3) Information is managed in accordance with established requirements and strategy;
	Information managed includes:

a) documented service management policies and plans;

b) documented service level agreements;

c) documented processes and procedures required;

d) records required.
	4.4.5. Control of documents
The procedures to

a) approve documents for adequacy prior to issue,

b) review and update as necessary and re-approve documents,

e) ensure that documents remain legible and readily identifiable,

f) ensure that documents of external origin determined by the organization to be necessary for the planning and operation of the environmental management system are identified and their distribution controlled, are established, implemented and maintained.

4.5.4 Control of records
Records are and remain legible, identifiable and traceable.
	
	

	4) Information is stored and protected from loss, damage, and unwarranted access;
	
	4.4.5. Control of documents
The procedures to

g) prevent the unintended use of obsolete documents and to apply suitable identification to them if they are retained for any purpose, are established, implemented and maintained.

4.5.4 Control of records

The procedures for the identification, storage and protection are established, implemented and maintained.
	
	

	5) Timely access to relevant information is available to those that need it.
	
	4.4.5. Control of documents
The procedures to

c) ensure that changes and the current revision status of documents are identified,

d) ensure that relevant versions of applicable documents are available at points of use,

e) ensure that documents remain legible and readily identifiable, are established, implemented and maintained.

4.5.4 Control of records

The procedures for the retrieval, retention and disposal of records are established, implemented and maintained.
	
	

	Base Practices
	
	
	
	

	BP1: Establish Information Management Strategy. Establish and maintain a strategy and requirements for information management. 


	Establish procedures and responsibilities for the creation, review, approval, maintenance, disposal

and control of the various types of documents and records. 
	
	
	

	BP2: Establish Information Management Capability. Establish an infrastructure for information management including repository, tools, equipment, and procedures. 
	
	
	
	

	BP3: Store Information. Collect, receive, and store information according to established strategy and procedures. 
	
	
	
	

	BP4: Share Information. Disseminate or provide timely access to information to those that need it. 
	
	
	
	

	BP5: Protect Information. Protect information from loss, damage, or unwarranted access.


	
	
	thr01 Risk Management. Establish and implement a policy on risk management.

thr02 Engagement Risk

Identify, assess and manage risk specific to the client engagement.

thr03 Risk across 

Engagement

Establish and implement procedures to manage risk across the client engagement.

thr04 Security
Establish and implement procedures to meet security requirements.

thr05 Intellectual Property
Establish and implement procedures to protect the intellectual property of stakeholders.

thr06 Statutory&Regulatory Compliance
Establish and implement procedures to comply with statutory and regulatory requirements.

thr07 Disaster Recovery
Establish and implement disaster recovery procedures.
	thr01 Sourcing Risk Management. Establish and implement procedures to identify, assess and manage sourcing risks.

thr02 Organizational Risk Management. Establish and implement procedures to manage risk across multiple sourced services and service providers.

thr03 Intellectual Property. Establish and implement procedures to protect the intellectual property of stakeholders.

thr04 Security and Privacy.
Establish and implement procedures to meet security and privacy requirements.

thr05 Compliance
Establish and implement procedures to comply with applicable standards and statutory and regulatory requirements.

thr06 Business Continuity
Establish and implement procedures to ensure business continuity of sourced services.



	BP6: Establish Information Standards. Establish requirements and standards for content and format of selected information items.
	
	
	
	


Knowledge Management

	Enterprise SPICE Process
	ISO/IEC 12207: 2008 PRM (and 15504-5 practices)
	ITIL v3 Processes
	CobiT v4.1 processes

	Knowledge Management
	RIN.3 Knowledge Management 

REU.1 Reuse Asset Management


	Knowledge management

Service Catalog Management
	DS7 Educate and train users

AI4 Enable operation and use

PO7 Manage IT human resources

	Purpose:
	
	
	

	The purpose of the Knowledge Management process is to ensure that individual knowledge, information and skills are collected, shared, reused and improved throughout the organization.  
	The purpose of the Knowledge management process is to ensure that individual knowledge, information and skills are collected, shared, reused and improved throughout the organization.

The purpose of the Reuse Asset Management Process is to manage the life of reusable assets from conception to retirement.
	The purpose of Knowledge Management is to ensure that the right information is delivered to the appropriate place or competent person at the right time to enable informed decision.

The purpose of Service Catalog Management is to provide a single source of consistent information on all of the agreed services, and ensure that it is widely available to those who are approved to access it. 
	The purpose of Educate and train users process is to provide a clear understanding of IT user training needs, execution of an effective training strategy and measurement of the results
The purpose of Enable Operation and Use process is to provide effective user and operational manuals and training materials to transfer the knowledge necessary for successful system operation and use.

The purpose of Manage IT human Resources process is to provide hiring and training personnel, motivating through clear career paths, assigning roles that correspond with skills, establishing a defined review process, creating position descriptions and ensuring awareness of dependency on individuals

	Outcomes:
	
	
	

	As a result of successful implementation of the Knowledge Management process:

1) The organization has an appropriate knowledge management strategy;
	RIN.3 3) the organization will select an appropriate knowledge management strategy

REU.1 1) an asset management strategy is documented
	
	

	2) The knowledge required to perform the organization’s business activities is defined, understood and updated; 
	REU.1 2) an asset classification scheme is established

REU.1 3) a criteria for asset acceptance, certification and retirement are defined
	KM 2) clear and common understanding of the value provided by services

SCM 1) The service is defined
	

	3) The processes, infrastructure and opportunities for allowing knowledgeable individuals to share their expertise and for deploying, using and improving knowledge assets are established and maintained;
	RIN.3 1) infrastructure is established and maintained for sharing common and domain information across the organization

REU.1 4) an asset storage and retrieval mechanism is operated
REU.1 5) the use of assets are recorded;

REU.1 6) changes to the assets are controlled

REU.1 7) users of assets are notified of problems detected, modifications made, new versions created and deletion of assets from the storage and retrieval mechanism.
	SCM 2) An accurate Service Catalog is produced and maintained, containing accurate information on all operational services and those being prepared to be run operationally

SCM 3) The information contained within the Service Catalog is managed and ensured that it is accurate and reflects the current details, status, interfaces and dependencies of all services that are being run, or being prepared to run, in the live environment
	

	4) Knowledge is readily available and shared throughout the organization.
	RIN.3 2) knowledge is readily available and shared throughout the organization
	KM 3) relevant information that is always available

SCM 4) Accurate information on all services that are being transitioned or have been transitioned to the live environment
	AI4 1) Knowledge about new systems is made available

AI4 2) The documentation and manuals for users and IT is produced

AI4 3) The training to ensure the proper use and operation of applications and infrastructure is provided

	
	
	KM 1) more efficient services with improved quality
	DS7.The training needs of each user group are identified; a strategy for effective training and measuring the results is defined and executed; an effective use of technology by reducing user errors, increasing productivity and increasing compliance with key controls, such as user security measures, is increased by effective training programme.
PO7. A competent workforce is acquired and maintained for the creation and delivery of IT services to the business.

	Base Practices
	
	
	

	BP1: Develop a knowledge management strategy. Define an appropriate knowledge management strategy based on organizational, individual, domain and project knowledge needs.

	RIN.3.BP3: Develop a knowledge management strategy. Define an appropriate knowledge management strategy based on organizational, individual, domain and project needs.

REU.1.BP1: Define and document an asset management strategy. Define and document an asset management strategy for reuse
	KM Knowledge management strategy.

SCM Agree and document a service definition with  all relevant parties
	

	BP2: Establish a knowledge management system. Establish and maintain a knowledge management infrastructure and mechanism to support the activities to identify, classify, exchange and use knowledge assets.

	RIN.3.BP1: Establish a knowledge management system. Establish and maintain a knowledge management infrastructure and mechanism to support the activities to identify, classify, exchange and use knowledge assets.

REU.1.BP2: Establish a classification scheme for assets. Provide a classification scheme for assets to support their reuse.

REU.1.BP3: Define criteria for assets. Define acceptance, certification and retirement criteria for assets.

REU.1.BP4: Establish the asset storage and retrieval mechanisms. Establish the asset storage and retrieval mechanisms, and make them available to users for storing and retrieving and for providing information on reusable assets.

REU.1.BP5: Identify reusable assets. Identify assets to be made available for reuse
	KM Service knowledge management system.

SCM Interface with Service Portfolio Management to agree the contents of the Service Portfolio and Service Catalog 

SCM Produce and Maintain a Service Catalog and its contents in conjunction with Service Portfolio

SCM Interface with Service Portfolio Management to agree the contents of the Service
	DS7.1 Identification of Education and Training Needs Establish and regularly update a curriculum for each target group of employees considering:

• Current and future business needs and strategy

• Value of information as an asset

• Corporate values (ethical values, control and security culture, etc.)

• Implementation of new IT infrastructure and software (i.e., packages, applications)

• Current and future skills, competence profiles, and certification and/or credentialing needs as well as required reaccreditation

• Delivery methods (e.g., classroom, web-based), target group size, accessibility and timing

PO7.2 Personnel Competencies Regularly verify that personnel have the competencies to fulfill their roles on the basis of their education, training and/or experience. Define core IT competency requirements and verify that they are being maintained, using qualification and certification programmes where appropriate.

	BP3: Create the network of knowledge contributors. Establish the network of experts and their mutual interaction.

	RIN.3.BP2: Create the network of knowledge contributors. Establish the network of experts and their mutual interaction.
	
	

	BP4: Capture knowledge. Identify and record each knowledge item according to the classification schema and asset criteria.

	RIN.3.BP4: Capture knowledge. Identify and record each knowledge item according to the classification schema and asset criteria.

REU.1.BP6: Accept reusable assets. Certify, classify, record and baseline assets that are submitted for storage and make them available for reuse.
	KM Knowledge identification, capture and maintenance.
	PO7.8 Job Change and Termination Take expedient actions regarding job changes, especially job terminations. Knowledge transfer should be arranged, responsibilities reassigned and access rights removed such that risks are minimized and continuity of the function is guaranteed.


	BP5: Disseminate knowledge assets. Share knowledge assets with experts, users and projects.

	RIN.3.BP5: Disseminate knowledge assets. Share knowledge assets with experts, users and projects.

REU.1.BP7: Operate asset storage. Provide and control operation of asset storage, retrieval and distribution mechanisms.
	
	DS7.2 Delivery of Training and Education Based on the identified education and training needs, identify target groups and their members, efficient delivery mechanisms, teachers, trainers, and mentors. Appoint trainers and organize timely training sessions. Record registration (including prerequisites), attendance and training session performance evaluations.

AI4.2 Knowledge Transfer to Business Management. 

Transfer knowledge to business management to allow those individuals to take ownership of the system and data, and exercise responsibility for service delivery and quality, internal control, and application administration.

AI4.3 Knowledge Transfer to End Users. Transfer knowledge and skills to allow end users to effectively and efficiently use the system in support of business processes.

AI4.4 Knowledge Transfer to Operations and Support Staff Transfer knowledge and skills to enable operations and technical support staff to effectively and efficiently deliver, support and maintain the system and associated infrastructure.

	BP6: Improve knowledge assets. Validate and enrich knowledge assets to ensure their appropriateness and value to the organization.

	RIN.3.BP6: Improve knowledge assets. Validate and enrich knowledge assets to ensure their appropriateness and value to the organization.

REU.1.BP8: Record use of assets. Keep track of each reuse of assets and record information about actual reuse of assets.

REU.1.BP10: Retire assets. Retire assets from the asset storage and retrieval mechanism following the defined asset management strategy.
	
	DS7.3 Evaluation of Training Received Evaluate education and training content delivery upon completion for relevance, quality, effectiveness, the retention of knowledge, cost and value. The results of this evaluation should serve as input for future curriculum definition and the delivery of training sessions

	
	
	
	AI4.1 Planning for Operational Solutions. Develop a plan to identify and document all technical, operational and usage aspects such that all those who will operate, use and maintain the automated solutions can exercise their responsibility.


	Enterprise SPICE Process
	P-CMM 
	eSCM CL
	eSCM CL (reference)

	Knowledge Management
	Competency Analysis (ML3) 

Competency Development (ML3) 

Competency-based assets (ML4)
	Knowledge management


	Knowledge management



	Purpose:
	
	
	

	The purpose of the Knowledge Management process is to ensure that individual knowledge, information and skills are collected, shared, reused and improved throughout the organization.  
	The purpose of Competency Analysis is to identify the knowledge, skills, and process abilities required to perform the organization’s business activities so that they may be developed and used as a basis for workforce practices.
The purpose of Competency Development is to constantly enhance the capability of the workforce to perform their assigned tasks and responsibilities.
The purpose of Competency-Based Assets is to capture the knowledge, experience, and artifacts developed in performing competency-based processes for use in enhancing capability and performance.
	Knw The purpose of Knowledge Management is to manage information and knowledge systems so personnel have easy access to the knowledge they need to work effectively.
	Knw The purpose of Knowledge Management is to manage information and knowledge systems so that personnel have easy access to the knowledge needed to effectively perform their work.



	Outcomes:
	
	
	

	As a result of successful implementation of the Knowledge Management process:

1) The organization has an appropriate knowledge management strategy;
	
	Knw A commitment to knowledge sharing though formal policies is demonstrated
	

	2) The knowledge required to perform the organization’s business activities is defined, understood and updated; 
	CA The workforce competencies required to perform the organization’s business activities are defined and updated.
	Knw The information needed by personnel in a knowledge system that allows controlled but efficient access is provided
	Knw Market and Provider Awareness: Understanding the market and screening the potential set of service providers and assisting them in understanding the organization’s needs is achieved

	3) The processes, infrastructure and opportunities for allowing knowledgeable individuals to share their expertise and for deploying, using and improving knowledge assets are established and maintained;
	CA The work processes used within each workforce competency are established and maintained

CA The organization tracks its capability in each of its workforce competencies

CA Competency Analysis practices are institutionalized to ensure they are performed as defined organizational processes

CD The organization provides opportunities for individuals to develop their capabilities in its workforce competencies

CBA Competency-Based Assets activities are institutionalized to ensure they are performed as defined organizational processes
	Knw The use of process assets to improve across the organization, ensuring consistency as appropriate is effectively managed.

Process assets to improve the effectiveness of personnel and to take advantage of expert practices are reused

Knw Information on resource usage and lessons learned to improve current and future performance is maintained
	Knw Providing Access to Sourcing Information: Access to Sourcing Information is appropriately made available; the information needed by personnel in a knowledge system  is provided ensuring controlled but efficient access

Knw Lessons Learned: Information and lessons learned to improve current and future sourcing performance are maintained

	4) Knowledge is readily available and shared throughout the organization.
	CD Individuals develop their knowledge, skills, and process abilities in the organization’s workforce competencies

CD The organization uses the capabilities of its workforce as resources for developing the workforce competencies of others

CD Competency Development practices are institutionalized to ensure they are performed as defined organizational processes

CBA The knowledge, experience, and artifacts resulting from performing competency-based processes are developed into competency-based assets

CBA Competency-based assets are deployed and used

CBA Workforce practices and activities encourage and support the development and use of competency-based assets
	Knw Information on resource usage and lessons learned to improve current and future performance is maintained
	

	Base Practices
	
	
	

	BP1: Develop a knowledge management strategy. Define an appropriate knowledge management strategy based on organizational, individual, domain and project knowledge needs.
	CBA Practice 3 A strategy for developing and deploying competency-based assets is created for each affected workforce competency.
CD Practice 1 Competency development activities are based on the competency development plans within each workforce competency.
	
	

	BP2: Establish a knowledge management system. Establish and maintain a knowledge management infrastructure and mechanism to support the activities to identify, classify, exchange and use knowledge assets.

	CA Practice 1 The workforce competencies required to perform the organization’s business activities are identified.
CA Practice 2 Each of the organization’s workforce competencies is analyzed to identify the knowledge, skills, and process abilities that compose it.

CA Practice 3 Workforce competency descriptions are documented and maintained according to a documented procedure.
CA Practice 4 Workforce competency descriptions are updated on a periodic and event-driven basis.
CA Practice 5 The competency-based processes to be performed by capable individuals in each workforce competency are established and maintained.
CBA Practice 6 Competency-based assets are integrated into competency-based processes and related technologies, as appropriate.
CBA Practice 9 Competency development activities incorporate competency-based assets.
	Knw03. Knowledge system.

Establish and maintain a knowledge system to identify, control and provide information.

Knw04. Process Assets.

Establish and maintain a process asset for use across the organization.

Knw07. Version & Change Control.

Establish and implement procedures to apply a version control and change control to work products.
	Knw02. Knowledge system.

Utilize a knowledge system to identify, control and disseminate sourcing information.

	BP3: Create the network of knowledge contributors. Establish the network of experts and their mutual interaction.
	CD Practice 2 Graduated training and development activities are established and maintained for developing capability in each of the organization’s workforce competencies.
CD Practice 4 Competency-based training and development activities are identified for each individual to support their development objectives.
CD Practice 6 Capable individuals within a competency community are used to mentor those with less capability in the competency.
CD Practice 7 The organization supports communication among those comprising a competency community.
CBA Practice 10 Mentoring or coaching activities are organized to deploy competency based assets.
	
	

	BP4: Capture knowledge. Identify and record each knowledge item according to the classification schema and asset criteria.
	CA Practice 6 Information about the use of competency-based processes is captured and made available.
CA Practice 7 Competency information regarding the capabilities of individuals in their workforce competencies is collected and maintained according to a documented procedure.

CA Practice 8 Current resource profiles for each of the organization’s workforce competencies are determined.
CD Practice 8 Competency-based experience and information is captured and made available to those within a competency community.
CBA Practice 1 Individuals and workgroups capture and retain information and artifacts that emerge from performing competency-based processes.
CBA Practice 4 Selected components of competency-based information and artifacts are organized into competency-based assets and made available for use.
	Knw02. Identify, control and provide the information that personnel need to perform their work.
	Knw01.  Identify, control and provide the information that personnel need to perform their sourcing responsibilities.

	BP5: Disseminate knowledge assets. Share knowledge assets with experts, users and projects.

	CD Practice 3 The organization makes available descriptions of workforce competencies and information about development opportunities related to them.

CD Practice 5 Individuals actively pursue learning opportunities to enhance their capabilities in the organization’s workforce competencies.
CBA Practice 2 Communication vehicles are established to support the sharing of competency-based information and artifacts within and among competency communities.
CBA Practice 7 Individuals and workgroups use competency-based assets in performing their business activities.
CBA Practice 11 Workforce practices and activities encourage and support the development and use of competency-based assets.
CBA Practice 12 Compensation practices and activities are defined and performed to motivate the development and use of competency-based asset
	Knw01. Share Knowledge.

Establish and implement a policy to share knowledge among stakeholders.
Knw05. Engagement Knowledge.

Analyze and use knowledge gained from client engagements.
Knw06. Reuse.

Identify and reuse work products.
	Knw03. Market Information.

Analyze and use information about the service providers market.
Knw04. Lessons Learned.

Analyze and use knowledge gained from sourcing activities.
Knw05. Share Knowledge.

Establish and implement procedures to share knowledge among stakeholders.

	BP6: Improve knowledge assets. Validate and enrich knowledge assets to ensure their appropriateness and value to the organization.

	CA Practice 9 Competency information is updated on a periodic and event-driven basis.
CBA Practice 5 Competency-based assets are updated to reflect periodic revisions in the knowledge, skills, and process abilities constituting workforce competencies.
CBA Practice 8 Information resulting from the use of competency-based assets is captured and made available.
	
	


Measurement and Analysis

	Enterprise SPICE Process 
	iCMM
	ITIL v3 Processes
	CobiT v4.1 
	ISO 20000-1:2005

	Measurement and Analysis  
	PA 18 Measurement & Analysis
	Service Measurement
	ME.1 Monitor and evaluate IT performance 
	4.3 Monitoring, measuring and reviewing

	Purpose
	
	
	
	

	The purpose of the Measurement & Analysis process is to define, collect and analyze data related to any measurement need to provide insight into performance relative to goals
	The purpose of Measurement and Analysis is to collect and analyze data related to processes and resulting products and services to provide quantitative insight into performance relative to goals.
	
	
	

	Outcomes: 
	Goals 
	
	
	

	1) Measurement information needs and objectives of enterprise processes are identified, prioritized and maintained. 
	
	
	
	

	2) Measures to address the information needs and objectives are established and maintained.  
	1) Measures related to goals, objectives and major issues are established.  
	
	ME1.2 Definition and collection of monitoring data
	

	3) Data collection, verification and storage procedures are established and maintained.
	
	
	ME1.3 Monitoring method
	

	4) Data analysis, interpretation and reporting procedures are established and maintained.
	
	
	ME1.3 Monitoring method
	

	5) Measurement data are collected, verified, analyzed, interpreted and results are reported.  
	2) Measurement data are collected, analyzed, and results are reported.  
	
	ME1.2 Definition and collection of monitoring data
	

	6)  Measurement data and results are communicated and stored for use.
	3) Measurement data and results are stored for use
	
	
	

	7) Measurement data are used to statistically manage process performance models. 
	
	
	ME1.4 Performance assessment


	

	NOT COVERED
	
	
	ME1.1 Monitoring approach

ME1.5 Board and executive reporting

ME1.6 Remedial actions
	

	BASE PRACTICES
	
	
	
	

	BP01 Develop a measurement strategy. Define an appropriate measurement strategy to identify, perform and evaluate measurement activities and results, based on organizational and project needs. [Outcome: 1]
	
	
	
	

	BP02 Identify measurement information needs. [Outcome: 1]
	
	
	
	

	BP03 
Establish measures based on goals: Establish measurable objectives from issues and goals, linking them by a cause-effect relationship and identify the specific measures that will provide the basis for performance analysis. [Outcome: 2]


	BP 18.01 Establish measures based on goals: Establish measurable objectives from issues and goals and identify the specific measures that will provide the basis for performance analysis.
	
	
	

	BP04 Data  collection, verification and storage procedures are established and maintained. [Outcome 3]
	
	
	
	

	BP05 Data analysis, interpretation and reporting procedures are established and maintained.[Outcome 4]
	
	
	
	

	BP06  
Collect relevant measurement data: Collect and verify measurement data and generate results. [Outcome: 3]

	BP 18.02  Collect relevant measurement data: Collect and verify measurement data and generate results.
	
	
	

	BP07
Store data and results:  Store measurement data and results in a repository. [Outcome: 3]

	BP 18.03 Store data and results:  Store measurement data and results in a repository. 
	
	
	

	BP08
Analyze measurement data:  Analyze data to determine performance against goals using – whenever possible and valuable - statistical techniques in order to stress trends and most effective corrective/improvement actions. [Outcome: 4, 5]
	BP 18.04 Analyze measurement data:  Analyze data to determine performance against goals.


	
	
	

	BP09
Communicate results: Report results of measurement and analysis to all affected stakeholders. [Outcome: 6, 7]
	BP 18.05 Communicate results: Report results of measurement and analysis to all affected stakeholders.
	
	
	

	BP10 Use measurement information products for decision-making. Make accurate and current measurement information products accessible for any decision-making processes for which it is relevant. [Outcome 7]
	
	
	
	

	BP11 Evaluate and communicate information products and measurement activities to process owners. Evaluate information products and measurement activities against the identified information needs and measurement strategy, identify potential improvements in measurements, and communicate any identified potential improvement to the process owners. [Outcome 7]
	
	
	
	


	Enterprise SPICE Process
	P-CMM v2 
	ISO 14001
	ISO/IEC IS 15504-5:2006
	ISO/IEC IS 12207:2008

	Measurement and Analysis  
	Quantitative Performance Management (Measurement and Analysis)
	4.5.1 Monitoring and measurement


	MAN.6 - Measurement


	6.3.7 Measurement



	Purpose
	
	
	
	

	The purpose of the Measurement & Analysis process is to define, collect and analyze data related to any measurement need to provide insight into performance relative to goals
	
	
	The purpose of the Measurement process is to collect and analyze data relating to the products developed and processes implemented within the organization and its projects, to support effective management of the processes and to objectively demonstrate the quality of the products.
	The purpose of the measurement process defined is to collect, analyze, and report data relating to the products developed and processes implemented within the organizational unit, to support effective management of the processes, and to objectively demonstrate the quality of the products.

	Outcomes: 
	
	
	
	

	1) Measurement information needs and objectives of enterprise processes are identified, prioritized and maintained. 
	
	
	2) the measurement information needs of organizational and management processes are identified;
	a) the information needs of technical and management processes are identified;



	2) Measures to address the information needs and objectives are established and maintained.  
	
	
	3) an appropriate set of measures, driven by the information needs are identified and/or developed;
	b) an appropriate set of measures, driven by the information needs are identified and/or developed;

	3) Data collection, verification and storage procedures are established and maintained.


	
	
	4) measurement activities are identified and performed;


	c) measurement activities are identified and planned;



	4) Data analysis, interpretation and reporting procedures are established and maintained.
	
	
	4) measurement activities are identified and performed;
	c) measurement activities are identified and planned;



	5) Measurement data are collected, verified, analyzed, interpreted and results are reported.  
	
	
	5) the required data is collected, stored, analyzed, and the results interpreted;
	d) the required data are collected, stored, analyzed, and the results interpreted;

	6)  Measurement data and results are communicated and stored for use.
	
	
	
	

	7) Measurement data are used to statistically manage process performance models. 

	
	
	
	

	NOT COVERED
	Measurement 1. Measurements are made and used to determine the status and performance of the organization’s Quantitative Performance Management activities.

Measurement 2. Measurements are made and used to determine the effectiveness of

Quantitative Performance Management activities.
	
	1) organizational commitment is established and sustained to implement the measurement process;

6) information products are used to support decisions and provide an objective basis for communication; and 

7) the measurement process and measures are evaluated and communicated to the process owner.
	e) information products are used to support decisions and provide an objective basis for communication;

f) the measurement process and measures are evaluated; and

g) improvements are communicated to the measurement process owner.



	BASE PRACTICES
	
	
	
	

	--considered by a generic practice--
	
	
	MAN.6.BP1: Establish organizational commitment for measurement. A commitment of management and staff to measurement is established, sustained and communicated to the organizational unit. [Outcome: 1]
	

	BP01 Develop a measurement strategy. Define an appropriate measurement strategy to identify, perform and evaluate measurement activities and results, based on organizational and project needs. [Outcome: 1]
	
	
	MAN.6.BP2: Develop a measurement strategy. Define an appropriate measurement strategy to identify, perform and evaluate measurement activities and results, based on organizational and project needs. [Outcome: 1]


	

	BP02 Identify measurement information needs. Identify the measurement information needs of organizational and management processes. [Outcome: 1]


	
	
	MAN.6.BP3: Identify measurement information needs. Identify the measurement information needs of organizational and management processes. [Outcome: 2]


	The project shall describe the characteristics of the organization that are relevant to measurement.

The project shall identify and prioritize the information needs.

	BP03 
Establish measures based on informative goals: Establish measurable objectives from issues and goals, linking them by a cause-effect relationship and identify the specific measures that will provide the basis for performance analysis. [Outcome: 2]
	
	
	MAN.6.BP4: Specify measures. Identify and develop an appropriate set of measures based on measurement information needs. [Outcome: 3]


	The project shall select and document measures that satisfy the information needs.



	BP04 Data  collection, verification and storage procedures are established and maintained. [Outcome 3]
	
	
	
	The project shall define data collection, analysis, and reporting procedures.

	BP05 Data analysis, interpretation and reporting procedures are established and maintained.[Outcome 4]
	
	
	
	

	
	
	
	
	The project shall define criteria for evaluating the information products and the measurement process.

	
	
	
	
	The project shall review, approve, and provide resources for measurement tasks.

	
	
	
	
	The project shall acquire and deploy supporting technologies.

	
	
	
	
	The project shall integrate procedures for data generation, collection, analysis and reporting into the relevant processes.

	BP06
Collect relevant measurement data: Collect, verify and validate measurement data and generated results. [Outcome: 5]
	
	
	MAN.6.BP5: Collect and store measurement data. Identify, collect and store measurement data, including context information necessary to verify, understand, or evaluate the data. [Outcomes 4, 5]
	The project shall collect, store, and verify data.



	BP07
Store data and results:  Store measurement data and results in a repository. [Outcome: 6]

	
	
	MAN.6.BP5: Collect and store measurement data. Identify, collect and store measurement data, including context information necessary to verify, understand, or evaluate the data. [Outcomes 4, 5]
	The project shall collect, store, and verify data.



	BP08
Analyze measurement data:  Analyze data to determine performance against goals using – whenever possible and valuable - statistical techniques in order to stress trends and most effective corrective/improvement actions. [Outcome: 5]
	
	
	MAN.6.BP6: Analyze measurement data. Analyze and interpret measurement data, and develop information products. [Outcome: 5]


	The project shall analyze data and develop information products.



	BP09
Communicate results: Report results of measurement and analysis to all affected stakeholders. [Outcome: 6, 7]
	
	
	MAN.6.BP8: Communicate measurement results. Disseminate measurement information products to all parties who will be using them and collect feedback to evaluate the appropriateness for intended use. [Outcome: 6, 7]
	The project shall document and communicate results to the measurement users.



	BP10 Use measurement information products for decision-making. Make accurate and current measurement information products accessible for any decision-making processes for which it is relevant. [Outcome 7]
	
	
	MAN.6.BP7: Use measurement information products for decision-making. Make accurate and current measurement information products accessible for any decision-making processes for which it is relevant. [Outcome: 6]
	

	BP11 Evaluate and communicate information products and measurement activities to process owners. Evaluate information products and measurement activities against the identified information needs and measurement strategy, identify potential improvements in measurements, and communicate any identified potential improvement to the process owners. [Outcome 7]
	
	
	MAN.6.BP9: Evaluate and communicate information products and measurement activities to process owners. Evaluate information products and measurement activities against the identified information needs and measurement strategy, identify potential improvements in measurements, and communicate any identified potential improvement to the process owners. [Outcome: 7]
	The project shall evaluate information products and the measurement process.

The project shall identify and communicate potential improvements.




Work Environment

	Enterprise SPICE Process 
	iCMM
	ITIL v3 Processes
	ISO/IEC 20000
	CMMI-SVC
	CobiT v4.1 processes

	Work Environment  
	PA 19 Work Environment
	IT Service Continuity Management
	6.3 Service continuity and availability management

	Service Continuity (SCON)

Strategic Service Management (STSM)
	AI3 Acquire and Maintain Technology infrastructure

DS4 Ensure continuous services

DS12 Manage the physical environment

PO4 Define IT Processes, Organization and Relationships

	Purpose
	
	
	
	
	

	The purpose of the Work Environment process is to ensure that the workforce has an infrastructure of facilities, tools and equipment to perform their work effectively and safely. 
	to ensure that people have infrastructure and working procedures to perform their work effectively..


	Goal: support overall business continuity management process by ensuring required IT technical and service facilities (including computer systems, net-works, applications, data repositories, telecom-munications, environment, technical support and service desk) can be resumed within required and agreed business timescales.
	To ensure that agreed service continuity and availability commitments to customers can be met in all circumstances.


	SCON:

to establish and maintain plans to ensure continuity of services during and following any significant disruption of normal operations.
STSM:  to establish and maintain standard services in concert with strategic needs and plans.
	

	Outcomes: 
	Goals 
	
	
	
	

	1) Work environment needs and requirements are determined.  
	
	
	
	STSM: SG 1 Establish Strategic Needs and Plans for Standard Services
	

	2) A work environment that meets stakeholder needs and requirements is established and maintained
	1. A work environment that meets stakeholder needs and requirements is established and maintained
	
	
	STSM: SG 2 Establish Standard Services
	AI3 Acquire and Maintain Technology infrastructure

DS12 Manage the physical environment

	3) Distractions in the work environment are identified and addressed.
	
	
	
	
	DS12 Manage the physical environment

	4) Health, safety, security, and environmental factors are addressed in the work environment.
	
	
	
	
	DS12 Manage the physical environment

	5) Continuity of the work environment is ensured.
	
	ensuring that required IT technical and service facilities can be resumed within required and agreed business timescales.
	ensure agreed service continuity and availability commit-ments can be met in all circumstances
	SCON: SG 1 Identify Essential Service Dependencies
SG 2 Prepare for Service Continuity
	DS4 Ensure continuous services



	Base Practices
	
	
	
	
	

	BP 1. Determine Work Environment Needs. Establish and maintain the needs and requirements to implement, operate, and sustain work environments.


	BP 19.01 Determine Work Environment Needs. Establish and maintain the needs and requirements to implement, operate, and sustain work environments.
	
	Service continuity requirements shall be identified
	STSM: 

SP 1.1
Gather and Analyze Relevant Data

SP 1.2
Establish Plans for Standard Services


	

	BP 2. Establish Work Environment Standards. Establish and maintain a description of work environment standards and tailoring guidelines that meet identified needs and requirements.


	BP 19.02 Establish Work Environment Standards. Establish and maintain a description of work environment standards and tailoring guidelines that meet identified needs and requirements.
	
	
	STSM:

SP 2.1
Establish Properties of Standard Services and Service Levels

SP 2.2
Establish Descriptions of Standard Services


	

	BP 3.  Establish Work Environment. Establish and maintain a work environment, tailored from the work environment standards, to meet the specific needs.


	BP 19.03 Establish Work Environment. Establish and maintain a work environment, tailored from the work environment standards, to meet the specific needs.
	
	
	
	AI3.1 Technological Infrastructure Acquisition Plan

AI3.2 Infrastructure Resource Protection and Availability

AI3.3 Infrastructure Maintenance
AI3.4 Feasibility Test Environment
DS12.1 Site Selection and Layout

DS12.2 Physical Security Measures

DS12.3 Physical Access
DS12.4 Protection Against Environmental Factors

DS12.5 Physical Facilities Management

	BP 4. Maintain the Qualification of Components. Maintain the required qualification of work environment components.

NOTE:  This includes equipment calibration.


	BP 19.04 Maintain the Qualification of Components. Maintain the required qualification of work environment components.
	
	
	
	

	BP 5.  Maintain the Qualification of Personnel. Ensure that personnel have the required competencies and qualifications to access, use, and maintain the work environment.


	BP 19.05 Maintain the Qualification of Personnel. Ensure that personnel have the required competencies and qualifications to access, use, and maintain the work environment.
	
	
	
	PO4.9 Data and System Ownership 
PO4.14 Contracted Staff Policies and Procedures  



	BP 6.  Maintain Technology Awareness. Monitor, evaluate, and insert, as appropriate, new technology for improving the work environment.


	BP 19.06 Maintain Technology Awareness. Monitor, evaluate, and insert, as appropriate, new technology for improving the work environment.
	
	
	
	

	BP 7.  Ensure Work Environment Continuity. Plan and provide for continuity of the work environment.

NOTE:  This includes testing and training for continuity and recovery. 


	BP 19.07 Ensure Work Environment Continuity. Plan and provide for continuity of the work environment.


	Maintain a set of IT service continuity plans and IT recovery plans that support the overall business continuity plans of the organization

Complete regular business impact analysis exercises to ensure that all continuity plans are maintained in line with changing business impacts and requirements

Ensure appropriate continuity and recovery mechanisms are put in place to meet or exceed agreed business continuity targets
	Service continuity plans shall be developed, reviewed, tested and maintained
	SCON:

SP 1.1
Identify and Prioritize Essential Functions

SP 1.2
Identify and Prioritize Essential Resources

SP 2.1
Establish Service Continuity Plans

SP 2.2
Establish Service Continuity Training

SP 2.3
Provide and Evaluate Service Continuity Training


	DS4.1 IT Continuity Framework

DS4.2 IT Continuity Plans
DS4.3 Critical IT Resources
DS4.4 Maintenance of the IT Continuity Plan.
DS4.5 Testing of the IT Continuity Plan

DS4.6 IT Continuity Plan Training
DS4.7 Distribution of the IT Continuity Plan

DS4.8 IT Services Recovery and Resumption

DS4.9 Offsite Backup Storage
DS4.10 Post-resumption Review


	Enterprise SPICE Process
	12207:2008 

(and 15504-5 RIN.4)
	P-CMM
	ITIM
	ISO 14001
	eSCM (reference)

	Work Environment 
	6.6.2 Infrastructure Management
	Work Environment
	Managing the succession of information systems
	4.4.6 Operational control

4.4.7 Emergency preparedness and response
	Technology Manage-ment (CL and SP)

Threat Management (CL and SP) People Management (SP)

	Purpose
	
	
	
	
	

	The purpose of the Work Environment process is to ensure that the workforce has an infrastructure of facilities, tools and equipment to perform their work effectively and safely. 
	to provide the enabling infrastructure and services to projects to support organization and project objectives throughout the life cycle.

This process defines, provides and maintains the facilities, tools, and communications and information technology assets needed for the organization’s business with respect to the scope of this International Standard.

NOTE The infrastructure elements may include hardware, software, methods, tools, techniques, standards, and facilities for development, operation, or maintenance.
	to establish and maintain physical working conditions and to provide resources that allow individuals and workgroups to perform their tasks efficiently and without unnecessary distractions.


	To ensure that IT investments in operation are periodically evaluated to determine whether they should be retained, modified, replaced, or otherwise disposed of.


	
	

	Outcomes: 
	
	
	
	
	

	1) Work environment needs and requirements are determined.  
	a) the requirements for infrastructure to support processes are defined;
	
	
	
	

	2) A work environment that meets stakeholder needs and requirements is established and maintained
	b) the infrastructure elements are identified and specified;

c) infrastructure elements are acquired; 
d) the infrastructure elements are implemented; and

e) a stable and reliable infrastructure is maintained and improved
	Goal 1 The physical environment and resources needed by the workforce to perform their assignments are made available.


	ensure IT invest-ments in operation are periodically evaluated to determine whether they should be retained, modified, replaced, or other-wise disposed of.
	
	

	3) Distractions in the work environment are identified and addressed.
	
	Goal 2 Distractions in work environment are minimized.
	
	
	

	4) Health, safety, security, and environmental factors are addressed in the work environment.
	
	
	
	4.4.6 The organization shall identify and plan toperations associated with  identified significant environmental aspects consistent with its environmental policy, objectives and targets, ito ensure that they are carried out under specified conditions
	

	5) Continuity of the work environment is ensured.
	
	
	
	4.4.7The organization shall establish, imple-ment and maintain a procedure(s) to identify potential emergency situations and potential accidents that can have impact(s) on the environment and how it will respond to them
	

	Base Practices
	
	
	
	
	

	BP 1.  Determine Work Environment Needs. Establish and maintain the needs and requirements to implement, operate, and sustain work environments.


	RIN.4.BP1: Identify infrastructure scope. Identify procedures, standards, tools, and techniques that infra-structure process should support. 

NOTE 1: The infrastructure may include hardware, software, methods, tools, techniques, standards, and facilities for development, operation, or maintenance.

RIN.4.BP2: Define the infrastructure requirements. Define infrastructure require-ments to support performance of appropriate processes. 

NOTE 2: Infrastructure process requirements may include: security; throughput and data sharing requirements;

backup and recovery; remote access facility; physical workspace and equipment;

user support requirements; and maintenance requirements.
	P1 The physical environment and resources required to perform committed work are identified in each unit.

P6 Environmental factors that degrade or endanger the health or safety of the workforce are identified …

P7 Physical factors that degrade the effectiveness of the work environment are identified …

P8 Sources of frequent interruption or distraction that degrade the effectiveness of the work environment are identified …
	
	
	

	BP 2.  Establish Work Environment Standards. Establish and maintain a description of work environment standards and tailoring guidelines that meet identified needs and requirements.
	RIN.4.BP1: Identify infrastructure scope. Identify procedures, standards, tools, and techniques that infra-structure process should support. 


	
	
	
	

	BP 3.  Establish Work Environment. Establish and maintain a work environment, tailored from the work environment standards, to meet the specific needs.


	RIN.4.BP3: Acquire infrastructure. Acquire an infrastructure process, which satisfies the requirements. 

RIN.4.BP4: Establish the infrastructure. Assemble and integrate the elements of the

infrastructure process, providing an effective environment that supports implementation of the

organization’s processes. 
RIN.4.BP6: Maintain the infrastructure. Perform maintenance on the infrastructure process

for the purposes of:

– correcting defects; and

– improving performance.
	P2 The physical environment required to perform assigned work is provided.

P3 Individual workspaces provide an adequate personal environment for performing assigned work responsibilities.

P4 The resources needed to accomplish committed work are made available in a timely manner.

P6 Environmental factors that degrade or endanger the health or safety of the workforce are… corrected.

P7 Physical factors that degrade the effectiveness of the work environment are … addressed.

P8 Sources of frequent interruption or distraction that degrade the effectiveness of the work environment are … minimized.
	
	
	eSCM(CL)

Thr 04 Establish and implement procedures to meet security and privacy requirements

Thr05 – Establish and implement procedures to comply with applicable standards and statutory and regulatory requirements

Tch01 – Ensure that technology assets are managed according to a documented procedures.

eCSM (SP)
Tch01 – Establish and implement procedures to acquire and deploy technology

Tch02 – Establish and implement procedures to manage technology licenses.

Tch03 – Establish and implement procedures to track and control changes to technology infrastructure

Tch04 – Establish and implement procedures to manage integration of the organization’s technology infrastructure

Thr 04 Establish and implement procedures to meet security requirements

Thr06 – Establish and implement procedures to comply with statutory and regulatory requirements

Ppl03 Establish and maintain a work environment that enables personnel to work effectively.

	BP 4. Maintain the Qualification of Components. Maintain the required qualification of work environment components.
	
	
	
	
	

	BP 5.  Maintain the Qualification of Personnel. Ensure that personnel have the required competencies and qualifications to access, use, and maintain the work environment.
	RIN.4.BP5: Provide support for the infrastructure. Provide support for those who utilize the infrastructure process. 


	
	
	
	

	BP 6.  Maintain Technology Awareness. Monitor, evaluate, and insert, as appropriate, new technology for improving the work environment.


	
	P5 Improvements are made to the work environment that improve work performance.


	IT investments are periodically evaluated and appropriate investments are identified as candidates for replacement.
	
	eSCM (SP)

Tch05- Optimize over-all performance of technology infra-structure needed to deliver all services

Tch06 – Establish and implement procedures to proactively identify and introduce appropriate technology

	BP 7. Ensure Work Environment Continuity. Plan and provide for continuity of the work environment.
	
	
	
	
	eSCM (CL): Thr06 – Establish & implement procedures to ensure business continuity of sourced services.

eSCM (SP): Thr07 – Establish & implement disaster recovery procedures


Process Definition

	Enterprise SPICE Process 
	iCMM
	ISO/IEC 12207:2008
	ISO/IEC 15288 
	CobiT v4.1 
	ISO 14001 

	Process Definition  
	PA 20 Process Definition
	6.2.1 Life Cycle Model Management Process, B3.3.1 Process Establishment Process (15504-5: PIM.1 Process Establishment)
	6.2.1 Life Cycle Model Management Process
	PO4 Define the IT processes, organization and relationships

PO8.2 IT Standards and Quality Practices
	4.1 General Requirements

4.4.4 Documentation

	Purpose
	
	
	
	
	

	The purpose of Process Definition is to identify, define and maintain a standard set of processes and description of allowed tailoring that can be used to establish the processes that are used across the enterprise. This will provide a foundation for repeatable, effective and efficient work activities and support process improvement.
	The purpose of Process Definition is to define and maintain a standard set of process assets that support organizational learning and improve process performance.


	6.2.1 The purpose of the Life Cycle Model Management Process is to define, maintain, and assure availability of policies, life cycle processes, life cycle models, and procedures for use by the organization with respect to the scope of this International Standard.
This process provides life cycle policies, processes, and procedures that are consistent with the organization's objectives, that are defined, adapted, improved and maintained to support individual project needs within the context of the organization, and that are capable of being applied using effective, proven methods and tools.
B.3.3.1 The purpose of the Process Establishment Process is to establish a suite of organizational processes for all life cycle processes as they apply to its business activities.
15504-5 PIM1 (Same as B 3.3.1)


	The purpose of the Life Cycle Model Management Process is to define, maintain, and assure availability of policies, life cycle processes, life cycle models, and procedures for use by the organization with respect to the scope of this International Standard.   

This process provides life cycle policies, processes, models, and procedures that are consistent with the organization's objectives, that are defined, adapted, improved and maintained to support individual project needs within the context of the organization, and that are capable of being applied using effective, proven methods and tools.
	PO4- An IT organisation is defined by considering requirements for staff, skills, functions, accountability, authority, roles and responsibilities, and supervision. This organisation is embedded into an IT process framework that ensures transparency and control as well as the involvement of senior executives and business management. A strategy committee ensures board oversight of IT, and one or more steering committees in which business and IT participate determine the prioritisation of IT resources in line with business needs. Processes, administrative policies and procedures are in place for all functions, with specific attention to control, quality assurance, risk management, information security, data and systems ownership, and segregation of duties. To ensure timely support of business

requirements, IT is to be involved in relevant decision processes.
PO8.2 Identify and maintain standards, procedures and practices for key IT processes to guide the organization in meeting the intent of the QMS. Use industry good practices for reference when improving and tailoring the organization’s quality practices.


	The organization shall establish, document, implement, maintain and continually improve an environmental management system in accordance with the requirements of this International Standard and determine how it will fulfill these requirements.

The organization shall define and document the scope of its environmental management system.

	Outcomes: 
	Goals 
	
	
	
	

	1.  Standard processes, needed to accomplish business objectives, are established and maintained, including responsibilities, accountability and authority for its management.


	1. The set of standard processes is established and maintained.
	6.2.1

a) Policies and procedures for the management and deployment of life cycle models and processes are provided.

b) responsibility, accountability and authority for life cycle management are defined.

c) life cycle processes, models and procedures for use by the organization are defined, maintained and improved.

B.3.3.1 

a) a defined and maintained standard set of processes are established, along with an indication of each process's applicability;
	a) Policies and procedures for the management and deployment of life cycle models and processes are provided.

b) Responsibility, accountability, and authority for life cycle management are defined. c) Life cycle processes, models, and procedures for use by the organization are defined, maintained, and improved.
	PO4.1 IT process framework
PO4.9 Data and System Ownership
PO8.2 IT Standards and Quality Practices

	The environmental management system documentation shall include:

a) the environmental policy, objectives and targets,
c) description of the main elements of the environmental management system and their interaction, and reference to related documents,

	2.  Detailed tasks, activities, inputs/outputs, and associated work products of the standard processes are identified, together with expected performance characteristics.
	
	B.3.3.1 

b) the detailed tasks, activities and associated work products of the standard process are identified, together with expected performance characteristics.
	
	PO4.1 IT process framework
PO8.2 IT Standards and Quality Practices

	e) documents, including records, determined by the organization to be necessary to ensure the effective planning, operation and control of processes that relate to its significant environmental aspects.

	3.  Allowed modifications and approval mechanisms are established and maintained for the standard processes from which approved processes are tailored and established for projects, programs, organizations, or the enterprise.


	2. Guides for tailoring the standard processes are established and maintained. 


	B.3.3.1 

c) a strategy for tailoring the standard process for the product or service is developed in accordance with the needs of the project.
	
	PO8.2 IT Standards and Quality Practices

	

	4.  Goals, performance data, and other assets that support the processes are collected, maintained and communicated.
	3. Goals, performance data, and other assets that support the processes are collected, maintained, and communicated.  
	B.3.3.1 

d) Information and data related to the use of the standard process for specific projects exist and are maintained.
	
	PO8.6 Quality measurement, monitoring and review
	

	5.  Process assets (processes, allowed tailoring, approval mechanisms, process objectives, measures of process performance) are collected and communicated.
	  
	6.2.1

c) Life cycle processes, models and procedures for use by the organization are defined, maintained and improved.


	c) Life cycle processes, models, and procedures for use by the organization are defined, maintained, and improved.
	PO8.2 IT Standards and Quality Practices

	

	6.  The set of implemented processes are approved well-defined derivatives of the standard processes, including support processes, whose purposes and interrelationships are coordinated.
	
	
	
	PO4.15 Relationships
	c) description of the main elements of the environmental management system and their interaction, and reference to related documents,

	NOT COVERED in this process
	
	6.2.1 

d) prioritized process improvements are implemented. (Covered PA21 Process improvement)
	d) Prioritized process, model, and procedure improvements are implemented. (Covered PA21 Process improvement)
	
	b) description of the scope of the environmental management system,
d) documents, including records, required by this International Standard, and

e) documents, including records, determined by the organization to be necessary to ensure the effective planning, operation and control of processes that relate to its significant environmental aspects.

	Base Practices
	
	
	
	
	

	BP1: Establish standard processes:  Establish and maintain the enterprise’s set of standard processes for all software life cycle processes and life cycle models that apply to its business activities. [Outcome: 1]
	BP 20.01 Establish Standard Processes. Establish and maintain a set of standard processes. 


	12207. 6.2.1. Process establishment.

15504-5 PIM.1.BP1: Define process architecture. Define a standard set of processes, purpose of each process and interactions between them. 
PIM.1.BP2: Support deployment of processes

Support the organization-wide use of standard processes according to the purpose of each process.  
	
	PO4.1 IT process framework
PO4.9 Data and System Ownership
PO8.2 IT Standards and Quality Practices

	

	BP2: Establish lifecycle model description: Establish and maintain description of the lifecycle models approved for use in the enterprise, including detailed tasks, activities, inputs/outputs and associated work products.  [Outcome: 2]
	BP 20.01 Establish Standard Processes. Establish and maintain a set of standard processes. 


	12207. 6.2.1. Process establishment.

15504-5 PIM.1.BP3: Define standard processes. Define and maintain a description of each standard process according to the needs to establish processes in the organization.
NOTE: Effective, organization-wide establishment of standard processes may require that they are documented.
	
	PO4.1 IT process framework
PO8.2 IT Standards and Quality Practices

	

	BP3: Develop tailoring criteria and guidelines:  Establish and maintain tailoring criteria and guidelines for the enterprise’s set of standard processes and ensure their use. [Outcome: 3, 6]
	BP 20.02 Develop Tailoring Guidelines. Establish and maintain tailoring guidelines for the set of standard processes and ensure their use.


	12207. 6.2.1. Process establishment.

15504-5 PIM.1.BP5: Establish process tailoring guidelines: Establish organizational guidelines for tailoring the organization's standard processes to meet the specific needs of projects.
	
	PO8.2 IT Standards and Quality Practices

	

	BP4: Maintain process assets library:  Establish and maintain the enterprise process assets library, including measurement repository, and make the library available for use by the projects. [Outcome: 4, 5]
	BP 20.03 Maintain Process Assets. Collect and maintain process assets.


	15504-5 PIM.1.BP6: Maintain process data. Capture and maintain information and data related to the use of standard processes.
	
	PO8.2 IT Standards and Quality Practices
PO8.6 Quality measurement, monitoring and review
	

	BP5: Coordinate and communicate process definition:  Coordinate and communicate process definition, ensuring implemented processes are approved well-defined derivatives of the standard processes. [Outcome: 6]
	BP 20.04 Coordinate and Communicate Process Definition. Coordinate and communicate process definition and improvement activities.


	15504-5 PIM.1.BP1: Define process architecture. Define a standard set of processes, purpose of each process and interactions between them. 
	
	PO4.15 Relationships
	

	Not Covered in this process
	
	12207. 6.2.1. Process assessment. (Covered PA21 -Process improvement)

12207. 6.2.1. Process improvement. (Covered PA21 -Process improvement)
	
	
	


Process Improvement

	Enterprise SPICE Process 
	iCMM
	ITIL v3 Processes
	CobiT v4.1 
	ISO 20000-2 

	Process Improvement  
	PA 21 Process Improvement
	Continual Service Improvement
	PO1 Define a Strategic IT Plan

PO8 Manage Quality

	4.3 Monitoring, measuring, and reviewing (Check)

4.4 Continual Improvement (Act)

	Purpose
	
	
	
	

	The purpose of the Process Improvement process is to continuously and measurably improve processes capability so that business can be conducted more efficiently and effectively.
	PA 21: to continuously improve the effectiveness and efficiency of the project and/or organization’s processes so that its business is conducted more efficiently and effectively. 


	CSI: to align and realign IT Services to changing business needs by identifying and implementing improvements to the IT services that support the Business Processes.
	The Plan and Organise (PO) domain covers strategy and tactics, and concerns the identification of the way IT can best contribute to the achievement of the business objectives. The realization of the strategic vision needs to be planned, communicated and managed for different perspectives. A proper organization as well as technological infrastructure should be put in place
	4.4 Continual Improvement

To improve the effectiveness and efficiency of service delivery and management ( MAN.6 (Improvements for ITSM)

	Outcomes: 
	Goals 
	
	
	

	1. Issues arising from the organization's internal / external environment are identified as improvement opportunities and justified as reasons for change.
	
	• CSI 5.6 CSI and other Service Mgmt processes


	PO1 Define a Strategic IT Plan
PO1.2 Business-IT alignment
	4.4.2. Planning for service improvements

(note 1. service improvement requirements come from all processes) ( PLA.1 (Planning & Implementing new or changed services)



	2. Analysis of the current status of the existing processes is performed, focusing on those processes from which improvement stimuli arise; and recorded as a baseline against which the actual improvement can be compared.
	
	• CSI 5.2 Assessments

• CSI 5.3 Benchmarking


	PO8 Manage Quality


	4.3 Monitoring, measuring, and reviewing (Check)

(…The results of the analysis should provide input to a plan for improving the service) ( MAN.4 (Measurement for ITSM) 

	3. Improvement measures are identified and prioritized and revised periodically and progress towards them is evaluated.
	1. Goals for process improvement are established and progress towards them is evaluated.
	• CSI 5.4 Measuring and reporting frameworks


	PO8 Manage Quality


	4.4.2. Planning for service improvements

(…)Service improvement targets should be measurable, linked to business objectives and documented in a plan.
( MAN.4 (Measurement for ITSM) 


	4. Process improvement activities are planned and implemented. 
	2. Process improvement activities are coordinated across projects and the organization.
	• CSI 5.5 The Deming Cycle


	PO8 Manage Quality


	4.4.2. Planning for service improvements ( MAN.6 (Improvements for ITSM)



	5. Improvements are deployed, monitored, and sustained by the usage of the organization’s historical data.
	3. Improvements are deployed, monitored, and sustained within the project and organization.
	• CSI 4.1 The 7-Step Improvement process 

• CSI 4.3 Service Measurement 


	PO8 Manage Quality


	4.4.2. Planning for service improvements

(note 1. service improvement requirements come from all processes) ( MAN.9.3 (Control of Records for ITSM)
8.1 Incident Management ( RES.1 
8.3 Problem Management
(storing data into the knowledge base) ( RES.2



	6. Knowledge gained from the improvements is communicated within the enterprise

	
	• CSI 5.6.6 Knowledge Management


	PO8 Manage Quality


	4.4.2. Planning for service improvements ( MAN.6 (Improvements for ITSM)



	7. Improvements made are evaluated and consideration given for using the solution elsewhere within the enterprise.

	
	• CSI 5.3 Benchmarking
	PO8 Manage Quality


	4.4.2. Planning for service improvements ( PLA.1 (Planning & Implementing new or changed services)



	Base Practices
	
	
	
	

	BP1: Identify process improvement opportunities. Issues arising from the organization's internal / external environment or organization’s appraisals are proactively identified as improvement opportunities and with justified reasons for change. [Outcome: 1]


	BP 21.01 
Identify process improvement goals: Identify process improvement goals from the organization's business goals.


	
	PO8.1 Quality Management System
PO8.6 Quality measurement

monitoring and review


	MAN.6.BP2: Identify potential improvement opportunities. Results

from assessment of current status of the management system, services, processes and feedback are identified as improvement opportunities. [Outcome: 2, 3]

	BP2: Establish process improvement objectives. Analysis of the current status of the existing processes is performed. [Outcome: 2] 


	BP 21.02
Establish process improvement program:  Plan improvements to the project/organization's processes based on widespread participation and analysis of the impact of potential improvements on achieving the goals of the organization.
	
	
	MAN.6.BP3: Establish process improvement goals and constraints.

Development needs of current services and SMS are used to define improvement objectives for the selected processes. [Outcome: 1, 2, 4]

	BP3: Assess process improvement objectives. Focusing on those processes from which improvement stimuli arise and/or process based risk is reduced, resulting in improvement objectives for the process being established. [Outcome: 2]
	BP 21.03 
Appraise processes:  Appraise the processes periodically.


	
	PO8.6 Quality measurement

monitoring and review


	

	BP4: Prioritize improvements. The improvement objectives are prioritized, and grouped taking care of the causal relationship among the impacted processes. [Outcome: 3]


	
	
	
	MAN.6.BP4: Prioritize improvements. The improvement objectives are prioritized based on business goals and estimated resource needs. [Outcome: 4]

	BP5: Plan improvements. Consequent changes to the process are defined and planned. [Outcome: 3]


	BP 21.04
Establish an action plan: Analyze appraisal results and other sources for improvement and establish an action plan for process improvement.
	
	
	MAN.6.BP5: Plan process changes. Consequent changes to the selected process are defined and planned. [Outcome: 5]

	BP6: Implement improvements. The improvements to the process are implemented and changes are managed [Outcome: 3]
	BP 21.05
Implement improvements: Implement the process improvement action plan.


	
	
	MAN.6.BP6: Implement selected process changes. The improvements to the process are implemented according to plan.

	BP7: Confirm improvement. The effects of implemented improvements are monitored, measured, evaluated and confirmed against the defined improvement goals and desired results. [Outcome: 4]


	BP 21.06
Confirm improvements: Confirm that improvement activities meet goals and desired results.


	
	
	MAN.6.BP7: Confirm and sustain process improvement. The effects

of process implementation are monitored, measured and confirmed against the defined improvement goals. [Outcome: 6]

	BP8: Incorporate process-related outcomes into organizational process assets. The outcomes resulted by the improvement activity are incorporated into the organizational process assets they refer to [Outcome: 7]


	
	
	
	

	BP9: Communicate results of improvement. Knowledge gained from the improvements is communicated outside of the improvement project across relevant parts of the organization. [Outcome: 5]


	
	
	PO8.5 Continuous improvement
	MAN.6.BP8: Communicate and share results of improvement.

Knowledge gained from the improvements is communicated outside of the

improvement project across relevant parts of the organization. [Outcome: 6, 7]

	BP10: Evaluate the results of the improvement project. Evaluate the results of the improvement initiative to see if the solution can be applied elsewhere in the organization. [Outcome: 6]
	
	
	PO8.6 Quality measurement

monitoring and review


	MAN.6.BP9: Evaluate the results of the improvement project. Evaluate the results of the improvement project to see if the solution can be

used elsewhere in the organization. [Outcome: 7]

	BP11:
Sustain and deploy improvement gains: Sustain and deploy improvement gains across all applicable parts of the organization/project. [Outcome: 6, 7]

	BP 21.07
Sustain and deploy improvement gains: Sustain and deploy improvement gains across all applicable parts of the organization/project.


	
	
	MAN.6.BP7: Confirm and sustain process improvement. The effects

of process implementation are monitored, measured and confirmed against the defined improvement goals. [Outcome: 6]

	NOT COVERED
	BP 21.08
Monitor performance: Continuously monitor and improve process performance.
	
	PO8.6 Quality measurement

monitoring and review


	


Training

	Enterprise SPICE Process
	iCMM v2 Processes
	ISO/IEC 15504-5

(PAM processes)
	ISO/IEC 15288: 2008 PRM

ISO/IEC 12207: 2008 PRM
	CobiT v4.1 processes

	Training 
	PA22 Training
	RIN.2 Training

RIN.1 Human resource management

	6.2.4 Human Resource Management Process

B.3.4 Human Resource Management Process
B.3.4.1 Skill Development Process
B.3.4.2 Skill Acquisition and Provision Process
B.3.4.3 Knowledge Management Process
	DS7 Educate and train users

	Purpose:
	
	
	
	

	The purpose of the Training process is to develop and maintain the skills and knowledge of staff so they perform their roles effectively and efficiently.  
	The purpose of the Training process area is to develop and maintain the skills and knowledge of people so they perform their roles effectively and efficiently.
	RIN.2 The purpose of the Training process is to provide the organization and project with individuals who possess the needed skills and knowledge to perform their roles effectively.

RIN.1 The purpose of the Human resource management process is to provide the organization and projects with individuals who possess skills and knowledge to perform their roles effectively and to work together as a cohesive group.
	6.2.4 The purpose of the Human Resource Management Process is to ensure the organization is provided with necessary human resources and to maintain their competencies, consistent with business needs.
B.3.4.1 The purpose of the Skill Development Process is to provide the organization and project with individuals who possess the needed skills and knowledge to perform their roles effectively.

B.3.4.2 The purpose of the Skill Acquisition and Provision Process is to provide the organization and projects with individuals who possess skills and knowledge to perform their roles effectively and to work together as a cohesive group.

B.3.4.3 The purpose of the Knowledge Management Process is to ensure that individual knowledge, information and skills are collected, shared, reused and improved throughout the organization.
	The purpose of Educate and train users process is to provide a clear understanding of IT user training needs, execution of an effective training strategy and measurement of the results

	Outcomes:
	
	
	
	

	As a result of successful implementation of the Training process:

1) Organization, project and individual training needs are solicited and identified;
	1) Training needs are solicited and identified;
	RIN.1 As a result of successful implementation of the Human resource management process:

1) individuals with the required skills and competencies are identified and recruited
	6.2.4 As a result of the successful implementation of the Human Resource Management Process:

a) Skills required by projects are identified.
	DS7 1) Education and Training Needs are identified

	2) Training is developed or acquired to address the organization and project training needs; 
	
	RIN.2 1) training is developed or acquired to address the organization and project training needs.
	6.2.4 b) Necessary human resources are provided to projects.

6.2.4 d) Conflicts in multi-project resource demands are resolved.
	

	3) Training is conducted to ensure that all individuals have the skills required to perform their assignments.
	2) Required training is provided
	RIN.2 2) training is conducted to ensure that all individuals have the skills required to perform their assignments, using mechanisms such as training strategies and materials.
	6.2.4 c) Skills of personnel are developed, maintained or enhanced.


	DS7 2) Training and Education is delivered

	4) Training effectiveness is assessed.
	3) Training effectiveness is assessed.
	RIN.1 4) objective criteria are defined against which group and individual performance is monitored to provide performance feedback and to enhance performance.
	
	DS7 3) Training Received is evaluated

	
	
	RIN.1 2) effective interaction between individuals and groups are supported;

RIN.1 3) the work force have the skills to share information and co-ordinate their activities efficiently.
	6.2.4 e) Individual knowledge, information and skills are collected, shared, reused and improved throughout the organization.
	

	Base Practices
	
	
	
	

	BP1: Develop a strategy for training. Develop a strategy for training including how the training needs will be identified, how the needed training will be developed or acquired, and how the training will be performed. 
	
	RIN.2.BP1: Develop a strategy for training. Develop a strategy for training including how the training needs will be identified, how the needed training will be developed or acquired, and how the training will be performed.
	
	

	BP2: Identify needs for training. Identify and evaluate skills and competencies to be provided or improved through training. 


	BP 22.01 Identify Training Needs. Identify training needs for the organization, projects, teams, and support groups.
	RIN.2.BP2: Identify needs for training. Identify and evaluate skills and competencies to be provided or improved through training.

RIN.1.BP1: Identify needed skills and competencies. Identify and evaluate skills and competencies needed by the organization to achieve its goals.
	Identify skills. This activity consists of the following tasks:

1) Identify skill needs based on current and expected projects.

2) Identify and record skills of personnel.


	DS7.1 Identification of Education and Training Needs Establish and regularly update a curriculum for each target group of employees considering:

• Current and future business needs and strategy

• Value of information as an asset

• Corporate values (ethical values, control and security culture, etc.)

• Implementation of new IT infrastructure and software (i.e., packages, applications)

• Current and future skills, competence profiles, and certification and/or credentialing needs as well as required reaccreditation

• Delivery methods (e.g., classroom, web-based), target group size, accessibility and timing

	BP3: Establish Training Plan. Establish and maintain a training plan. 
	BP 22.02 Establish Training Plan. Establish and maintain a training plan.
	
	Develop skills. This activity consists of the following tasks:

1) Establish skills development plan.

NOTE This plan includes types and levels of training, categories of personnel, schedules, resource requirements, and training needs.
	

	BP4: Establish Training Mechanism. Establish and maintain training capability and delivery mechanisms to address identified training needs. 


	BP 22.03 Establish Training Mechanism. Establish and maintain training capability and delivery mechanisms to address identified training needs.
	RIN.2.BP3: Develop or acquire training. Develop or acquire training that addresses the common training needs.
	Develop skills.  2) Obtain or develop training, education or mentoring resources.

NOTE These resources include training materials that are developed by the organization or external parties, training courses that are available from external suppliers, computer based instruction, etc.
	

	BP5: Prepare for training execution. Identify and prepare the execution of training sessions, including the availability of the training materials and the availability of personnel to be trained.
	
	RIN.2.BP4: Prepare for training execution. Identify and prepare the execution of training sessions, including the availability of the training materials and the availability of personnel to be trained.
	B.3.4.1 As a result of successful implementation of the Skill Development Process:

a) training is developed or acquired to address the organization and project training needs
	

	BP6: Train Individuals. Train individuals to have the skills and knowledge needed to perform their assigned roles.

	BP 22.04 Train Individuals. Train individuals to have the skills and knowledge needed to perform their assigned roles.
	RIN.2.BP5: Train personnel. Train personnel to have the knowledge and skills needed to perform their roles.

RIN.1.BP4: Develop staff skills and competencies. Define and provide opportunities for development of the skills and competencies of staff
	Develop skills.  3) Provide planned skill development.

Acquire and provide skills. This activity consists of the following tasks:

1) Obtain qualified personnel when skill deficits are identified based on plans.

NOTE This includes using outsourced resources.

2) Maintain and manage the pool of skilled personnel necessary to staff ongoing projects.

3) Make project assignments based on project and staff-development needs.

4) Motivate personnel, e.g., through career development and reward mechanisms.

5) Control multi-project management interfaces to resolve multi-project schedule conflicts:

i) of capacity in organizational infrastructure and supporting services and resources among

ongoing projects;

ii) from project personnel being over-committed.

B.3.4.1 As a result of successful implementation of the Skill Development Process:

b) training is conducted to ensure that all individuals have the skills required to perform their assignments, using mechanisms such as training strategies and materials.
	DS7.2 Delivery of Training and Education Based on the identified education and training needs, identify target groups and their members, efficient delivery mechanisms, teachers, trainers, and mentors. Appoint trainers and organize timely training sessions. Record registration (including prerequisites), attendance and training session performance evaluations.

	BP7: Establish and Maintain Records. Establish and maintain records of training and experience.
	BP 22.05 Establish and Maintain Records. Establish and maintain records of training and experience.
	RIN.2.BP6: Maintain staff training records. Maintain adequate records of the training completed by the staff.

RIN.1.BP10: Maintain staff records. Maintain adequate records of staff, including not only personnel details, but also information on skills, training completed, and performance evaluations.
	Develop skills.  4) Maintain records of skill development.


	

	BP8: Assess Training Effectiveness. Assess the effectiveness of training to meet identified training needs.
	BP 22.06 Assess Training Effectiveness. Assess the effectiveness of training to meet identified training needs.
	RIN.2.BP7: Evaluate training effectiveness. Identify and evaluate added value provided by each training session, including the evaluation of training material.

RIN.1.BP2: Define evaluation criteria. Define objective criteria that can be used to evaluate candidates and assess staff performance
RIN.1.BP8: Evaluate staff performance. Evaluate the performance of staff, in respect of their contributions to the goals of the organization as a whole. Ensure that feedback is discussed with the staff
RIN.1.BP9: Provide feedback on performance. Ensure that feedback is provided to staff on the results of any performance evaluations performed
	
	DS7.3 Evaluation of Training Received Evaluate education and training content delivery upon completion for relevance, quality, effectiveness, the retention of knowledge, cost and value. The results of this evaluation should serve as input for future curriculum definition and the delivery of training sessions

	BP9: Establish Learning Environment. Establish and maintain an environment that encourages learning.
	
	RIN.1.BP7: Maintain project team interactions. Obtain and maintain agreement on the management of interactions between teams
	Acquire and provide skills. This activity consists of the following tasks:

1) Obtain qualified personnel when skill deficits are identified based on plans.

NOTE This includes using outsourced resources.

2) Maintain and manage the pool of skilled personnel necessary to staff ongoing projects.

3) Make project assignments based on project and staff-development needs.

4) Motivate personnel, e.g., through career development and reward mechanisms.

5) Control multi-project management interfaces to resolve multi-project schedule conflicts:

i) of capacity in organizational infrastructure and supporting services and resources among

ongoing projects;

ii) from project personnel being over-committed.

d) Perform knowledge management. This activity consists of the following tasks:

1) Establish and maintain infrastructure for sharing common and domain information across the organization.

2) Select an appropriate knowledge management strategy.

3) Capture and maintain information for access by the organization per the strategy.

B.3.4.1 As a result of successful implementation of the Skill Acquisition and Provision Process:

a) individuals with the required skills and competencies are identified and recruited;

b) effective interaction between individuals and groups are supported;

c) the work force have the skills to share information and co-ordinate their activities efficiently; and

d) objective criteria are defined against which group and individual performance is monitored to provide performance feedback and to enhance performance.

B.3.4.3 As a result of successful implementation of the Knowledge Management Process:

a) infrastructure is established and maintained for sharing common and domain information across the organization;

b) knowledge is readily available and shared throughout the organization;
c) the organization selects an appropriate knowledge management strategy
	


	Enterprise SPICE Process
	ISO/IEC 20000
	ISO 14001
	P-CMM Processes
	ISO/TS 16949

	Training
	3.3. Competence, awareness and training
	 4.4.2 Competence, training and awareness

	Training and development (ML2)

Competency Analysis (ML3) 

Competency Development (ML3)

Mentoring (ML4)
	6.2.2 Competence, awareness and training

	Purpose:
	
	
	
	

	The purpose of the Training process is to develop and maintain the skills and knowledge of staff so they perform their roles effectively and efficiently.
	The purpose of the Competence, awareness and training is to ensure that personnel performing work within service management should be competent on the basis of appropriate education, training, skills, and experience.


	The purpose of the Competence, training and awareness process is to ensure that any person(s) performing tasks for it or on its behalf that have the potential to cause a significant environmental impact(s) identified by the organization is (are) competent on the basis of appropriate education, training or experience, and shall retain associated records.


	The purpose of Training and Development (TaD) is to ensure that all individuals have the skills required to perform their assignments and are provided relevant development opportunities.

The purpose of Competency Analysis (CA) is to identify the knowledge, skills, and process abilities required to perform the organization’s business activities so that they may be developed and used as a basis for workforce practices.
The purpose of Competency Development (CD) is to constantly enhance the capability of the workforce to perform their assigned tasks and responsibilities.
The purpose of Mentoring (Ment.) process is to transfer the lessons of greater experience in a workforce competency to improve the capability of other individuals or workgroups.
	The purpose of Competence, awareness and training process is to determine the competence for performing work affecting product quality and to maintain documented procedures for identifying training needs and achieving competence.

	Outcomes:
	
	
	
	

	As a result of successful implementation of the Training process:

1) Organization, project and individual training needs are solicited and identified;
	Staff competencies and training needs are reviewed and managed to enable staff to perform their role effectively.
	As a result of successful implementation of the Competence, training and awareness process:


	CA The workforce competencies required to perform the organization’s business activities are defined and updated.


	a) the necessary competence for personnel performing work affecting product quality is determined

	2) Training is developed or acquired to address the organization and project training needs; 
	All service management roles and responsibilities are defined and maintained together with the competencies required to execute them effectively.
	b) training needs are identified and actions are taken to ensure the provision of training;
	CA The work processes used within each workforce competency are established and maintained

Mentoring programs are established and maintained to accomplish defined objectives.

	b) training or take other actions to satisfy these needs are provided


	3) Training is conducted to ensure that all individuals have the skills required to perform their assignments.
	Top management ensures that its employees are aware of the relevance and importance of their activities and how they contribute to the achievement of the service management objectives.
	a) those persons whose work could cause significant environmental impact(s) identified by the organization are competent to perform the tasks to which they are assigned;
c) all persons are aware of the organization's environmental policy and environmental management system and the environmental aspects of the organization's activities, products and services that could be affected by their work.

A procedure(s) are established, implemented and maintained to make persons working for it be aware of:

a) the importance of conformity with the environmental policy and procedures and with the requirements of the environmental management system

b) the significant environmental aspects and related actual or potential impacts associated with their work, and the environmental benefits of improved personal performance

c) their roles and responsibilities in achieving conformity with the requirements of the environmental management system

d) the potential consequences of departure from specified procedures.
	TaD Individuals receive timely training that is needed to perform their assignments in accordance with the unit’s training plan.

TaD Training and Development practices are institutionalized to ensure they are performed as managed processes.
CA Competency Analysis practices are institutionalized to ensure they are performed as defined organizational processes 

CD The organization provides opportunities for individuals to develop their capabilities in its workforce competencies

CD Individuals develop their knowledge, skills, and process abilities in the organization’s workforce competencies

CD The organization uses the capabilities of its workforce as resources for developing the workforce competencies of others

CD Competency Development practices are institutionalized to ensure they are performed as defined organizational processes

Mentors provide guidance and support to individuals or workgroups.
Mentoring practices are institutionalized to ensure they are performed as defined organizational processes.
	d) personnel are aware of the relevance and importance of their activities and how they contribute to the achievement of the quality objectives

	4) Training effectiveness is assessed.
	
	
	TaD Individuals capable of performing their assignments pursue development opportunities that support their development objectives.
CA The organization tracks its capability in each of its workforce competencies
	c) the effectiveness of the actions taken is evaluated 

e) appropriate records of education, training, skills and experience are maintained

	Base Practices
	
	
	
	

	BP1: Develop a strategy for training. Develop a strategy for training including how the training needs will be identified, how the needed training will be developed or acquired, and how the training will be performed. 
	Ensure that personnel are aware of the relevance and importance of their activities within the wider business context and how they contribute to the achievement of quality objectives
	
	CD Practice 1 Competency development activities are based on the competency development plans within each workforce competency.

Ment. Practice 1 Opportunities for using the experience of the workforce to improve performance or achieve other organizational objectives are identified.
	

	BP2: Identify needs for training. Identify and evaluate skills and competencies to be provided or improved through training. 


	Determine the necessary competence for each role in service management;
	Identify the awareness, knowledge, understanding and skills needed by any person with the responsibility and authority to perform tasks on its behalf.

Identify training needs associated with its environmental aspects and its environmental management system.
	TaD Practice 1

In each unit, the critical skills required for performing each individual’s assigned tasks are identified.

TaD Practice 2 

Training needed in critical skills is identified for each individual.

CA Practice 1 The workforce competencies required to perform the organization’s business activities are identified.
CA Practice 2 Each of the organization’s workforce competencies is analyzed to identify the knowledge, skills, and process abilities that compose it.

CA Practice 3 Workforce competency descriptions are documented and maintained according to a documented procedure.
CA Practice 4 Workforce competency descriptions are updated on a periodic and event-driven basis.
	6.2.2.2 The organization shall establish and maintain documented procedures for identifying training needs and achieving competence of all personnel performing activities affecting product quality. Personnel performing specific assigned tasks shall be qualified, as required, with particular attention to the satisfaction of customer requirements.

a) determine the necessary competence for personnel performing work affecting product quality

	BP3: Establish Training Plan. Establish and maintain a training plan. 
	
	
	TaD Practice 3

Each unit develops and maintains a plan for satisfying its training needs

Ment. Practice 2 The objectives and structure of each mentoring program are defined.
	

	BP4: Establish Training Mechanism. Establish and maintain training capability and delivery mechanisms to address identified training needs. 


	
	
	CA Practice 5 The competency-based processes to be performed by capable individuals in each workforce competency are established and maintained

Ment. Practice 3 Each mentoring program is communicated to affected individuals and workgroups.

	6.2.2.3 The organization shall provide on-the-job training for personnel in any new or modified job affecting product quality, including contract or agency personnel. Personnel whose work can affect quality shall be informed about the consequences to the customer of nonconformity to quality requirements.

	BP5: Prepare for training execution. Identify and prepare the execution of training sessions, including the availability of the training materials and the availability of personnel to be trained.
	
	
	CD Practice 2 Graduated training and development activities are established and maintained for developing capability in each of the organization’s workforce competencies.
CD Practice 4 Competency-based training and development activities are identified for each individual to support their development objective

Ment. Practice 4 Mentors are selected and matched with individuals or workgroups to be mentored.
	

	BP6: Train Individuals. Train individuals to have the skills and knowledge needed to perform their assigned roles.

	Provide training or take other action to satisfy these needs;
	Provide training or take other action to meet needs
	TaD Practice 4 

Individuals or groups receive timely training needed to perform their assigned tasks.

CD Practice 6 Capable individuals within a competency community are used to mentor those with less capability in the competency.
CD Practice 7 The organization supports communication among those comprising a competency community.
Ment. Practice 5 Mentors and those they mentor establish a mentoring relationship.

Ment. Practice 6 Mentors assist individuals or workgroups in developing capability in workforce competencies.
	6.2.2.1 The organization shall ensure that personnel with product design responsibility are competent to achieve design requirements and are skilled in applicable tools and techniques
b) provide training or take other actions to satisfy these needs
d) ensure that its personnel are aware of the relevance and importance of their activities and how they contribute to the achievement of the quality objectives

	BP7: Establish and Maintain Records. Establish and maintain records of training and experience.
	Maintain appropriate records of education, training, skills and experience
	Retain associated training records.
	TaD Practice 5 
Training is tracked against the unit’s training plan.
	e) maintain appropriate records of education, training, skills and experience

	BP8: Assess Training Effectiveness. Assess the effectiveness of training to meet identified training needs.
	Evaluate the effectiveness of the actions taken.
	
	TaD Practice 6

A development discussion is held periodically with each individual.

Ment. Practice 7 Mentoring relationships are reviewed to ensure that they satisfy their intended objectives.

	6.2.2.4 The organization shall have a process to measure the extent to which its personnel are aware of the relevance and importance of their activities and how they contribute to the achievement of the quality objectives.

c) evaluate the effectiveness of the actions taken

	BP9: Establish Learning Environment. Establish and maintain an environment that encourages learning.
	
	
	TaD Practice 7 

Relevant development opportunities are made available to support individuals in accomplishing their individual development objectives.

TaD Practice 8

Individuals pursue development activities that support their individual development objectives.

CA Practice 6 Information about the use of competency-based processes is captured and made available.
CA Practice 7 Competency information regarding the capabilities of individuals in their workforce competencies is collected and maintained according to a documented procedure.

CA Practice 8 Current resource profiles for each of the organization’s workforce competencies are determined.
CA Practice 9 Competency information is updated on a periodic and event-driven basis.
CD Practice 3 The organization makes available descriptions of workforce competencies and information about development opportunities related to them.

CD Practice 5 Individuals actively pursue learning opportunities to enhance their capabilities in the organization’s workforce competencies.

CD Practice 8 Competency-based experience and information is captured and made available to those within a competency community.
Ment. Practice 8 Mentors support the development and improvement of competency based assets.
Ment. Practice 9 Mentors participate in performance management and related workforce activities, as appropriate.
Ment. Practice 10 The organization’s workforce practices support mentoring activities, as needed.
	6.2.2.4 The organization shall have a process to motivate employees to achieve quality objectives, to make continual improvements, and to create an environment to promote innovation. The process shall include the promotion of quality and technological awareness throughout the whole organization.


Research and Innovation

	Enterprise SPICE Processes 
	iCMM
	P-CMM
	eSCM-CL (reference)
	eSCM-SP (reference)

	Research and Innovation 
	PA 23 Innovation
	Continuous Workforce Innovation
	Value Management
	Technology Mgmt
Performance Mgmt
Relationship Mgmt

	Purpose
	
	
	
	

	The purpose of the Research and Innovation process is to identify, select, and introduce innovations into products, processes, services, and the work environment to improve the organization’s business results. 

Note:  Innovations may include technology, partnering, and conceptual and/or organizational changes.  Enterprise research endeavors contribute to innovation. 
	to identify, select, and introduce selected technology improvements into products, processes, and the work environment to improve the organization’s business results. 


	 to identify and evaluate improved or innovative workforce practices and technologies, and implement the most promising ones throughout the organization.


	
	

	Outcomes:
	Goals:
	
	
	

	
	1. Agile adaptation to change is driven by the organization’s knowledge of its products, processes, technologies, and core competencies.
	
	
	

	1) Potential improvements and innovations are identified.  
	
	Goal 2 Innovative or improved workforce practices and technologies are identified and evaluated. 
	
	

	2) The organization’s products, services, processes, and work environment are continually evaluated for suitability to use identified improvements and innovations. 
	2. The organization’s products, services, processes, and work environment are continually evaluated for suitability to use identified improvements and innovations. 


	Goal 2 Innovative or improved workforce practices and technologies are identified and evaluated. 


	
	

	3) Selected innovations are deployed to relevant parts of the organization in accordance with the organization’s objectives and goals.
	3. Selected technologies are deployed to relevant parts of the organization in accordance with the organization’s objectives and goals.


	Goal 3 Innovative or improved workforce practices and technologies are deployed using orderly procedures.


	
	

	Base Practices
	Base Practices
	
	
	

	BP1: Maintain New Technology Awareness. Maintain awareness of new technologies, concepts, or partnerships that support the organization's goals.

This typically involves external investigation into research described in the literature, or into innovations deployed in other enterprises.
	BP 23.01 Maintain New Technology Awareness. Maintain awareness of new technologies that support the organization's goals.


	P7 The organization continuously investigates innovative workforce practices and technologies. 


	
	Practice tch06 Proactively Introduce Technology:  Establish and implement procedures to proactively identify and introduce appropriate technology.

Practice re108: Value Creation: Proactively identify value creation opportunities and communicate them to the client.

	BP2: Collect Proposals.

Collect proposals for innovations from customers and stakeholders.
	BP 23.01 Maintain New Technology Awareness. Maintain awareness of new technologies that support the organization's goals.


	P4 Workforce opinions about their working conditions are periodically evaluated to identify areas that would most benefit from innovative or improved practices. 

	
	Practice tch06 Proactively Introduce Technology:  Establish and implement procedures to proactively identify and introduce appropriate technology.


	BP3:  Select Innovations.

Choose innovations to adopt based on established criteria.
	BP 23.02 Select New Technologies. Choose new technologies to adopt based on established criteria.


	P5 Data regarding the impact of the organization’s workforce practices and activities are analyzed to identify areas that would most benefit from innovative or improved practices.
P8 Innovative and improved workforce practices and technologies are evaluated and selected for implementation. 
	
	

	BP4:  Prepare for Infusion.

Perform the necessary preliminary activities to ensure that innovation infusion will be successful and will advance the organization's goals.

Preparation lays out the infusion strategy which may include pilot efforts to determine feasibility of untried innovations, and to measure results.


	BP 23.03 Prepare for Infusion. Perform the necessary preliminary activities to ensure that technology infusion will be successful and will advance the organization's goals.


	P9 When appropriate, innovative or improved workforce practices or technologies are evaluated in trials to valuate their benefits and most effective methods for implementation. 
P10 The deployment of innovative or improved workforce practices or technologies is planned and prepared.


	
	

	BP5.  Infuse Innovations. Insert innovations into the organization's products, processes, services and work environment.


	BP 23.04 Infuse New Technologies. Insert new technologies into the organization's products, work environment, and processes.


	P11 Innovative or improved workforce practices and technologies are implemented according to their deployment plans.


	
	Practice tch06 Proactively Introduce Technology:  Establish and implement procedures to proactively identify and introduce appropriate technology.


	BP6. Manage innovation. Manage the innovation of products, processes, services, and the work environment to improve business results, and encourage adoption of further improvement initiatives.

	BP 23.05 Manage innovation. Manage the innovation of products, processes, and the work environment to support individual projects, improve business results, and ensure easy adoption of further technology improvement initiatives.

	P12 The effectiveness and benefits of innovative or improved workforce practices and technologies are evaluated quantitatively. 

P13 The status and results of the organization’s Continuous Workforce Innovation activities are periodically reviewed and communicated across the organization.


	Practice val05 Innovation:  Establish and implement programs to encourage and deploy innovations through sourcing relationships and sourced services across the organization.

	Practice pfr11: Deploy Innovations: Establish and implement programs to deploy innovations across the organization.



Safety and Security

	Enterprise SPICE Process 
	ICMM v2
	ITIL v3


	ISO/IEC 20000-1:2005


	CobiT v4.1
	ISO/IEC 27001:2005  

	Safety and Security
	AA 01 Safety and Security
	4 Service Design:

4.6 Information Security Management
	6.6 Information Security Management 


	DS5 Ensure Systems Security, 

DS12 Manage the Physical Environment, 

PO4 Define the IT Processes, Organisation and Relationships
	

	
	
	
	
	
	NOTE:  practices in this standard are already addressed via incorporation of ISO/IEC 17799 in iCMM Safety and Security AA (see mapping table)

	Purpose
	
	
	
	
	

	The purpose of the Safety and Security process is to ensure that the enterprise, its staff, and its products and services are safe and secure.
	The purpose of the Safety and Security application area is to establish and maintain a safety and security capability, define and manage requirements based on risks attributable to threats, hazards, and vulnerabilities, and assure that products and services are safe and secure throughout their life cycle. 
	The goal of the Information Security Management process is to ensure that the security aspects with regard to services and all Service Management activities are appropriately managed and controlled in line with business needs and risks. 
	The objective of Information Security Management is to manage information security effectively within all service activities
	Purpose of DS5: maintaining the integrity of information and processing infrastructure and minimising the impact of security vulnerabilities and incidents
Purpose of DS12: protecting computer assets and business data and minimising the risk of business disruption
Purpose of PO4: establishing processes, administrative policies and procedures for all functions, with specific attention to control, quality assurance, risk management, information security, data and systems ownership, and segregation of duties.
	

	Outcomes: 
	Goals
	
	
	
	

	1) An infrastructure for safety and security is established and maintained.
	An infrastructure for safety and security is established and maintained. 
	
	
	Purpose of DS5: maintaining the integrity of information and processing infrastructure and minimising the impact of security vulnerabilities and incidents
Purpose of DS12: protecting computer assets and business data and minimising the risk of business disruption

	

	2) Safety and security objectives are identified and met. 
	Safety and security requirements are satisfied.
	
	
	Purpose of DS12: protecting computer assets and business data and minimising the risk of business disruption

	

	3) Safety and security risks are identified and managed.
	Safety and security risks are identified and managed.
	
	
	Purpose of DS5: maintaining the integrity of information and processing infrastructure and minimising the impact of security vulnerabilities and incidents
Purpose of DS12: protecting computer assets and business data and minimising the risk of business disruption
	

	4) Established safety and security requirements are satisfied. 
	Safety and security requirements are satisfied.
	
	
	
	

	5) Activities and products are managed to achieve safety and security requirements and objectives.
	Activities and products are managed to achieve safety and security requirements and objectives.
	The goal of the Information Security Management process is to ensure that the security aspects with regard to services and all Service Management activities are appropriately managed and controlled in line with business needs and risks.
	The objective of Information Security Management is to manage information security effectively within all service activities
	Purpose of PO4: establishing processes, administrative policies and procedures for all functions, with specific attention to control, quality assurance, risk management, information security, data and systems ownership, and segregation of duties.
Purpose of DS5: maintaining the integrity of information and processing infrastructure and minimising the impact of security vulnerabilities and incidents
Purpose of DS12: protecting computer assets and business data and minimising the risk of business disruption
	

	Application Practices
	
	Activities and tasks
	Activities and tasks
	
	

	AP01 Ensure Safety and Security Competency. Ensure safety and security awareness, guidance, and competency.
	AP 01.01Ensure Safety and Security Competency 

Ensure safety and security awareness, guidance and competency.  


	
	
	
	

	AP02 Establish Qualified Work Environment. Establish and maintain a qualified work environment that meets safety and security needs.


	AP 01.02 Establish Qualified Work Environment

Establish and maintain a qualified work environment that meets safety and security needs.


	
	
	DS12.1 Site Selection and Layout

Define and select the physical sites for IT equipment to support the technology strategy linked to the business strategy. The selection and design of the layout of a site should take into account the risk associated with natural and man-made disasters, whilst considering relevant laws and regulations, such as occupational health and safety regulations.

DS12.2 Physical Security Measures

Define and implement physical security measures in line with business requirements to secure the location and the physical assets. Physical security measures must be capable of effectively preventing, detecting and mitigate-ing risks relating to theft, temperature, fire, smoke, water, vibration, terror, vandalism, power outages, chemicals or explosives.

DS12.3 Physical Access

Define and implement procedures to grant, limit and revoke access to premises, buildings and areas according to business needs, including emergencies. Access to premises, buildings and areas should be justified, authorised, logged and monitored. This should apply to all persons entering the premises, including staff, temporary staff, clients, vendors, visitors or any other third party.

DS12.4 Protection Against Environmental Factors

Design and implement measures for protection against environmental factors. Install specialised equipment and devices to monitor and control the environment.

DS12.5 Physical Facilities Management

Manage facilities, including power and communications equipment, in line with laws and regulations, technical and business requirements, vendor specifications, and health and safety guidelines.
	

	AP03 Ensure Integrity of Safety and Security Information. Establish and maintain storage, protection and access and distribution control to ensure the integrity of safety and security information.


	AP 01.03 Ensure Integrity of Safety and Security Information 

Establish and maintain storage, protection and access and distribution control to ensure the integrity of safety and security information.


	
	
	DS5.3 Identity Management

Ensure that all users (internal, external and temporary) and their activity on IT systems (business application, IT environment, system operations, development and maintenance) are uniquely identifiable. Enable user identities via authentication mechanisms. Confirm that user access rights to systems and data are in line with defined and documented business needs and that job requirements are attached to user identities. Ensure that user access rights are requested by user management, approved by system owners and implemented by the security-responsible person. Maintain user identities and access rights in a central repository. Deploy cost-effective technical and procedural measures, and keep them current to establish user identification, implement authentication and enforce access rights.

DS5.4 User Account Management

Address requesting, establishing, issuing, suspending, modifying and closing user accounts and related user privileges with a set of user account management procedures. Include an approval procedure outlining the data or system owner granting the access privileges. These procedures should apply for all users, including administrators (privileged users) and internal and external users, for normal and emergency cases. Rights and obligations relative to access to enterprise systems and information should be contract-ually arranged for all types of users. Perform regular management review of all accounts and related privileges.

DS5.10 Network Security

Use security techniques and related manage-ment procedures (e.g., firewalls, security appliances, network segmentation, intrusion detection) to authorise access and control information flows from and to networks.

DS5.11 Exchange of Sensitive Data

Exchange sensitive transaction data only over a trusted path or medium with controls to provide authenticity of content, proof of submission, proof of receipt and non-repudiation of origin.
PO4.9 Data and System Ownership

Provide the business with procedures and tools, enabling it to address its responsibilities for ownership of data and information systems. Owners should make decisions about classifying information and systems and protecting them in line with this classification.
	

	AP04 Monitor Operations and Report Incidents. Monitor operations and environmental changes, report and analyze safety and security incidents and anomalies, and initiate corrective actions.


	AP 01.04 Monitor Operations and Report Incidents 
Monitor operations and environmental changes, report and analyze safety and security incidents and anomalies, and initiate corrective actions.


	· Monitoring and management of all security breaches and major security incidents


	Security incidents shall be reported and recorded in line with incident management procedure as soon as possible. Procedures shall be in place to ensure that all security incidents are investigated, and management action taken. Mechanisms shall be in place to enable the types, volumes and impacts of security incidents and malfunctions to be quantified and monitored. Actions for improvements identified during this process shall be recorded and provide input into a plan for improving the service.
	DS5.6 Security Incident Definition

Clearly define and communicate the charac-teristics of potential security incidents so they can be properly classified and treated by the incident and problem management process.


	

	AP05 Ensure Business Continuity. Establish and maintain plans to ensure continuity of business processes and protection of assets.
	AP 01.05 Ensure Business Continuity

Establish and maintain plans to ensure continuity of business processes and protection of assets.
	
	
	
	

	AP06 Identify Safety and Security Risks. Identify risks and sources of risks attributable to vulnerabilities, security threats, and safety hazards. 
	AP 01.06 Identify Safety and Security Risks

Identify risks and sources of risks attributable to vulnerabilities, security threats, and safety hazards.  


	· Implementation, review, revision and improvement of a set of security controls and risk assessment and responses


	
	
	

	AP07 Analyze and Prioritize Risks. For each risk associated with safety or security, determine the causal factors, estimate the consequence and likelihood of an occurrence, and determine relative priority.
	AP 01.07 Analyze and Prioritize Risks

For each risk associated with safety or security, determine the causal factors, estimate the consequence and likelihood of an occurrence, and determine relative priority.
	· Implementation, review, revision and improvement of a set of security controls and risk assessment and responses


	
	
	

	AP08 Determine, Implement, and Monitor Risk Mitigation Plan. Determine, implement, and monitor the risk mitigation plan to achieve an acceptable level of risk. 
	AP 01.08 Determine, Implement, and Monitor Risk Mitigation Plan

Determine, implement, and monitor the risk mitigation plan to achieve an acceptable level of risk. 
	
	· Appropriate security controls shall operate to:

· implement the requirements of the information security policy;

· manage risks associated with access to the service or systems.
	
	

	AP09 Determine Regulatory Requirements, Laws, and Standards. Determine applicable regulatory requirements, laws, standards, and policies and define levels of safety and security.
	AP 01.09 Determine Regulatory Requirements, Laws, and Standards

Determine applicable regulatory requirements, laws, standards, and policies and define levels of safety and security.
	· Production, review and revision of an overall Information Security Policy and a set of supporting specific policies

· Communication, implementation and enforcement of the security policies
· Assessment and classification of all information assets and documentation
	· Management with appropriate authority shall approve an information security policy that shall be communicated to all relevant personnel and customers where appropriate.


	PO4.9 Data and System Ownership

Provide the business with procedures and tools, enabling it to address its responsibilities for ownership of data and information systems. Owners should make decisions about classifying information and systems and protecting them in line with this classification.


	

	AP10 Develop and Deploy Safe and Secure Products and Services. Develop and deploy products and services that meet safety and security needs, and operate and dispose of them safely and securely.
	AP 01.10 Develop and Deploy Safe and Secure Products and Services

Develop and deploy products and services that meet safety and security needs, and operate and dispose of them safely and securely.


	
	
	DS5.5 Security Testing, Surveillance and Monitoring

Test and monitor the IT security implement-ation in a proactive way. IT security should be reaccredited in a timely manner to ensure that the approved enterprise’s information security baseline is maintained. A logging and monitoring function will enable the early prevention and/or detection and subsequent timely reporting of unusual and/or abnormal activities that may need to be addressed.

DS5.7 Protection of Security Technology

Make security-related technology resistant to tampering, and do not disclose security documentation unnecessarily.

DS5.8 Cryptographic Key Management

Determine that policies and procedures are in place to organise the generation, change, revocation, destruction, distribution, certifica-tion, storage, entry, use and archiving of cryptographic keys to ensure the protection of keys against modification and unauthorised disclosure.

DS5.9 Malicious Software Prevention, Detection and Correction

Put preventive, detective and corrective measures in place (especially up-to-date security patches and virus control) across the organisation to protect information systems and technology from malware (e.g., viruses, worms, spyware, spam).
	

	AP11 Objectively Evaluate Products. Objectively verify and validate the work products and delivered products and services to assure safety and security requirements have been achieved and services fulfill intended use. 
	AP 01.11 Objectively Evaluate Products

Objectively verify and validate the work products and delivered products and services to assure safety and security requirements have been achieved and services fulfill intended use. 
	
	
	DS5.5 Security Testing, Surveillance and Monitoring

Test and monitor the IT security implement-ation in a proactive way. IT security should be reaccredited in a timely manner to ensure that the approved enterprise’s information security baseline is maintained. A logging and monitoring function will enable the early prevention and/or detection and subsequent timely reporting of unusual and/or abnormal activities that may need to be addressed.


	

	AP12 Establish Safety and Security Assurance Arguments. Establish and maintain safety and security assurance arguments and supporting evidence throughout the life cycle.
	AP 01.12 Establish Safety and Security Assurance Arguments 

Establish and maintain safety and security assurance arguments and supporting evidence throughout the life cycle.


	
	
	
	

	AP13 Establish Independent Safety and Security Reporting. Establish and maintain independent reporting of safety and security status and issues.

	AP 01.13  Establish Independent Safety and Security Reporting

Establish and maintain independent reporting of safety and security status and issues.
	
	
	
	

	AP14 Establish a Safety and Security Plan. Establish and maintain a plan to achieve safety and security requirements and objectives.

	AP 01.14 Establish a Safety and Security Plan

Establish and maintain a plan to achieve safety and security requirements and objectives.


	
	· Appropriate security controls shall operate to:

· implement the requirements of the information security policy;

· manage risks associated with access to the service or systems.


	DS5.1 Management of IT Security

Manage IT security at the highest appropriate organisational level, so the management of security actions is in line with business requirements.

DS5.2 IT Security Plan

Translate business, risk and compliance requirements into an overall IT security plan, taking into consideration the IT infrastructure and the security culture. Ensure that the plan is implemented in security policies and procedures together with appropriate investments in services, personnel, software and hardware. Communicate security policies and procedures to stakeholders and users.
	

	AP15 Select and Manage Suppliers, Products, and Services. Select and manage products and suppliers using safety and security criteria.
	AP 01.15 Select and Manage Suppliers, Products, and Services

Select and manage products and suppliers using safety and security criteri
	
	Arrangements that involve external organizations having access to information systems and services shall be based on a formal agreement that defines all necessary security requirements.
	PO4.14 Contracted Staff Policies and Procedures

Ensure that consultants and contract personnel who support the IT function know and comply with the organisation’s policies for the protection of the organisation’s information assets such that they meet agreed-upon contractual requirements.


	

	AP16 Monitor and Control Activities and Products. Measure, monitor, and review safety and security activities against plans, control products, take corrective action, and improve processes.

	AP 01.16 Monitor and Control Activities and Products

Measure, monitor, and review safety and security activities against plans, control products, take corrective action, and improve processes.


	· Communication, implementation and enforcement of the security policies

· Implementation, review, revision and improvement of a set of security controls and risk assessment and responses
· Analysis, reporting and reduction of the volumes and impact of security breaches and incidents

· Schedule and completion of security reviews, audits and penetration tests.
	Security controls shall be documented. The documentation shall describe the risks to which the controls relate, and the manner of operation and maintenance of the controls. The impact of changes on controls shall be assessed before changes are implemented.
	
	

	
	
	
	
	
	

	NOT APPLICABLE TO THIS PROCESS OR COVERED BY CAPABILITY DIMENSION
	
	
	
	PO4.15 Relationships

Establish and maintain an optimal co-ordina-tion, communication and liaison structure between the IT function and various other interests inside and outside the IT function, such as the board, executives, business units, individual users, suppliers, security officers, risk managers, the corporate compliance group, outsourcers and offsite management.
PO4.8 Responsibility for Risk, Security and Compliance

Embed ownership and responsibility for IT-related risks within the business at an appropriate senior level. Define and assign roles critical for managing IT risks, including the specific responsibility for information security, physical security and compliance. Establish risk and security management responsibility at the enterprise level to deal with organisation-wide issues. Additional security management responsibilities may need to be assigned at a system-specific level to deal with related security issues. Obtain direction from senior management on the appetite for IT risk and approval of any residual IT risks.
	


�I made this "Keep with Next" othewise it came at the bottom of the page. You might want to do the same to other pseudo-header rows like this.


�Yes, as this document is an interim work product not to be published but used to develop the integrated model.  However, I think this should be mapped to Work Environment for the continuity part.  
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